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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Ltr from Chairman Grassley and 11 other members regarding Access
Date: Thursday, August 13, 2015 7:42:10 PM
Attachments: 2015-08-13 CEG et al to DOJ and DOJ OIG (IG Access).pdf


Please see the attached letter issued today by several members of Congress to DOJ and DOJ/OIG regarding access
to information.
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: PDC Newsletter for July
Date: Thursday, July 23, 2015 3:00:01 PM
Attachments: PDC Newsletter - July 2015.pdf


Please find attached the Professional Development Committee’s Newsletter for July.
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Findings of the CIGIE Training Institute 
Projections for Fiscal Year 2016



Background



In March, the CIGIE Training Institute sent out a 
survey to OIGs requesting their projected training 
requests for fiscal year 2016. The Training Institute 
received responses from more than 70 IG personnel in 
more than 50 IG agencies. The results are in and show 
just how popular and crucial the Training Institute’s 
programs are to the mission of the OIGs.



Survey Overview



From the survey of the OIGs, projected students to 
be trained for FY 2016 total 4,033 for the 30 courses 
offered by the CIGIE Training Institute. The Training 
Institute’s professional, cost-effective, and IG-specific 
courses remain popular, as the 4,033 projected requests 
far exceed the nearly 2,000 to 2,200 students that the 
Training Institute typically trains each year. The survey 
responses greatly help the Training Institute to plan its 



FY 2016 training calendar, which enables the Training 
Institute to better serve CIGIE members.



Figure 1 shows that the Audit, Inspection, and 
Evaluation (AI&E) Academy leads in total projected 



Figure 1 Number of OIGs’ Projected Training 
Requests by Academy (total = 4,033).
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requests, followed by the Inspector General Criminal 
Investigator Academy (IGCIA) and finally the 
Leadership and Mission Support (LMS) Academy.



Figure 2 shows that the projected requests for training 
auditors, inspectors, and evaluators and for training 
investigators aligns closely with the proportion of those 
professionals within the IG community. A little more 
than half of the total projected requests for CIGIE 
training involves the Audit, Inspection, and Evaluation 
Academy, which is approximately proportional to the 
50% share of auditors, inspectors, and evaluators who 
comprise OIG staff. Likewise, 28.7% of the projected 
requests for training pertains to the Inspector General 
Criminal Investigator Academy, which aligns closely to 
the one-third share of investigators who make up the 
IG community.



Top 10 Training Institute Programs



Figure 3 displays the top ten projected training 
requests for FY 2016. Critical Thinking Skills is the 
most projected requested training program offered 



by the Training Institute. Writing is a sought-after 
skill, and the Training Institute’s three writing 
programs are in the top ten of all projected requests, 



LMS
19.7%



IGCIA
28.7%



AI&E
51.6%



Figure 2 Academy Percentage of OIGs’ Projected 
Training Requests.



* In Development.



Figure 3 Top 10 Training Institute Programs for OIGs’ Projected Training Requests.
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which include Writing Effective Reports, Coaching 
Effective Writing, and Writing Fundamentals. Among 
the top ten most projected requested training 
programs is one that is in development, Intermediate 
Auditor.



Audit, Inspection, and Evaluation Academy



The Audit, Inspection, and Evaluation Academy has 
11 training programs for prospective students to 
choose from, including two that are in development 
(Intermediate Auditor and Inspection and Evaluation 
Fundamentals) (Figure 4). Critical Thinking Skills 
and Writing Effective Reports are the leading training 
programs for this academy. These training programs 
are unique in that they are the only ones to have more 
than 300 requests for FY 2016.



Inspector General Criminal Investigator Academy



The Inspector General Criminal Investigator Academy 
offers 12 training programs (Figure 5, next page), 
which are categorized by basic, specialized, and 



advanced for student convenience. The Contract and 
Grand Fraud training program leads this academy for 
the most projected requests. However, interviewing 
is another popular skill within the IG community. 
Both of the Inspector General Criminal Investigator 
Academy’s interviewing programs, Advanced 
Interviewing for IG Investigators and IG Interviewing 
for Fraud: Auditors, Inspectors, and Evaluators, are the 
second and third most projected requested programs, 
respectively, offered by this academy.



Leadership and Mission Support Academy



Seven training programs are offered by the Leadership 
and Mission Support Academy (Figure 6, next 
page). The Experienced Leader Program (GS14–15) 
accounts for slightly more than one-fourth (27%) 
of all projected requests for courses offered by this 
academy. Although the Training Institute will not have 
a relationship with the Lincoln Leadership Institute for 
the Transformational Journey from Gettysburg training 
program in FY 2016, the program is commercially 
available for interested students.
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Figure 4 OIGs’ Projected Training Requests for the AI&E Academy Programs.
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Quality Programs



The CIGIE Training Institute’s programs consistently 
receive high marks from students and their 
supervisors.



For example, 98.6% of students of the Inspector 
General Criminal Investigator Academy agreed that 
their training would improve job performance and 
99.7% rated the overall quality of instruction positively, 



according to surveys from FY 2014, the latest year for 
which complete data is available.



The Renowned Choice for IG Training 



The overwhelming amount of projected training 
requests for FY 2016, along with historically positive 
reviews from students, demonstrate that the CIGIE 
Training Institute’s programs are clearly the training of 
choice for the federal IG community.



Figure 5 OIGs’ Projected Training Requests for the IGCIA Programs.



0 50 100 150 200
Hotline Operator



Adjunct Instructor
Undercover Operations for OIG Managers



Undercover Investigations
Essentials of IG Investigations



IG Investigator
Public Corruption Investigations



Transitional Training
Periodic Refresher



IG Interviewing for Fraud; Auditors, Inspectors, and Evaluators
Advanced Interviewing for IG Investigators



Contract & Grant Fraud 167



163



156



154



100



94



81



70



62



39



38



34



Figure 6 OIGs’ Projected Training Requests for the LMS Academy Programs.
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The IGCIA Delivers Another Successful 
Contract and Grant Fraud Class



The IGCIA delivered its second FY 2015 class on 
Contract and Grant Fraud from June 16–19, 2015, at 
Buckley Air Force Base in Colorado. This year is the 
first year for this course, which, according to the OIGs’ 
projected training requests for FY 2016, will be among 
the IGCIA’s most popular courses for years to come.



The Contract and Grant Fraud training program 
covers the fundamentals of these processes and offers 
a broad perspective of issues that IG professionals 
must know to proactively prevent and detect this type 
of fraud. This three-and-a-half day class also provides 
participants with the possibility to earn up to 26 hours 
of continuing professional education credits.



Twelve instructors from various agencies delivered 
presentations on a variety of topics, ranging from 



product substitution and internal controls to cost 
mischarging and antitrust violations. Three staff 
members of the CIGIE Training Institute were part 
of the group who provided students with informative 
presentations on contract and grant fraud. Training 
Institute Executive Director Tom Caulfield presented 
Fraud Detection Questions, IGCIA Program Manager 
Tom Bonnar presented Continuing Case Exercise, and 
IGCIA Program Manager Randall Kizer presented The 
Grant Process; Grant Fraud Schemes; Corruption Issues 
– Gratuities, Bribery and Kickbacks.



The popularity and need for this training is evident 
in the diversity and background of the students. The 
61 students who attended this class came from across 
the country, representing 17 CIGIE-member OIGs, 3 
branches of the military, 2 state OIGs, and 1 county 
OIG. Their job titles were equally wide ranging, with 
auditors, attorneys, analysts, special agents, and even 
an inspector general in attendance.



Slideshow Ratings and Reviews for the IGCIA’s Contract and Grant Fraud Training Program.



Alternatively, you can click here to access the single-page attachment of these infographics.
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Student feedback for this class was very positive. The 
accompanying infographics slideshow illustrates some 
of the impressive ratings and reviews left by students.



As one of the IGCIA’s newest courses, this training 
program highlights how the PDC and the Training 
Institute work diligently to address the needs of the 
federal IG community by developing courses relevant 
to today’s challenges. As with all of the Training 
Institute’s programs, this class will equip students 
with knowledge to help their agencies become better 
stewards of taxpayer money.



Former Lobbyist Jack Abramoff Speaks 
at the IGCIA’s Recent Public Corruption 
Investigations Class



Jack Abramoff, who pled guilty in 2006 to charges 
involving corruption, fraud conspiracy, and tax 
evasion, spoke at the IGCIA’s Public Corruption 
Investigations class, which was held July 14–17, 2015, 
in Washington, D.C.



Abramoff ’s guest appearance was part of a two-hour 
presentation to students. During the first hour, an FBI 
case agent to the investigation provided background 
information into Abramoff ’s activities. Abramoff 
then spoke to students about his relationships with 
Congressional staff, his cooperation with the FBI, his 
time in jail, and his lessons learned from the ordeal.



Perhaps the most valuable information he imparted 
to students was his insights into dealing with people 
such as himself. Students were particularly interested in 
Abramoff ’s story and experiences. During the question 
portion of his appearance, students were very engaged 
and asked Abramoff questions well into the lunch break.



Students’ interest in Abramoff ’s presentation are 
evident in the comments many left at the end of the 
class, including:



“Really helpful to have Jack Abramoff come in and 
speak to the class.”



“Great job getting Abramoff in – very valuable.”



“I think the Abramoff and other case studies were 
the most useful.”



Having guest speakers such as Jack Abramoff deliver 
presentations and answer questions heightens the 
learning experience for students and provides them 
with better knowledge about the issues facing the IG 
community.



Learning Forum: Trends in Use of Force 
Training



The IGCIA will deliver the learning forum Trends in 
Use of Force Training, which is designed for firearms 
and defensive tactics instructors from the OIG 
community, on August 18, 2015, at the Department of 
Health and Human Services, OIG, in Largo, Maryland.



In this forum, participants will learn an overview of the 
current legal and policy issues. In addition, participants 
will hear panel discussions on human performance in 
use of force incidents, managing use of force programs, 
and more. Participants will also be able to share with 
peers different viewpoints and approaches.



Understanding use of force is crucial to criminal 
investigators in the OIG community. Therefore, 
use of force program managers and firearms and 
defensive tactics instructors need to be thoroughly 
knowledgeable in its application and processes.



This learning forum is the latest in the Training 
Institute’s offerings and is yet another example of 
how the PDC and the Training Institute is expanding 
learning opportunities for the IG community.



Several seats are still available. Please contact Roxsand 
Devese, CIGIE Training Institute Registrar, at 
registrar@cigie.gov for registration information.



New PDC Members



The PDC welcomes three new members. Jack 
Callender, Postal Regulatory Commission; Cathy Helm, 
Smithsonian Institute; and Robert Westbrooks, Pension 
Benefit Guaranty Corporation. The PDC wishes to 
thank its former members who graciously served on 
this committee to help the Training Institute produce a 
highly-skilled OIG workforce.



See the next page for the current PDC member list.





mailto:Registrar%40cigie.gov?subject=Trends%20in%20Use%20of%20Force%20Training
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PDC Members
David A. Montoya, Chair, Department of Housing 



and Urban Development
Kristi M. Waschull, Vice-Chair, Defense 



Intelligence Agency
Hubert Bell, Nuclear Regulatory Commission
Kathy Buller, Peace Corps
Jack Callender, Postal Regulatory Commission
Cathy Helm, Smithsonian Institute
Carl Hoecker, Securities and Exchange Commission
Mary Kendall, Department of the Interior
Dan Levinson, Department of Health and Human 



Services



Paul Martin, National Aeronautics and Space 
Administration



Lynne McFarland, Federal Election Commission
Patrick McFarland, Office of Personnel Management
Richard Moore, Tennessee Valley Authority
Dana Rooney, Federal Labor Relations Authority
Jon Rymer, Department of Defense
David Sheppard, Denali Commission
Kathleen Tighe, Department of Education
Robert Westbrooks, Pension Benefit Guaranty 



Corporation
David Williams, U.S. Postal Service
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Student Feedback




Contract and Grant Fraud Training Program
June 16–19, 2015     •     Denver, Colorado




Evaluation




Student Written Comments




“I really enjoyed this training. It was very informative.  I’ve always been somewhat intimidated by contracts but now 
I’m looking forward to continuing with expanding my knowledge. Thank you for this opportunity. The sta� was 
awesome.” 




“I am a special agent and new to the contract fraud �eld. This is a great beginner course and I will recommend this to 
all new agents.”




“Great training. One of the best I have ever attended. The breadth of experience from the many OIG reps across 
government and the material they presented gave me a new appreciation for the positive impact of OIG work.”




Sample of Comments




Quality of the Training Program




Laws
&




Regulations




Contracts
&




Grants




Indicators
&




Schemes




Prevention
&




Detection




FA
R




Federal




Acquisition




Regulations




of students rated 
the program 




OUTSTANDING or 
EXCELLENT




Excellent




47%
Good




17%
Poor




1%




Outstanding




35%




Quality of Instruction
of students rated 




the instruction 
OUTSTANDING or 




EXCELLENT




Excellent




50%
Good




17%
Poor




1%




Outstanding




32%




Gratuities
 Briberies
  Kickbacks




Lesson 5




Applicability to My Job Performance




Strongly Agree
67%




Moderately Agree
25%




Slightly Agree
7%




Slightly Disagree
1%




I will be able to use the material learned 
to improve my job performance:




Gratuities
 Briberies
  Kickbacks




Lesson 5




of students agreed 
this program will 
improve their job 




performance









Program Recommendation




Strongly Agree
75%




Moderately Agree
17%




Slightly Agree
7%




Slightly Disagree
1%




I would recommend this program to others:




of students would 
recommend this 




program to others
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Peace Corps OIG Statement Regarding OLC Opinion
Date: Friday, July 24, 2015 4:05:18 PM


FYI – Peace Corps OIG issued this statement - Peace Corps Office of Inspector General Reacts to DOJ
IG’s Statement on IG Access Issues



mailto:CIGIE-LIAISONS@LIST.NIH.GOV

http://www.peacecorps.gov/media/forpress/press/2573/

http://www.peacecorps.gov/media/forpress/press/2573/






From:
To: Mark Jones; 


Cc: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: RE: 2015 CIGIE Awards Results -- ACTIONS REQUIRED - SUSPENSE August 14, 2015
Date: Monday, August 10, 2015 12:49:32 PM
Attachments: Plaque(s) Ordering Instructions 2015.doc


Plaque(s) OrderForm 2015.doc


Hello,
Please see the attached plaque ordering instructions and form.
Thanks,


From: Mark Jones 
Sent: Monday, August 10, 2015 12:21 PM
To: 


Cc: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: 2015 CIGIE Awards Results -- ACTIONS REQUIRED - SUSPENSE August 14, 2015
The following is being sent on behalf of Mr. Mark Jones.
__________________________________________________________________________________________________________
Hello All, 


The decisions for the 2015 Council of the Inspectors General on Integrity and Efficiency awards are now final. To view the results
for your agency, please log into the CIGIE awards database, select "Reports" and run the "Agency Approval Report." This report
will provide a list of the nominations submitted and the status (approved or not approved) of each. 


PLEASE NOTE: Your agency is responsible for letting individuals know that they are receiving an award, especially those who
are part of a group. This applies to individuals from your agency AND individuals from other federal, state, or local agencies. 


So we can meet our publication and plaque ordering deadlines, please complete the following steps no later than, Friday
August 14, 2015: 


1. Carefully review all of the approved nominations in their entirety. It is very important to verify the nominee names, titles, and
the citations because that information will be used for the program booklet and the plaques. Since the system is now locked, please
contact  if you need to make changes, and provide the control number for each award. You will be
given access to the system to make the changes. When the changes have been made, please reapprove the nomination. 


2. Review the "Agency Plaque Report" (notify us if you have any questions or concerns) then complete the attached plaque order
form, and email it to . Only one order form per agency, please!


3. Identify one person, for each group and individual award, who will accept the plaque on stage. When you receive the
automatically generated “request for accepter” email, please update the CIGIE awards database acceptance site with the name,


(b) (6)
(b) (6)


(b) (6)


(b) (6)


(b) (2)


(b) (2)
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Plaque Ordering Instructions for the 



2015 CIGIE Awards Ceremony



1. One plaque per award will be ordered for the ceremony.  Each agency can order additional plaques directly from the company after the ceremony.




2.
We will use Government credit cards to purchase plaques.  Please provide the cardholder’s name and phone number, the type of credit card, and the credit card number and expiration date on the plaque order form.


3. Plaque costs:

Hamilton, Better Government, and Glenn/Roth Awards:  $95 






Career Achievement:  $75






Award for Individual Accomplishment:   $75






Joint Award for Excellence:  $95







Sentner Award:  $140






Awards for Excellence:  $57



The inscription plate is limited to 9 lines of engraving.  Additional lines will be billed @ $3.50 per line.



4. For each plaque please review the information on the plaque report and revise or update accordingly.  If a group is receiving the award, the team name will be inscribed on the plaque.  (Individual plaques can be ordered after the ceremony.)  Team member names will be included in the program booklet.  Please limit citations to one sentence.


5.
All plaque information will be forwarded to the plaque company “as is” so please verify that the information is accurate and that names are spelled correctly.


6.
Identify one person to accept the plaque during the ceremony.  (Please update the CIGIE awards database with the accepter’s name, phonetic pronunciation, phone number, and email address.)


7. Those who are accepting the plaques on stage are asked to check in between 9:00 and 9:15 am, on Thursday October 22, 2015; Location: Ronald Reagan Building   


Amphitheatre; 1300 Pennsylvania Avenue, NW, Washington, DC 20004.


8. After the ceremony, additional plaques can be ordered directly from:



B&A Metal Graphics, 2325 Distribution Circle, Silver Spring, MD 20910




Contact:  Mr. Ben Franklin, Phone:  301-589-9344; Fax:  301-589-9353



9. 
Email all required information to CIGIE.Awards@cigie.gov no later than Friday, August 14, 2015.  Thank you.




2015 CIGIE AWARD PLAQUE(S) ORDER FORM



(Please complete and return to CIGIE.Awards@cigie.gov no later than 


COB Friday, August 14, 2015)


ORIGINATOR INFORMATION:    


Department/Agency Name:



Date:


Contact Name:



Contact Telephone:                    



VENDOR INFORMATION:


B&A Metal Graphics, Inc. Attn: Ben A. Franklin



2325 Distribution Circle



Silver Spring, MD 20910



301-589-9344, Fax: 301-589-9353 



ORDER INFORMATION:



			Quantity


			                              Type of Plaque


			Est. Price





			


			


			  





			


			


			  





			


			


			  





			                                                                                             TOTAL


			 








Credit Card Number: 


Expiration Date:



If you do not want to provide a credit card number, please provide the following:



Cardholder Name (print):        



          



Cardholder Telephone:



This form will be sent to the above vendor for the purchase of plaques for the 2015 CIGIE Award Ceremony.  Only the vendor has the authority to use the above credit card information.







phonetic pronunciation, phone number, and email address of the accepter. Instructions for access to the CIGIE award acceptance
site are provided in the email.


4. Only one plaque will be presented at the ceremony for each group award. If you wish to acknowledge individuals who are part
of a group, additional plaques can be ordered by the agency after the ceremony. (See the attached ordering instructions for more
information.) 


Thank you and congratulations to all the award recipients! 


If you have any additional questions, please contact @cigie.gov at ) or me if you have
any questions. 


Thanks, 


Mark 


(b) (6) (b) (6)


(b) (6)












From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: 2015-06-07 FOIA request for all OIG reports
Date: Monday, June 15, 2015 3:20:24 PM


Folks,
We wanted to follow up on the earlier email we sent regarding subject.
CIGIE’s counsel consulted with DOJ’s Office of Information Policy (OIP) regarding the below FOIA
request. OIP’s guidance was that it would be a reasonable response for OIGs to refer the requester
to the OIGs individual websites. 


Please let me know if you have any questions.
Mark


From: Mark Jones 
Sent: Wednesday, June 10, 2015 3:17 PM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: FW: 2015-06-07 FOIA request for all OIG reports
Good Afternoon,


Thanks
Mark
From:  
Sent: Sunday, June 07, 2015 4:29 AM
To: FOIA@usaid.gov; foiarequests@amtrak.com; Jeanne.M.McLaughlin@frb.gov; Info ARC;
lcondelu@aoc.gov; cpsc-foia@cpsc.gov; FOIASubmissions@cftc.gov; foia@cns.gov; foia@dodiis.mil;
alison.decker@oig.usda.gov; FOIA@oig.doc.gov; EDFOIAManager@ed.gov; FOIA-
Central@hq.doe.gov; DHS FOIA; foia@doioig.gov; oigfoia@usdoj.gov; foiarequest@dol.gov;
oigfoia@state.gov; FOIARequests@hudoig.gov; MRUFOIA.Requests@usdoj.gov; foia@oig.hhs.gov;
OSD.FOIALiaison@mail.mil; TreasFOIA@treasury.gov; vaoigfoia-pa@va.gov; FOIA@eeoc.gov;
foia@exim.gov; foiaofficer@fca.gov; FOIA@fcc.gov; efoia@fdic.gov; foia; FOIA@fhfa.gov;
OIGemail@cpb.org; hotline@oig.dot.gov; OIG_FOIA@epa.gov; hotline@oig.doc.gov;
HAVAinfo@eac.gov; oigmail@flra.gov; FOIA@fmc.gov; foia@ftc.gov; gsa.foia@gsa.gov;
FOIA@lsc.gov; foiaoig@hq.nasa.gov; foia@nara.gov; oigmail@ncua.gov; foia@arts.gov;
oig@neh.gov; foianga@nga.mil; sevans@nsf.gov; foiarsc@nsa.gov; FOIA.resource@nrc.gov;
foia@opm.gov; foia@peacecorps.gov; dni-foia@dni.gov; RecordsRequest@gao.gov;
gpoighotline@gpo.gov; OIGHOTLINE@nlrb.gov; nro_oig@nro.mil; Chase.Michelle@pbgc.gov; prc-
ig@prc.gov; foiapa@sec.gov; hotline@oig.rrb.gov; foia@sba.gov; oighotline2@oig.si.edu;


(b) (5)


(b) (5)


(b) (6)
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Foia.pa.officers@ssa.gov; sigar.pentagon.gen-coun.mbx.foia@mail.mil;
sigtarp.hotline@do.treas.gov; foia@tva.gov; FOIA.Reading.Room@tigta.treas.gov; OIG@uscp.gov;
lisa.barton@usitc.gov; FOIA
Subject: 2015-06-07 FOIA request for all OIG reports


FOIA request for all OIG reports
Submitted: 2015-06-07


Dear Freedom of Information Act (FOIA) officers for the Offices of Inspector General (OIG)
for the Agency for International Development, Amtrak, Appalachian Regional Commission,
Architect of the Capitol, Board of Governors of the Federal Reserve System/Consumer
Financial Protection Bureau, Central Intelligence Agency, Commodity Futures Trading
Commission, Consumer Product Safety Commission, Corporation for National and
Community Service, Corporation for Public Broadcasting, Defense Intelligence Agency
(DIA), Denali Commission, Department of Agriculture, Department of Commerce (DOC),
Department of Defense, Department of Education, Department of Energy, Department of
Health and Human Services, Department of Homeland Security, Department of Housing
and Urban Development, Department of Housing and Urban Development, Department of
Justice, Department of Labor, Department of State, Department of the Treasury,
Department of Transportation, Department of Veterans Affairs, Election Assistance
Commission, Environmental Protection Agency, Equal Employment Opportunity
Commission, Export-Import Bank of the United States, Farm Credit Administration, Federal
Communications Commission, Federal Communications Commission, Federal
Communications Commission, Federal Housing Finance Agency, Federal Labor Relations
Authority, Federal Maritime Commission, Federal Trade Commission, General Services
Administration, Government Accountability Office, Government Publishing Office, Legal
Services Corporation, Library of Congress, Library of Congress, National Archives, National
Archives, National Endowment for the Arts, National Endowment for the Humanities,
National Geospatial-Intelligence Agency, National Labor Relations Board, National
Reconnaissance Office, National Science Foundation, National Security Agency, Nuclear
Regulatory Commission, Office of Personnel Management, Office of the Inspector General
of the Intelligence Community, Peace Corps, Peace Corps, Postal Regulatory Commission,
Railroad Retirement Board, Securities and Exchange Commission, Small Business
Administration, Smithsonian Institution, Social Security Administration, Special Inspector
General for Afghanistan Reconstruction, Special Inspector General for the Troubled Asset
Relief Program, Tennessee Valley Authority, Treasury Inspector General for Tax
Administration, U.S. Capitol Police, U.S. International Trade Commission, and U.S. Postal
Service:


This letter is a formal FOIA request for:


1. a spreadsheet of every report ever made by your office (or any predecessor
office), in native electronic format (as below), including all metadata (e.g. the
report's ID number, title, date, etc), general subject matter, URL of any publicly
available version, and any FOIA exemptions invoked


a. For this entire request, "report" should be broadly construed to include
audit reports, inspection reports, evaluation reports, periodic reports,
etc. "Agency" and "office" likewise should be broadly construed to include
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any entity covered by the FOIA.


2. the title, introduction, and table of contents pages of every such report


3. the entire contents of every such report


4. every document referred to in every responsive document (e.g. any referenced
guides, manuals, attachments, appendices, etc.)


5. all court orders and opinions (including concurring and dissenting opinions),
statements of policy, interpretations, administrative staff manuals, and
instructions to staff responding or referring to any responsive document,
regardless of their publication status


6. all parts of every otherwise responsive document (i.e. no portion of a document
with some responsive portion may be considered "non-responsive")


7. all document metadata for all responsive documents, such as dates on which they
were drafted, passed, went into effect, withdrawn, or similar events; person(s) /
office(s) responsible; authors; document IDs; revision numbers; etc.


8. all correspondence relating to the fulfillment of this request, all prior FOIA
and/or Privacy Act requests made by me (including, but not limited to, all emails
mentioning request identifiers and all FOIA request certification forms, including
documentation of search parameters used), and all prior FOIA and/or Privacy Act
requests made by any other person that cover any documents responsive to
this request, and


9. a detailed Vaughn index / privilege log of all documents claimed to be exempt in
whole or in part.


This request specifically excludes any documents which have been already provided
to me, or published online for free (e.g. on the agency's online "reading room"), in full or
identically to the form that would be provided to me under this request (i.e. with
exactly the same redactions). This is only an exclusion on providing documents under
this request that are identical to those already provided or available online, and does
not apply to the index requested as item 1. If this exclusion would in any way increase
the cost or duration to respond to this request, it is to be ignored to the extent it does so.


This request is to be treated as a separate request from all others that I have filed.


Please prioritize, in order:


1. item 1, for documents dated on or after January 1, 2000, most recent first


2. item 2, for documents dated on or after January 1, 2000, most recent first


3. all other documents, most recent first


However, items 6 and 7 apply universally (prioritized at the same level as the document
they apply to), and item 9 applies on a rolling basis to any documents assessed.







Please note that I intend file this request at the beginning of every month, in order to
ensure that all new reports are disclosed. If you wish to enter into an agreement to reduce
the burden on your agency of processing such requests, such as by proactive release or
standing request, please let me know. I would prefer that you proactively release such
documents, but as you are not generally obliged to honor a "standing request", I will have
to do so unless you agree to some reasonable stipulation on this matter.


With the possible exception of the Vaughn index / privilege log, this request does not ask
you to create new documents. If you determine that a response would require creating a
new document that you do not want to create, please first contact me by email with an
explanation of what documents you have that would most closely match the information
requested and might be acceptable substitutes, so that we can reasonably tailor the
request.


Please note that the FOIA requires you to service the maximum extent of my request that
can be done via e.g. partial redaction of exempt material. If you believe some portions of
a document to be exempt because it contains Sensitive Security Information (SSI, 49 CFR
15 & 1520) or or classified information (18 USC 798), please provide a version of the
document redacted to the minimum extent necessary to remove exempt information
(e.g. per 49 CFR 1520.15), along with adequate information to describe the reason for
each specific exemption.


In order to help tailor my request, please provide an upfront estimate of the time and
cost it will take to complete this request, broken down any significant factors that would
affect cost to service, number of documents in each category, and your estimate of how
many documents in the category are likely to be exempt.


Please provide me with incremental updates, with updated estimates for fulfillment of the
remainder, rather than having the entirety of the request be blocked until fully completed.


Please respond to this request in using native format, electronic, machine-
processable, accessible, open, and well structured documents to the maximum extent
possible. This means, e.g.,


· native format documents rather than PDFs or other conversions,


· individual PDFs per distinct document (including separate emails), named clearly
using the document's identifier, title, and date, rather than a single file containing
multiple concatenated documents,


· documents complaint with the Rehabilitation Act § 508, 36 CFR 1194.22, USAB
ATBCB-2015-0002, and ISO 14289 -1,


· fully digital text PDFs rather than scans or rasterizations,


· blackout rather than whiteout redactions,


· digital redactions rather than black marker or rasterization,


· lists and structured data as machine-processable spreadsheets (e.g. CSV, SQL,
XSL) rather than word documents (e.g. DOC, PDF, TXT, RTF) or partial printouts



http://www.law.cornell.edu/cfr/text/49/15

http://www.law.cornell.edu/cfr/text/49/15

http://www.law.cornell.edu/cfr/text/49/1520

http://www.law.cornell.edu/uscode/text/18/798

http://www.law.cornell.edu/cfr/text/49/1520.15

http://www.law.cornell.edu/cfr/text/36/1194.22

http://www.access-board.gov/guidelines-and-standards/communications-and-it/about-the-ict-refresh/proposed-rule

http://www.access-board.gov/guidelines-and-standards/communications-and-it/about-the-ict-refresh/proposed-rule

http://www.iso.org/iso/home/store/catalogue_ics/catalogue_detail_ics.htm?csnumber=64599





(e.g. PDF),


· open format documents (e.g. PDF, AVI, MPG) rather than proprietary format
documents (e.g. WordPerfect, Microsoft Advanced Systems Format (ASF)),


· scans rather than paper copies,


· digital audio/video files rather than physical tapes,


· upload to your Electronic Reading Room (or other publicly accessible server) rather
than personal transfer,


· email or (S)FTP file transfer rather than CD,


· email correspondence rather than physical mail, etc.


Please note that this request does not request that you physically "duplicate" records,
as I do not want you to create any paper or other physical copy for me — I only want
electronic versions (or scans, for documents that are not fully available in electronic form).
As such, I expect there to be no duplication related costs.


I am willing to pay up to $10 in servicing this request, provided that a detailed listing of the
exact costs and their statutory justification is provided. I may be willing to pay more money
if it is necessary; please send a detailed explanation of the costs and their statutory
justification. In the meantime, please service the maximum extent of the request that can be
done for $10, prioritizing documents as above.


This request is a qualified request for journalistic, public interest purposes (entitling me to
fully waived fees). As such, I request public interest fee waiver and journalistic fee
waiver.


1. I have no commercial interest in these records.


2. I am a representative of the news media and entitled to waiver of all search fees.


I intend and am able to host and publish all received documents online to the
general public at no charge, as well to publish highlights, analyses, summaries,
commentaries, and other creative, original journalistic work regarding the contents
of the documents through multiple online publications.


My independently published journalistic work has been referenced, republished,
and/or featured in multiple other publications, such as Forbes, BNA, ABC
News/Fusion, RT America News, RightThisMinute, BoingBoing, and Scientific
American.


I have previously made journalistic publication of e.g. matters relating to TSA and
USPS activities, including widespread public disclosure of documents released to
me under previous FOIA/PA requests, including my commentary and analysis
thereof.


3. The documents are of significant public interest, entitled to waiver of all duplication
fees, since







a. as above, I both am able and intend to disseminate the files widely;


b. they would contribute greatly to the public understanding of the operations &
activities of your respective agencies, in that they are documents that
directly describe agency operations & activities;


c. they are not currently readily available; and


d. they are likely to be requested by others.


4. As mentioned above, I am explicitly not asking for any physical duplication, but rather
direct server-to-server file transfer or email (or posting on your website). The FOIA
authorizes duplication fees strictly limited to your agency's actual costs, and
mandates that your agency use the cheapest available requested methods. I
consider the actual costs for server-to-server file transfer to be reasonably estimated
by, e.g., Amazon S3's pricing (https://aws.amazon.com/s3/pricing/).


If you have any questions or updates about this request, please contact me by email.


Please ensure that all of your responses comply with § 508 of the Rehabilitation Act,
36 CFR 1194.22, and UESB NPRM ATBCB-2015-0002.


In particular, please make all correspondence pursuant to this request — including
notification and responsive records — by email, with native electronic format
documents, as specified in the request. I do not want anything sent to me by physical mail
unless I fail to confirm an email within a week of receipt, or I specifically state otherwise.


Please let me know your tracking number(s) for this request upon receipt.


If you believe that any of the requested items are not reasonably described, or that you
need any further information regarding my qualification for fee waivers, please be specific
about what you consider vague and what questions I can answer that would clarify
them.


Sincerely,
(b) (6)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Access Letter
Date: Monday, July 27, 2015 7:12:17 AM
Attachments: CIGIE Access Letter.docx


Folks,
The draft letter mentioned in the below email and sent out Friday, is attached.
Thanks
Mark


From: Council of Inspectors General [mailto:CIGIE@LIST.NIH.GOV] On Behalf Of Mark Jones
Sent: Monday, July 27, 2015 6:59 AM
To: CIGIE@LIST.NIH.GOV
Subject: Re: CIGIE Access Letter
Good Morning,
This is a friendly reminder that comments on the attached letter are requested by COB today.
Additionally, for your information, we wanted to share that Representatives Chaffetz and Cummings
issued statements concerning the DOJ OLC opinion regarding DOJ OIG’s access to certain records.
Below are links to these statements:


· Representative Chaffetz - https://oversight.house.gov/release/chaffetz-statement-on-doj-olc-
opinion/


· Representative Cummings - http://democrats.oversight.house.gov/news/press-
releases/cummings-issues-statement-on-justice-department-legal-opinion-regarding


Thanks
Mark
-----Original Message-----
From: Mark Jones 
Sent: Friday, July 24, 2015 11:11 AM
To: cigie
Cc: cigie-liaisons
Subject: Fwd: CIGIE Access Letter
This is the first draft of the letter Michael mentioned on the call drafted by Michael, Allison, and
Kathy Buller. We are seeking comments by Monday. Thanks
>
>
>
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The Honorable Jason Chaffetz 


Chairman 


Committee on Oversight and 
Government Reform 


United States House of Representatives 


2157 Rayburn House Office Building 


Washington, DC 20515





The Honorable Elijah Cummings 


Ranking Member 


Committee on Oversight and Government Reform 


United States House of Representatives 


2471 Rayburn House Office Building


Washington, DC 20515





The Honorable Ron Johnson 


Chairman 


Committee on Homeland Security and Governmental Affairs 


United States Senate 


344 Dirksen Senate Office Building 


Washington, DC 20510





The Honorable Thomas R. Carper 


Ranking Member 


Committee on Homeland Security and Governmental Affairs 


United States Senate 


340 Dirksen Senate Office Building 


Washington, DC 20510











Dear Mr. Chairmen and Ranking Members,





	Last week, the Department of Justice Office of Legal Counsel (OLC) issued an opinion sharply curtailing the authority of the Inspector General for the Department of Justice (DOJ-IG) to access all records necessary to carry out its oversight responsibilities.   This OLC opinion is one of the most serious threats to the independent authority of the DOJ-OIG and all Inspectors General since enactment of the Inspector General Act (IG Act) in 1978.  The Council of the Inspectors General on Integrity and Efficiency, representing 72 Federal Inspectors General, urges Congress to immediately pass legislation that rejects the position expressed in the OLC’s opinion and affirms the authority of an Inspector General to access, independently and without delay, all information in an agency’s possession that is necessary to our oversight.  





Section 6(a) of the IG Act expressly authorizes an Inspector General “to have access to all records, reports, audits, reviews, documents, papers, recommendations, or other material available to the applicable establishment which relate to programs and operations with respect to which that Inspector General has responsibilities under this Act.”  Notwithstanding this unequivocal language, the OLC’s opinion concludes that Section 6(a) does not entitle the DOJ-IG to obtain independent access to grand jury, wiretap, and credit information in the Justice Department’s possession that is necessary for DOJ-IG audits, investigations, and reviews.  Rather, the OLC’s opinion concludes that such records can only be obtained by the DOJ-IG in limited circumstances through provisions in other laws, but only as the Department of Justice itself determines may be warranted – placing the agency that the DOJ-IG oversees in the position of deciding whether to give the Inspector General  access to information necessary to conduct such oversight.  The conflict with the independent oversight principles enshrined in the IG Act could not be clearer.  





Without unfettered access to information, Inspectors General cannot ensure that public officials are held accountable and that all government operations are subject to exacting and independent scrutiny.  Requiring an Inspector General to obtain permission from agency leadership in order to access agency information turns this principle on its head.  To conduct effective and independent oversight, Inspectors General must have unimpeded and timely access to all information and materials available to the agency that relate to that Inspector General's oversight activities.  Refusing, restricting, or delaying an Inspector General's independent access leads to incomplete, inaccurate, or significantly delayed findings and recommendations, which in turn may prevent the agency from promptly correcting serious problems and deprive Congress of timely information regarding the agency's activities.  In addition, refusing, restricting, or delaying an Inspector General’s independent access may impede or otherwise inhibit criminal investigations and prosecutions related to agency programs and operations.





The OLC opinion’s restrictive reading of the IG Act represents a serious challenge not only to the DOJ-IG, but also to the authority of every Inspector General and our collective ability to conduct our work thoroughly, independently, and in a timely manner.   We understand, for example, that the Federal Bureau of Investigation (FBI) has identified at least 10 additional categories of information that it believes may be subject to legal restrictions that prohibit the FBI from producing records to the DOJ-IG.  Emboldened by the opinion of OLC, other agencies may likewise withhold crucial records from their Inspectors General, obstructing our work and insulating those agencies from meaningful scrutiny.  In addition, disputes about the scope and applicability of the OLC’s opinion will consume resources that could be better spent pursuing recoveries that benefit taxpayers.     





Uncertainty about our access to information will also negatively affect interactions between the staffs of the Offices of Inspector General and the agencies they oversee.  Prior to this opinion, agency staff have been confident that they were required to share all information openly with Inspector General staff, and typically they did so without reservation or delay.  This led to increased candor during interviews, greater efficiency of investigations and other reviews, and earlier detection and resolution of waste, fraud, and abuse within federal agencies.  With uncertainty about when an agency may withhold information spawned by the OLC’s opinion, we are concerned that witnesses and other agency staff may now be less forthcoming and fearful of unlawfully divulging information.  Such a shift in mindset also could deter whistleblowers who may worry that they risk breaking the law if they were to report instances of waste, fraud, or abuse directly to an Inspector General.  





In the over three decades since the IG Act’s passage, Inspectors General have saved taxpayers money and improved the operations of the Federal government through their oversight of agency operations.  Such meaningful oversight depends on complete and timely access to all agency information.  Actions that limit, condition, or delay access have profoundly negative consequences for our work: they make us less effective, encourage other agencies to take similar actions, and erode the morale of the dedicated professionals that make up our staffs.  Limiting access in accordance with the OLC’s opinion is inconsistent with the IG Act, at odds with the independence of Inspectors General, and risks insulating agencies from independent scrutiny  – the very problems that our offices were established to review and that the American people expect us to be able to address. 





The only means to address this threat to Inspector General independence is for Congress to promptly pass legislation rejecting the position expressed in the OLC’s opinion and affirming the independent authority of Inspectors General to access without delay all information necessary to our audits, investigations, and reviews.  In that legislation, Congress should again make clear what we in the Inspector General community have long understood – that no law restricting access to records applies to Inspectors General unless that law expressly so states, and that unrestricted Inspector General access extends to all records available to the agency, regardless of location or form.  In our view, only this kind of definitive legislative fix can reestablish the unquestioned independence of Inspectors General, counter the deleterious effects of the OLC’s opinion, and promote the unimpeded access to information envisioned by the IG Act.    





			Respectfully,





			[Signatures and cc’s]







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Date: Monday, June 15, 2015 6:21:52 AM
Attachments: Council Statutory Mission - Functions & Duties.docx


OFPP-Memo-Effective-Use-of-Reverse-Auctions-June2014.pdf
IC Newsletter - May 2015 FINAL.DOCX
IandE Newsletter June 2015 (1).pdf


Good Morning,
In preparation for tomorrow’s monthly meeting, we are providing additional attachments. The first
attachment relates to the last agenda topic and is an informational page that provides the Council’s
legislative mission, function, and duties. The second attachment is an Office of Federal Procurement
Policy on the effective use of reverse auctions that will be reported during the CAO Council report.
The other two attachments are the newsletters for the Investigations Committee and the Inspection
and Evaluation Committee.
We look forward to seeing everyone tomorrow.
Mark


From: Mark Jones 
Sent: Tuesday, June 09, 2015 7:50 AM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Members,
Please find attached the Agenda for next Tuesday’s CIGIE monthly meeting. For the first topic
attached are two project proposals that will be presented for your consideration. For the last
discussion topic on the agenda, where a large block of time has been included, will be a principles
only session. Therefore, all other folks attending the meeting will be excused from the meeting after
Committee updates. For members unable to attend the meeting, you may wish to request that your
Deputy or other Senior Level official attend in your stead and act on your behalf or you may wish to
designate a proxy for this session for any actions that may occur. In such an instance, please inform
me of your designee.
Further, If any members have items that they would like considered for discussion at this month’s
meeting or at a future meeting, please don’t hesitate to raise those to me or one of the Executive
Council members.
Additionally, please find attached the IT Committee Newsletter for this month.
The meeting will be held at 


Thanks
Mark


(b) (2), (b) (3)
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Sections 11(a) and (c) of the IG Act of 2008, as amended





§11. Establishment of the Council of the Inspectors General on Integrity and


Efficiency





(a) Establishment and Mission.—





(1) Establishment.—There is established as an independent entity within the executive branch


the Council of the Inspectors General on Integrity and Efficiency (in this section referred to as


the “Council”).





(2) Mission.—The mission of the Council shall be to—





(A) address integrity, economy, and effectiveness issues that transcend individual Government


agencies; and





(B) increase the professionalism and effectiveness of personnel by developing policies,


standards, and approaches to aid in the establishment of a well-trained and highly skilled


workforce in the offices of the Inspectors General. 





[bookmark: _GoBack]


(c) Functions and Duties of Council.—





(1) In general.—The Council shall—





(A) continually identify, review, and discuss areas of weakness and vulnerability in Federal


programs and operations with respect to fraud, waste, and abuse;





(B) develop plans for coordinated, Governmentwide activities that address these problems and


promote economy and efficiency in Federal programs and operations, including interagency and


interentity audit, investigation, inspection, and evaluation programs and projects to deal


efficiently and effectively with those problems concerning fraud and waste that exceed the


capability or jurisdiction of an individual agency or entity;





(C) develop policies that will aid in the maintenance of a corps of well-trained and highly skilled


Office of Inspector General personnel;





(D) maintain an Internet website and other electronic systems for the benefit of all Inspectors


General, as the Council determines are necessary or desirable;





(E) maintain 1 or more academies as the Council considers desirable for the professional training


of auditors, investigators, inspectors, evaluators, and other personnel of the various offices of


Inspector General;





(F) submit recommendations of individuals to the appropriate appointing authority for any


appointment to an office of Inspector General described under subsection (b)(1)(A) or (B);





(G) make such reports to Congress as the Chairperson determines are necessary or appropriate;


and





(H) perform other duties within the authority and jurisdiction of the Council, as appropriate.







  EXECUTIVE OFFICE OF THE PRESIDENT 
   OFFICE OF MANAGEMENT AND BUDGET 



  W ASHINGTON,  D.C.  20503  
 



 
 
  O F F I C E  O F  F E D E R A L  
P R O C U R E M E N T  P O L I C Y  



June 1, 2015 
 
 



MEMORANDUM FOR CHIEF ACQUISITION OFFICERS 
SENIOR PROCUREMENT EXECUTIVES 



 
FROM: Anne E. Rung 
 Administrator  
 
SUBJECT: Effective Use of Reverse Auctions 
 



This past December, the Office of Federal Procurement Policy (OFPP) issued guidance 
directing that agencies take a series of actions to foster innovation, increase savings, and improve 
performance in the acquisition process.1 For commonly purchased goods and services, these 
goals will be pursued through category management and a broad set of supporting strategies to 
achieve better results. Reverse auctions are one of the tools agencies have used in recent years to 
acquire certain common needs, such as commercial off-the-shelf information technology (IT) 
hardware and software.  In a report published December 9, 2013, the Government Accountability 
Office (GAO) noted the increased use of reverse auctions at a number of agencies and 
recommended that OFPP issue guidance to help ensure agencies capture savings and other 
benefits of this tool.2  This memorandum reviews the benefits of reverse auctions, offers a set of 
reminders to help contracting offices maximize the value of this tool, and asks agencies to work 
with OFPP in identifying and collecting data that can be used to evaluate and improve results. 
 
The value of reverse auctions 
 



A reverse auction is a process for pricing contracts supported by an electronic tool where 
offerors bid down, as opposed to the traditional auction which requires buyers to submit 
sequentially higher bids, the main goal of which is to drive prices downward. Offerors are given 
the opportunity to continually revise their prices during the bidding process until the auction 
closes.  Multiple benefits have been identified in connection with the use of reverse auctions, 
including the following: 
 



Price reductions. When properly used in combination with other source selection 
principles, reverse auctions can yield noteworthy savings.  GAO notes that the four agencies it 
studied (Army, Department of Homeland Security (DHS), Department of the Interior, and the 



1 See Transforming the Marketplace: Simplifying Federal Procurement to Improve Performance, Drive Innovation, 
and Increase Savings (December 4, 2014), available at  
http://www.whitehouse.gov/sites/default/files/omb/procurement/memo/simplifying-federal-procurement-to-
improve-performance-drive-innovation-increase-savings.pdf. 
2 See REVERSE AUCTIONS:  Guidance Is Needed to Maximize Competition and Achieve Cost Savings (GAO-14-
108), http://www.gao.gov/products/GAO-14-108. 
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Department of Veterans Affairs (VA)) reported approximately 12% in savings from purchases 
totaling more than $800 million during fiscal year (FY) 2012 for a range of commercial items, 
including IT, laboratory equipment, furniture, and detection and radiation equipment.  The 
Department of Energy separately reported seeing an average savings of about 14% per contract 
awarded to provide core supplies and services for its National laboratories.  These savings were 
generally calculated by comparing the agency’s independent government cost estimate to the 
closing price of the reverse auction.  



 
Savings have been reported both through open market purchases (e.g., often for purchase 



orders awarded under the simplified acquisition threshold (SAT)) and by leveraging existing 
multiple award contracts.  The latter include the Federal Supply Schedules managed by the 
General Services Administration (GSA) and government-wide acquisition contracts (GWACs), 
such as the Department of Health and Human Services’ Electronic Commodities Store GWAC 
and DHS’s FirstSource contract for IT commodities, which is a total small business set-aside. 
GSA reports that agencies who conducted reverse auctions against Schedule contracts using its 
electronic platform, which launched in FY 2013, achieved savings of 19% and more than 23% in 
FY13 and FY14, respectively. 



 
Enhanced competition. Reverse auctions offer the ability to conduct robust, real-time 



price competitions.  They allow for multiple “rounds of bidding” for continued price reduction. 
This type of interactive bidding, when it occurs, strengthens competition. 



 
Significant small business participation. GAO reported that 80% of the dollars awarded 



through the reverse auctions it reviewed from FY 2012 were made to small businesses.  A 
number of agencies have reported continued success in driving dollars to small businesses.  For 
example, agencies have awarded 85% of auctions to small businesses using GSA’s reverse 
auction tool since it was launched in July 2013. 
 
Getting the best results from reverse auctions 
 



As with all procurement tools, effective use of reverse auctions requires careful planning 
and execution. Contracting officers should consider the following issues to help optimize the 
results achieved from reverse auctions: 
 



Is the requirement suited for a reverse auction? Reverse auctions are not a one-size-fits-
all tool.  Reverse auctions are likely to be most effective in a highly competitive marketplace 
when requirements are steady and relatively simple and might otherwise be acquired using either 
a sealed bid or achieving best value through “low price technically acceptable” source selection 
criteria, and result in fixed price agreements.  These circumstances would typically exist in 
acquisitions for commercial items and simple services that often fall under the SAT.  As with 
any procurement, market research must be conducted to understand the marketplace and to 
determine if it is reasonable to assume that the potential benefits of a reverse auction can be 
achieved. 
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 Is the agency capturing and reviewing data from prior reverse auctions?  A number of 
reverse auction tools capture prices paid information, as well as offered prices made during the 
auction.  This information has a number of important benefits.  In particular, this information can 
help agencies formulate more accurate government cost estimates, which, in turn, helps to ensure 
fair and reasonable pricing.  Outside of reverse auctions, this cost information (used in 
conjunction with relevant non-cost information) may help an agency as it looks for more 
competitive prices for similar items on existing contracts, and reduce overall contract 
duplication.  



 
GSA’s reverse auction tool, which can be used in conjunction with its Schedule contracts, 



VA’s Schedule contracts, Federal Strategic Sourcing Blanket Purchase Agreements (BPAs), 
agency BPAs against GSA Schedules, and other agencies’ contracts (e.g., DHS First Source II), 
captures detailed (level III) prices paid spending data from past reverse auctions.  Agencies can 
access prices paid information through the Common Acquisition Platform,3 a tool that GSA has 
launched to help agencies identify best-in-class contracts issued by GSA and other agencies, best 
practices, and other information agencies need to reduce the proliferation of duplicative contract 
vehicles and deliver the best value possible to federal customers and the American people. 



 
To ensure the competition benefits of reverse auctions are being appropriately leveraged, 



agencies should review any available data on offers received and consider questions such as the 
following:  Is the agency getting more bidders?  If the agency is getting a similar number of 
bidders as it did without using a reverse auction, is it getting interactive bidding?  If not, is the 
transparency of the bids helping to generate lower prices than the government was getting 
previously?  If the agency has previously used a reverse auction and gotten only one bid, has it 
taken steps that it believes will increase interest in the auction to justify any fees it may be 
paying to a third party provider? 



 
Is the agency promoting small business participation to the maximum extent practicable? 



Agencies remain fully responsible for adhering to all applicable small business contracting 
policies when using reverse auctions.  In general, agencies are required to automatically set-aside 
work for small businesses when the anticipated dollar value is below the SAT. If a determination 
is made that a small business set-aside is inappropriate, contracting officers must document the 
reason.  For acquisitions above the SAT, contracting officers must set-aside for small businesses 
when there is a reasonable expectation that offers will be obtained from at least two responsible 
small business concerns and an award will be made at fair market prices.4  
 



When a requirement is set-aside for small business, this information must be conveyed in 
the solicitation and notice for a reverse auction so that participation in the auction is 
appropriately limited.  In both set-aside and non-set-aside solicitations, the contracting officer 
must take reasonable steps to ensure that the offerors have access to information regarding the 
process and any expectations when utilizing reverse auctions, including contact information of 
the contracting official who will answer questions about the solicitation.5 
  



3 https://hallways.cap.gsa.gov 
4 See FAR 19.502-2 Total small business set-asides.  
5 See FAR 5.102(c)(2).  
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Has the agency sought feedback from the vendor?  While use of reverse auctions in 



federal contracting has increased in recent years, agency experience with this tool is likely to be 
more limited than with many other more established practices. Vendor feedback may be 
particularly helpful as agencies build experience and work to generate robust competition. 
Accordingly, agencies are encouraged to elicit feedback from auction participants, including 
experiences with a third party contractor, if one was used to facilitate the competition.6   



 
Have the appropriate internal controls been followed? An agency should ensure its 



contracting staff is carrying out its statutory and regulatory responsibilities, irrespective of 
whether a third party contractor is used to support the effort. This includes making sure that the 
contract file is documented7 with market research results, an independent government cost 
estimate, vendor quotes, brand name justifications (where applicable), a price reasonableness 
determination, and documentation that the vendor is a responsible source.  
 



Has the workforce been provided tools, guidance, and/or training? Agencies must ensure 
that members of the acquisition workforce are trained and are familiar with any agency-specific 
policies and procedures that govern the use of reverse auctions. Online continuous learning 
modules, CLC 031 – Reverse Auctioning and FAC 052 – The GSA Reverse Auction Platform, 
are available from the Defense Acquisition University (DAU) and the Federal Acquisition 
Institute (FAI).8 These courses provides a basic introduction to the process of using reverse 
auctions. 



 
Does the agency regularly review its reverse auction practices and policies? Like other 



acquisition tools, agencies should be evaluating their experiences with reverse auctions and the 
effectiveness of existing practices and policies as part of its procurement management reviews so 
that refinements can be made as necessary. To support these efforts, OFPP intends to convene a 
working group to review needs for standardized data collection and other matters (see next steps 
below). 
 
Additional considerations when using a third party contractor 
 



When agencies decide to contract with a vendor to conduct reverse auctions (hereinafter 
referred to as a “third party contractor,”) agencies must consider the following additional issues: 



 
Fees. Contracting officers should negotiate a fee structure with a private sector service 



provider that provides the best value to the government. There are multiple ways in which fees 
might be charged when a third party contractor is used. The cost to conduct a reverse auction 
may be a percentage of the transaction, a percentage of the savings, or a flat fee. Whatever the 
arrangement, agencies must make a determination before awarding a contract with a third party 
contractor that the fee structure represents a fair and reasonable cost for the reverse auction 



6 For general guidance on the use of vendor feedback surveys to target opportunities for improved acquisition 
practices, agencies may wish to consider Acquisition 360-Improving the Acquisition Process through Timely 
Feedback from External and Internal Stakeholders (March 18, 2015) available at 
https://www.whitehouse.gov/sites/default/files/omb/procurement/memo/acquisition-360-improving-acquisition-
process-timely-feedback-external-internal-stakeholders.pdf.    
7 See, FAR Subpart 4.8.  
8 http://icatalog.dau.mil/onlinecatalog/courses.aspx?crs_id=440 
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service. In addition, fees should be considered in evaluating whether the price of the product or 
service (including any additional fees for use of another agency’s existing contract) is fair and 
reasonable. Anticipated cost savings should be taken into account in determining the 
reasonableness of the fee. 



 
In order to maximize competition and small business participation, agencies are 



encouraged to cover the costs of vendor participation and avoid fee arrangements where vendors 
must pay to participate in the agency’s reverse auction. 



 
Government contracting official responsibilities. Agencies must take additional steps to 



ensure that the selected third party contractor provides a “seller-neutral” marketplace. The 
agency remains ultimately responsible for ensuring that third party contractors do not perform 
inherently governmental functions and that processes are compliant with all procurement laws 
and regulations, including those associated with protecting the integrity of competition, 
reviewing past performance, providing appropriate notice of the reverse auction, establishing 
terms of participation and the basis for source selection, securing proprietary vendor information, 
and facilitating communications between the agency and vendors during the course of an 
auction. Agencies should ensure that no contractors are excluded from bidding in an auction by a 
third party contractor. Only an agency official may exclude a bidder from participating in an 
auction. 
 



Contract data information. Any information used in a reverse auction conducted by a 
third party contractor is the property of the Federal Government and should be provided to the 
agency on a regular basis based on the agreement between the agency and the third party 
contractor. These data will be used in support of government-wide efforts to reduce duplication 
and create further savings. 
 
Next steps 
 



To maximize the value of reverse auctions and ensure practices are effective and meeting 
their intended purposes, OFPP seeks to work with agencies to identify the essential management 
data points (e.g., price paid for item, fees paid (if any), number of bidders, and level of 
interactive bidding) and mechanisms for collecting and aggregating information in a manner that 
leverages technology and avoids the need for manual collection. As explained above, electronic 
reverse auction tools typically allow agencies to maintain documentation of each auction online, 
creating a virtual library of prices paid data that is a key component of category management and 
can be useful in developing better price estimates and purchasing strategies for future 
requirements. Similarly, terms and conditions can be stored in an easily reusable format for 
recurring requirements, saving valuable time. 



 
Accordingly, agencies that have used reverse auction tools (either directly or with the 



assistance of a third party contractor) are asked to provide points of contact to Susan Minson (e-
mail:  sminson@omb.eop.gov or 202-395-6810) no later than July 10, 2015. As part of this 
process, OFPP will work with agencies to review methodologies for calculating savings. 
  



5 





mailto:sminson@omb.eop.gov








 
Please remind your acquisition workforce of the points and best practices outlined in this 



memorandum and encourage them to take the online training accessible through FAI and DAU.  
For your awareness, as a further step, the Federal Acquisition Regulatory Council will open a 
case to develop coverage on the use of reverse auctions in the Federal Acquisition Regulation 
and will address the guidance in this memorandum, as appropriate. 



 
Any questions should be directed to Ms. Minson.  Thank you for your attention to this 



guidance. 
 
 



6 








			EXECUTIVE OFFICE OF THE PRESIDENT







[image: ]


Investigations Committee




















  Investigations Committee Meeting Updates:  


      Next Committee Meeting:		























 


· June 30, 2015 


· 10:00 a.m.


· 100 F Street N.E.


Washington, DC 20549


           Room # 4000








   Investigations


   Committee Members:





  Carl Hoecker, SEC, Chair


  Patrick O’Carroll, SSA, Vice Chair


  Mark Bialek, FRB


  Arthur Elkins, EPA


  Mary Kendall, Dept. of Interior


  Steve Linick, Dept. of State


  Adam Trezciak, GAO


  Jon Hatfield, FMC


  Peg Gustafson, SBA


  David Berry, NLRB


  James Springs, National Archives 


  Robert Erickson, GSA


  J. Russell George, TIGTA


  Allison Lerner, NSF


  Charles McCullough, III, IC


  David Montoya, HUD


  Laura Wertheimer, FHFA






































· Law Enforcement Authorities (LFA) Working Group – The Executive Council directed the Investigations Committee to create a working group with the Legislative Committee to gather information about the history, requirements and necessity of OIGs LFA.  In response the group is developing a reporting framework for further discussion.


· Project Target Share Feasibility Study – At the November, 2014 membership meeting, CIGIE approved a cross-cutting project, “Target Share” to study the feasibility of OIGs, and those tasked with completing background checks, sharing limited information on individual subjects or business subjects under investigation.  The technical information options will be identified at the next IC meeting to finalize the scope of the study.


· Quality Standards for Investigations (QSI) and Peer Review Working Group - Responses to a questionnaire distributed throughout the OIG community have been received and evaluated.  Working group members met on June 10 and were provided with a synopsis of survey results.  It was determined the work group has reached a stage whereby members can begin drafting a written product.  Additionally, working group members continue to solicit verbal input from OIG community members via existing CIGIE forums.  AIGI training conference attendees were briefed on May 29, 2015.  Jim Ives is scheduled to solicit input from the Intelligence Community’s Assistant Inspector General Forum on June 16, 2015.  



· 21st Century Policing Report - The Investigations Committee discussed the report and its recommendations at the April meeting and asked the AIGI Committee to review the report.  The AIGI Committee will recommend follow-up action as appropriate.  The IC will then report back to CIGIE.  
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Development continues on a 



week-long training program 



for new I&E staff.  The train-



ing is designed for anyone 



who has not previously 



received training and/or had 



experience in conducting I&E 



work in accordance with the 



CIGIE Quality Standards for 



Inspection and Evaluation.  



 



Most of the training program 



will be taught by volunteer 



instructors from the I&E 



community.  The instructors, 



in partnership with CIGIE 



Training Institute staff, are 



hard at work preparing the 



curriculum. The new training 



program will be piloted in 



September 2015.  
  



On May 20, the CIGIE 



Training Institute hosted 



another Learning Forum 



designed for I&E staff. The 



day-long Forum, attended 



by 35 I&E professionals 



from 18 OIGs, focused on 



project management skills 



and approaches to help   



consistently deliver I&E 



projects to successful     



completion. The Forum also 



gave participants the       



opportunity to meet I&E 



staff in other OIGs and   



widen their professional 



network.  



The Training Institute    



anticipates offering at least 



one more Learning Forum 



before the end of the fiscal 



year. 



External Peer Review 



 Updates   



The third round of the external pilot peer review process is 



almost underway! On June 17, the CIGIE Training Institute 



will deliver a day-long training session for those participating 



in the third round of the pilot.  



 



These external peer reviews will be conducted throughout the 



summer.  A final evaluation on the pilot process will be      



presented to both the I&E Committee and Roundtable.  The 



evaluation findings will inform the planning for the formal 



I&E external peer review process.  

















From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Date: Monday, June 15, 2015 6:43:51 AM
Attachments: Council Statutory Mission - Functions & Duties.docx


IC Newsletter - May 2015 FINAL.DOCX
IandE Newsletter June 2015 (1).pdf


Good Morning,
In preparation for tomorrow’s monthly meeting, we are providing additional attachments. The first
attachment relates to the last agenda topic and is an informational page that provides the Council’s
legislative mission, function, and duties. The second attachment is an Office of Federal Procurement
Policy on the effective use of reverse auctions that will be reported during the CAO Council report.
The other two attachments are the newsletters for the Investigations Committee and the Inspection
and Evaluation Committee.
We look forward to seeing everyone tomorrow.
Mark


From: Mark Jones 
Sent: Tuesday, June 09, 2015 7:50 AM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Members,
Please find attached the Agenda for next Tuesday’s CIGIE monthly meeting. For the first topic
attached are two project proposals that will be presented for your consideration. For the last
discussion topic on the agenda, where a large block of time has been included, will be a principles
only session. Therefore, all other folks attending the meeting will be excused from the meeting after
Committee updates. For members unable to attend the meeting, you may wish to request that your
Deputy or other Senior Level official attend in your stead and act on your behalf or you may wish to
designate a proxy for this session for any actions that may occur. In such an instance, please inform
me of your designee.
Further, If any members have items that they would like considered for discussion at this month’s
meeting or at a future meeting, please don’t hesitate to raise those to me or one of the Executive
Council members.
Additionally, please find attached the IT Committee Newsletter for this month.
The meeting will be held at 


Thanks
Mark


(b) (2), (b) (3)
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Sections 11(a) and (c) of the IG Act of 2008, as amended





§11. Establishment of the Council of the Inspectors General on Integrity and


Efficiency





(a) Establishment and Mission.—





(1) Establishment.—There is established as an independent entity within the executive branch


the Council of the Inspectors General on Integrity and Efficiency (in this section referred to as


the “Council”).





(2) Mission.—The mission of the Council shall be to—





(A) address integrity, economy, and effectiveness issues that transcend individual Government


agencies; and





(B) increase the professionalism and effectiveness of personnel by developing policies,


standards, and approaches to aid in the establishment of a well-trained and highly skilled


workforce in the offices of the Inspectors General. 





[bookmark: _GoBack]


(c) Functions and Duties of Council.—





(1) In general.—The Council shall—





(A) continually identify, review, and discuss areas of weakness and vulnerability in Federal


programs and operations with respect to fraud, waste, and abuse;





(B) develop plans for coordinated, Governmentwide activities that address these problems and


promote economy and efficiency in Federal programs and operations, including interagency and


interentity audit, investigation, inspection, and evaluation programs and projects to deal


efficiently and effectively with those problems concerning fraud and waste that exceed the


capability or jurisdiction of an individual agency or entity;





(C) develop policies that will aid in the maintenance of a corps of well-trained and highly skilled


Office of Inspector General personnel;





(D) maintain an Internet website and other electronic systems for the benefit of all Inspectors


General, as the Council determines are necessary or desirable;





(E) maintain 1 or more academies as the Council considers desirable for the professional training


of auditors, investigators, inspectors, evaluators, and other personnel of the various offices of


Inspector General;





(F) submit recommendations of individuals to the appropriate appointing authority for any


appointment to an office of Inspector General described under subsection (b)(1)(A) or (B);





(G) make such reports to Congress as the Chairperson determines are necessary or appropriate;


and





(H) perform other duties within the authority and jurisdiction of the Council, as appropriate.
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· Law Enforcement Authorities (LFA) Working Group – The Executive Council directed the Investigations Committee to create a working group with the Legislative Committee to gather information about the history, requirements and necessity of OIGs LFA.  In response the group is developing a reporting framework for further discussion.


· Project Target Share Feasibility Study – At the November, 2014 membership meeting, CIGIE approved a cross-cutting project, “Target Share” to study the feasibility of OIGs, and those tasked with completing background checks, sharing limited information on individual subjects or business subjects under investigation.  The technical information options will be identified at the next IC meeting to finalize the scope of the study.


· Quality Standards for Investigations (QSI) and Peer Review Working Group - Responses to a questionnaire distributed throughout the OIG community have been received and evaluated.  Working group members met on June 10 and were provided with a synopsis of survey results.  It was determined the work group has reached a stage whereby members can begin drafting a written product.  Additionally, working group members continue to solicit verbal input from OIG community members via existing CIGIE forums.  AIGI training conference attendees were briefed on May 29, 2015.  Jim Ives is scheduled to solicit input from the Intelligence Community’s Assistant Inspector General Forum on June 16, 2015.  



· 21st Century Policing Report - The Investigations Committee discussed the report and its recommendations at the April meeting and asked the AIGI Committee to review the report.  The AIGI Committee will recommend follow-up action as appropriate.  The IC will then report back to CIGIE.  
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Teleconference - 11:00 a.m., Friday, July 24, 2015
Date: Wednesday, July 22, 2015 12:12:30 PM


Folks,


The teleconference information provided in the original message was incorrect.  Please use the following when
calling in on Friday:


           Telephone:  
           Participant Passcode:  


Thanks


Mark


On Wed, 22 Jul 2015 11:30:13 -0400, Mark Jones <mark.jones@CIGIE.GOV> wrote:


>FYI - The following was sent to the CIGIE members:
>
>--------------------------------------------------------------------------------------------------
>
>CIGIE Members,
>
>As discussed at yesterday’s monthly meeting, we have scheduled a membership teleconference for 11:00 a.m. this
Friday in anticipation of the Office of Legal Counsel’s issuance of their opinion regarding the Department of
Justice’s OIG’s authority to access certain records and information.
>
>The teleconference information for this call follows:
>
>Telephone:  
>Participant Passcode:  
>
>This teleconference is limited to no more than 100 callers; therefore, we request that you be respectful in the
number of callers from your office calling in so that all members have the opportunity to be on the call.
>
>Further, we are requesting that all callers, after connecting to the conference mute your telephone in order to
reduce noise over the call.
>
>If the OLC opinion is delayed, we will notify you in order to reschedule this call.
>
>Thanks
>
>Mark


(b) (2)
(b) (2)


(b) (2)
(b) (2)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: Chairman Johnson"s Request for a FOIA Review
Date: Tuesday, July 7, 2015 6:33:38 AM
Attachments: Issa-Grassley Request Regarding FOIA - 8-23-10.pdf


OIG FOIA PROCESS RESPONSE LTR_GRASSLEY-ISSA.PDF
DOL OIG Grassley Issa Response.pdf
09_15_2010_response to grassley_issa re foia practices.pdf


Folks,
Last week the Executive Council (EC) met and during that meeting there was a bit of discussion
regarding the recent request from HSGAC Chairman Johnson that most of you received seeking
information relating to “…any involvement by non-career officials with the FOIA process…” within
your parent agency. Through this discussion it was brought up that this is a similar request that was
made by Representative Issa and Senator Grassley in 2010. Because of the similar nature of these
requests, the EC members thought it might be helpful to share with all of you a few of the responses
to the 2010 request. Thus, please find attached one of the requested letters from Issa/Grassley, and
three IG responses to this letter.
Mark
From: Mark Jones 
Sent: Friday, June 26, 2015 6:35 AM


Folks,
The following information was provided and distributed to the Legislation Committee members and
on behalf of the Legislation Committee Chair Kathy Buller, we are sharing this information with the
members.


From: Inspectors General Legislation Cmte Liaisons [mailto:CIGIE-LEGLIAISONS@LIST.NIH.GOV] On
Behalf Of Ferrao, Joaquin
Sent: Thursday, June 25, 2015 5:13 PM
Legislation Committee Colleagues,
In yesterday’s telecom we briefly discussed HSGAC Chairman Johnson’s request to all OIGs to
perform a review of the involvement of non-career employees in the FOIA process. As a result we
agreed to call  and the lead on this request to get a better
understanding of what the Chair is looking for. We did not intend to give any CIGIE perspectives but
just probe what the chair envisions and mention some potential issues.
Yesterday afternoon we discussed the request with  and told her we would have another
follow up conversation after we received input from the community. This is what we learned:


· She clarified that by using the term “non-career” the committee means political appointees. 
She clarified that the request intended to target situations in which political appointees have
in appropriately influenced FOIA decisions, subjected FOIA responses to undue delays and
unjustified obstruction/withholding of information.


· During our discussion she acknowledged that political appointees at multiple levels might be
legitimately involved in FOIA request (i.e. when requests are sent by FOIA officers to heads
of offices or units headed by political appointees). We mentioned GC’s who might be
political could be legitimately involved in FOIA matters.


· 


· 
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(b) (5)
(b) (5)
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·


Areas we discussed but did not get a clear response:
· 


· 


· 


· 


We will be scheduling another telecom with the Legislation Committee to discuss next steps. We
told the staffer that we will follow up with her after we get input from the community. We welcome
input (even before our next meeting) on specific concerns, suggestions on how we could address
congressional concerns without undue burden on OIG, and suggestions we can take back to the
staffer
Best regards,
On behalf of IG Kathy Buller,
Joaquin E. Ferrao | Deputy Inspector General & Legal Counsel| 
*: @peacecorps.gov
(: 
È: 
7: 202.692.2901
Peace Corps | Office of Inspector General
1111 20th St. NW | Washington, DC 20526
:: www.peacecorps.gov/OIG


: @PCOIG
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: DOJ OIG Press Release Relating to the OLC Opinion Regarding DOJ OIG Access to Certain Records
Date: Thursday, July 23, 2015 1:50:08 PM
Attachments: Final Press Statement 7-23-15.pdf


FYI - Attached is the DOJ OIG's Press Release in regards to the OLC opinion.


On Thu, 23 Jul 2015 12:35:03 -0400, Mark Jones <mark.jones@CIGIE.GOV> wrote:


>CIGIE Members,
>
>As discussed at Tuesday’s meeting, please find enclosed the DOJ OLC opinion regarding DOJ OIG’s  access to
certain records that was issued today.  Additionally, attached is DOJ OIG’s executive summary of the this opinion.
>
>Again, a teleconference will be held on tomorrow at 11:00 a.m. regarding this opinion.  Below is the dial in
information for the call:
>
>•Telephone:  
>•Passcode:  
>
>Thanks
>
>Mark
>
>
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The  Department  of  Justice  Office  of  the  Inspector  General  (OIG)  released  the  following  statement 
regarding  the  Office  of  Legal  Counsel’s  (OLC)  July  23,  2015 memorandum  to  the  Deputy  Attorney 
General concerning the OIG’s access to grand jury, wiretap, and credit information: 
 
Today’s opinion by  the OLC undermines the OIG’s  independence, which  is a hallmark of  the  Inspector 
General system and  is essential to carrying out the OIG’s oversight responsibilities under the Inspector 
General Act.    The OLC’s opinion  restricts  the OIG’s  ability  to  independently  access  all  records  in  the 
Justice Department’s possession  that are necessary  for our audits,  reviews, and  investigations, and  is 
contrary to the principles and express language set forth in the Inspector General Act.   
 
The  opinion  also  finds  that,  in  adopting  Section  218  of  the  Department  of  Justice’s  FY  2015 
Appropriations Act, Congress’ intent was not sufficiently clear to support independent OIG access to all 
records  in  the  Department’s  possession.    The  OLC’s  opinion  reaches  this  conclusion  even  though 
Congress  passed  Section  218  “to  improve  OIG  access  to  Department  documents  and  information” 
following  the Department’s  failure  to  independently and  timely provide all  responsive  records  to  the 
OIG,  and  Section  218  explicitly  provides  that  the  Department  may  not  use  appropriated  funds  to 
withhold  records  from  the OIG  for  reasons other  than as expressly provided  in  the  Inspector General 
Act.   
 
As a result of the OLC’s opinion, the OIG will now need to obtain Justice Department permission in order 
to get access  to  important  information  in  the Department’s  files – putting  the agency over which  the 
OIG conducts oversight  in  the position of deciding whether  to give  the OIG access  to  the  information 
necessary to conduct that oversight.  The conflict with the principles enshrined in the Inspector General 
Act could not be clearer and, as a result, the OIG’s work will be adversely impacted. 
 
The OIG will immediately ask Congress to pass legislation ensuring that the OIG has independent access 
to the  information  it needs for  its work.   The Attorney General and the Deputy Attorney General have 
each expressed their commitment to join the OIG in this effort.  
 
Inspector General Michael E. Horowitz stated:  
 



“I strongly disagree with the OLC opinion.  Congress meant what it said 
when  it  authorized  Inspectors  General  to  independently  access  ‘all’ 
documents  necessary  to  conduct  effective  oversight.    Without  such 
access,  our  Office’s  ability  to  conduct  its  work  will  be  significantly 
impaired, and  it will be more difficult for us to detect and deter waste, 
fraud, and abuse, and to protect taxpayer dollars.   We  look forward to 
working  with  the  Congress  and  the  Justice  Department  to  promptly 
remedy this serious situation.” 

















From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: 2015 SES Performance Review Boards--Please Review and Update by Tuesday, August 11, 2015
Date: Tuesday, July 28, 2015 6:22:29 AM
Attachments: CIGIE PRB - FY 2014 - Final.docx


2014 SES PRB - Fed Reg.pdf


In preparation for the upcoming SES 2015 performance appraisal cycle, on behalf of Ms.
Fong, we request that the names and titles of the current Senior Executive Service (SES)
membership be updated to reflect the officials who will be available to serve on 2015
Performance Review Boards (PRB). We are aware that several Council members do not have
SES positions and therefore are not expecting a response from those members.


As you may be aware, each agency with SES members is required to establish one or more
SES PRBs and publish the PRB appointments in the Federal Register. The Inspector General
Act of 1978, as amended, authorizes the OIG community to establish PRBs independently of
their respective agencies. 


The PRBs may convene as early as November to provide timely feedback of the initial SES
performance appraisal. To ensure that the updated SES names and phone listings are available
to each OIG, we request that you review the attached 2014 Federal Register notice (also
provided in Word format) and submit any changes in names, titles, or office phone numbers of
your SES staff by Tuesday, August 11, 2015. If you do not have any changes, please send
that information as well. Submit your information to me at @cigie.gov.


If you have questions regarding this request, please contact me via email or at .


Thanks very much.


Mark


*********************** This message has also been sent to the CIGIE liaisons.
***********************
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BILLING CODE:  6820-C9





COUNCIL OF THE INSPECTORS GENERAL ON INTEGRITY AND EFFICIENCY





Senior Executive Service Performance Review Board Membership





AGENCY: Council of the Inspectors General on Integrity and Efficiency





ACTION: Notice.


_______________________________________________


SUMMARY: This notice sets forth the names and titles of the current membership of the Council of the Inspectors


General on Integrity and Efficiency (CIGIE) Performance Review Board as of October 1, 2014.


   


DATES: Effective Date: October 1, 2014.





FOR FURTHER INFORMATION CONTACT:


Individual Offices of Inspectors General at the telephone numbers listed below.





SUPPLEMENTARY INFORMATION:





I. Background





The Inspector General Act of 1978, as amended, created the Offices of Inspectors General as independent and objective units to conduct and supervise audits and investigations relating to Federal programs and operations.  The Inspector General Reform Act of 2008, established the Council of the Inspectors General on Integrity and Efficiency (CIGIE) to address integrity, economy, and effectiveness issues that transcend individual Government agencies; and increase the professionalism and effectiveness of personnel by developing policies, standards, and approaches to aid in the establishment of a well-trained and highly skilled workforce in the Offices of Inspectors General.  The CIGIE is an interagency council whose executive chair is the Deputy Director for Management, Office of Management and Budget, and is comprised principally of the 72 Inspectors General (IGs).





II. CIGIE Performance Review Board





Under 5 U.S.C. 4314(c)(1)–(5), and in accordance with regulations prescribed by the Office of Personnel Management, each agency is required to establish one or more Senior Executive Service (SES) performance review boards. The purpose of these boards is to review and evaluate the initial appraisal of a senior executive’s performance by the supervisor, along with any recommendations to the appointing authority relative to the performance of the senior executive. The current members of the Council of the Inspectors General on Integrity and Efficiency Performance Review Board, as of October 1, 2014, are as follows:





Agency for International Development


Phone Number: (202) 712-1150


CIGIE Liaison—Marcelle Davis (202) 712-1150  


Michael G. Carroll – Acting Inspector General.


Lisa Risley – Assistant Inspector General for Investigations.


Melinda Dempsey – Deputy Assistant Inspector General for Audit.


Lisa McClennon – Deputy Assistant Inspector General for Investigations.


Alvin A. Brown – Deputy Assistant Inspector General for Audit.


Lisa Goldfluss – Legal Counsel to the Inspector General.


Robert Ross – Assistant Inspector General for Management.





Department of Agriculture


Phone Number: (202) 720–8001


CIGIE Liaison—Dina J. Barbour (202) 720–8001


David R. Gray – Deputy Inspector General.


Christy A. Slamowitz – Counsel to the Inspector General.


Gilroy Harden – Assistant Inspector General for Audit.


Rodney G. DeSmet – Deputy Assistant Inspector General for Audit.


Steven H. Rickrode, Jr. – Deputy Assistant Inspector General for Audit.


Karen L. Ellis – Assistant Inspector General for Investigations.


Ann M. Coffey– Deputy Assistant Inspector General for Investigations.


Lane M. Timm– Assistant Inspector General for Management.





Department of Commerce  


Phone Number: (202) 482–4661


CIGIE Liaison—Clark Reid (202) 482-4661


Morgan Kim – Deputy Inspector General and Assistant Inspector General for Investigations.


Andrew Katsaros – Principle Assistant Inspector General for Audit and Evaluation – Acting.


Ann Eilers – Assistant Inspector General for Administration – Acting.





Department of Defense


Phone Number: (703) 604–8324


CIGIE Liaison—David Gross (703) 604–8324


Daniel R. Blair – Deputy Inspector General for Auditing.


James B. Burch – Deputy Inspector General for Investigations.


Carol N. Gorman – Assistant Inspector General for Readiness and Cyber Operations.


Carolyn R. Davis – Assistant Inspector General for Audit Policy and Oversight.


Amy J. Frontz – Principal Assistant Inspector General for Auditing.


Marguerite C. Garrison – Deputy Inspector General for Administrative Investigations.


Lynne M. Halbrooks – Principal Deputy Inspector General.


James R. Ives – Assistant Inspector General for Investigations, Investigative Operations.


Kenneth P. Moorefield – Deputy Inspector General for Special Plans and Operations.


Henry C. Shelley Jr. – General Counsel.


Randolph R. Stone – Deputy Inspector General for Policy and Oversight.


Anthony C. Thomas – Deputy Inspector General for Intelligence and Special Program Assessments.


Ross W. Weiland – Assistant Inspector General for Investigations, Internal Operations.


Jacqueline L. Wicecarver – Assistant Inspector General for Acquisition, Parts, and Inventory.





Department of Education


Phone Number: (202) 245–6900


CIGIE Liaison— Janet Harmon (202) 245-6076


Wanda Scott – Assistant Inspector General for Management Services.


Patrick Howard – Assistant Inspector General for Audit.


Bryon Gordon – Deputy Assistant Inspector General for Audit.


Charles Coe – Assistant Inspector General for Information Technology Audits and Computer Crime Investigations.


Marta Erceg – Counsel to the Inspector General.





Department of Energy


Phone Number: (202) 586–4393


CIGIE Liaison—Juston Fontaine (202) 586–1959


John Hartman – Deputy Inspector General for Investigations. 


Rickey Hass – Deputy Inspector General for Audits and Inspections.


George Collard – Assistant Inspector General for Audits.


Daniel Weeber – Assistant Inspector General for Audits and Administration.


Sandra Bruce – Assistant Inspector General for Inspections.


Michael Milner – Assistant Inspector General for Investigations.


Tara Porter – Assistant Inspector General for Management and Administration.


Virginia Grebasch – Counsel to the Inspector General.









Environmental Protection Agency
Phone Number: (202) 566–0847
CIGIE Liaison—Jennifer Kaplan (202) 566–0918
Charles Sheehan - Deputy Inspector General.
Aracely Nunez-Mattocks – Chief of Staff to the Inspector General.
Patrick Sullivan – Assistant Inspector General for Investigations.
Patricia Hill – Assistant Inspector General for Mission Systems.
Carolyn Copper – Assistant Inspector General for Program Evaluation.


Alan Larsen – Counsel to the Inspector General and Assistant Inspector General for Congressional and Public Affairs.





Federal Maritime Commission


Phone Number: (202) 523-5863


CIGIE Liaison—Jon Hatfield  (202) 523-5863


Jon Hatfield  – Inspector General.





General Services Administration 


Phone Number: (202) 501–0450 


CIGIE Liaison—Sarah S. Breen (202) 219-1351 


Robert C. Erickson – Deputy Inspector General. 


Richard P. Levi – Counsel to the Inspector General. 


Theodore R. Stehney – Assistant Inspector General for Auditing. 


Nick Goco, Deputy Assistant Inspector General for Real Property Audits.


James P. Hayes, Deputy Assistant Inspector General for Acquisition Programs Audits.


Geoffrey Cherrington – Assistant Inspector General for Investigations. 


Lee Quintyne –Deputy Assistant Inspector General for Investigations 


Stephanie E. Burgoyne – Assistant Inspector General for Administration.


Larry L. Gregg - Associate Inspector General.





Department of Health and Human Services               


Phone Number: (202) 619–3148                    


CIGIE Liaison—Elise Stein (202) 619–2686


Joanne Chiedi – Principal Deputy Inspector General.


Paul Johnson – Deputy Inspector General for Management and Policy.


Robert Owens, Jr. – Assistant Inspector General for Information Technology (Chief Information Officer). 


Gary Cantrell – Deputy Inspector General for Investigations.


Tyler Smith – Assistant Inspector General for Investigations.


Les Hollie – Assistant Inspector General for Investigations.


Suzanne Murrin – Deputy Inspector General for Evaluation and Inspections.


Greg Demske – Chief Counsel to the Inspector General.


Robert DeConti – Assistant Inspector General for Legal Affairs.


Gloria Jarmon – Deputy Inspector General for Audit Services.


Kay Daly – Assistant Inspector General for Audit Services.


Brian Ritchie – Assistant Inspector General for Audit Services.


Thomas Salmon – Assistant Inspector General for Audit Services.





Department of Homeland Security


Phone Number: (202) 254–4100


CIGIE Liaison—Erica Paulson (202) 254–0938


John Roth – Inspector General.


Russell Barbee – Assistant Inspector General for Management.


John Dupuy – Assistant Inspector General for Investigations.


D. Michael Beard – Assistant Inspector General for Integrity and Quality Oversight.


John Kelly – Assistant Inspector General for Emergency Management Oversight.


Anne L. Richards – Assistant Inspector General for Audits.


Wayne H. Salzgaber – Assistant Inspector General for Inspections.


Mark Bell – Deputy Assistant Inspector General for Audits.


John E. McCoy II – Deputy Assistant Inspector General for Audits.


Louise M. McGlathery – Deputy Assistant Inspector General for Management.
James P. Gaughran – Deputy Assistant Inspector General for Emergency Management Oversight.





Department of Housing and Urban Development


Phone Number:  (202) 708-0430


CIGIE Liaison—Holley Miller (202) 402-2741


Joe Clarke –Assistant Inspector General for Investigations.  


Lester Davis – Deputy Assistant Inspector General for Investigations.


Randy McGinnis – Assistant Inspector General for Audit.


Frank Rokosz – Deputy Assistant Inspector General for Audit.


John Buck – Deputy Assistant Inspector General for Audit.


Eddie Saffarinia – Assistant Inspector General for Management and Technology.





Department of the Interior


Phone Number: (202) 208–5745


CIGIE Liaison—Joann Gauzza (202) 208-5745


Department of the Interior


Phone Number: (202) 208–5745


CIGIE Liaison—Joann Gauzza (202) 208-5745


Mary L. Kendall – Deputy Inspector General.


Stephen Hardgrove – Chief of Staff.


Bernie Mazer – Senior Advisor.


Dave Brown – Associate Inspector General for Communication.


Kimberly Elmore – Assistant Inspector General for Audits, Inspections and Evaluations.


Robert Knox – Assistant Inspector General for Investigations.


Bruce Delaplaine – General Counsel.


Roderick Anderson – Assistant Inspector General for Management.





Department of Justice


Phone Number: (202) 514–3435


CIGIE Liaison—Jay Lerner (202) 514-3435


Cynthia Schnedar – Deputy Inspector General.


William M. Blier – General Counsel.


Raymond J. Beaudet – Assistant Inspector General for Audit.


Carol F. Ochoa – Assistant Inspector General for Oversight and Review.


Gregory T. Peters – Assistant Inspector General for Management and Planning.


George L. Dorsett – Assistant Inspector General for Investigations.


Nina Pelletier – Assistant Inspector General for Evaluation and Inspections


Eric Johnson – Deputy Assistant Inspector General for Investigations.





Department of Labor


Phone Number: (202) 693–5100


CIGIE Liaison— Luiz Santos (202) 693-7062


Howard Shapiro – Counsel to the Inspector General.


Elliot P. Lewis – Assistant Inspector General for Audit.


Debra D. Pettitt -- Deputy Assistant Inspector General for Audit.


Lester Fernandez - Assistant Inspector General for Labor Racketeering and Fraud Investigations.


Richard S. Clark II – Deputy Assistant Inspector General for Labor Racketeering and Fraud Investigations.





National Aeronautics and Space Administration


Phone Number: (202) 358–1220


CIGIE Liaison—Renee Juhans (202) 358–1712


Gail Robinson – Deputy Inspector General.


Frank LaRocca – Counsel to the Inspector General.


Kevin Winters – Assistant Inspector General for Investigations.


James Morrison – Assistant Inspector General for Audits.


Hugh Hurwitz – Assistant Inspector General for Management and Planning.





National Endowment for the Arts


Phone Number: (202) 682-5774


CIGIE Liaison— Tonie Jones (202) 682-5402


Tonie Jones – Inspector General.





National Science Foundation


Phone Number: (703) 292–7100


CIGIE Liaison—Susan Carnohan (703) 292–5011 and Maury Pully (703) 292-5059


Brett M. Baker – Assistant Inspector General for Audit.


Alan Boehm – Assistant Inspector General for Investigations.


Kenneth Chason – Counsel to the Inspector General.





Nuclear Regulatory Commission


Phone Number: (301) 415–5930


CIGIE Liaison—Deborah S. Huber (301) 415–5930


David C. Lee – Deputy Inspector General.


Stephen D. Dingbaum  – Assistant Inspector General for Audits.


Joseph A. McMillan – Assistant Inspector General for Investigations.





Office of Personnel Management


Phone Number: (202) 606–1200


CIGIE Liaison—Joyce D. Price (202) 606–2156


Norbert E. Vint – Deputy Inspector General.


Terri Fazio – Assistant Inspector General for Management.


Michael R. Esser – Assistant Inspector General for Audits.


Michelle B. Schmitz – Assistant Inspector General for Investigations.


Kimberly A. Howell – Deputy Assistant Inspector General for Investigations.


Melissa D. Brown – Deputy Assistant Inspector General for Audits. 


Lewis F. Parker – Deputy Assistant Inspector General for Audits.


Jeffrey E. Cole –	Senior Advisor to the Assistant Inspector General for Audits. 





Peace Corps


Phone Number: (202) 692–2900


CIGIE Liaison— Joaquin Ferrao (202) 692–2921


Kathy Buller – Inspector General (Foreign Service).





United States Postal Service


Phone Number: (703) 248–2100


CIGIE Liaison—Agapi Doulaveris (703) 248–2286


Elizabeth Martin – General Counsel.


Gladis Griffith – Deputy General Counsel.


Mark Duda – Assistant Inspector General for Audits. 


Larry Koskinen – Chief Technology Officer.


Thomas Frost - Deputy Assistant Inspector General for Investigations.





Railroad Retirement Board


Phone Number: (312) 751–4690


CIGIE Liaison—Jill Roellig (312) 751-4993


Patricia A. Marshall – Counsel to the Inspector General.


Louis Rossignuolo – Assistant Inspector General for Investigations.









Small Business Administration


Phone Number: (202) 205–6586


CIGIE Liaison—Robert F. Fisher (202) 205–6583 and Sheldon R. Shoemaker (202) 205-0080


Robert A. Westbrooks – Deputy Inspector General


Glenn P. Harris – Counsel to the Inspector General.


Daniel J. O’Rourke – Assistant Inspector General for Investigations.


Robert F. Fisher – Assistant Inspector General for Management and Policy.





Social Security Administration


Phone Number: (410) 966–8385


CIGIE Liaison—Kristin Klima (202) 358-6319


Rona Lawson – Deputy Assistant Inspector General for Audit.


B. Chad Bungard – Counsel to the Inspector General.


Michael Robinson – Assistant Inspector General for Investigations.


Kelly Bloyer – Assistant Inspector General for Technology and Resource Management.





Special Inspector General for Troubled Asset Relief Program


Phone Number: (202) 622-1419


CIGIE Liaison—(202) 622-2658


Peggy Ellen – Deputy Special Inspector General.


Scott Rebein – Deputy Special Inspector General, Investigations.


Roderick Fillinger– General Counsel.


Cathy Alix   – Deputy Special Inspector General, Operations.


Bruce Gimbel – Deputy Special Inspector General, Audit and Evaluations.









Department of State and the Broadcasting Board of Governors


Phone Number: (703) 284-2619


CIGIE Liaison—Cynthia Saboe (202) 663–0378


Emilia DiSanto – Deputy Inspector General.


Erich O. Hart – General Counsel.


Norman P. Brown – Assistant Inspector General for Audits.


Karen J. Ouzts - Assistant Inspector General for Management.


Robert B. Peterson – Assistant Inspector General for Inspections.





Department of Transportation


Phone Number: (202) 366–1959


CIGIE Liaison—Nathan P. Richmond: (202) 493–0422


Calvin L. Scovel III – Inspector General.


Ann M. Calvaresi Barr – Deputy Inspector General.


Brian A. Dettelbach – Assistant Inspector General for Legal, Legislative, and External Affairs.


Timothy M. Barry – Principal Assistant Inspector General for Investigations.


William Owens – Deputy Assistant Inspector General for Investigations.


Lou E. Dixon – Principal Assistant Inspector General for Auditing and Evaluation.


Joseph W. Comé – Deputy Principal Assistant Inspector General for Auditing and Evaluation.


Matthew E. Hampton – Assistant Inspector for Aviation Audits.


Louis King – Assistant Inspector General for Information Technology and Financial Management Audits.


Mitchell L. Behm – Assistant Inspector General for Surface Transportation Audits.


Thomas Yatsco – Assistant Inspector General for Surface Transportation Audits.


Mary Kay Langan-Feirson – Assistant Inspector General for Acquisition and Procurement Audits.









Department of the Treasury


Phone Number: (202) 622–1090


CIGIE Liaison—Susan G. Marshall (202) 927-9842


Richard K. Delmar – Counsel to the Inspector General.


Tricia L. Hollis – Assistant Inspector General for Management.


Marla A. Freedman – Assistant Inspector General for Audit.


Robert A. Taylor – Deputy Assistant Inspector General for Audit (Program Audits).


John L. Phillips- Assistant Inspector General for Investigations.


Donna F. Joseph- Assistant Inspector General for Financial Management, Information Technology, and Financial Assistance Audit.





Treasury Inspector General for Tax Administration/Department of the Treasury


Phone Number: (202) 622–6500


CIGIE Liaison— Michael Raschiatore (202) 927-0172


Michael A Phillips – Acting Principal Deputy Inspector General. 


Timothy Camus – Deputy Inspector General for Investigations.


David Holmgren – Deputy Inspector General for Inspections and Evaluations.


Michael McKenney – Deputy Inspector General for Audit.


Michael Delgado – Assistant Inspector General for Investigations.


Greg Kutz - Assistant Inspector General for Audit (Management Services & Exempt Organizations).


James Jackson – Deputy Assistant Inspector General for Investigations.


Randy Silvis – Deputy Assistant Inspector General for Investigations.


Gladys Hernandez – Chief Counsel.


George Jakabcin – Chief Information Officer.









[bookmark: _GoBack]Department of Veterans Affairs


Phone Number: (202) 461-4720


CIGIE Liaison—Joanne Moffett (202) 461-4720


Maureen T. Regan – Counselor to the Inspector General.


James O’Neill – Assistant Inspector General for Investigations.


Quentin G. Aucoin, Deputy Assistant Inspector General for Investigations (Field Operations).


Linda A. Halliday – Assistant Inspector General for Audits and Evaluations.


Sondra F. McCauley – Deputy Assistant Inspector General for Audits and Evaluations (HQs Management and Inspections).


Gary K. Abe - Deputy Assistant Inspector General for Audits and Evaluations (Field Operations).


Dana Moore – Assistant Inspector General for Management and Administration.


Jason R. Woodward – Deputy Assistant Inspector General for Management and Administration.


John D. Daigh – Assistant Inspector General for Healthcare Inspections.








______________________________________		_____________________________


Mark D. Jones					Date


Executive Director
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or other forms of information 
technology. Comments submitted in 
response to this notice will be 
summarized and/or included in the 
request for Office of Management and 
Budget approval. All comments will 
become a matter of public record. 



Dated: August 19, 2014. 
Ashwin Vasan, 
Chief Information Officer, Bureau of 
Consumer Financial Protection. 
[FR Doc. 2014–21112 Filed 9–3–14; 8:45 am] 



BILLING CODE 4810–AM–P 



COUNCIL OF THE INSPECTORS 
GENERAL ON INTEGRITY AND 
EFFICIENCY 



Senior Executive Service Performance 
Review Board Membership 



AGENCY: Council of the Inspectors 
General on Integrity and Efficiency. 
ACTION: Notice. 



SUMMARY: This notice sets forth the 
names and titles of the current 
membership of the Council of the 
Inspectors General on Integrity and 
Efficiency (CIGIE) Performance Review 
Board as of October 1, 2014. 
DATES: Effective Date: October 1, 2014. 
FOR FURTHER INFORMATION CONTACT: 
Individual Offices of Inspectors General 
at the telephone numbers listed below. 
SUPPLEMENTARY INFORMATION: 



I. Background 



The Inspector General Act of 1978, as 
amended, created the Offices of 
Inspectors General as independent and 
objective units to conduct and supervise 
audits and investigations relating to 
Federal programs and operations. The 
Inspector General Reform Act of 2008, 
established the Council of the Inspectors 
General on Integrity and Efficiency 
(CIGIE) to address integrity, economy, 
and effectiveness issues that transcend 
individual Government agencies; and 
increase the professionalism and 
effectiveness of personnel by developing 
policies, standards, and approaches to 
aid in the establishment of a well- 
trained and highly skilled workforce in 
the Offices of inspectors General. The 
CIGIE is an interagency council whose 
executive chair is the Deputy Director 
for Management, Office of Management 
and Budget, and is comprised 
principally of the 72 Inspectors General 
(IGs). 



II. CIGIE Performance Review Board 



Under 5 U.S. C. 4314(c)(l)–(5), and in 
accordance with regulations prescribed 
by the Office of Personnel Management, 



each agency is required to establish one 
or more Senior Executive Service (SES) 
performance review boards. The 
purpose of these boards is to review and 
evaluate the initial appraisal of a senior 
executive’s performance by the 
supervisor, along with any 
recommendations to the appointing 
authority relative to the performance of 
the senior executive. The current 
members of the Council of the 
Inspectors General on Integrity and 
Efficiency Performance Review Board, 
as of October I, 2014, are as follows: 



Agency for International Development 



Phone Number: (202) 712–1150 
CIGIE Liaison—Marcelle Davis (202) 



712–1150 
Michael G. Carroll—Acting Inspector 



General. 
Lisa Risley—Assistant Inspector 



General for Investigations. 
Melinda Dempsey—Deputy Assistant 



Inspector General for Audit. 
Lisa McClennon—Deputy Assistant 



Inspector General for Investigations. 
Alvin A. Brown—Deputy Assistant 



Inspector General for Audit. 
Lisa Goldfluss—Legal Counsel to the 



Inspector General. 
Robert Ross—Assistant Inspector 



General for Management. 



Department of Agriculture 



Phone Number: (202) 720–8001 
CIGIE Liaison—Dina J. Barbour (202) 



720–8001 
David R. Gray—Deputy Inspector 



General. 
Christy A. Slamowitz—Counsel to the 



Inspector General. 
Gilroy Harden—Assistant Inspector 



General for Audit. 
Rodney G. DeSmet—Deputy Assistant 



Inspector General for Audit. 
Steven H. Rickrode, Jr.—Deputy 



Assistant Inspector General for Audit. 
Karen L. Ellis—Assistant Inspector 



General for Investigations. 
Ann M. Coffey—Deputy Assistant 



Inspector General for Investigations. 
Lane M. Timm—Assistant Inspector 



General for Management. 



Department of Commerce 



Phone Number: (202) 482–4661 
CIGIE Liaison—Clark Reid (202) 482– 



4661 
Morgan Kim—Deputy Inspector 



General and Assistant Inspector General 
for Investigations. 



Andrew Katsaros—Principle Assistant 
Inspector General for Audit and 
Evaluation—Acting. 



Ann Eilers—Assistant Inspector 
General for Administration—Acting. 



Department of Defense 



Phone Number: (703) 604–8324 



CIGIE Liaison—David Gross (703) 
604–8324 



Daniel R. Blair—Deputy Inspector 
General for Auditing. 



James B. Burch—Deputy Inspector 
General for Investigations. 



Carol N. Gorman—Assistant Inspector 
General for Readiness and Cyber 
Operations. 



Carolyn R. Davis—Assistant Inspector 
General for Audit Policy and Oversight. 



Amy J. Frontz—Principal Assistant 
Inspector General for Auditing. 



Marguerite C. Garrison—Deputy 
Inspector General for Administrative 
Investigations. 



Lynne M. Halbrooks—Principal 
Deputy Inspector General. 



James R. Ives—Assistant Inspector 
General for Investigations, Investigative 
Operations. 



Kenneth P. Moorefield—Deputy 
Inspector General for Special Plans and 
Operations. 



Henry C. Shelley Jr.—General 
Counsel. 



Randolph R. Stone—Deputy Inspector 
General for Policy and Oversight. 



Anthony C. Thomas—Deputy 
Inspector General for Intelligence and 
Special Program Assessments. 



Ross W. Weiland—Assistant Inspector 
General for Investigations, Internal 
Operations. 



Jacqueline L. Wicecarver—Assistant 
Inspector General for Acquisition, Parts, 
and Inventory. 



Department of Education 



Phone Number: (202)245–6900 
CIGIE Liaison—Janet Harmon (202) 



245–6076 
Wanda Scott—Assistant Inspector 



General for Management Services. 
Patrick Howard—Assistant Inspector 



General for Audit. 
Bryon Gordon—Deputy Assistant 



Inspector General for Audit. 
Charles Coe—Assistant Inspector 



General for Information Technology 
Audits and Computer Crime 
Investigations. 



Marta Erceg—Counsel to the Inspector 
General. 



Department of Energy 



Phone Number: (202) 586–4393 
CIGIE Liaison—Juston Fontaine (202) 



586–1959 
John Hartman—Deputy Inspector 



General for Investigations. 
Rickey Hass—Deputy Inspector 



General for Audits and Inspections. 
George Collard—Assistant Inspector 



General for Audits. 
Daniel Weeber—Assistant Inspector 



General for Audits and Administration. 
Sandra Bruce—Assistant Inspector 



General for Inspections. 
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Michael Milner—Assistant Inspector 
General for Investigations. 



Tara Porter—Assistant Inspector 
General for Management and 
Administration. 



Virginia Grebasch—Counsel to the 
Inspector General. 



Environmental Protection Agency 



Phone Number: (202) 566–0847 
CIGIE Liaison—Jennifer Kaplan (202) 



566–0918 
Charles Sheehan—Deputy Inspector 



General. 
Aracely Nunez-Mattocks—Chief of 



Staff to the Inspector General. 
Patrick Sullivan—Assistant Inspector 



General for Investigations. 
Patricia Hill—Assistant Inspector 



General for Mission Systems. 
Carolyn Copper—Assistant Inspector 



General for Program Evaluation. 
Alan Larsen—Counsel to the 



Inspector General and Assistant 
Inspector General for Congressional and 
Public Affairs. 



Federal Maritime Commission 



Phone Number: (202) 523–5863 
CIGIE Liaison—Jon Hatfield (202) 



523–5863 
Jon Hatfield—Inspector General. 



General Services Administration 



Phone Number: (202) 501–0450 
CIGIE Liaison—Sarah S. Breen (202) 



219–1351 
Robert C. Erickson—Deputy Inspector 



General. 
Richard P. Levi—Counsel to the 



Inspector General. 
Theodore R. Stehney—Assistant 



Inspector General for Auditing. 
Nick Goco, Deputy Assistant 



Inspector General for Real Property 
Audits. 



James P. Hayes, Deputy Assistant 
Inspector General for Acquisition 
Programs Audits. 



Geoffrey Cherrington—Assistant 
Inspector General for Investigations. 



Lee Quintyne—Deputy Assistant 
Inspector General for Investigations. 



Stephanie E. Burgoyne—Assistant 
Inspector General for Administration. 



Larry L. Gregg—Associate Inspector 
General. 



Department of Health and Human 
Services 



Phone Number: (202) 619–3148 
CIGIE Liaison—Elise Stein (202) 619– 



2686 
Joanne Chiedi—Principal Deputy 



Inspector General. 
Paul Johnson Deputy Inspector 



General for Management and Policy. 
Robert Owens, Jr.—Assistant 



Inspector General for Information 
Technology (Chief Information Officer). 



Gary Cantrell—Deputy Inspector 
General for Investigations. 



Tyler Smith—Assistant Inspector 
General for Investigations. 



Les Mollie—Assistant Inspector 
General for Investigations. 



Suzanne Martin—Deputy Inspector 
General for Evaluation and Inspections. 



Greg Demske—Chief Counsel to the 
Inspector General. 



Robert DeConti—Assistant Inspector 
General for Legal Affairs. 



Gloria Jarmon—Deputy Inspector 
General for Audit Services. 



Kay Daly—Assistant Inspector 
General for Audit Services. 



Brian Ritchie—Assistant Inspector 
General for Audit Services. 



Thomas Salmon—Assistant Inspector 
General for Audit Services. 



Department of Homeland Security 



Phone Number: (202) 254–4100 
CIGIE Liaison—Erica Paulson (202) 



254–0938 
John Roth—Inspector General. 
Russell Barbee—Assistant Inspector 



General for Management. 
John Dupuy—Assistant Inspector 



General for Investigations. 
D. Michael Beard—Assistant 



Inspector General for Integrity and 
Quality Oversight. 



John Kelly—Assistant Inspector 
General for Emergency Management 
Oversight. 



Anne L. Richards—Assistant 
Inspector General for Audits. 



Wayne II. Salzgaber—Assistant 
Inspector General for Inspections. 



Mark Bell—Deputy Assistant 
Inspector General for Audits. 



John E. McCoy II—Deputy Assistant 
Inspector General for Audits. 



Louise M. McGlathery—Deputy 
Assistant Inspector General for 
Management. 



James P. Gaughran—Deputy Assistant 
Inspector General for Emergency 
Management Oversight. 



Department of Housing and Urban 
Development 



Phone Number: (202) 708–0430 
CIGIE Liaison—Holley Miller (202) 



402–2741 
Joe Clarke—Assistant Inspector 



General for Investigations. 
Lester Davis—Deputy Assistant 



Inspector General for Investigations. 
Randy McGinnis—Assistant Inspector 



General for Audit. 
Frank Rokosz—Deputy Assistant 



Inspector General for Audit. 
John Buck—Deputy Assistant 



Inspector General for Audit. 
Eddie Saffarinia—Assistant Inspector 



General for Management and 
Technology. 



Department of the Interior 



Phone Number: (202) 208–5745 
CIGIE Liaison—Joann Gauzza (202) 



208–5745 
Mary L. Kendall—Deputy Inspector 



General. 
Stephen Hardgrove—Chief of Staff. 
Bernie Mazer—Senior Advisor. 
Dave Brown—Associate Inspector 



General for Communication. 
Kimberly Elmore Assistant Inspector 



General for Audits, Inspections and 
Evaluations. 



Robert Knox—Assistant Inspector 
General for Investigations. 



Bruce Delaplaine—General Counsel. 
Roderick Anderson—Assistant 



Inspector General for Management. 



Department of Justice 



Phone Number: (202) 514–3435 
CICIE Liaison—Jay Lerner (202) 514– 



3435 
Cynthia Schnedar—Deputy Inspector 



General. 
William M. Blier—General Counsel. 
Raymond J. Beaudet—Assistant 



Inspector General for Audit. 
Carol F. Ochoa—Assistant Inspector 



General for Oversight and Review. 
Gregory T. Peters—Assistant Inspector 



General for Management and Planning. 
George L. Dorsett—Assistant Inspector 



General for Investigations. 
Nina Pelletier—Assistant Inspector 



General for Evaluation and Inspections. 
Eric Johnson—Deputy Assistant 



Inspector General for Investigations. 



Department of Labor 



Phone Number: (202) 693–5100 
CIGIE Liaison—Luiz Santos (202) 



693–7062 
Howard Shapiro—Counsel to the 



Inspector General. 
Elliot P. Lewis—Assistant Inspector 



General for Audit. 
Debra D. Pettitt—Deputy Assistant 



Inspector General for Audit. 
Lester Fernandez—Assistant Inspector 



General for Labor Racketeering and 
Fraud Investigations. 



Richard S. Clark II—Deputy Assistant 
Inspector General for Labor 
Racketeering and Fraud Investigations. 



National Aeronautics and Space 
Administration 



Phone Number: (202) 358–1220 
CIGIE Liaison—Renee Juhans (202) 



358–1712 
Gail Robinson—Deputy Inspector 



General. 
Frank LaRocca—Counsel to the 



Inspector General. 
Kevin Winters—Assistant Inspector 



General for Investigations. 
James Morrison—Assistant Inspector 



General for Audits. 
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Hugh Hurwitz—Assistant Inspector 
General for Management and Planning. 



National Endowment for the Arts 



Phone Number: (202) 682–5774 
CIGIE Liaison—Tonie Jones (202) 



682–5402 
Tonie Jones—Inspector General. 



National Science Foundation 



Phone Number: (703) 292–7100 
CIGIE Liaison—Susan Carnohan (703) 



292–5011 and Maury Pully (703) 292– 
5059 



Brett M. Baker—Assistant Inspector 
General for Audit. 



Alan Boehm—Assistant Inspector 
General for Investigations. 



Kenneth Chason—Counsel to the 
Inspector General. 



Nuclear Regulatory Commission 



Phone Number: (301) 415–5930 
CIGIE Liaison—Deborah S. Huber 



(301) 415–5930 
David C. Lee—Deputy Inspector 



General. 
Stephen D. Dingbaum—Assistant 



Inspector General for Audits. 
Joseph A. McMillan—Assistant 



Inspector General for Investigations. 



Office of Personnel Management 



Phone Number: (202) 606–1200 
CIGIE Liaison—Joyce D. Price (202) 



606–2156 
Norbert E. Vint—Deputy Inspector 



General. 
Terri Fazio—Assistant Inspector 



General for Management. 
Michael R. Esser—Assistant Inspector 



General for Audits. 
Michelle B. Schmitz—Assistant 



Inspector General for Investigations. 
Kimberly A. Howell—Deputy 



Assistant Inspector General for 
Investigations. 



Melissa D. Brown—Deputy Assistant 
Inspector General for Audits. 



Lewis F. Parker—Deputy Assistant 
Inspector General for Audits. 



Jeffrey E. Cole—Senior Advisor to the 
Assistant Inspector General for Audits. 



Peace Corps 



Phone Number: (202) 692–2900 
CIGIE Liaison—Joaquin Ferrao (202) 



692–2921 
Kathy Buller—Inspector General 



(Foreign Service). 



United States Postal Service 



Phone Number: (703) 248–2100 
CIG1E Liaison—Agapi Doulaveris 



(703) 248–2286 
Elizabeth Martin—General Counsel. 
Gladis Griffith—Deputy General 



Counsel. 
Mark Duda—Assistant Inspector 



General for Audits. 



Larry Koskinen—Chief Technology 
Officer. 



Thomas Frost—Deputy Assistant 
Inspector General for Investigations. 



Railroad Retirement Board 



Phone Number: (312) 751–4690 
CIGIE Liaison—Jill Roellig (312) 751– 



4993 
Patricia A. Marshall—Counsel to the 



Inspector General. 
Louis Rossignuolo—Assistant 



Inspector General for Investigations. 



Small Business Administration 



Phone Number: (202) 205–6586 
CIGIE Liaison—Robert F. Fisher (202) 



205–6583 and Sheldon R. Shoemaker 
(202) 205–0080 



Robert A. Westbrooks—Deputy 
Inspector General. 



Glenn P. Harris—Counsel to the 
Inspector General. 



Daniel J. O’Rourke—Assistant 
Inspector General for Investigations. 



Robert F. Fisher—Assistant Inspector 
General for Management and Policy. 



Social Security Administration 



Phone Number: (410) 966–4385 
CIGIE Liaison—Kristin Klima (202) 



358–6319 
Rona Lawson—Deputy Assistant 



Inspector General for Audit. 
B. Chad Bungard—Counsel to the 



Inspector General. 
Michael Robinson—Assistant 



Inspector General for Investigations. 
Kelly Bloyer—Assistant Inspector 



General for Technology and Resource 
Management. 



Special Inspector General for Troubled 
Asset Relief Program 



Phone Number: (202) 622–1419 
CIGIE Liaison—(202) 622–2658 
Peggy Ellen—Deputy Special 



Inspector General. 
Scott Rebein—Deputy Special 



Inspector General, Investigations. 
Roderick Fillinger—General Counsel. 
Cathy Alix—Deputy Special Inspector 



General, Operations. 
Bruce Gimbel—Deputy Special 



Inspector General, Audit and 
Evaluations. 



Department of State and the 
Broadcasting Board of Governors 



Phone Number: (703) 284–2619 
CIGIE Liaison—Cynthia Saboe (202) 



663–0378 
Emilia DiSanto—Deputy Inspector 



General. 
Erich O. Hart—General Counsel. 
Norman P. Brown—Assistant 



Inspector General for Audits. 
Karen J. Ouzts—Assistant Inspector 



General for Management. 



Robert B. Peterson—Assistant 
Inspector General for Inspections. 



Department of Transportation 



Phone Number: (202) 366–1959 
CIGIE Liaison—Nathan P. Richmond: 



(202) 493–0422 
Calvin L. Scovel III—Inspector 



General. 
Ann M. Calvaresi Barr—Deputy 



Inspector General. 
Brian A. Dettelbach—Assistant 



Inspector General for Legal, Legislative, 
and External Affairs. 



Timothy M. Barry—Principal 
Assistant Inspector General for 
Investigations. 



William Owens—Deputy Assistant 
Inspector General for Investigations. 



Lou E. Dixon—Principal Assistant 
Inspector General for Auditing and 
Evaluation. 



Joseph W. Comé—Deputy Principal 
Assistant Inspector General for Auditing 
and Evaluation. 



Matthew E. Hampton—Assistant 
Inspector for Aviation Audits. 



Louis King—Assistant Inspector 
General for Information Technology and 
Financial Management Audits. 



Mitchell L. Behm—Assistant 
Inspector General for Surface 
Transportation Audits. 



Thomas Yatsco—Assistant Inspector 
General for Surface Transportation 
Audits. 



Mary Kay Langan-Feirson—Assistant 
Inspector General for Acquisition and 
Procurement Audits. 



Department of the Treasury 



Phone Number: (202) 622–1090 
CIGIE Liaison—Susan G. Marshall 



(202) 927–9842 
Richard K. Delmar—Counsel to the 



Inspector General. 
Tricia L. Hollis—Assistant Inspector 



General for Management. 
Marla A. Freedman—Assistant 



Inspector General for Audit. 
Robert A. Taylor—Deputy Assistant 



Inspector General for Audit (Program 
Audits). 



John L. Phillips—Assistant Inspector 
General for Investigations. 



Donna F. Joseph—Assistant Inspector 
General for Financial Management, 
Information Technology, and Financial 
Assistance Audit. 



Treasury Inspector General for Tax 
Administration/Department of the 
Treasury 



Phone Number: (202) 622–6500 
CIGIE Liaison—Michael Raschiatore 



(202) 927–0172 
Michael A Phillips—Acting Principal 



Deputy Inspector General. 
Timothy Camus—Deputy Inspector 



General for Investigations. 
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David Holmgren—Deputy Inspector 
General for Inspections and Evaluations. 



Michael McKenney—Deputy 
Inspector General for Audit. 



Michael Delgado—Assistant Inspector 
General for Investigations. 



Greg Kutz—Assistant Inspector 
General for Audit (Management Services 
& Exempt Organizations). 



James Jackson—Deputy Assistant 
Inspector General for Investigations. 



Randy Silvis—Deputy Assistant 
Inspector General for Investigations. 



Gladys Hernandez—Chief Counsel. 
George Jakabcin—Chief Information 



Officer. 



Department of Veterans Affairs 



Phone Number: (202) 461–4720 
CIGIE Liaison—Joanne Moffett (202) 



461–4720 
Maureen T. Regan—Counselor to the 



Inspector General. 
James O’Neill—Assistant Inspector 



General for Investigations. 
Quentin G. Aucoin—Deputy Assistant 



Inspector General for Investigations 
(Field Operations). 



Linda A. Halliday—Assistant 
Inspector General for Audits and 
Evaluations. 



Sondra F. McCauley—Deputy 
Assistant Inspector General for Audits 
and Evaluations (FIQs Management and 
Inspections). 



Gary K. Abe—Deputy Assistant 
Inspector General for Audits and 
Evaluations (Field Operations). 



Dana Moore—Assistant Inspector 
General for Management and 
Administration. 



Jason R. Woodward—Deputy 
Assistant Inspector General for 
Management and Administration. 



John D. Daigh—Assistant Inspector 
General for Healthcare Inspections. 



Dated: August 22, 2014. 
Mark D. Jones, 
Executive Director. 
[FR Doc. 2014–20597 Filed 9–3–14; 8:45 am] 



BILLING CODE P 



DEPARTMENT OF DEFENSE 



Office of the Secretary 



Judicial Proceedings Since Fiscal Year 
2012 Amendments Panel (Judicial 
Proceedings Panel); Notice of Federal 
Advisory Committee Meeting 



AGENCY: Department of Defense. 
ACTION: Notice of meeting. 



SUMMARY: The Department of Defense is 
publishing this notice to announce the 
following Federal Advisory Committee 
meeting of the Judicial Proceedings 



since Fiscal Year 2012 Amendments 
Panel (‘‘the Judicial Proceedings Panel’’ 
or ‘‘the Panel’’). The meeting is open to 
the public. 
DATES: A meeting of the Judicial 
Proceedings Panel will be held on 
Friday, September 19, 2014. The Public 
Session will begin at 8:45 a.m. and end 
at 5:00 p.m. 
ADDRESSES: The Holiday Inn, Glebe and 
Fairfax Ballrooms, 4610 N. Fairfax 
Drive, Arlington, Virginia 22203. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Julie Carson, Judicial Proceedings Panel, 
One Liberty Center, 875 N. Randolph 
Street, Suite 150, Arlington, VA 22203. 
Email: julie.k.carson.civ@mail.mil. 
Phone: (703) 693–3849. Web site: 
http://jpp.whs.mil. 
SUPPLEMENTARY INFORMATION: This 
public meeting is being held under the 
provisions of the Federal Advisory 
Committee Act of 1972 (5 U.S.C., 
Appendix, as amended), the 
Government in the Sunshine Act of 
1976 (5 U.S.C. 552b, as amended), and 
41 CFR 102–3.150. 



Purpose of the Meeting: At this 
meeting, the Judicial Proceedings Panel 
will deliberate on the National Defense 
Authorization Act for Fiscal Year 2013 
(Pub. L. 112–239), Section 576(a)(2) 
requirement to conduct an independent 
review and assessment of judicial 
proceedings conducted under the 
Uniform Code of Military Justice 
involving adult sexual assault and 
related offenses since the amendments 
made to the Uniform Code of Military 
Justice by section 541 of the National 
Defense Authorization Act for Fiscal 
Year 2012 (Pub. L. 112–81; 125 Stat. 
1404), for the purpose of developing 
recommendations for improvements to 
such proceedings. The Panel is 
interested in written and oral comments 
from the public, including non- 
governmental organizations, relevant to 
this tasking. 



Agenda: 
• 8:30 a.m.–8:45 a.m. Administrative 



Session (41 CFR § 160(b), closed to 
the public) 



• 8:45 a.m.–10:00 a.m. Assessing 
Article 120 of the UCMJ—Speakers: 
Military and Civilian experts 



• 10:00 a.m.–12:00 p.m. Prosecution 
and Defense of Article 120 Offenses— 
Speakers: Military Special Victim 
Prosecutors, Military Trial Counsel, 
and Military Senior Defense Counsel 



• 12:00 p.m.–12:30 p.m. Lunch 
• 12:30 p.m.–1:30 p.m. Congressional 



and Victim Input Regarding Potential 
Changes to Article 120 of the UCMJ— 
Speakers: Member(s) of Congress and 
victim(s) 



• 1:30 p.m.–3:30 p.m. Prosecuting 
Abuse of Power Offenses under the 
UCMJ—Speakers: Staff Judge 
Advocates and/or Chiefs of Military 
Justice and other military personnel 
from Training Installations 



• 3:30 p.m.–4:45 p.m. Service 
Perspectives on Prosecution of Article 
120 Offenses—Speakers: Military 
Service Chiefs of Criminal Law 



• 4:45 p.m.–5:00 p.m. Public 
Comment 



Availability of Materials for the 
Meeting: A copy of the agenda or any 
updates to the agenda for the September 
19, 2014 meeting, as well as other 
materials presented in the meeting, may 
be obtained at the meeting or from the 
Panel’s Web site at http://jpp.whs.mil. 



Public’s Accessibility to the Meeting: 
Pursuant to 5 U.S.C. 552b and 41 CFR 
102–3.140 through 102–3.165, and the 
availability of space, this meeting is 
open to the public. Seating is limited 
and is on a first-come basis. 



Special Accommodations: Individuals 
requiring special accommodations to 
access the public meeting should 
contact Ms. Julie Carson at 
julie.k.carson.civ@mail.mil at least five 
(5) business days prior to the meeting so 
that appropriate arrangements can be 
made. 



Procedures for Providing Public 
Comments: Pursuant to 41 CFR 102– 
3.105(j) and 102–3.140, and section 
10(a)(3) of the Federal Advisory 
Committee Act of 1972, the public or 
interested organizations may submit 
written comments to the Panel about its 
mission and topics pertaining to this 
public session. Written comments must 
be received by Ms. Julie Carson at least 
five (5) business days prior to the 
meeting date so that they may be made 
available to the Judicial Proceedings 
Panel for their consideration prior to the 
meeting. Written comments should be 
submitted via email to Ms. Carson at 
julie.k.carson.civ@mail.mil in the 
following formats: Adobe Acrobat or 
Microsoft Word. Please note that since 
the Judicial Proceedings Panel operates 
under the provisions of the Federal 
Advisory Committee Act, as amended, 
all written comments will be treated as 
public documents and will be made 
available for public inspection. If 
members of the public are interested in 
making an oral statement, a written 
statement must be submitted along with 
a request to provide an oral statement. 
Oral presentations by members of the 
public will be permitted between 4:45 
p.m. and 5:00 p.m. on September 19, 
2014, in front of the Panel. The number 
of oral presentations to be made will 
depend on the number of requests 
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: For Review: SES Certification workgroup recommendations
Date: Thursday, June 11, 2015 9:32:52 AM
Attachments: SES Certification WG Report Final June 2015.pdf


Folks,
Attached is a new file from OPM that should open for you. Please let me know if you have any
difficulty opening.
Thanks
Mark


From: Mark Jones 
Sent: Thursday, June 11, 2015 5:36 AM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: FW: For Review: SES Certification workgroup recommendations
Folks with SES personnel systems,
Please see the below and attached that has been circulated for feedback to the CHCOs. If you would
like to provide feedback, please provide that information to me by June 19, 2015, or provide it
directly to @opm.gov) at OPM by June 23, 2015.
Thanks
Mark


Begin forwarded message:


From: "Johnson, Justin R." < @opm.gov>
To: "CHCOC" <chcoc@opm.gov>
Subject: For Review: SES Certification workgroup recommendations


To CHCOs and Deputies via BCC:


Attached is a report of the interagency working group initiative to identify
improvements to the Federal Government’s SES Performance Appraisal System
Certification process. This report summarizes the process and approach of the
working group, which convened on a weekly basis between December 2014 and
May 2015, and presents the recommendations they have identified to improve and
streamline the certification process. This working group was formed after an
initial interagency group of high-level officials (many of whom were agency
CHCOs) met in February 2014 to discuss interagency concerns and strategic
opportunities to improve the efficiency and value of the certification process
while reducing administrative burden for agencies. As you may recall, this work
was last discussed at the April 21 Council meeting.


Please review the report, particularly the recommendations of the workgroup for
improving the certification process, and provide any feedback or further input to


 at
@opm.gov<mailto: @opm.gov> by no later than


June 23, 2015.


Once the OPM program office has consolidated stakeholder input, the


(b) (6)


(b) (6)


(b) (6)
(b) (6)


(b) (6)
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Introduction 



In December 2014, the U.S. Office of Personnel Management (OPM) convened an interagency Working Group (WG) to review and 
recommend improvements to the Federal Government’s Senior Executive Service (SES) Performance Appraisal System Certification Process.  
OPM invited a diverse group of agency subject matter experts to participate in this WG (see Appendix C), and the WG met on a weekly basis 
between December 2014 and May 2015.  The WG specifically focused on recommendations to the following:  



• Opportunities to streamline the certification process while maintaining integrity, as envisioned by law; 
• Administrative changes capable of immediate implementation; and  
• Potential regulatory changes.   



 



At the inaugural meeting in December 2014, OPM Deputy Associate 
Director for Senior Executive Services and Performance Management, 
Steve Shih, provided opening remarks to the WG.  In these remarks, he 
included a history of the 2011 interagency effort and approach to develop 
the Basic SES Appraisal System – an initiative in which many of the WG 
members had participated.  He also articulated a charge for the WG and 
encouraged the WG participants to focus on the opportunity to 
meaningfully improve the overall certification process while avoiding an 
approach where participants would settle for compromise or convenience. 



In addition to the WG’s primary work on the SES performance appraisal 
system certification process, the WG also considered an ancillary SES 



performance management project that had recently emerged from the President’s Management Agenda (PMA) SES reform initiatives, 
regarding accountability of SES members for employee engagement.  Specifically, the WG reviewed a new Governmentwide mandate for 
agencies to include performance requirements in the Leading People critical element of all SES performance plans by Fiscal Year (FY) 2016, 
holding SES members accountable for employee engagement, and concluded that each Department and agency (hereafter referred to 
collectively as agency) should have flexibility to determine the best approach for this requirement.  The WG specifically emphasized the need 
for each agency to develop its own agency-specific performance requirements, and the WG unanimously agreed the current language in the 
Leading People requirements of the Basic SES Appraisal System is appropriate and should not be modified. 



With regard to the WG’s primary focus, the WG concentrated on reviewing each of the ten certification criteria as applied in agencies using the 
Basic SES Appraisal System (see Appendix A) and the process for determining agency adherence and effective implementation against the 
criteria.  This report constitutes a summary of the most pertinent WG discussions and recommendations. 
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Employee Engagement 



Initially, the WG addressed an ancillary new SES performance management mandate that emerged from PMA SES reform initiatives – i.e., including in the 
Leading People critical element of SES performance plans by FY 2016 specific performance requirements relating to employee engagement.  Through a 
facilitated discussion, the WG considered and discussed ways to accomplish this requirement, and considered the following issues: 



• Did the current language in the Leading People critical element of the Basic SES performance appraisal system appropriately describe a 
Governmentwide standard, enabling agencies to properly hold SES members accountable for leadership, including for the engagement of 
employees? 



• Should the current language be maintained or revised?  
• Should agencies have the discretion and flexibility to take their own specific approaches to develop and include the required SES performance 



requirements relating to employee engagement?  



 



 



 



 



 



Group recommendations 



• The WG unanimously agreed the current language in the Leading People critical element of the Basic SES Performance Appraisal System is 
comprehensive and sets an appropriate Governmentwide standard for leadership, including for employee engagement. 



• The WG unanimously agreed the current language of the Leading People element should not be revised, with the exception of possibly replacing 
“workplace” with “culture” to better reflect a deeper impact in the current Government environment. 



• The WG also unanimously agreed agencies should have the discretion and flexibility to develop and apply agency-specific performance 
requirements relating to employee engagement because such requirements are not appropriately or effectively addressed on the Governmentwide 
level beyond the current Leading People language; effective planning and execution of employee engagement must occur at the agency level, 
specific to each agency. 



• Any further consideration of changes to the Leading People critical element should be revisited no earlier than 3-5 years from the present to enable 
agencies newly implementing the Basic SES Performance Appraisal System to have time to assess implementation and to better determine helpful 
improvements. 
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Overview of Recommendations for Improving Certification Process 



The WG developed the following goals as the focus of this initiative: 



• Identify the appropriate criteria for certification;  
• Determine how to assess the criteria; and 
• Decide the appropriate types of certification.  



 



In keeping with these goals, the WG agreed to evaluate each criterion for three 
possible outcomes – whether a criterion should continue to be reviewed in the same 
way by OPM and OMB, with agencies submitting documentation to show evidence 
they are meeting the criterion; whether a criterion could be self-verified by an 
agency with an associated spot check by OPM; or whether the criterion could be 
removed from certification requirements and executed independent of OPM/OMB review.  



Ultimately, the recommendations in this report provide an effective and appropriate way to improve the certification process by providing 
greater responsibility for agencies to jointly partner with OPM/OMB on reviewing and determining certification, as well as significantly 
reducing the amount and frequency of documentation submission by agencies.  The recommendations do not suggest any change in the 
importance of each criterion for implementation of good performance management or good pay for performance; rather, they simply reflect 
a shift in the process and responsibility for assessing each criterion, along with a streamlining of the process to reduce administrative 
burden. 



Small Agencies  



The WG specifically reviewed the appropriateness of the documentation requirements as applied to small agencies (defined as having fewer 
than 10 SES members) to ensure small agencies – with potentially different organizational dynamics and a lower level of resources available 
to prepare for certification reviews – are not unfairly impacted by the certification process.  Subsequently, the WG determined the current 
requirements are appropriate and should not be modified as long as small agencies have the opportunity during certification reviews to 
justify any unique circumstance that impedes their ability to demonstrate the satisfaction of any criteria. 
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New Role Responsibilities  



OPM/OMB Review Agency Self-Verify with OPM Spot 
Check 



Agency Responsibility 



Performance Distinctions Organizational Performance and 
Guidelines 



Consultation 



Pay Differentiation Oversight Accountability 



Aligned Results (combines prior 
Results and Alignment criteria) 
 
[Provisional certification and first 
Full Certification] 



Communication of System 
Application Results 



Balance 



 Aligned Results 
 
[Peer review after Full Certification 
from OPM/OMB] 



Training 
 



 



Specific Criteria Recommendations 
A.  OPM/OMB Review 



1. Performance Distinctions & Pay Differentiation 
- Agencies report their SES/SL/ST ratings, pay adjustments and awards to OPM through an annual data call.  Previously, when an 



agency received full certification, OPM would review its data at the time of a new certification request.  Therefore, some data 
issues may have gone undetected until the agency again requested certification.  To facilitate agency awareness of any data 
concerns on an off-year when there is no certification request, OPM will to review and analyze the data for affected agencies for 
any major issues, calculate the Pearson Correlation Coefficient, and notify agencies of any issues identified. 



- Under the revised process, each agency will submit its pay policy with the initial certification request; subsequently, for future 
certification requests, agencies need not submit their pay policies unless the policy has changed.  The CHCO or other appropriate 
individual will verify that the pay policy has not changed since last reviewed by OPM. 



- Agencies will submit pay and award recommendation ranges to OPM as part of the annual data call. 
- Agencies will submit appropriate justification of ratings distributions for each year being considered in the certification request 



(one year for provisional and two years for full).  Agencies may choose to submit the justification annually along with the data call, 
or when they submit the certification request. 



*** See detailed notes on justification requirements in later section – Justification of Ratings Distribution*** 
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2. Aligned Results (Provisional Certification and first submission under revised process) 
- Merge the results and alignment criteria since both are documented through review of the sample of executive performance plans. 
- OPM will continue to focus on the Results Driven element. 
- The Results Driven element must include be at least one performance 



requirement specifying what the executive is expected to accomplish 
during the applicable appraisal period.  Each performance requirement 
must have at least one main result and quality indicator(s) that describe 
success. Agencies will include other appropriate measures as applicable 
(e.g., quantity, timeliness, cost-effectiveness).  



- The plans submitted to OPM will clearly and separately identify the results 
and their applicable measures (e.g. underline result and bold measure).  
The executives will be responsible for this identification since they are the 
ones who best know the outcomes and outputs of their work (they may also 
collaborate with their Executive Resources specialist). 



- Each plan performance requirement must include a clear, transparent 
reference to what in the strategic plan and/or other organizational performance document the requirement aligns.  Agencies must 
make these documents accessible to OPM for verifying the alignment.  The WG also discussed the possibility of utilizing OMB 
MAX for the submission of alignment documents (i.e., Agency’s Strategic Plan and other appropriate documentation). 



- OPM will conduct the review of agency performance plans to ensure aligned results.  When an agency obtains Full Certification, it 
subsequently will have the option to request a peer review of performance plans.  The peer agency completing the review must 
have Full Certification, and the agencies may not give reciprocal reviews.  



*** See detailed notes on peer review in later section – Agency Peer Review*** 
 



B.  Agency Self-Verification with OPM Spot Check 



1. Organizational Assessment and Guidelines 
- Agencies must issue Guidelines for using organizational performance results to inform executive ratings.  This is generally done in 



the form of a memorandum or email communicating the results of a recent organizational assessment and instructions for using this 
information when making rating, pay, and award recommendations.  For small agencies, a description of the guidelines’ content 
and how they were communicated is acceptable.   



When spot-checked, agencies will send OPM the memorandum or other form of communication used to address Guidelines.   



2. Communication of System Application Results 
- Agencies must communicate system application results (the rating distribution and average pay adjustment and performance award 



by performance level) from the previous appraisal period. 



When spot-checked, the agency will send OPM the memorandum or other communication issued. 
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3.  Oversight 
- Agencies must identify the high-level official who provides oversight and consistency of the appraisal process.  They must also 



confirm the oversight function was completed. 



When spot-checked, agencies will send OPM the name and title of the official with responsibility for appraisal system implementation 
and assessment. 



4. Aligned Results (Peer Review of Performance Plans after Full Certification from OPM/OMB) 
- After an agency obtains Full Certification, it will have the option to request a peer review of its performance plans from another 



agency with Full Certification. 



When spot-checked, agencies will send OPM the Peer Review Assessment template and the sample of executive performance plans 
reviewed in the peer review. 



*** See detailed notes on peer review in later section – Agency Peer Review*** 
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C.  Agency Responsibilities – agencies will assume responsibility for the following criteria, recommended for removal from submission for 
OPM/OMB review and OPM spot check.  All of these criteria are accounted for in the Basic System description and its performance plan 
template, thereby obviating the need for subsequent verification. 



1. Consultation  
- This is covered in the system description and in the performance plan template (indicated by signatures on the performance plan).  



The executive’s signature signifies the completion of a full discussion about expectations across all critical elements and s/he has 
been involved in the development of the requirements in the Results Driven element. 



2. Accountability  
- This is covered in the system description and in the performance plan template in the Leading People element.  Specific language 



is already included to address the requirement for the executive to be accountable for alignment of their own employees’ plans and 
the rigorous appraisal of performance. 



3. Balance 
- This is covered in the system description and in the performance plan template in the Building Coalitions and Leading People 



elements, and requires stakeholder and employee perspective.  This is currently called “customer feedback,” and the group 
recommends changing it to “stakeholder feedback.” 



4. Training 
- This is required in the system description.  It requires agencies to provide information and training for executives and 



rating/reviewing officials on the requirements and operation of the agencies’ performance management and pay-for-performance 
systems.  Additional training should be provided as needed, before the end of the appraisal cycle. 
 



Other Recommendations 



Provisional vs Full Certification 



The WG members agreed unanimously to retain the use of Provisional Certification, which enables agencies to access the higher pay rates 
and higher aggregate limit for a period of 12 months while they address issues with the application of their appraisal systems. 
 
Full Certification covers a period of 24 months and is granted when agencies have independently fully met all certification criteria.  
 
No limit will be placed on the number of times an agency may receive Provisional Certification.  
 
The two most common reasons agencies fall from Full to Provisional Certification are as follows: 



- Inadequate Aligned Results in Performance Plans 
- Data Issues 
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Performance Plans 
- Agencies will drop to Provisional Certification if any performance plan(s) in the sample requires revision, whether reviewed by 



OPM or peer review.  This feature recognizes agencies have the flexibility to select the specific sample of performance plans to 
demonstrate adherence to certification criteria, demonstrating sound performance management implementation. 



 
Agency Data 



- For Full Certification, an agency must have 2 years of data where the ratings distribution shows meaningful distinctions (ratings 
are distributed over various rating levels and overall ratings are properly justified) and the agency has made individual 
differentiations in both pay and awards based on those ratings.  Pay differentiation requires executives with the highest ratings to 
receive the highest pay adjustments and the largest bonuses.  Some exceptions may be acceptable (e.g., when executives are at the 
pay range maximum). 



- No across-the-board pay adjustments or awards are acceptable – either by dollar amount or percentage – because the SES 
performance is managed by statute under a pay-for-performance system. 



- OPM will alert agencies that have Full Certification if Year 1 data have issues, to help agencies avoid the continuation of any 
inappropriate compensation actions; however, irreconcilable data issues and the timing of these issues may not allow for 
corrections, and in such circumstances, agencies will be precluded from achieving Full Certification.  Irreconcilable data issues in 
Year 2 data will prevent certification until correct data from a new data cycle is available.  This practice recognizes agencies are 
responsible for adhering to SES pay-for-performance statutory and regulatory requirements.  
 



Agency Peer Review of Performance Plans 



Agency peer review— 
- Agencies with Full Certification have the option to ask other agencies with Full Certification to conduct a peer review of their 



performance plans in lieu of an OPM review. 
- Full Certification includes the responsibility for conducting peer reviews under a new framework of shared responsibilities for 



certification.  While agencies may agree to conduct multiple peer reviews in a year, they will only be expected to conduct one in 
any given year if asked to do so.   



- Peer review is not mandatory.  An agency may still submit its performance plans to OPM if the agency prefers.   
- The same standards for reviewing plans will be applied for all agencies. 
- Peer reviews of plans are expected to be as rigorous and to incorporate the same scrutiny of aligned results as if OPM conducted 



the review. 
- OPM will maintain a list of agencies with Full Certification eligible to conduct peer reviews.  The list will be divided between 



small agencies and large agencies.  The list will be available to the executive resources community, either on OMB MAX or 
OPM’s ESCS database. 
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What happens if a reviewing agency determines a performance plan is inadequate?  
Any revision that needs to be made to a single performance plan in the sample will drop agencies to Provisional Certification 
(regardless of whether OPM or agencies review the plans).  If reviewing agencies find an issue with one or more of the plans, they must 
notify OPM.  The peer review assessment template includes the reviewing agencies’ recommendation regarding Full or Provisional 
certification.  The reviewing agencies will not provide a signed peer-review assessment when the sample plans do not meet the aligned 
results criterion, either upon initial submission or with required revisions. 
 



Who   will sign-off on agencies’ review of the plans and provide documentation to OPM? 
The reviewing agency will provide dual signatures:  (1) the individual who conducted the review, and (2) the agency head, CHCO, or 
other designated official.  These two signatures will be included on the peer review assessment template sent to OPM assuring that the 
peer review was conducted, and the sample plans were adequate. 



What happens if an OPM spot check of peer-reviewed sample plans disagrees with the reviewer assessment? 
If a peer review fails the OPM spot check, the agency reviewed is returned to Provisional Certification status, provided all other criteria 
are met, and the reviewing agency is subject to OPM spot check on its next certification request. 
 



Ratings Distribution Justification  
 
Forced distribution of ratings is prohibited.  No predefined ratings distribution or ratings limitations or restrictions are appropriate.  To 
ensure accountability of agency ratings distributions and the certification requirement that appraisal systems make meaningful distinctions in 
performance, the amount of information required for the ratings distribution justification will vary based on the modal rating. 



The following summarizes the three groupings and accompanying requirements for justification and documentation: 



1. Modal rating is Level 3 or bimodal of Levels 3 and 4 
-  No requirement to submit justification  (i.e., no trend analysis, GPRAMA data, or explanation) 



 
2. Modal rating is Level 4 



- Organizational performance data (use data reported to OMB of goals Exceeded, Met, and Not Met aggregated at the agency level) 
- Explanation of how organizational performance supports the rating distribution (explanation of the nexus/relationship between the 



two, not just an assertion that one justifies the other) 
 



3. Modal rating is Level 5, or bimodal of Levels 4 and 5  
- Same justification as Level 4, plus rating distributions for last 5 years to show agency trend 
- Organizational performance data (data reported to OMB on goals Exceeded, Met, and Not Met aggregated at the agency level) for 



last 5 years to show agency trend  
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- Explanation of other external factors, such as budgetary cuts/revisions, staffing or mission/mandate changes, etc., that impacted the 
ratings distribution 



(See Appendix B for additional WG suggestions)        



Tools and Templates 



The WG reviewed and approved the following tools and templates to promote consistent documentation for certification requests. 
• Certification request letter template including agency self-verification (addresses all required information and provides some 



flexibility for customization) 
• Certification checklist 
• Certification instructions (OPM-provided instructions document) 
• Ratings distribution justification templates/tool 
• Agency peer review template 
• OPM spot check template 



Next Steps 



This report will be provided to stakeholders (including agency CHCOs and Human Resources Directors) for review and comment.  
Stakeholder comments will be reviewed and considered by OPM, along with the recommendations of the WG contained in this report. 



OPM will issue determinations on all recommendations and stakeholder input, and OPM will subsequently coordinate with OMB on the 
revision of joint regulations addressing certification to replace the current interim regulation.   
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In the interim, OPM will implement the recommendations regarding agency self-verification, which can be accomplished under current 
regulation.  OPM anticipates being able to do this for certification requests submitted after October 1, 2015.  Until then, agencies may use 
any of the templates/tools provided when submitting their certification requests.  In late summer or early fall, OPM will convene a work 
group of agencies with SL/ST employees to address SL/ST performance management and certification to determine consistent alternatives 
to offer agencies with senior professionals.  
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Appendix A – Current Certification Criteria 



Certification Criteria 
Review and 



Certify  Current Criteria found in  5CFR 430.404(a) 



Alignment OPM 
(1) Individual performance expectations must be derived from/aligned with the agency’s mission, strategic goals, 
program/policy objectives, and/or annual performance plan. Alignment should be clear and transparent. 



Consultation OPM 
(2) Agencies must consult an executive in the development of his or her performance.  



Results OPM 
(3) The performance expectations for individual senior employees apply to their respective areas of responsibility; reflect 
expected agency and/or organizational outcomes and outputs, performance targets or metrics, policy/program objectives; 
identify specific programmatic crosscutting, external, and partnership-oriented goals or objectives; and are stated in terms of 
observable, measurable, and/or demonstrable performance. 



Balance OPM 
(4) Individual performance expectations must include measures of customer/stakeholder and employee perspectives and 
feedback, and leadership competencies or behaviors that contribute to and are necessary to distinguish outstanding 
performance.  



Organizational 
Assessment & 



Guidelines 
OPM 



(5) Appropriate assessments of the agency’s performance.  Guidelines on how to evaluate individual performance, based in 
part on those organizational assessments, that are communicated to senior employees, senior employee rating and reviewing 
officials, and PRB members at the end of the appraisal cycle and before initial ratings are done.  



Oversight 
OPM 



(6) Provide for oversight by the designated individual who certifies that 1) the appraisal process makes meaningful 
distinctions based on relative performance; 2) the results of the appraisal process take into account the agency’s 
organizational performance assessment; and 3) pay levels and adjustments and performance awards based on the results of 
the appraisal process accurately reflect individual performance and/or contribution to agency performance. 



Accountability OPM 
(7) For supervisory senior employees, a senior employee’s performance plan must include a critical element that holds the 
senior employee accountable for aligning subordinate performance plans with organizational goals and the rigor with which 
the senior employee appraises subordinate employees. 



Performance 
Distinctions OPM 



(8) Application of the system must result in meaningful distinctions based on relative performance. Agencies need to justify 
their rating distribution using organizational performance, such as strategic goals achieved. 



 
Pay Differentiation OPM 



(9) Annual ratings, pay, and awards data showing that those senior employees who have demonstrated the highest levels of 
individual performance and/or contribution to the agency’s performance receive the highest annual summary ratings and the 
largest corresponding pay adjustments, performance awards, and levels of pay, particularly above the rate for level III of the 
Executive Schedule. 



Training and 
Communication of 
System Application 



Results 



OPM 
(10) Documentation of training provided to senior employees on the policies and operation of their performance management 
and pay systems as well as communication of the results of the previous appraisal period (i.e., overall ratings distribution, 
average pay adjustments, and average performance awards for each rating level). 



 











15 
 



Appendix B – Additional Suggestions 



Additional Suggestions 



The WG participated in rich discussions on various topics related to appraisal system certification and performance management in general.  
While not all suggestions will go forward for adoption, the others are noted here as they informed the discussions and contributed to the 
final recommendations. 



General Recommendations 



- Agency Heads – Get their buy-in and increase awareness on the importance of the certification process  
- Agency Heads – Send message that Senior Executives are all part of a distinguished cadre and their performance is valued, and 



Outstanding is/should be a very high threshold.  Explain what Outstanding means among an already high-performing group   
- SES/SL/ST – Need training on the value of the certification process and the impact on performance 
- SES/SL/ST – Need to understand that when performance requirements (expectations) are set rigorously a Level 3 rating (meeting 



all expectations) is actually very challenging and should be the norm 
- Change the law requiring 5% statutory minimum for individual performance awards 
- OMB – As economic conditions allow, reduce restrictions on pay and performance awards 
- OMB – Issue more timely pay and performance awards guidelines 



Certification Process and Requirements 



- Length of Certification – propose statutory changes to extend certification to 4 or 5 years and provisional to 2 years 
- Greater automation of performance appraisal process 



o Have OPM pull data already submitted by agencies to OPM-maintained systems for annual SES/SL/ST ratings and pay data  
o Automate certification submissions 



- Have a chance to correct plans before dropping to Provisional Certification   
- Agencies could work with OPM on ratings distribution and pay recommendation prior to PRB submission to appointing authority 
- Certification for non-basic SES systems would be similar to SL/ST certification 



SL/ST Certification 



- Provide a streamlined SL/ST certification request process 
- System description for SL/ST to be submitted for initial certification and only provided for subsequent certifications if revised 
- Streamlining the SL/ST process, including performance plan sample size (same sample size as for SES certification) 
- Ratings distribution justification – focus more on the impact of SL/ST on an individual level rather than at the organizational level 
- Some or all items in the “agency responsibility” bucket for the SES would be moved to the self-verification bucket for the SL/ST 
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Appendix C – Participating Agencies 



Agencies participating in the WG were— 
 
Court Services and Offender Supervision Agency (CSOSA)  -  Rhonda Jones 
Department of Agriculture (USDA)  -  Kim Hobbs  
Department of Commerce (DoC)  -  Denise Yaag 
Department of Defense (DoD)  -  Alyson Grant  
Department of Justice (DoJ)  -  Virginia Thompson  
Environmental Protection Agency (EPA)  -  Susan Smith and Lisa Matluk 
U.S. International Trade Commission (USITC)  -  Eric Mozie and Charlee Marcus  
National Aeronautics and Space Administration (NASA)  -  Veronica Marshall 
National Transportation Safety Board (NTSB)  -  Anh Bolles 
Social Security Administration (SSA)  -  Bonnie Doyle and Sarah Rohde 
 
OMB was available for technical and process input - Jeremy Leon 
 
OPM staff support  -  Senior Executive Service and Performance Management  



Barbara Colchao, Christian Fajardo, Febbie Gray, Louis Ingram, Nikki Johnson, Aisha Kendall, Myriam Mayobre, Justin Sams, Eric 
Schmidt, Charlene Seon, and Loretta Whitacre (rotational detailee) 
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recommendations of the workgroup and the input of stakeholders will be
presented to OPM Director Archuleta before proceeding with next steps,
including immediate implementation of improvements that are administratively
possible as well as longer-term revision to regulations.


Thank you,


Justin Johnson
Executive Director
Chief Human Capital Officers Council
Office of Personnel Management (OPM)
1900 E Street, NW, Suite 5H27
Washington, DC 20415
(b) (6)












From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Audit Committee August Newsletter
Date: Monday, August 17, 2015 6:21:12 AM
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Please find attached that Audit Committee Newsletter for August.  Thanks
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Auditor Training  
Through July, the CIGIE AI&E Academy has delivered 27 scheduled training programs, 5 
OIG-dedicated training programs, and 3 learning forums to a total of 1,041 participants from 
across the CIGIE community.  Training programs being conducted in August and September 
include Audit Peer Review, Critical Thinking Skills, I&E Fundamentals (pilot), Introductory 
Auditor, Inspector General Authorities, and Writing Fundamentals.  
 
The Academy has drafted its FY'16 training schedule based on the projections received from 
the CIGIE community-- input from 35 OIGs indicating the need to train an estimated 2,030 
staff.  The most requested training programs included Critical Thinking Skills, Writing 
Effective Reports, Coaching Effective Writing, and Introductory Auditor. The Academy has 
scheduled nearly 40 training programs for fiscal year 2016; including classes in Atlanta, 
Cleveland, Indianapolis, and Philadelphia. The schedule will be posted on IGNet by the 
third week of August.  Once posted OIG training officers can register participants for 
FY2016 Academy training programs. 
 
To register or obtain more information on CIGIE training programs, go to 
https://www.ignet.gov/content/cigie-training-institute.  
 
Federal Audit Executive Council 
The FAEC Annual Conference is September 9-10 at the National Science Foundation, 4201 
Wilson Blvd, Arlington, VA, which is near the Ballston-Marymount University metro stop 
(Orange Line).  
 
DATA Act 
The FEAC DATA Act Working Group reported that as of July 10, 2015, Treasury and 
OMB has issued 27 final data standards and planned to finalize the remaining 30 data 
standards by late summer. Treasury and OMB also hosted a series of workshops to educate 
agencies on the DATA Act implementation process, including a workshop for OIGs and 
GAO held on July 21, 2015. The Working Group briefed Senate and House Congressional 
staff about the IG date anomaly in the Act and the proposed remedy— to delay IGs’ and 
GAO’s first reporting under the Act by 1 year. The Working Group has begun drafting a 
letter to be signed by the CIGIE Chair and the Comptroller General memorializing the 
strategy for dealing with the IG reporting date anomaly and communicating it to Congress. 
The working group plans to provide the draft letter to the Audit Committee to present to 
CIGIE. 
 
The Treasury OIG testified on July 29, 2015, on Treasury’s DATA Act Implementation 
efforts before the House Oversight and Government Reform’s Subcommittees on 
Government Oversight and on Information Technology. The other witnesses were the 
Comptroller General, the OMB Controller, and the Treasury Fiscal Assistant Secretary. 
 
Next Audit Committee Meeting 
The next meeting will be held on September 22, 2015, at 2:00pm, at the DoD IG 
Conference Room, 4800 Mark Center Drive, Alexandria, VA.  Please contact David Gross 
at 703-604-8326, or david.gross@dodig.mil, for additional information.  
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• September 22, 2015, 
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Next Meeting 
• September 22, 2015, 



2:00pm 
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: LOCATION CHANGE for a Committee Hearing on Wed., August 5 at 10:00 a.m.
Date: Tuesday, August 4, 2015 6:58:42 PM


Folks,


For those that are attending the subject hearing, I was just notified that as part of Senator
Grassley’s opening statement, he will acknowledge all of the members of the OIG community
in attendance at the hearing tomorrow, and will ask all of those attending to stand up.


Mark


On Aug 4, 2015, at 10:49 AM, Mark Jones < @cigie.gov> wrote:


Good Morning,
We have just been notified of another change to the Hearing room location for the


August 5th hearing. Thus, if you, and or any of your staff, are planning to attend, please
note the new location for the Hearing below.
Thanks
Mark


From:  (Judiciary-Rep) [mailto: @judiciary-rep.senate.gov] 
Sent: Tuesday, August 04, 2015 10:44 AM
To: Mark Jones
Subject: RE: LOCATION CHANGE for a Committee Hearing on Wed., August 5 at 10:00
a.m.


August 4, 2015
NOTICE OF COMMITTEE HEARING LOCATION CHANGE
The Senate Committee on the Judiciary hearing entitled, “‘All’ Means


‘All’: The Justice Department’s Failure to Comply With Its Legal Obligation to
Ensure Inspector General Access to All Records Needed For Independent
Oversight,” scheduled for Wednesday, August 5 at 10:00 a.m., will now be held
in Room 216 of the Hart Senate Office Building.


By order of the Chairman.


(b) (6)


(b) (6)(b) (6)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CIGIE Access Letter
Date: Thursday, July 30, 2015 8:47:40 AM


The following is being sent on behalf of Michael Horowitz, CIGIE Chair, Allison Lerner, CIGIE Vice Chair, Kathy
Buller, Legislation Committee Chair, and Steve Linick, Legislation Committee Vice Chair.
-------------------------


We have received over 50 responses so far regarding the proposed letter and there is a clear consensus to send the
letter.  Thank you for all the support.  However, so that we can discuss during tomorrow's 11 am call the issue of
listing the names of IGs on the letter, and to give the remaining 15 or so IGs a chance to respond, we are going to
wait until Monday to send the letter to Congress.  The 4 of us continue to believe it is very important to list the
names of the IGs on the letter given the significance of the independence issue, the need for immediate action by
congress, and the importance of maintaining the strong momentum and support that we have on this issue.   We look
forward to discussing this issue, and updating you on a number of positive developments since our call last week,
when we speak at 11 am tomorrow.
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Request for Information on S. 579 and Chairman Johnson"s Request Relating to OIG Performing a FOIA Review -


SUSPENSE July 8, 2015
Date: Thursday, July 2, 2015 2:38:58 PM


The following is being sent on behalf of Legislation Committee Chair Kathy Buller.
_____________________________
Colleagues,
There are two follow-up items that we would like to receive your timely views so that we can
provide CIGIE input to the corresponding members of Congress.
Item #1 relates to discussions with the Homeland Security and Governmental Affairs Committee
(HSGAC) regarding S. 579 the IG Empowerment Act. We discussed with HSGAC our concerns


We are asking for your input on the following:
A. 


B.


C. For 2013 and for 2014 how many investigations did the OIG clos, of those how many were at
the grade level of GS 15 and above or equivalent. In providing that number did you use fiscal or
calendar year?
Item #2 relates to HSGAC Chairman Johnson’s request to conduct a FOIA review. 


 We are asking the following:
A. Provide the # of FOIA cases that would need to be reviewed based on the time period
in question 2007-2015.
B. As appropriate, let us know of any other particular issues or circumstances that you


(b) (5)


(b) (5)


(b) (5)


(b) (5)
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have raised or plan to raise with respect to ability to meet this request. For example we
have already heard that: 


Given the timetables involved we are asking that you please respond by COB Wed. July 8th.
Best regards,
On behalf of IG Kathy Buller,
Joaquin E. Ferrao | Deputy Inspector General & Legal Counsel| 
*: @peacecorps.gov
(: 
È: 
7: 202.692.2901
Peace Corps | Office of Inspector General
1111 20th St. NW | Washington, DC 20526
:: www.peacecorps.gov/OIG


: @PCOIG


(b) (5)


(b) (6)
(b) (6)
(b) (6)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Date: Tuesday, June 9, 2015 7:50:13 AM
Attachments: Agenda - June 16, 2015 - Draft.docx


CIGIE IT Newsletter For June 2015 (6-8-15).docx
Project Proposal.Mobile Devices BYOD.DOC
Project Proposal.website security.doc


Members,
Please find attached the Agenda for next Tuesday’s CIGIE monthly meeting. For the first topic
attached are two project proposals that will be presented for your consideration. For the last
discussion topic on the agenda, where a large block of time has been included, will be a principles
only session. Therefore, all other folks attending the meeting will be excused from the meeting after
Committee updates. For members unable to attend the meeting, you may wish to request that your
Deputy or other Senior Level official attend in your stead and act on your behalf or you may wish to
designate a proxy for this session for any actions that may occur. In such an instance, please inform
me of your designee.
Further, If any members have items that they would like considered for discussion at this month’s
meeting or at a future meeting, please don’t hesitate to raise those to me or one of the Executive
Council members.
Additionally, please find attached the IT Committee Newsletter for this month.
The meeting will be held at 


Thanks
Mark


(b) (2), (b) (3)
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Tuesday, June 16, 2015


10:00 a.m. – 11:40 a.m.





American Institute of Architects’ Boardroom


1735 New York Avenue, NW


Washington, D.C.








Welcome 	Michael Horowitz


10:00  - 10: 05 a.m. 








Information Technology Committee Key Issues	Kathy Tighe


10:05 – 10:25 a.m.		





Cross Cutting Project Proposals


Security of Publicly Accessible Government Web Applications


Security of Agency Mobile Devices (Smartphones & Tablets) 


   and Bring-Your-Own Devices used for Government Work








Audit Committee Key Issues	Jon Rymer


10:25 – 10:45 a.m.	








Committee Updates	


10:45 – 10:55 a.m. 





	Audit Committee	Jon Rymer


	Budget Committee	Paul Martin


	Inspections and Evaluations Committee	Dan Levinson


	Integrity Committee	Scott Dahl


[bookmark: _GoBack]	Investigations Committee	Carl Hoecker


	IT Committee	Kathy Tighe


	Legislation Committee	Kathy Buller


	Professional Development Committee	David Montoya


	DATA Act Interagency Advisory Committee	Allison Lerner


	Disaster Assistance Workgroup	John Roth	


	Improper Payments Information Act/Guidance	Patrick O’Carroll


	Inspector General Candidate 	Lynne McFarland


	    Recommendation Panel


	CAO Council	Robert Erickson


	CFO Council	David Berry


	CIO Council	 John Roth












Executive Council Strategic Discussion (Principles Only)	Michael Horowitz


10:55 – 11:40 a.m.	Allison Lerner





· Strategic Direction of CIGIE


· FY 2017 Appropriation
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IT Committee Rolls Out First Phase of FISMA Maturity Model:Next Subcommittee Meetings, Date, Time, POC





· Inv., 08/25/15, 1:00 PM, Dr. Scott Moore, NSF OIG, 703.292.4991


· OIG CIO, 08/05/15, 10:00 AM, Jason Carroll, DOT OIG, 202.366.7060


· DAWG, No meeting yet scheduled


· Audits and Evaluations,


No meeting yet scheduled


Next Committee Meeting


· 07/22/15 


· 2:00 PM


· ED OIG


550 12th Street SW


Room 8070


Washington, DC 20202





The final CIGIE maturity model for information security continuous monitoring (ISCM) for the FY 2015 FISMA evaluations was provided to the IG community on May 27, 2015. The maturity model is designed to (1) summarize the status of agencies’ information security programs and their maturity on a 5-level scale, (2) provide transparency to agency CIOs, top management officials, and other interested readers of OIG FISMA reports about what has been accomplished and what still needs to be implemented to improve the information security program to the next maturity level, and (3) help ensure consistency across the OIGs in their annual FISMA reviews. The ISCM maturity model was previewed with key stakeholders, including GAO, NIST, OMB, and DHS. In addition, several OIGs tested a draft of the ISCM model using data from their 2014 FISMA reviews. The FAEC Audits and Evaluations subcommittee will continue with the development of the model for the remaining 10 FISMA security domains for use in 2016.


IT Committee Members


Kathy Tighe, Chair, ED OIG


Philip Heneghan, Vice Chair, USITC OIG


David Berry, NLRB OIG


Phyllis Fong, USDA OIG


Paul Martin, NASA OIG


Milton Mayo, EEOC OIG


David Montoya, HUD OIG


David Williams, USPS OIG








IT Legislation Implementation Update:


[bookmark: _GoBack]The Federal Information Technology Acquisition Reform Act of 2014 (FITARA): On April 9, 2015, the IT Committee provided OMB with written comments on the draft memorandum implementing parts of FITARA, including the new requirements relating to enhancements to CIOs’ authorities. The written comments, as well as discussions with OMB, highlighted the OIGs’ continuing concerns about the conflict between the CIOs’ new authorities and IG independence. On April 30, 2015, OMB notified the IT Committee that the version of the draft memorandum that went out for public comment provided the following caveat: “With respect to Offices of Inspectors General (OIG), this guidance should be implemented in a manner that does not impact the independence of those offices and the authorities Inspectors General have over the personnel, performance, procurement, and budget of the OIG, as provided in the IG Act of 1978, 5 U.S.C. app 3.”





The FISMA Modernization Act: OMB indicated in a briefing at the January CIGIE meeting that this Act would be implemented through OMB Circular A-130, as well as other memoranda. On April 24, 2015, OMB circulated A-130 and its appendices for agency comment. This version (Appendix III) continued to include a mention of IG reviews of agency privacy programs as part of FISMA evaluations, but based on earlier feedback from the IG community, those reviews were made optional. The FRB/CFPB OIG, on behalf of the IT Committee, collected IG community comments, which were provided to OMB on May 7, 2015. 





GAO IT Assistance:


The FISMA Modernization Act of 2014 has a provision that allows GAO to “provide technical assistance to an Inspector General . . . to assist the Inspector General . . . in carrying out the duties under this section, including by testing information security controls and procedures.” Follow-up discussions indicate that GAO is available to provide advice to OIGs on examining security controls, including what types of tools might be available and how they might apply. GAO also can assist OIGs in identifying risks and threats and what controls might be available to address them. The contact at GAO is Greg Wilshusen, Director of Information Security Issues.


June 2015
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Security of Agency Mobile Devices (Smartphones & Tablets) and Bring-Your-Own Devices used for Government Work


Suggested Lead OIG:  TBD




Potential Participating OIGs:  


Background/Overview:  Mobile electronic devices such as smartphones and tablets are key components of agency information technology (IT) strategies to provide employees and contractors flexibility in accessing agency networks from anywhere.  Although mobile devices with computing capabilities offer greater workplace flexibility, they are also susceptible to compromise because of their size, portability, constant wireless connection, physical sensors, and location services.  Further, the diversity of available devices, operating systems, carrier-provided services, and applications present significant additional security challenges.  Adding to these security concerns is a movement in some Federal agencies to promote “bring your own mobile device” policies under which employees use personal smartphones and tablets to access agency e-mail, data, and networks.


Purpose:  Assess security controls on agency-provided and personal mobile devices used by employees to access Federal Government information and networks.


Objective:  Evaluate the management and security of smartphones, tablets, basic cell phones, and AirCards.  Specifically, assess whether agencies have implemented controls to manage (1) the costs and security risks associated with agency-issued mobile devices; and (2) security risks and other issues associated with personal smartphones and tablets connecting to agency networks. 


Goals:  Enhance the Federal Government’s management of mobile devices to reduce associated costs and strengthen security controls while maintaining efficiency and flexibility in the Federal workforce’s use of mobile devices. 


Concept/Work Plan:  Interview agency officials including end-user service managers, contractors providing end-user services, and contracting officers about mobile security, inventory controls, and mobile device ordering process.  Review contract documentation to obtain an understanding of the pricing and security requirements for mobile devices connecting to agency web applications.  Analyze available cellular usage/detail reports for devices unused for the period under review.  Perform testing to determine the suitability of the devices, controls over ordering, controls over inventory and payments, and controls over personal use/business need.  Review OMB and agency-specific guidance on BYOD implementation and compare these protocols to government and industry security practices. 


The NASA OIG’s audit work plan examining the security of agency mobile devices is available to participating OIGs.




Security of Publicly Accessible Government Web Applications


Suggested Lead OIG:  TBD


Potential Participating OIGs:  


Background/Overview:  The internet has grown over the past two decades from a collection of static websites to a vast conglomeration of sophisticated web applications that includes publicly accessible websites, administrative consoles, and web login portals that allow remote management of an organization’s information technology (IT) devices and data.  Much like the private sector, the Federal Government relies on internet-accessible web applications for a myriad of reasons, including to provide services to customers, share information, and recruit employees.



Because anyone with an internet connection can access many web applications, hackers routinely exploit vulnerabilities to gain unauthorized access to computer networks to steal sensitive information, disrupt operations, or attain public notoriety.  Alarmingly, hackers can use a minor flaw in a web application as an entryway to an organization’s larger network.



For example, NASA manages approximately 1,200 publicly accessible web applications – or about half of all publicly accessible, non-military Federal Government websites – to share scientific information with the public, collaborate with research partners, and provide its civil servant and contractor employees with remote access to its networks.  Hundreds of these web applications are part of IT systems NASA characterizes as high- or moderate-impact, meaning that a security breach could result in the loss of sensitive data or seriously impair agency operations.


NASA’s substantial connectivity with outside organizations represents a significant target for cybercriminals.  In fiscal year (FY) 2013, NASA reported that exploitation of vulnerable web applications accounted for one-third (61 of 183) of the agency’s total IT security breaches.


Moreover, the frequency and sophistication of attacks directed at NASA’s publicly accessible web applications has increased dramatically over the past several years.  For example, between FYs 2012 and 2013 NASA experienced an 850 percent increase (from 42 to 359) in structured query language (SQL) injection attacks that attempted to compromise agency web applications to steal data or gain a foothold into its networks for future exploitation.  No doubt similar security issues exist with web applications managed by other Federal Government agencies. 



Purpose:  Examine controls to manage and secure the Federal Government’s publicly accessible web applications.


Objective:  Assess the effectiveness of efforts across the Federal Government to secure publicly accessible web applications.  Specficially, (1) determine the extent and efficacy of agencies’ efforts to identify and assess vulnerabilities on publicly accessible web applications and mitigate the most severe vulnerabilities; and (2) where appropriate, assess efforts to control or reduce the number of publicly accessible web applications.


Goals:  Improve the security and management of the Federal Government’s publicly accessible web applications and identify opportunities to reduce vulnerability to breaches that could result in loss of sensitive data or seriously impair agency operations.


Concept/Work Plan:  To determine whether agencies have implemented adequate security measures to reduce the risk of compromise for their publicly accessible web applications: interview agency IT security personnel and contractors in charge of web management/security; review agency policies and procedures on security/controlling publicly accessible web applications; examine agency system scans to identify development systems, test systems, and management consoles on agency networks that are publicly accessible;  use scans to quantify the number of agency IP addresses associated with publicly accessible web applications and link the IP addresses back to system security plans to determine Federal Information Processing Standard 199 system impact level;  and review the status of web application vulnerabilities in the agency tracking system to determine the number of unmitigated vulnerabilities .



To determine the status of agency initiatives to reduce the number of publicly accessible web applications: interview agency officials to determine progress made and barriers encountered and  identify the total number of IP addresses associated with publicly accessible web applications for each quarter in order to gauge reductions in the total number.


The NASA OIG’s audit work plan is available to participating OIGs.











From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Senator Glenn Letter
Date: Tuesday, August 4, 2015 6:24:39 AM
Attachments: IGAccess.JGlennLtr.072315.pdf


Good Morning,


FYI - We wanted to share the attached letter from Senator Glenn regarding the access to records issues.  The letter
was posted on HSGAC's website late yesterday.


Mark
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Committee Member Listing
Date: Wednesday, July 1, 2015 3:23:11 PM
Attachments: 2015 Committee Members - July 1 2015.xlsx


CIGIE Members,
Attached is the listing of Committee members. This chart will be updated as additions and changes
to the various Committees occur. If you do not see that you were included in a Committee for which
you informed me of your preference, please let me know and I will work to have you added to that
Committee. For those of you that may have missed my requests for your Committee preference or
may have overlooked responding and have an interest in participating on one or more Committees,
please let me know.
Thanks
Mark



mailto:CIGIE-LIAISONS@LIST.NIH.GOV



Committee Jul 2013


			Audit			Professional Development			Information Technology			Inspections and Evaluations			Investigations			Legislation			Budget


			Jon Rymer, Chair			David Montoya, Chair			Kathleen Tighe, Chair			Dan Levinson, Chair			Carl Hoecker, Chair			Kathy Buller, Chair			Paul Martin, Chair





			Mary Mitchelson, Vice Chair			Kristi Waschull, Vice Chair			Philip Heneghan, Vice Chair			Kurt Hyde, Vice Chair			Patrick O'Carroll, Vice Chair			Steve Linick, Vice Chair			Lynne McFarland, Vice Chair


			Patrick O'Carroll             Social Security Administration			Lynne McFarland                      Federal Election Commission			David Berry                National Labor Relations Board			Elizabeth Dean                  Farm Credit Administration			Mark Bialek                 Federal Reserve Board			Mark Bialek                 Federal Reserve Board			Mary Kendall        Department of the Interior


			Jeffrey Schanz              Legal Services Corporation			Richard Moore         Tennessee Valley Authority			Phyllis Fong                  Department of Agriculture			Arthur Elkins                   Environmental Protection Agency			Arthur Elkins                   Environmental Protection Agency			Elizabeth Dean                  Farm Credit Administration			John Roth           Department of Homeland Security


			Hubert Sparks         Appalachian Regional Commission			David Sheppard                            Denali Commission			Paul Martin              National Aeronautics and Space Administration			Mary Kendall        Department of the Interior			Mary Kendall        Department of the Interior			Christopher Dentel    Consumer Product Safety Commission


			Eric Thorson         Department of Treasury			Mary Kendall        Department of the Interior			Milton Mayo                   Equal Employment Opportunity Commission			Steve Linick                             State			Steve Linick                             State			Martin Dickman         Railroad Retirement Board


			Kathleen Tighe     Department of Education			Jack Callender           Postal Regulatory Commission			David Montoya                           Housing and Urban Development			Hubert Sparks         Appalachian Regional Commission			Adam Trezciak                            Government Accountability Office			Arthur Elkins                   Environmental Protection Agency


			Jon Hatfield                    Federal Maritime Commission			Cathy Helm                    Smithsonian Institute			David Williams                    U.S. Postal Service			Jack Callender           Postal Regulatory Commission			Jon Hatfield                    Federal Maritime Commission			Mike McCarthy                        Export-Import Bank of the United States


			Cathy Helm                    Smithsonian Institute			Robert Westbrooks            Pension Benefit Guaranty Corporation						Kathy Buller                         Peace Corps			Peg Gustafson           Small Business Administration			Patrick O'Carroll             Social Security Administration


			James Springs        National Archives 			Carl Hoecker              Securities and Exchange Commission						Richard Griffin                    Veterans Administration			David Berry                National Labor Relations Board			Kevin Mulshine             Architect of the Capitol


			Fred Gibson              Federal Deposit Insurance Corporation			Dan Levinson                    Department of Health and Human Services						Tonie Jones                 National Endowment for the Arts			James Springs        National Archives 			Steve Linick                             State


			Curtis Crider                  Election Assistance Commission			Paul Martin              National Aeronautics and Space Administration						Charles McCullough, III           Intelligence Community			Robert Erickson                       General Services Administration			Adam Trezciak                            Government Accountability Office


			Scott Dahl                       Labor			Jon Rymer                          Department of Defense						Mary Mitchelson              Corporation for Public Broadcasting			J. Russell George       Treasury Inspector General for Tax Administration			John Roth           Department of Homeland Security


			Greg Friedman Department of Energy			Kathleen Tighe     Department of Education						Dana Rooney                   Federal Labor Relations Authority			Allison Lerner                    National Science Foundation			Peg Gustafson           Small Business Administration


			Kurt Hyde                             Library of Congress			Kathy Buller                        Peace Corps						Laura Wertheimer               Federal Housing Finance Agency			Charles McCullough, III           Intelligence Community			Jack Callender           Postal Regulatory Commission


			Michael Raponi    Government Printing Office			Hubert Bell                        Nuclear Regulatory Commission						John Roth                   Department of Homeland Security			David Montoya                           Housing and Urban Development			James Springs        National Archives 


			John Sopko              Special Inspector General for Afghanistan Reconstruction			Patrick McFarland         Office of Personnel Management									Laura Wertheimer               Federal Housing Finance Agency			Deborah Jeffrey                             Corporation for National and Community Service


			Charles McCullough, III           Intelligence Community			Dana Rooney                   Federal Labor Relations Authority									Scott Dahl                       Labor			Roy Lavik                  Commodity Futures Trading Commission


						David Williams                    U.S. Postal Service												Allison Lerner                    National Science Foundation


																		Charles McCullough, III           Intelligence Community


																		Calvin Scovel, III         Department of Transportation


																		Hubert Bell                        Nuclear Regulatory Commission
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CIGIE Committee Members
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Vacancy Announcement - CIGIE Executive Director for the Training Institute, ES-0301
Date: Monday, July 27, 2015 10:56:16 AM


Good Morning,
As many of you know, Tom Caulfield has announced that he is planning to retire September 30,
2015. Being that this is the case, we have moved forward to announce his position. We are sharing
this with your offices, so that you can assist in spreading the word to folks that may have an interest
in applying for such position. Below is a link to the announcement, which is scheduled to close
August 12, 2015.


https://www.usajobs.gov/GetJob/ViewDetails/409858600
I appreciate your assistance in getting the word out on this announcement.
Thanks
Mark
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: DOJ OLC Opinion Regarding DOJ OIG Access to Certain Records - Issued July 23, 2015
Date: Thursday, July 23, 2015 12:28:08 PM
Attachments: Access DOJ OIG executive summary of OLC Opinion.pdf


IG Act Opinion.pdf


CIGIE Members,
As discussed at Tuesday’s meeting, please find enclosed the DOJ OLC opinion regarding DOJ OIG’s
access to certain records that was issued today. Additionally, attached is DOJ OIG’s executive
summary of the this opinion.
Again, a teleconference will be held on tomorrow at 11:00 a.m. regarding this opinion. Below is the
dial in information for the call:


Telephone: 
Passcode: 


Thanks


Mark


(b) (2)
(b) (2)
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Office of the Principal Deputy Assistant Attorney General 



U.S. Department of Justice 



Office of Legal Counsel 



Washington, D.C. 20530 



July 20, 2015 



MEMORANDUM FOR SALLY QUILLIAN YATES 
DEPUTY ATTORNEY GENERAL 



Re: The Department of Justice Inspector General 's Access to Information 
Protected by the Federal Wiretap Act, Rule 6(e) of the Federal Rules of Criminal 



Procedure, and Section 626 of the Fair Credit Reporting Act 



You have asked whether the Department of Justice (the "Department") may lawfully 
provide the Department' s Office of the Inspector General ("OIG") with access to documents 
containing certain kinds of statutorily protected information.1 In particular, you have asked 
whether the Department may grant OIG access, in connection with OIG audits, investigations, 
and reviews, to information protected by the Federal Wiretap Act, Title III of the Omnibus 
Crime Control and Safe Streets Act of 1968, as amended, 18 U.S.C. §§ 2510- 2522 ("Title III"); 
Rule 6(e) of the Federal Rules of Criminal Procedure ("Rule 6(e)"); and section 626 of the Fair 
Credit Reporting Act, 15 U.S.C. § 1681u ("FCRA"). Subject to certain exceptions, each of these 
statutes restricts the disclosure of particular categories of information: Title III limits the 
Department's authority to disclose the contents of intercepted communications; Rule 6( e) limits 
the Department's authority to disclose grand jury materials; and section 626 of FCRA limits the 
authority of the Federal Bureau oflnvestigation ("FBI") to disclose consumer information 
obtained pursuant to National Security Letters issued under section 626. At the same time, 
however, section 6(a)(l ) of the Inspector General Act of 1978, as amended, 5 U.S.C. app. (the 
"IG Act"), authorizes OIG "to have access to all records, reports, audits, reviews, documents, 
papers, recommendations, or other material" available to the Department and relevant to the 
programs and operations OIG is charged with reviewing. 5 U.S.C. app. § 6(a)(l). 



In views letters submitted in connection with the preparation of this opinion, OIG, 
together with certain other interested entities, argues that section 6(a)(l) of the IG Act grants it 
an unqualified right of access to Department records relevant to its audits, investigations, and 
reviews, notwithstanding any limitations on disclosure imposed by Title III, Rule 6( e ), or 
section 626 of FCRA. OIG also argues that, even leaving section 6(a)(l) aside, the relevant 
statutory exceptions in Title III, Rule 6( e ), and section 626 permit the Department and its 
components to disclose protected information to OIG when that information is pertinent to its 
audits, investigations, or reviews. Certain other Department components disagree, arguing that 



1 See Memorandum for Karl Thompson, Acting Assistant Attorney General, Office of Legal Counsel , from 
James M. Cole, Deputy Attorney General (May 24, 2014) ("Opinion Request"). Our Office received a request for 
an opinion on the same subject in 201 1, but that request was withdrawn. See Letter for Cynthia Schnedar, Acting 
Inspector General, from James M. Cole, Deputy Attorney General (Mar. 16, 201 2). In preparing this opinion, we 
have considered views submitted in connection with both requests . 



1 











the statutory exceptions in Title III, Rule 6( e ), and section 626 permit disclosure of protected 
information to OIG only in a limited set of circumstances, and that the limits on disclosure apply 
even when OIG requests material under section 6(a)(l) of the IG Act.2 



For the reasons set forth below, we conclude that the statutory exceptions in Title III, 
Rule 6( e ), and section 626 of FCRA permit the Department to disclose to OIG the covered 
information it seeks in most, but not all, of the circumstances in which OIG might request it. In 
particular, Title III permits Department officials to disclose to OIG the contents of intercepted 
communications when doing so could aid the disclosing official or OIG in the performance of 
their duties related to law enforcement, including duties related to Department leadership's 
supervision of law enforcement activities on a programmatic or policy basis. Rule 6( e) permits 
disclosure of grand jury materials to OIG if a qualifying attorney determines that such disclosure 
could assist her in the performance of her criminal law enforcement duties, including any 
supervisory law enforcement duties she may have. And FCRA permits the FBI to disclose to 
OIG consumer information obtained pursuant to section 626 if such disclosure could assist in the 
approval or conduct of foreign counterintelligence investigations, including in the supervision of 



2 See E-mail for John E. Bies, Deputy Assistant Attorney General, Office of Legal Counsel , from William 
M. Blier, General Counsel, OIG (Apr. 29, 2015 6:37 PM) ("OIG 2015 E-mail"); Memorandum for the Acting 
Assistant Attorney General, Office of Legal Counsel, from Michael E. Horowitz, Inspector General (June 24, 20I4) 
("OIG 20I4 Memorandum"); Memorandum for the Attorney General from Cynthia A. Schnedar, Acting Inspector 
General (Dec. 16, 2011) ("OIG Grand Jury Memorandum"); Memorandum for the Deputy Attorney General from 
Cynthia A. Schnedar, Acting Inspector General (Dec. 16, 2011) ("OIG Title III Memorandum"); Memorandum for 
the Deputy Attorney General from Cynthia A. Schnedar, Acting Inspector General (Dec. 6, 201 l) ("OIG FCRA 
Memorandum"); Memorandum for Caroline D. Krass, Principal Deputy Assistant Attorney General, Office of Legal 
Counsel, from Carol F. Ochoa, Assistant Inspector General, Oversight and Review Division (Mar. 9, 2011) ("OIG 
Supplemental Memorandum"); Memorandum for Paul P. Colborn, Special Counsel, Office of Legal Counsel, from 
Carol F. Ochoa, Assistant Inspector General , Oversight and Review Division (Dec. 17, 2010) ("OIG 
Memorandum"); see also Memorandum for John Bies, Deputy Assistant Attorney General, Office of Legal Counsel, 
from Leslie R. Caldwell, Assistant Attorney General , Criminal Division (July 14, 2014); Letter for John E. Bies, 
Deputy Assistant Attorney General, Office of Legal Counsel , from Phyllis K. Fong, Chair, and Lynne A. 
McFarland, Vice Chair, Council of the Inspectors General on Integrity and Efficiency ("CIGIE") (June 24, 2014); 
Memorandum for John E. Bies, Deputy Assistant Attorney General, Office of Legal Counsel, from G. Bradley 
Weinsheimer, Deputy Counsel, Office of Professional Responsibility (June 24, 2014); E-mail for John E. Bies, 
Deputy Assistant Attorney General, Office of Legal Counsel , from Jocelyn Aqua, National Security Division (Mar. 
2, 2012 3:54 PM) ("NSD E-mail"); Memorandum for Virginia A. Seitz, Assistant Attorney General, Office of Legal 
Counsel, from Lanny A. Breuer, Assistant Attorney General , Criminal Division (Feb. 16, 2012); Letter for John E. 
Bies, Deputy Assistant Attorney General, Office of Legal Counsel, from Phyllis K. Fong, Chair, and Carl 
Clinefelter, Vice Chair, CIGIE (Oct. 7, 2011); Memorandum for the Office of the Deputy Attorney General, from 
Patrick W. Kelley, Acting General Counsel, FBI (Oct. 5, 2011 ); Memorandum for John Bies, Deputy Assistant 
Attorney General, Office of Legal Counsel , from Lanny A. Breuer, Assistant Attorney General, Criminal Division 
(Apr. 12, 2011); Memorandum for Jonathan G. Cedarbaum, Principal Deputy Assistant Attorney General, Office of 
Legal Counsel, from Valerie Caproni , General Counsel, FBI (Jan. 13 , 2011) ("FBI Memorandum"). 



In addition, although the Office does not solicit views from outside the Executive Branch, we received a 
letter concerning the issues addressed in this opinion from Senator Charles E. Grassley and Representative John 
Conyers, then-Ranking Members of the Senate and House Committees on the Judiciary. See Letter for Karl R. 
Thompson, Acting Assistant Attorney General , Office of Legal Counsel , from Charles E. Grassley, Ranking 
Member, Committee on the Judiciary, U.S. Senate, and John Conyers, Ranking Member, Committee on the 
Judiciary, U.S. House of Representatives (Oct. 10, 2014). We appreciate Senator Grassley' s and Representative 
Conyers ' interest in these issues, and have considered their views in preparing this opinion. 
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such investigations on a programmatic or policy basis. In our view, however, Title III and 
Rule 6(e) forbid disclosures that have either an attenuated or no connection with the conduct of 
the Department' s criminal law enforcement programs or operations, and section 626 of FCRA 
forbids disclosures that have either an attenuated or no connection with the approval or conduct 
of foreign counterintelligence investigations. 



We further conclude that, to the extent that Title III, Rule 6(e), and section 626 prohibit 
Department officials from disclosing information to OIG, section 6(a)(l ) of the IG Act does not 
override these prohibitions. Under longstanding interpretive principles, general access 
provisions like section 6(a)(l ) are generally construed not to override specific, carefully drawn 
limitations on disclosure like Title III, Rule 6( e ), and section 626 unless Congress has clearly 
indicated that it intends the general access provision to have that effect. And in our view, the 
text of the IG Act contains no clear indication that Congress intended section 6(a)(l) to override 
Title III, Rule 6(e), or section 626. The Act's legislative history, moreover, affirmatively 
indicates that Congress expected an inspector general ' s right of access to be subject to statutory 
limits on disclosure. 



In reaching these conclusions, our Office 's role has not been to decide what access OIG 
should receive as a matter of policy. Rather, we have endeavored to determine as a matter of 
law, using established tools of statutory construction, how best to reconcile the strong privacy 
protections embodied in Title III, Rule 6( e ), and section 626 with the interest in access reflected 
in section 6(a)(l) of the IG Act. 



This opinion has four parts. In Part I, we set forth some statutory background related to 
the IG Act, and explain the potential statutory conflict that arises when OIG, relying on the IG 
Act's general access provision, requests material that is also covered by the nondisclosure 
provisions in Title III, Rule 6( e ), or section 626 of FCRA. In Part II, we examine Title III, 
Rule 6( e ), and section 626 to determine whether the exceptions in those statutes permit 
disclosure of the protected materials OIG seeks, thereby avoiding the potential conflict between 
those statutes and the IG Act. In Part III, having concluded that this conflict cannot be avoided 
in all circumstances, we explain why, in our view, the general access provision in section 6(a)(l) 
of the IG Act does not override the specific protections of sensitive information contained in 
Title III, Rule 6(e), and section 626. Finally, in Part IV, we discuss a Fiscal Year 2015 
appropriations rider concerning the disclosure of Department materials to OIG and conclude that 
it too does not abrogate the specific protections of sensitive information found in those statutes.3 



I. 



Congress enacted the IG Act in 1978 to "create independent and objective units" within 
the Executive Branch that would promote the integrity of executive agencies and keep executive 
officials and Congress fully informed about their operations. 5 U.S.C. app. § 2. To achieve 



3 You have asked only whether it would be " lawful[]" for the Department to provide OIG information 
protected by Title lll, Rule 6(e), and section 626 ofFCRA. Opinion Request. Accordingly, we do not address in 
this opinion whether and, if so, under what circumstances the Department could lawfully withhold information it is 
legally permitted to disclose. 
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these goals, the Act created an Office of Inspector General in a large number of federal agencies. 
Id. §§ 2(A), 8G(a)-(b), 12(2).4 Each office is led by an inspector general who is charged with 
auditing, investigating, detecting fraud and abuse in, and making recommendations and reports 
about the agency's "programs and operations." Id. §§ 3(a), 4(a), 5. Each inspector general must 
"keep the head of [his agency] and the Congress fully and currently informed" about fraud, 
abuse, deficiencies, and other serious problems in "the administration of programs and 
operations administered or financed by such" agency, and "recommend corrective action" to 
address any problems he identifies. Id. § 4(a)(5). Inspectors general must "report to" and are 
placed "under the general supervision of' the heads of their agencies. However, the head of an 
agency generally may not "prevent or prohibit the Inspector General from initiating, carrying 
out, or completing any audit or investigation." Id. § 3(a). 



Pursuant to their statutory mandate, inspectors general engage in a wide variety of audits, 
investigations, and reviews. The Department's OIG, for example, conducts investigations of 
suspected criminal wrongdoing by Department employees; investigations of administrative 
misconduct that may or may not rise to the level of criminal wrongdoing; and broader reviews of 
Department programs and operations that seek to assess whether the programs are lawful, well
run, or otherwise in the public interest. See Office of the Inspector General, U.S. Dep't of 
Justice, Semiannual Report to Congress: Apr. 1, 2014- Sept. 30, 2014, at 13-14 (Oct. 31, 2014) 
("Semiannual Report"); 28 C.F.R. § 0.29a(b)(2), (4). The Department's OIG also conducts 
financial and administrative audits of Department components. See Semiannual Report at 13; 
28 C.F.R. § 0.29a(b)(l). Significantly, however, while the IG Act affords inspectors general 
broad authority to investigate an agency's programs and operations, it does not in most cases 
allow inspectors general to conduct activities "constituting an integral part of the programs 
involved," Inspector General Authority to Conduct Regulatory Investigations, 13 Op. O.L.C. 54, 
62 (1989) ("Authority to Conduct Regulatory Investigations"), and it prohibits the heads of 
federal agencies from transferring to inspectors general any of the agency's "program operating 
responsibilities," 5 U.S.C. app. § 9(a).5 



The IG Act also grants inspectors general several enumerated authorities that help them 
carry out their statutory duties, such as the authority to issue subpoenas, take sworn testimony, 
and hire staff. See id. § 6(a)(4), (5), (7). Especially relevant here is the authority to obtain 
records and other materials from the agency over which an inspector general has investigative 
jurisdiction. This authority is set forth in section 6(a)(l), which provides: 



4 The IG Act uses the term "establishment" to refer to those enumerated agencies, departments, 
commissions, boards, and corporations in which Congress created an Office of the Inspector General. 5 U.S.C. app. 
§ 12(2). The Act also refers to "designated Federal entit[ies] ," defined to include a different list of government 
corporations and other entities , and directs that "there shall be established and maintained in each designated Federal 
entity an Office of Inspector General." Id. § 8G(b ). Throughout this opinion, we will refer to the federal 
establishments and entities subject to the IG Act, collectively, as "agencies." 



5 Some ofOIG ' s statutory responsibilities, such as conducting investigations of suspected criminal 
wrongdoing by Department employees, see 5 U .S.C. app. § 8E(b )(2), ( 4), may involve the same kinds of activities as 
the "program operating responsibilities" of other Department components. The IG Act does not prevent OIG from 
carrying out these activities pursuant to its statutory authority. See Authority to Conduct Regulatory Investigations, 
13 Op. O.L.C. at 66-Q7 & n.21. 
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[E]ach Inspector General, in carrying out the provisions of this Act, is 
authorized ... to have access to all records, reports, audits, reviews, documents, 
papers, recommendations, or other material available to the applicable [agency] 
which relate to programs and operations with respect to which that Inspector 
General has responsibilities under this Act. 



Id. § 6(a)(l) . In addition to granting each inspector general access to materials available to his 
agency and within his investigative jurisdiction, this provision implicitly imposes a 
corresponding duty on the applicable agency to provide the inspector general with such access 
upon request. 



In the case of the Department (and certain other agencies), however, the IG Act qualifies 
this broad disclosure requirement. As originally enacted, the IG Act did not establish an Office 
of the Inspector General in the Justice Department. When Congress extended the Act's 
provisions to the Department in 1988, see Inspector General Act Amendments of 1988, Pub. L. 
No. 100-504, § 102(c), 102 Stat. 2515, 2515- 16, Congress limited OIG's authority to investigate 
matters involving certain kinds of information, in recognition of the sensitivity of much of the 
Department's work, see H.R. Rep. No. 100-1020, at 24 (1988) (Conf. Rep.). Specifically, 
section 8E(a)(l) of the Act provides that the Department's Inspector General "shall be under the 
authority, direction, and control of the Attorney General with respect to audits or investigations, 
or the issuance of subpenas, which require access to sensitive information concerning" certain 
enumerated matters, such as "ongoing civil or criminal investigations or proceedings," 
"undercover operations," and "other matters the disclosure of which would constitute a serious 
threat to national security." 5 U.S.C. app. § 8E(a)(l). Section 8E(a)(2) similarly provides that 
the Attorney General may "prohibit the Inspector General from carrying out or completing any 
audit or investigation ... if the Attorney General determines that such prohibition is necessary to 
prevent the disclosure of any information described under [section 8E(a)(l )] or to prevent the 
significant impairment to the national interests of the United States." Id. § 8E(a)(2). Section 8E 
thus provides a mechanism through which the Attorney General can "prevent the disclosure" of 
certain sensitive information to which OIG would otherwise be entitled under section 6(a)(l). Id. 



The IG Act, moreover, is not in all circumstances the only statute that governs OIG's 
access to Department materials. As noted above, in conducting its audits, investigations, and 
reviews, OIG has sometimes requested materials that include the contents of wire, oral, or 
electronic communications the Department has intercepted pursuant to Title III; information the 
Department has acquired in the course of grand jury proceedings; and consumer information the 
FBI has obtained using National Security Letters issued under section 626 of FCRA. And while 
such information falls within the broad terms of section 6(a)(l) of the IG Act, its use and 
disclosure is also regulated, and in many circumstances prohibited, by Title III, Rule 6( e ), and 
section 626.6 Specifically, as we discuss in more detail below, Title III bars investigative and 



6 Because Congress enacted Rule 6( e) in 1977, see Pub. L. No. 95-78, § 2, 91 Stat. 319, 319, it is "by any 
defmition ... a statute." Fund/or Constitutional Gov 't v. Nat'/ Archives & Records Serv., 656 F.2d 856, 867 (D.C. 
Cir. 1981) (concluding that grand jury information protected from disclosure by Rule 6(e) is information 
"specifically exempted from disclosure by statute" within the meaning of Exemption 3 of the Freedom of 
Information Act, 5 U.S.C. § 552(b)(3)). 



5 











law enforcement officers from using or disclosing the contents of lawfully intercepted 
communications unless a statutory exception to Title Ill ' s disclosure prohibitions applies, see 
18 U.S.C. § 2517, and imposes administrative, civil, and sometimes criminal sanctions for 
unauthorized disclosure, see id. §§ 2520(a), (f), (g), 251 l ( l)(e), (4)(a). Rule 6(e) prohibits 
"attorney[s] for the government" and other specified individuals from disclosing "a matter 
occurring before the grand jury" except pursuant to a specific exception, Fed. R. 
Crim. P. 6(e)(2)(B), and makes a knowing violation of that prohibition punishable "as a 
contempt of court," id. 6(e)(7). And section 626 of FCRA prohibits the FBI from disclosing 
consumer information obtained pursuant to a National Security Letter (a kind of written request 
for information in connection with a counterterrorism or intelligence investigation) except as 
authorized by one of the exceptions provided in the statute, see 15 U.S.C. § 1681u(f), and makes 
unauthorized disclosure a basis for civil damages and disciplinary action, see id. § 1681 u(i}-(j). 



As a result, in responding to OIG requests for materials covered by Title III, Rule 6(e), or 
section 626, Department officials face potentially conflicting statutory directives. Title III, 
Rule 6( e ), and section 626 prohibit the Department from disclosing such materials-on pain of 
contempt, administrative and civil sanctions, and sometimes criminal penalties-unless a 
statutory exception applies. The IG Act, in contrast, requires the Department to disclose "all" 
materials that are available to the Department, relate to an OIG review of programs or operations 
within its investigative jurisdiction, and are not covered by a determination to withhold them 
under section 8E. 



Where two statutes govern the same subject matter, the Supreme Court has instructed that 
the statutes are to be read in pari materia and construed, where possible, as part of a single and 
coherent regulatory scheme. See Morton v. Mancari , 417 U.S. 535 , 551 (1974) ("When there are 
two acts upon the same subject, the rule is to give effect to both if possible." (quoting United 
States v. Borden Co., 308 U.S. 188, 198 (1939))); see also, e.g., FCC v. NextWave Personal 
Commc 'ns, 537 U.S. 293 , 304 (2003); JE.M Ag Supply, Inc. v. Pioneer Hi-Bred Int '!, Inc. , 534 
U.S. 124, 143-44 (2001); Vimar Seguros y Reaseguros, SA. v. M/V Sky Reefer, 515 U.S. 528, 
533 (1995); Ruckelshaus v. Monsanto Co., 467 U.S. 986, 1018 (1984). Only where a 
harmonious construction of two statutes is impossible should one be construed as overriding or 
implicitly repealing the other. Morton, 417 U.S. at 551 . Accordingly, before considering 
whether the general access requirement in section 6(a)(l) of the IG Act overrides the disclosure 
restrictions in Title III, Rule 6( e ), and section 626 of FCRA, we examine the latter three statutes 
to determine whether and to what extent they permit disclosures to OIG. 



II. 



A. 



We begin with Title III. Congress enacted this statute in the wake of the Supreme 
Court's decisions in Berger v. New York, 388 U.S. 41 (1967), and Katz v. United States, 389 
U.S. 347 (1967), which held that electronic surveillance constitutes a search subject to the limits 
imposed by the Fourth Amendment. In response to these rulings, Congress created a 
comprehensive statutory scheme governing the interception, use, and disclosure of wire, oral, 
and electronic communications, see 18 U.S.C. §§ 2510-2522, thereby establishing a mechanism 
through which law enforcement officials could conduct electronic surveillance in a manner that 
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"me[t] the constitutional requirements" enunciated in Berger and Katz. United States v. US. 
Dist. Court for E. Dist. of Mich., S. Div., 407 U.S. 297, 302 (1972); see Scott v. United States, 
436 U.S. 128, 130 (1978) (noting that Title III was intended to "provide law enforcement 
officials with some of the tools thought necessary to combat crime without unnecessarily 
infringing upon the right of individual privacy"). Title III permits the Attorney General and 
other Department leadership officials to authorize investigative or law enforcement officers to 
apply for court orders allowing them to intercept wire, oral, or electronic communications. See 
18 U.S.C. §§ 2510, 2516(1), (3), 2518(1)(a); see also id. § 2516(2) (authorizing applications by 
certain state attorneys). And it permits courts to grant such orders if the government makes a 
series of procedural and evidentiary showings, including a showing that the interception "may 
provide or has provided" evidence of any of dozens of enumerated federal offenses (or, for the 
interception of an electronic communication, evidence of "any Federal felony"). Id. § § 2516( 1 ), 
(3), 2518. 



Once an investigative or law enforcement officer has lawfully intercepted a 
communication, Title III prohibits that officer from further disclosing the contents of the 
communication-and, as noted above, subjects her to potential administrative, civil, or criminal 
sanctions if she does so- unless section 251 7 authorizes the disclosure. See Title III Electronic 
Surveillance Material and the Intelligence Community, 24 Op. O.L.C. 261 , 270-71 n.12, 272 
(2000) ("Title III Intelligence Community"); 18 U.S.C. § 2520(a), (t), (g) (authorizing civil 
damages and administrative discipline for willful disclosures); id. § 251 l(l)(e), (4)(a) 
(authorizing criminal penalties for certain intentional disclosures) . One provision in 
section 2517, section 2517(1 ), is particularly relevant here. It provides that 



[a]ny investigative or law enforcement officer who, by any means authorized by 
this chapter, has obtained knowledge of the contents of any wire, oral, or 
electronic communication, or evidence derived therefrom, may disclose such 
contents to another investigative or law enforcement officer to the extent that such 
disclosure is appropriate to the proper performance of the official duties of the 
officer making or receiving the disclosure. 



18 U.S.C. § 2517(1). This provision thus permits disclosure of the contents of a lawfully 
intercepted communication ifthe disclosure is made (1) by an "investigative or law enforcement 
officer," (2) "to another investigative or law enforcement officer," (3) "to [an] extent ... 
appropriate to the proper performance of the official duties of the officer making or receiving the 
disclosure." A separate provision in Title III, section 2510(7), defines an "[i]nvestigative or law 
enforcement officer" as "any officer of the United States or of a State or political subdivision 
thereof, who is empowered by law to conduct investigations of or to make arrests for offenses 
enumerated in this chapter, and any attorney authorized by law to prosecute or participate in the 
prosecution of such offenses." Id. § 2510(7). 



OIG contends that section 2517(1) authorizes Department investigative and law 
enforcement officers to disclose the contents of lawfully intercepted communications to OIG 
whenever OIG deems such information pertinent to any of its investigations. It observes that, in 
a prior opinion, this Office "determined that OIG agents ... qualify as ' investigative officers' 
authorized to disclose or receive Title III information." OIG 2014 Memorandum at 11 (citing 
Whether Agents of the Department of Justice Office of Inspector General are "Investigative or 



7 











Law Enforcement Officers " Within the Meaning of 18 U.S.C. § 2510(7) , 14 Op. O.L.C. 107, 
109-10 (1990) ("Investigative Officers")). And OIG contends that disclosures to assist in its 
audits, investigations, and reviews are invariably "appropriate to the proper performance of the 
official duties of the officer making or receiving the disclosure" for two different (and in its view 
independently sufficient) reasons. First, it argues that under an ordinary understanding of the 
term "official duties," disclosing Title III materials to OIG will always be appropriate to both the 
official duties of the Department officials disclosing the materials (because those officials have a 
duty to cooperate with OIG' s audits, investigations, and reviews) and the official duties of the 
OIG agents receiving the materials (because the IG Act gives them a duty to investigate the 
Department). Second, OIG argues that even if "official duties" are limited to duties related to 
law enforcement-as this Office concluded in a 2000 opinion-all of OIG' s audits, 
investigations, and reviews still qualify for disclosure, because they involve either investigations 
of alleged criminal wrongdoing by Department employees, investigations of alleged 
administrative misconduct that might lead to discovery of criminal violations, or reviews of the 
Department's criminal law enforcement programs for purposes of "supervision or oversight." 
OIG Title III Memorandum at 2; see OIG 2014 Memorandum at 10-12; cf OIG Supplemental 
Memorandum at 3 5-3 8. 



We address these arguments in the two sections that follow. In the first section, we 
conclude that OIG is correct that OIG agents qualify as "investigative officers" who may receive 
Title III information, but-consistent with the conclusion in our 2000 opinion---disagree with 
OIG' s broad argument that Title III permits disclosure in connection with duties unrelated to law 
enforcement. In the second section, we substantially agree with OIG's narrower argument
namely, that disclosures to OIG agents will frequently assist the official law-enforcement-related 
duties of either the officer making or the officer receiving the disclosure. In particular, we 
conclude that Title III permits disclosure in connection with OIG reviews that concern, or are 
designed to develop recommendations about, the conduct of the Department's criminal law 
enforcement programs, policies, or practices. As we explain, many-but not all- OIG 
investigations and reviews are likely to qualify for disclosure under this standard. 



1. 



OIG' s first argument is that section 2517(1) invariably permits Department officials to 
disclose Title III information to OIG agents. See OIG 2014 Memorandum at 10- 12. We agree 
that disclosures between Department officials and OIG agents generally comply with the 
statute' s first two requirements: Numerous officers of the Department are "investigative or law 
enforcement officer[ s ]" entitled to disclose Title III information under section 2517(1 ), and OIG 
agents are "investigative or law enforcement officer[s]" entitled to receive such information. 
But, as we explain below, a prior opinion of this Office concluded that the statutory phrase 
"official duties" refers only to official duties related to law enforcement. That conclusion applies 
here, and means that disclosing information to OIG is not in itself, and without some further link 
to law enforcement, "appropriate to the proper performance of [an] official dut[y ]" within the 
meaning of section 2517(1). 



The first requirement for a disclosure under section 2517 ( 1) is that it be made by an 
"investigative or law enforcement officer," defined as an officer of the United States (or a State 
or locality) empowered to "conduct investigations of," "make arrests for, " or, if the officer is an 
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attorney, "prosecute or participate in the prosecution of' offenses enumerated in section 2516. 
18 U.S.C. § 2510(7). Numerous officials in the Department qualify as "investigative or law 
enforcement officer[ s ]" who may disclose intercepted communications under this provision. The 
officers who typically possess Title III information, such as FBI agents, qualify as investigative 
or law enforcement officers by virtue of their authority to "investigat[ e ]" and "make arrests for" 
crimes enumerated in section 2516. Id. ; see, e.g., 28 C.F.R. § 0.85 (enumerating investigatory 
functions of the FBI). And prosecutors, such as Assistant United States Attorneys, qualify 
because they are federal officers "authorized by law to prosecute or participate in the prosecution 
of' enumerated offenses. 18 U.S.C. § 2510(7); see, e.g., 28 U.S .C. §§ 542, 547 (authorizing 
United States Attorneys and their assistants to prosecute federal offenses). Officers of the 
Department with leadership or supervisory responsibilities, such as the Attorney General and 
Deputy Attorney General, also qualify as investigative or law enforcement officers. They too are 
executive officers generally vested with authority to investigate, make arrests for, and prosecute 
offenses enumerated in section 2516. See, e.g., 28 U.S.C. §§ 509, 515; 28 C.F.R. § 0.15(a). In 
addition, as we explain below, these officers participate in investigations, arrests, and 
prosecutions through their direction and supervision of those actions on an individual or 
programmatic basis. See infra pp. 11-13. 



Section 2517(1)'s second requirement is that the person receiving a disclosure of Title III 
material also be an investigative or law enforcement officer. As OIG observes, this Office has 
already concluded, in a 1990 opinion, that OIG agents "qualify as ' investigative officer[ s ]' under 
section 2510(7)." Investigative Officers, 14 Op. O.L.C. at 109 (alteration in original). OIG 
agents, as officers in the Executive Branch, are "officer[s] of the United States." 18 U.S.C. 
§ 2510(7). Further, as we explained in our 1990 opinion, the IG Act "entrusts [OIG] with 
investigative, auditing, and other responsibilities relevant to the detection and prosecution of 
fraud and abuse within [Department] programs or operations." 14 Op. O.L.C. at 109-10. When 
OIG agents, exercising those responsibilities, "discover evidence that ... Department personnel, 
contractors, or grantees are engaging in [offenses enumerated in section 2516]"-such as 
"bribery of public officials and witnesses," "influencing or injuring an officer, juror, or witness," 
or "obstruction of criminal investigations"-they have the authority to investigate those crimes. 
Id. at 110. Indeed, the portion of the IG Act that created OIG specifically authorizes it to 
"investigate allegations of criminal wrongdoing" by Department employees. 5 U.S.C. app. 
§ 8E(b)(2), (4); see also id. § 8E(d); 28 C.F.R. §§ 0.29a(b)(2), 0.29c(a). Furthermore, upon 
learning of "reasonable grounds to believe there has been a violation of Federal criminal law," 
inspectors general are required to "report [such violations] expeditiously to the Attorney 
General," Investigative Officers, 14 Op. O.L.C. at 109 (quoting 5 U.S.C. app. § 4(d)), 
presumably so that the Attorney General can consider the matter for prosecution. OIG' s 
investigative jurisdiction thus "carries with it the power to investigate offenses enumerated in 
section 2516," and as a result, OIG agents-"including special agents, auditors and 
investigators"-are "investigative officers" entitled to receive disclosures of Title III information 
under section 2517(1). Id. at 110.7 



7 Some OIG agents may also qualify as " investigative or law enforcement officer[s]" because they are 
authorized by the Attorney General, pursuant to specific provisions in the IG Act, to make warrantless arrests and 
execute arrest warrants . See 5 U.S.C. app. § 6(e); 28 C.F.R. § 0.29j(d}-(e). 
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The conclusion that both Department officials who maintain Title III information and 
OIG agents who seek it are "investigative or law enforcement officer[s]" under section 2517(1), 
however, does not mean that those officers may share Title III information with each other in all 
circumstances. Section 2517 ( 1 )' s third requirement is that any disclosure of Title III information 
between qualifying officers must be "appropriate to the proper performance of the official duties 
of the officer making or receiving the disclosure." 18 U.S.C. § 25 17(1). In our 2000 Title Ill 
Intelligence Community opinion, this Office concluded that the phrase "official duties," despite 
its apparent breadth, includes only the "law enforcement duties" of the relevant officer-that is, 
those "duties related to the prevention, investigation, or prosecution of criminal conduct." 
24 Op. O.L.C. at 264 n.7, 265 (emphasis in original). We reasoned that if "official duties" were 
read to "permit disclosure . . . for purposes unrelated to law enforcement," section 2517(1) 
"would constitute only a highly elastic limitation on disclosure among law enforcement 
officers"-allowing, for instance, an attorney with both civil and criminal duties to receive 
wiretap information for use in civil litigation. Id. at 265 . We found this result "unlikely in light 
of Congress ' s effort in Title III to protect privacy to the maximum extent possible, consistent 
with permitting electronic surveillance for law enforcement purposes." Id.; see id. at 267-69 
(discussing the statute ' s purpose). We also noted that Title Ill ' s legislative history demonstrated 
that "Congress sought in § 2517 to serve ' criminal law investigation and enforcement 
objectives,"' id. at 265 (quoting Am. Friends Serv. Comm. v. Webster, 720 F.2d 29, 73 (D.C. 
Cir. 1983)), and observed, based on a survey of judicial decisions applying section 2517, that 
"the uses of Title III information permitted by courts have all related to law enforcement," id. 
at 266. We therefore concluded that "the phrase ' appropriate to the proper performance of ... 
official duties '" in section 2517 "authorizes disclosure of Title III material only for purposes 
related to law enforcement." Id. at 265 , 267. 



OIG argues that this conclusion does not apply to disclosures made to OIG in connection 
with its investigations. It points out that our Title Ill Intelligence Community opinion concerned 
disclosures of Title III information to members of the intelligence community, who we 
concluded were not "investigative or law enforcement officer[ s ]" within the meaning of 
sections 2510(7) and 2517. See OIG 2014 Memorandum at 11. As a result, our conclusion 
there- that Title III information could be disclosed to members of the intelligence community in 
certain circumstances- was based not on section 2517(1), but on section 2517(2), a different 
exception that permits investigative or law enforcement officers to "use" Title III information, 
including by disclosing it, "to the extent such use is appropriate to the proper performance of 
[the] official duties" ofthe disclosing officer. 18 U.S.C. § 2517(2). As OIG observes, its agents 
are investigative or law enforcement officers, and thus, unlike members of the intelligence 
community, may in principle receive disclosures on the basis of their own "official duties" under 
section 2517(1 ), rather than the duties of the disclosing officer. OIG argues that, as a result, the 
conclusions in Title Ill Intelligence Community should not control the scope of the disclosures it 
may receive. See OIG 2014 Memorandum at 11. 



We disagree. Both sections 2517(1) and 2517(2) use the phrase "official duties," and as 
we explained in Title Ill Intelligence Community, "under basic canons of statutory construction," 
these "identical phrase[ s] .. . must be interpreted consistently" each time they appear in the same 
statute. 24 Op. O.L.C. at 265 (citing Sullivan v. Stroop, 496 U.S. 478, 484- 85 (1990); United 
Sav. Ass'n v. Timbers of Inwood Forest Assocs., 484 U. S. 365, 371 (1988)). Indeed, the Title Ill 
Intelligence Community opinion expressly analyzed section 2517(1) to determine how best to 
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interpret "official duties" for purposes of section 2517(2), and concluded, in the discussion 
summarized above, that the phrase was best read in both sections as limited to a relevant 
official ' s law enforcement duties. See id. Nor is there any basis for understanding the "official 
duties" of a receiving officer in section 2517(1) to have a broader scope than those of a 
disclosing officer in the same section, since the same phrase applies equally to both kinds of 
officers. See 18 U.S.C. § 2517(1) (requiring that disclosure assist "the official duties of the 
officer making or receiving the disclosure" (emphasis added)). The interpretation of "official 
duties" in Title III Intelligence Community thus extends to section 2517(1 ), and applies to the 
duties of both receiving and disclosing officers. 



For this reason, we disagree with OIG' s contention that "providing documents to ... OIG 
in the context of [any] duly authorized review would typically be ' appropriate to the proper 
performance of the official duties of the official making ... the disclosure"' solely because of 
"that official ' s duty to cooperate fully with . . . OIG's investigations and reviews." OIG 2014 
Memorandum at 11. The duty to cooperate with OIG' s investigations is certainly an "official 
dut[y]" in the broadest sense of that term. But that duty does not invariably "relate to law 
enforcement." Title Ill Intelligence Community, 24 Op. O.L.C. at 270. Indeed, we explained in 
Title Ill Intelligence Community that neither an officer' s "general duty to share [information] 
with another government entity," nor the duty to respond to a "proper request or demand by a 
congressional committee," automatically constitutes an "official dut[y]" within the meaning of 
section 2517(1 ). Id. at 264, 271. Similarly, OIG' s duty (as the potential receiving officer) to 
audit, investigate, and review the Department' s activities does not automatically justify Title III 
disclosure, because it too may not always relate to law enforcement. As a result, we do not 
believe Department investigative or law enforcement officers can disclose Title III information 
to OIG without regard to whether the disclosure would be appropriate to the proper performance 
of an official duty related to law enforcement. 



2. 



OIG' s second argument is that even if (as we have concluded) "official duties" are 
limited to duties related to law enforcement, OIG's audits, investigations, and reviews still 
qualify for disclosure, because they involve investigations of alleged criminal wrongdoing or 
administrative (and potentially criminal) misconduct by Department employees, or reviews of 
the Department' s criminal law enforcement programs for purposes of "supervision and 
oversight." OIG Title III Memorandum at 2. For the reasons set forth below, we agree that 
many-but not all-of OIG' s investigations and reviews are sufficiently related to law 
enforcement to support disclosure based on either the official duties of the officer making the 
disclosure, or the official duties of the officer receiving it. 



We begin with those disclosures appropriate to the official duties of the officer 
"making ... the disclosure." 18 U.S.C. § 2517(1). As explained above, numerous officers 
within the Department qualify as "investigative or law enforcement officer[ s ]" under section 
2510(7). Their "official duties" related to law enforcement- and, thus, the functions in 
connection with which they may disclose Title III information-vary according to their roles. 
Line-level officials, such as FBI agents and Assistant U.S. Attorneys, perform duties related to 
law enforcement through on-the-ground activities, such as investigating, making arrests for, and 
prosecuting crimes. See id. § 2510(7). Higher-ranking Department officials perform duties 
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related to law enforcement when they direct and supervise those activities, such as by approving 
search warrant and wiretap applications, managing criminal investigations, and setting trial 
strategy-all functions that are integral parts of the prevention, investigation, and prosecution of 
criminal offenses. See, e.g. , United States v. Sells Eng 'g, Inc., 463 U.S. 418, 429 n.11 (1983) 
(recognizing that a prosecutor "conduct(s] criminal matters" in his role as a "supervisor" as well 
as by appearing before a grand jury); 18 U.S.C. § 2510(7) (stating that any attorney who is 
authorized to "participate in the prosecution" of an enumerated offense is an investigative or law 
enforcement officer). These officials may therefore disclose Title III information to OIG agents 
to the extent that doing so would be appropriate to the proper performance of these various 
functions, including "for the purpose of obtaining assistance" in carrying them out. Title III 
Intelligence Community, 24 Op. O.L.C. at 269; see id. at 261.8 



In addition, in our view, members of Department leadership perform official duties 
related to law enforcement when they supervise law enforcement activities on a programmatic or 
policy basis-for example, when they issue guidelines for the exercise of prosecutorial 
discretion, or set rules governing the conduct of line-level officers. See, e.g., Memorandum for 
Heads of Department of Justice Components and United States Attorneys from the Attorney 
General, Re: Federal Prosecution Priorities (Aug. 12, 2013) (listing factors that prosecutors 
should consider in setting prosecution priorities); FBI, Domestic Investigations and Operations 
Guide (Oct. 15, 2011) (establishing policies for the conduct of the FBI's domestic 
investigations). Although these programmatic and policy decisions are somewhat removed from 
on-the-ground law enforcement activities, they frequently affect these activities just as directly as 
supervisory decisions made on a case-by-case basis: A Department policy prohibiting a 
particular law enforcement tactic or mandating certain charging decisions, for instance, can 
affect the conduct of a large number of investigations and prosecutions all at once. See Van de 
Kamp v. Goldstein, 555 U.S. 335, 346 (2009) (stating that "supervisory prosecutors" are entitled 
to the same degree of prosecutorial immunity when formulating "general methods of supervision 
and training" as when taking "actions related to an individual trial," because both activities are 
"directly connected with the prosecutor' s basic trial advocacy duties" (emphasis in original)). 
Such broad-based supervision thus "relate(s] to law enforcement" in the ordinary sense of that 
phrase. Cf Disclosure of Grand Jury Material to the Intelligence Community, 21 Op. 
O.L.C. 159, 171 (1997) ("Rule 6(e) Intelligence Community") (stating that the Attorney 
General ' s "duty to enforce federal criminal law" within the meaning of Fed. R. 
Crim. P. 6(e)(3)(A)(ii) includes the supervision of "a broad criminal law enforcement program"). 



Moreover, given the size of the Department, such programmatic and policy supervision is 
a primary means by which the Attorney General and other Department leadership officials 
evaluate and direct the Department's law enforcement activities, including its use of Title III 
authorities. If that supervision did not constitute an "official dut(y]" within the meaning of 
section 2517(1 ), then leadership officials would be unable to pro grammatically review the 
contents of wiretaps in order to ensure that officers were exercising their Title III authorities 



8 For example, ifOIG investigated a Department employee for alleged criminal misconduct and then 
referred the matter for prosecution, the prosecutor might subsequently seek to consult with OIG about its 
investigation in the course of preparing or conducting the prosecution. During that consultation, the prosecutor 
could disclose Title III information to OIG if doing so would help the prosecutor prepare or conduct the prosecution. 
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responsibly and lawfully, or to conduct general management and supervision of Department law 
enforcement activities that made use of Title III materials. We think it unlikely that Congress 
intended to handicap leadership officials in this way. Indeed, interpreting Title III to impair 
programmatic or policy supervision of the use of Title III authorities and materials would 
undermine Congress's goal of "protect[ing] privacy to the maximum extent possible, consistent 
with permitting electronic surveillance for law enforcement purposes." Title III Intelligence 
Community, 24 Op. O.L.C. at 265; cf. United States v. Giordano, 469 F.2d 522, 527 (4th 
Cir. 1972) (noting that "[b]ecause of the delicate nature of the power to initiate surveillance 
applications," Congress took care to ensure that "the implementation" of this authority "was 
reserved to" high-level leadership officials within the Department). These considerations 
reinforce our conclusion that supervising law enforcement activities on a programmatic or policy 
basis qualifies as an "official dut[y ]" related to law enforcement within the meaning of 
section 2517(1). 



A Department leadership official may therefore disclose Title III materials to OIG agents 
when doing so would be appropriate to the performance of that official ' s duty to supervise law 
enforcement activities on a programmatic or policy basis. And, while we will not attempt to 
specify in the abstract all situations in which such disclosures would be appropriate, we think 
that, in general, a wide range of OIG investigations and reviews would likely assist Department 
leadership officials in conducting such programmatic and policy supervision. One of the central 
purposes of OIG' s reviews and investigations is to assist Department leadership in supervising 
the Department: As noted above, Congress enacted the IG Act in part to "provide a means for 
keeping the head of [each] [agency] ... fully and currently informed about problems and 
deficiencies relating to the administration of [the agency's] programs and operations and the 
necessity for and progress of corrective action," 5 U.S.C. app. § 2(3), and it assigned OIG the 
statutory duty of providing reports and recommendations about such issues to Department 
leadership, see id. § 4(a)(5). Moreover, consistent with Congress's purpose, "OIG' s reports of 
its investigations and reviews have historically provided the Attorney General and Deputy 
Attorney General with critical advice, information, and insights in connection with the exercise 
of their supervisory responsibilities over the Department's programs and operations." Letter for 
Michael E. Horowitz, Inspector General , from Sally Quillian Yates, Acting Deputy Attorney 
General, at 2 (Apr. 23 , 2015) ("Yates Letter"). We therefore believe that it would generally be 
"appropriate to the proper performance of the official duties" of a member of the Department's 
leadership to disclose Title III information to OIG agents in connection with investigations or 
reviews of law enforcement programs and operations that could inform supervisory decisions 
made by Department leadership about such programs and operations; that is, investigations or 
reviews that concern, or are designed to develop recommendations about, the manner in which 
the Department prevents, investigates, or prosecutes crimes. 9 



9 For example, the initial request for this opinion was prompted by three recent OIG reviews: a review of 
Operation Fast and Furious (an investigation of firearms trafficking, conducted by the Department's Bureau of 
Alcohol, Tobacco, Firearms, and Explosives, that employed a controversial investigative technique); a review of the 
FBI's alleged misuse of the material witness statute, 18 U.S.C. § 3144, to detain persons suspected of criminal 
conduct rather than potential witnesses; and a review of the FBI ' s use of National Security and Exigent letters. All 
three of these investigations concerned operational questions related to the Department 's prevention, investigation, 
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We now turn to disclosures that would be appropriate to the proper performance of the 
official duties of the officer "receiving the disclosure"-in this case, OIG agents. As noted 
above, this Office has previously concluded that OIG agents qualify as "investigative officer[s]" 
under section 2510(7) by virtue of their authority to investigate allegations of criminal 
wrongdoing- including offenses enumerated in section 2516-by Department employees, 
contractors, and grantees. Investigative Officers, 14 Op. O.L.C. at 109 (alteration in original). 
Because investigations of alleged criminal wrongdoing are plainly "official duties" related to law 
enforcement, section 251 7 ( 1) authorizes Department investigative and law enforcement officers 
to disclose Title III information to OIG agents as "appropriate to the proper performance" of 
OIG' s investigations of alleged criminal wrongdoing by Department employees, contractors, or 
grantees, including administrative misconduct investigations that have a reasonable prospect of 
identifying criminal wrongdoing. 



We further believe that OIG officials perform "official duties" related to law enforcement 
within the meaning of section 251 7 ( 1) when they conduct investigations and reviews that could 
help Department leadership officials make supervisory decisions regarding the Department's law 
enforcement programs, policies, and practices. As we have already noted, Congress placed OIG 
within the Department of Justice, the nation's principal law enforcement agency, see 5 U.S.C. 
app. §§ 2(A), 12(2); 28 U.S.C. §§ 501 et seq., and assigned it the "duty and responsibility" of 
reviewing the Department's programs and operations, including its programs and operations 
related to law enforcement, in order to help the Attorney General and her assistants better 
manage those programs and operations, 5 U.S.C. app. § 4(a). OIG agents thus have 
responsibilities that are closely related to Department leadership's duty to supervise and manage 
the Department' s law enforcement functions on a programmatic and policy basis, and are 
therefore sufficiently related to law enforcement to constitute "official duties" under 
section 2517(1). 



We recognize that, in at least two respects, OIG reviews of Department law enforcement 
operations have a more attenuated relationship to the actual conduct of those operations than 
policy and programmatic supervision conducted by Department leadership; but we do not think 
that either of these distinctions prevents the conduct of such reviews from constituting an 
"official dut[y]" under section 2517(1). First, OIG provides information and recommendations 
that may inform supervisory decisions made by Department leadership, but it does not-and 
cannot-actually make operational decisions concerning the Department' s law enforcement 
activities. See Authority to Conduct Regulatory Investigations, 13 Op. O.L.C. at 62 (concluding 
that inspectors general may not conduct "investigations constituting an integral part of the 
programs involved"); 5 U.S.C. app. § 9(a) (prohibiting the Attorney General from transferring to 
OIG "program operating responsibilities"). Neither the statutory phrase "official duties," 
however, nor our prior conclusion that this phrase encompasses duties that "relate to law 
enforcement," Title III Intelligence Community, 24 Op. O.L.C. at 271, requires that such duties 
involve operational law enforcement responsibilities. Indeed, such a requirement would exclude 



or prosecution of criminal conduct, and all promised to directly inform Department leadership ' s supervision of these 
activities. Department leadership could therefore properly disclose Title III information to OIG in connection with 
all three investigations under section 2517( I ) . 
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activities that are essential to the effective conduct of core law enforcement functions . It is 
difficult to imagine how most law enforcement duties, including the duty to set relevant policy 
and conduct programmatic supervision, could be carried out responsibly without the benefit of 
the fact-finding and evaluative work necessary to inform them. And it would make little sense to 
conclude that, for example, the Attorney General and her assistants are not engaged in "official 
duties" related to law enforcement, and thus cannot obtain relevant Title III information, when 
they conduct a review of a law enforcement program that relies on such information, but that the 
Attorney General is engaged in a law enforcement duty, and thus may obtain such access, when 
she ultimately issues direction or guidance about that program. We therefore think that the duty 
to review and investigate law enforcement programs, like the duty to supervise those programs 
on a programmatic or policy level, qualifies as an "official dut[y ]" related to law enforcement 
under section 2517(1 ). 



Second, in providing its recommendations and analysis to the Attorney General, OIG is 
insulated to some degree from the Attorney General ' s direction and supervision. See 5 U.S.C. 
app. § 3(a) (providing that the Attorney General may not "prevent or prohibit the Inspector 
General from initiating, carrying out, or completing any audit or investigation"); id. § 8E(a) 
(qualifying this limitation with respect to "audits or investigations ... which require access to 
[certain] sensitive information"). Moreover, unlike other Department components or officials 
that conduct fact-finding investigations or make recommendations to Department leadership, 
OIG exercises authority conferred directly by Congress in the IG Act, rather than authority 
shared with or delegated by the Attorney General. Compare id. §§ 4(a), 6(a) (granting various 
authorities to inspectors general) with 28 U.S.C. § 509 (vesting in the Attorney General, with 
certain minor exceptions, "[a]ll functions of other officers of the [Department] and all functions 
of agencies and employees of the [Department]") and id. § 510 (authorizing the Attorney 
General to "authoriz[ e] the performance by any other officer, employee, or agency of the 
[Department] of any function of the Attorney General"). OIG thus falls in important respects 
outside the Department' s chain of command when it conducts investigations and develops 
recommendations. 



But OIG' s relative independence from the Department's leadership does not in our view 
undermine the value of its reviews or advice, or mean that its "official dut[y ]" to undertake such 
reviews and provide such advice is unrelated to the ultimate supervisory law enforcement 
decisions made by Department leadership. To the contrary, Congress created OIG precisely 
because it believed that establishing an independent and objective entity to evaluate the 
Department's programs and operations would enhance the quality of such evaluations. See H.R. 
Rep. No. 100-771 , at 8-9 (1988) (explaining that a lack of independence impaired the 
effectiveness of the Department' s internal audit and investigation components). We are reluctant 
to conclude that the relative independence that Congress determined would improve the value of 
OIG's reviews at the same time renders them insufficiently "related to law enforcement" to 
support disclosure of the Title III information OIG needs to perform such reviews effectively. 



Consequently, we believe that OIG investigations and reviews that concern, or are 
designed to develop recommendations about, the manner in which the Department prevents, 
investigates, or prosecutes crimes "serve criminal law investigation and enforcement objectives" 
and "relate to law enforcement," as our Title Ill Intelligence Community opinion requires. 
24 Op. O.L.C. at 265 , 271 (internal quotation marks omitted). As a result, we think that OIG 
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agents can obtain Title III information directly from Department investigative and law 
enforcement officers, for use in such investigations and reviews, based on the OIG agents ' own 
"official duties" to conduct such reviews for the benefit of Department leadership--and not 
simply from Department leadership based on the leadership officials' duty to supervise 
Department operations. 



Finally, although we have concluded that the "official duties" of Department leadership 
officials and OIG agents for Title III purposes encompass many of their responsibilities, it does 
not follow that disclosing Title III materials in connection with an OIG audit, investigation, or 
review is "appropriate to the proper performance of the official duties" of Department leadership 
or OIG agents in every instance. Cf OIG 2014 Memorandum at 11. In particular, reviews that 
are either unrelated to, or have only an attenuated connection with, the conduct of the 
Department' s law enforcement programs and operations do not, in our view, constitute (or 
promise to assist with) "official duties" related to law enforcement. For example, it is unlikely 
that an OIG review of one of the Department' s non-law enforcement activities, such as civil 
litigation, would be sufficiently related to the Department's law enforcement programs and 
operations to justify disclosure under section 2517(1), unless that review were aimed at 
uncovering criminal misconduct. Similarly, we doubt that a routine financial audit of a 
Department component, or a review of a component's record-keeping practices, would justify 
disclosure of Title III information under section 2517(1) merely because that component engaged 
in law enforcement activities. Although sound finances and good record-keeping may enable a 
law enforcement component to conduct its functions more effectively, such an audit or 
investigation would not be aimed at evaluating the conduct of law enforcement activities 
themselves, or uncovering criminal conduct by Department employees. Construing 
section 25 17(1) to permit disclosure of Title III information in connection with reviews that are 
so tangentially related to law enforcement activities would reduce that provision to the kind of 
"highly elastic limitation on disclosure" among law enforcement and investigative officers that 
Congress did not intend. Title Ill Intelligence Community, 24 Op. O.L.C. at 265 ; cf Rural 
Housing Alliance v. U.S. Dep 't of Agric., 498 F.2d 73 , 81 (D.C. Cir. 1974) (rejecting a 
construction of the exemption for "investigatory files compiled for enforcement purposes" in the 
Freedom of Information Act, under which that exemption would encompass records from a 
compliance audit that might result in administrative or criminal sanctions, because that 
construction would cause the exemption to "swallow[] up the Act"). 



In sum, we conclude that section 2517(1 ) permits Department investigative or law 
enforcement officers to disclose Title III information to OIG agents in connection with many, but 
not all, OIG investigations and reviews. Line-level Department officers may disclose Title III 
information to OIG agents to assist the disclosing officers in preventing, investigating, or 
prosecuting criminal conduct. Any Department officer may disclose Title III information to OIG 
agents to assist OIG in its investigations of criminal misconduct by Department employees, 
contractors, or grantees, including administrative misconduct investigations that have a 
reasonable prospect of uncovering criminal violations. And because Department leadership 
officials have a duty to conduct policy and programmatic supervision of the Department's law 
enforcement activities- and because OIG has a duty to conduct investigations and reviews that 
could assist Department leadership in carrying out that supervision- any Department officer 
may disclose Title III information to assist OIG in performing such investigations and reviews 
where they concern, or are designed to develop recommendations about, the manner in which the 
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Department prevents, investigates, or prosecutes crimes. Section 2517(1) does not, however, 
permit OIG agents to obtain Title III information in connection with reviews that are either 
unrelated to, or have only an attenuated relationship with, the conduct of the Department's law 
enforcement activities. 



B. 



We now turn to OIG' s eligibility to obtain grand jury materials. Federal Rule of Criminal 
Procedure 6(e) "codifies the traditional rule of grand jury secrecy," which is designed to ensure 
"the proper functioning of our grand jury system" by encouraging prospective witnesses to 
"come forward" and "testify fully and frankly," lessening the "risk that those about to be indicted 
w[ill] flee, or w[ill] try to influence individual grand jurors to vote against indictment," and 
protecting the innocent from "be[ing] held up to public ridicule." Sells, 463 U.S. at 424-25 
(quoting Douglas Oil Co. v. Petrol Stops Nw., 441 U.S. 211 , 218-19 (1979)). In order to achieve 
these objectives, Rule 6( e) prohibits several specified classes of individuals, including 
"attorney[s] for the government," from disclosing "a matter occurring before the grand jury." 
Fed. R. Crim. P. 6(e)(2)(B). This rule of secrecy, however, is not absolute: A court may 
authorize the disclosure of grand jury materials in certain circumstances, id. 6(e)(3)(E), and an 
attorney for the government may disclose information without court authorization pursuant to 
several exceptions enumerated in subsection (3) of Rule 6(e). 



OIG contends that these exceptions authorize its attorneys to receive grand jury materials 
that are relevant to OIG investigations. Principally, OIG argues that Department attorneys may 
disclose grand jury information to OIG under the exception set forth in Rule 6( e )(3)(A)(i) 
("exception (A)(i)"), which permits the disclosure of grand jury information to "an attorney for 
the government for use in performing that attorney's duty." See OIG 2015 E-mail; OIG 2014 
Memorandum at 9-10; OIG Supplemental Memorandum at 19-26. In addition, although OIG 
does not rely on the provision, we have considered whether OIG attorneys may obtain grand jury 
information under the exception set forth in Rule 6(e)(3)(A)(ii) ("exception (A)(ii)"), which 
authorizes disclosures to "any government personnel ... that an attorney for the government 
considers necessary to assist in performing that attorney' s duty to enforce federal criminal law." 
For the reasons set forth below, we conclude that exception (A)(i) does not authorize Department 
attorneys to disclose grand jury materials to OIG attorneys, but that exception (A)(ii) authorizes 
disclosures to OIG officials in a wide range of circumstances, including in connection with OIG 
reviews that a member of Department leadership concludes could assist her in supervising the 
Department's criminal law enforcement programs and operations. '0 



'
0 OIG also argues that it is entitled to disclosure of some grand jury materials under subsection 6(e)(3)(D) 



("exception (D)"), which authorizes an attorney for the government to disclose grandjury material " involving 
foreign intelligence, counterintelligence ... , or foreign intelligence information" to a range of officials, including 
"federal law enforcement . . . official[s]," in order to "assist the official receiving the information in the performance 
of that official's duties." See OIG Supplemental Memorandum at 26--45 . We believe the applicability of exception 
(D) to OIG presents a difficult question. In light of our conclusion that exception (A)( ii) permits the Department 
leadership to provide OIG with access to grand jury material in a wide range of circumstances, see infra Part II .B.2, 
we decline to address the scope of exception (D) here. Rule 6(e)(3) also includes exceptions to Rule 6(e) ' s secrecy 
requirements for ( 1) certain disclosures relating to banking matters and civil forfeiture authorized by 18 U.S.C. 
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1. 



We begin with exception (A)(i). It provides: 



Disclosure of a grand-jury matter-other than the grand jury' s deliberations or 
any grand juror' s vote-may be made to . .. an attorney for the government for 
use in performing that attorney's duty. 



Fed. R. Crim. P. 6(e)(3)(A)(i). A person may make a disclosure under this provision without 
obtaining authorization from the court that impaneled the grand jury or notifying the court of the 
disclosure. Cf id. 6(e)(3)(B), (E). 



OIG argues that exception (A)(i) authorizes Department attorneys to disclose grand jury 
information to OIG attorneys for use in conducting any OIG audit, investigation, or review. OIG 
observes that, in a prior memorandum, this Office concluded that attorneys from the 
Department' s Office of Professional Responsibility ("OPR") could obtain grand jury information 
under exception (A)(i) for use in investigating charges of misconduct by prosecutors or other 
Department employees who had assisted in grand jury investigations. See OIG Supplemental 
Memorandum at 20- 22 (citing Memorandum for Michael Shaheen, Jr. , Counsel, OPR, from 
Robert B. Shanks, Deputy Assistant Attorney General, Office of Legal Counsel, Re: Disclosure 
of Grand Jury Material to the Office of Professional Responsibility (Jan. 6, 1984) ("OPR 
Memorandum")). OIG contends that because its attorneys, like OPR attorneys, are authorized to 
assist the Attorney General in supervising the Department, they qualify as "attorney[ s] for the 
government" who may receive disclosures under exception (A)(i). See OIG 2015 E-mail. OIG 
further argues that its attorneys perform a "duty" closely analogous to OPR' s when they 
investigate allegations of misconduct by the Department' s law enforcement officers. OIG claims 
that as a result, exception (A)(i) likewise permits its attorneys to receive grandjury information 
in connection with its investigations. See OIG Supplemental Memorandum at 22- 24. 



The starting point for OIG' s argument is United States v. Sells Engineering. In that case, 
the Supreme Court considered whether exception (A)(i) authorizes the Department' s Civil 
Division to obtain grand jury materials for use in preparing and litigating civil lawsuits. See 463 
U.S. at 420. The Court concluded first that Civil Division attorneys, like "virtually every 
attorney in the Department of Justice," were "within the class of ' attorneys for the government' 
to whom (A)(i) allows disclosure without a court order." Id. at 426, 427-28. The Federal Rules 
of Criminal Procedure, the Court explained, define "attorneys for the government" to include 
"'authorized assistants of the Attorney General '"; and the Attorney General may direct almost 
"any attorney employed by the Department"-including Civil Division attorneys-"to conduct 
' any kind of legal proceeding, civil or criminal, including grand jury proceedings. "' Id. at 428 
(quoting Fed. R. Crim. P. 54(c) (1983); 28 U.S.C. § 515(a)). 11 It was therefore "immaterial," in 



§ 3322, see Fed. R. Crim. P. 6(e)(3)(A)(ii i); (2) disclosures to another federal grand jury, see id. 6(e)(3)(C)); and 
(3) disclosures authorized by a court under certain conditions, see id. 6(e)(3)(E). We likewise do not address the 
application of those exceptions in this opinion. 



11 Rule 54(c) was transferred to Rule l(b)( I) when the Rules were amended in 2002. 
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the Court's view, that "certain attorneys happen[ed] to be assigned to a unit called the Civil 
Division, or that their usual duties involve[d] only civil cases." Id. Because such attorneys, 
notwithstanding such an assignment, could be detailed or assigned to conduct "criminal grand 
jury investigation[ s ]," they counted as "attorneys for the government" under the Rules. Id. 



Nonetheless, the Court held that the use of grand jury information for civil purposes
even by an "attorney for the government" exercising her official duties--did not constitute "use 
in the performance of such attorney' s duty" within the meaning of exception (A)(i). 12 In the 
Court ' s view, Congress did not intend exception (A)(i) to mean "that any Justice Department 
attorney is free to rummage through the records of any grand jury in the country, simply by right 
of office," id., or to authorize access to grand jury material to serve "the general and multifarious 
purposes of the Department of Justice," id. at 429. The Court based its conclusion primarily on 
the purpose behind exception (A)(i). It explained that Rule 6(e) permits government attorneys to 
obtain otherwise secret grand jury materials only "because both the grand jury's functions and 
their own prosecutorial duties require it." Id. (emphasis in original); see id. at 428- 29 (quoting 
Fed. R. Crim. P. 6(e) advisory committee ' s note (1944)). A prosecutor working on a criminal 
matter "needs to know what transpires before the grand jury," in order to "bring[] matters to the 
attention of the grand jury," "advise[] the lay jury on the applicable law," and "determine 
whether it is in the interests of justice to proceed with prosecution." Id. at 430. A civil 
attorney's "need for access," in contrast, "is ordinarily nothing more than a matter of saving [the] 
time and expense" of civil discovery. Id. at 431 . As a result, "disclosure for civil use [is] 
unjustified by the considerations supporting prosecutorial access ." Id. Moreover, the Court 
continued, granting attorneys the right to obtain grand jury materials for use in civil litigation 
would "threaten[] to do affirmative mischief." Id. Such a broad right of access might discourage 
witnesses from testifying before the grand jury "for fear that [they] will get [themselves] into 
trouble in some other forum," "tempt[]" prosecutors to "manipulate the grand jury' s powerful 
investigative tools .. . to elicit evidence for use in a civil case," and "subvert the limitations 
applied outside the grand jury context on the Government's powers of discovery and 
investigation." Id. at 432- 33. 



Significantly, the Court made clear that it did "not mean to suggest that (A)(i) access to 
grand jury materials is limited to those prosecutors who actually did appear before the grand 
jury." Id. at 429 n.11 (emphasis in original). Rather, the Court noted that "anyone working on a 
given prosecution would clearly be eligible under [the Federal Rules] to enter the grand jury 
room," even if such a person did not do so. Id. (emphasis in original). Accordingly, the Court 
found that the intent of the rule was to authorize "every attorney (including a supervisor) who is 
working on a prosecution [to] have access to grand jury materials, at least while he is conducting 
criminal matters," in order "to facilitate effective working of the prosecution team." Id. 
(emphasis omitted). 



12 The language of this provision has been modified slightly since Sells. Compare Fed. R. 
Crim. P. 6(e)(3)(A)(i) (1979) ("an attorney for the government for use in the performance of such attorney 's duty") 
with Fed. R. Crim. P. 6(e)(3)(A)(i) (2015) ("an attorney for the government for use in performing that attorney' s 
duty"). We believe this change is immaterial for purposes of this opinion. 
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In the wake of the Supreme Court's decision in Sells , OPR asked this Office whether its 
attorneys could continue to obtain access to grand jury materials under exception (A)(i) when 
"investigating charges that prosecutors or Department employees assisting grand jury 
investigations ha[d] engaged in misconduct." OPR Memorandum at 1. In an unpublished 
memorandum that forms the basis for OIG's argument here, we advised that OPR attorneys 
could "probably" do so. Id. at 2. We acknowledged that "the broad language in Sells, on its 
face, would appear to prohibit automatic disclosure" to OPR attorneys, because they "would 
usually be using the materials for civil, not criminal, purposes"-i.e., in connection with 
administrative misconduct proceedings-and because "they are not the ' attorneys who conduct 
the criminal matters to which the materials pertain."' Id. at 4 (quoting Sells, 463 U.S. at 427). 
Nonetheless, we observed that two "strong arguments [could] be made" in support of OPR's 
eligibility for disclosure under exception (A)(i). Id. 



First, we noted that permitting the automatic disclosure of grand jury materials to OPR 
attorneys would not "raise[] the same type of policy concerns that were relied upon by the Sells 
Court." Id. at 6. The Civil Division attorneys in Sells, we explained, had sought grand jury 
materials "for possible use in civil actions against the targets of the grand jury inquiry," while 
OPR attorneys sought those materials "to oversee the conduct of the government attorneys and 
investigators assisting the grand jury." Id. at 4-5 . Thus, unlike in Sells, "only the conduct of 
government prosecutors," and not the conduct of the targets of the grand jury inquiry, "would be 
subject to scrutiny." Id. at 5. As a result, disclosing grand jury materials to OPR attorneys 
would neither "hinder[]" the "willingness of witnesses to testify" nor "create an incentive for 
criminal attorneys to abuse the grand jury process in order to pursue civil discovery." Id. 



Second, we believed that disclosures to OPR attorneys would "fall generally within the 
supervisor exception" articulated in Sells. Id. at 7. We noted that the Sells Court had recognized 
that grand jury materials could be "disclosed to some persons who may not technically be 
considered 'prosecutors,' such as Department 'supervisors' and members of the 'prosecution 
team,' but who nevertheless are indispensable to an effective criminal law enforcement effort." 
Id. at 6 (citation omitted) (quoting Sells, 463 U.S. at 429 n.11). We thought this exception 
"would clearly cover certain exchanges [of grand jury information]" that were "analogous" to 
disclosures to OPR. Id. In particular, we thought there was "no question" that prosecutors could 
"ask ethics counselors to accompany them into the grand jury room to give direct counsel when 
problems [arose]," or that prosecutors could "disclose grand jury materials to their superiors," as 
well as to "ethics attorneys" advising those supervisors, in order "to seek their instructions on 
ethical responsibilities." Id. at 7. We therefore thought it probable, although "not free from 
doubt," that, by the same logic, Department attorneys could obtain grand jury materials "to 
evaluate in the course of a separate administrative investigation the propriety of prior conduct." 
Id. We reasoned that, "[t]o perform properly their oversight role, supervisors not only must be 
able to review grand jury materials for purposes of instructing subordinates on future activities, 
but also must be able to evaluate that conduct once a course of action has been set." Id. "A 
supervisor's access to grand jury materials," we explained, "should not be terminated artificially 
once his subordinates have acted, but should properly include post mortem review of his staffs 
activities." Id. at 7-8. We further noted that OPR attorneys are, by regulation, "delegee[s] of the 
Attorney General for purposes of overseeing and advising with respect to the ethical conduct of 
department attorneys." Id. at 8 (citing 28 C.F.R. § 0.39a (1983)). Accordingly, we concluded 
that it was appropriate for OPR attorneys to review grand jury materials in order to "make 
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recommendations to the Attorney General or other supervisors regarding conduct in particular 
cases." Id. 13 



OIG argues that it is eligible to receive grand jury materials under exception (A)(i) for 
much the same reason as OPR attorneys. OIG asserts that its attorneys qualify as "attorney[s] for 
the government" because they are charged with "assisting the [Attorney General] in [her] 
capacity of overseeing the operations of the Department." OIG 2015 E-mail. And OIG argues 
that its investigations and reviews are comparable to the work performed by OPR attorneys, and 
thus qualify as "dut[ies]" for which OIG may receive grand jury information, because OIG, like 
OPR, performs those investigations to "oversee[] and advis[ e] with respect to the ethical 
conduct" of Department personnel, and to assist members of the Department' s leadership in 
"evaluat[ing] . . . the propriety of prior conduct" and improving the Department's law 
enforcement policies and programs. OPR Memorandum at 7- 8; see OIG Supplemental 
Memorandum at 22-24. 



We think that OIG is correct that its duties are similar to OPR' s in important respects; 
indeed, for the reasons described in Part 11.B.2 below, we believe that OIG personnel may obtain 
grand jury information under exception (A)(ii) in part because of their responsibility to assist 
Department leadership in supervising the Department' s law enforcement functions . See infra 
pp. 28- 29. But we disagree that OIG attorneys qualify as "attorney[s] for the government" 
within the meaning of the Federal Rules. As we explain below- and as both Sells and numerous 
courts of appeals have confirmed- an "attorney for the government" under the Rules must not 
merely assist the Attorney General, but must (at a minimum) be capable of conducting criminal 
proceedings on behalf of the government. Because the IG Act prohibits OIG personnel from 
engaging in such activities, OIG attorneys cannot qualify for disclosure under exception (A)(i). 



The Rules define an "attorney for the government" as: 



(A) the Attorney General or an authorized assistant; 



(B) a United States attorney or an authorized assistant; 



(C) when applicable to cases arising under Guam law, the Guam Attorney 
General or other person whom Guam law authorizes to act in the matter; and 



(D) any other attorney authorized by law to conduct proceedings under these rules 
as a prosecutor. 



Fed. R. Crim. P. l(b)(l ). Most of the categories listed in this definition clearly consist of 
attorneys who are authorized to conduct criminal proceedings on behalf of the government. The 



13 Recognizing, however, that the broad language in Sells could be read to prohibit automatic disclosure of 
grand j ury materials to OPR attorneys, we suggested "as a prudential matter" that OPR seek a court order 
sanctioning disclosure under exception (A)(i) in the first few cases in which it reviewed grand jury materials so that 
it might "obtain some clear guidance from the courts on whether the automatic exemption may be employed." OPR 
Memorandum at 9. 
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Attorney General is authorized to "conduct any kind of legal proceeding, civil or criminal, 
including grand jury proceedings," 28 U.S.C. § 515(a); United States Attorneys are charged with 
"prosecut[ing] ... all offenses against the United States," id. § 547(1); attorneys for the 
government acting in Guam criminal cases must be "authorize[d] to act in th[os]e matter[s]" 
under Guam law; and "other attorney[ s ]" must be "authorized by law to conduct proceedings 
under [the Rules] as a prosecutor." Only the "authorized assistant[s]" to the Attorney General 
and United States Attorneys described in subparagraphs (A) and (B) are not in plain terms 
limited to attorneys who are authorized to represent the government in criminal proceedings. In 
isolation, the phrase "authorized assistant" might be read to encompass persons who "assist[]" 
the Attorney General or a United States Attorney in ways other than by conducting prosecutions 
(such as by conducting the kinds of investigations of misconduct or law enforcement programs 
undertaken by OIG). Read in context, however, we think that the term "authorized assistant" in 
subparagraphs (A) and (B) refers, like the other categories in Rule 1 (b )(1 ), to prosecutors or 
other attorneys with authority to conduct criminal proceedings on the government's behalf. This 
is so for at least three reasons. 



First, the text of Rule 1 (b )( 1) supports this reading. The word "authorized" in 
"authorized assistant" must be read in light of the meaning it has in the other parts of the same 
provision. As noted, subsection (C) refers to persons "whom Guam law authorizes to act in [a] 
[criminal] matter," and subsection (D) refers to other attorneys "authorized by law to conduct 
proceedings under these rules as a prosecutor" (emphases added). Because "similar language 
contained within the same section of a statute must be accorded a consistent meaning," Nat'/ 
Credit Union Admin. v. First Nat'/ Bank & Trust Co., 522 U.S. 479, 501 (1998), it is reasonable 
to presume that Congress used the term "authorized" in a similar sense in subsections (A) 
and (B), to refer to official authorization to conduct proceedings under the Rules as a prosecutor, 
or otherwise to "act" in a criminal proceeding in an official capacity. As noted above, moreover, 
the other categories of government attorneys listed in Rule l(b)(l) are clearly authorized to 
conduct criminal proceedings. In that context, the term "authorized assistant" is best read to 
refer as well to attorneys who are authorized to conduct criminal proceedings. See United States 
v. Williams, 553 U.S. 285, 294 (2008) (noting that "a word is given more precise content by the 
neighboring words with which it is associated"). Additionally, the catchall category set forth in 
subsection (D) refers to "any other attorney authorized by law to conduct proceedings under 
these rules as a prosecutor" (emphasis added). That formulation reinforces our conclusion that 
the preceding categories in the Rule consist of attorneys authorized by law to conduct 
proceedings under the rules as a prosecutor. See Paroline v. United States , 134 S. Ct. 1710, 1721 
(2014) ("Here, [18 U.S.C.] § 2259(b)(3)(F) defines a broad, final category of 'other losses 
suffered ... as a proximate result of the offense. ' That category is most naturally understood as 
a summary of the type of losses covered-i. e., losses suffered as a proximate result of the 
offense." (ellipsis in original)). 



Second, consistent with this reading, Sells and many lower court decisions have held or 
assumed that an "authorized assistant" to the Attorney General must be an attorney who is, or at 
least may be, authorized to conduct criminal proceedings on the government's behalf. As noted, 
Sells concluded that Civil Division attorneys qualify as "authorized assistant[s] of the Attorney 
General" because the Attorney General may assign them to "conduct a criminal grand jury 
investigation" or other criminal matters. Sells , 463 U.S. at 428 (citing 28 U.S.C. §§ 515(a), 
518(b)). The Attorney General 's authority to reassign attorneys in this way would be pertinent 
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only if the Court thought that an "authorized assistant" had to be capable of conducting criminal 
matters on the government' s behalf. Courts of appeals have interpreted the phrase even more 
strictly. The Sixth Circuit, for instance, has held that "an ' authorized assistant of the Attorney 
General ' is one whose superiors have assigned him or her to work in some official capacity on 
the criminal proceeding." United States v. Forman, 71 F.3d 1214, 1220 (6th Cir. 1995) 
(emphasis omitted). Other courts of appeals have reached similar conclusions. See Sells , 463 
U.S. at 429 n.12 (citing courts of appeals that had "held or assumed that" even a Criminal 
Division attorney could qualify as an '"authorized assistant of the Attorney General"' only if she 
had actually been "authorized to conduct grand jury proceedings" (emphasis in original)); United 
States v. Fort, 472 F.3d 1106, 1111 (9th Cir. 2007) ("Rule l(b)(l ) defines restrictively the term 
' attorney for the government' to mean (as relevant here) a federal prosecutor."); United States v. 
Balistrieri, 779 F .2d 1191 , 1207 (7th Cir. 1985) (holding that attorneys employed by the 
Department' s Criminal Division were "authorized assistants of the Attorney General" and thus 
"attorneys for the government" because they "were assigned to assist the United States Attorney 
for the Eastern District of Wisconsin in investigating and prosecuting" a criminal case). There is 
some apparent tension between the conclusion in Sells that any attorney who could be authorized 
to conduct criminal proceedings qualifies as an "attorney for the government," see 463 U.S. 
at 428, and the conclusions of other courts that an actual authorization is required, see, e.g. , 
Forman, 71 F.3d at 1220. But we need not attempt to resolve this tension here, because at a 
minimum, all courts agree that an attorney who is incapable of being authorized to conduct 
criminal proceedings on the government's behalf is not an "authorized assistant" for purposes of 
the Federal Rules. 



Third, numerous provisions of the Federal Rules make clear that an "attorney for the 
government," including an authorized assistant to the Attorney General, refers to an attorney 
capable of representing the government in criminal proceedings- a meaning that makes sense 
given the Rules ' purpose of establishing the "procedure" governing "all criminal proceedings in 
the United States [courts]." Fed. R. Crim. P. l(a)(l ); see Robinson v. Shell Oil Co. , 519 
U.S. 337, 345 (1997) (resolving the meaning of a statutory term by considering " (t]he broader 
context provided by other sections of the statute"). More than 50 provisions of the Rules use the 
term "attorney for the government," and all are consistent with this understanding. For example, 
Rule 1 l(c) provides that " (a]n attorney for the government and the defendant's attorney, or the 
defendant when proceeding prose, may discuss and reach a plea agreement." Fed. R. 
Crim. P. 1 l (c)(l ). Rule 12.1 provides that " (a]n attorney for the government may request in 
writing that the defendant notify an attorney for the government of any intended alibi defense," 
id. 12.l(a)(l ), and that, following such a request, "the defendant must serve written notice on an 
attorney for the government of any intended alibi defense," id. 12. l (a)(2). Rule 14 provides that 
" [b]efore ruling on a defendant' s motion to sever [his trial from a codefendant's] , the court may 
order an attorney for the government to deliver to the court for in camera inspection any 
defendant's statement that the government intends to use as evidence." Id. 14(b). And Rule 26.2 
provides that " [a]fter a witness other than the defendant has testified on direct examination, the 
court, on motion of a party who did not call the witness, must order an attorney for the 
government or the defendant and the defendant' s attorney to produce . . . any statement of the 
witness that is in their possession and that relates to the subject matter of the witness ' s 
testimony." Id. 26.2(a). A person who lacks authority to appear in a criminal matter on behalf of 
the government could not perform these or many other functions assigned to "attorney[ s] for the 
government" by the Federal Rules. 
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OIG attorneys cannot qualify as "authorized assistant[s]," or any other type of "attorney 
for the government," under this standard. As an initial matter, nothing in the IG Act authorizes 
OIG attorneys to conduct criminal proceedings. See 5 U.S.C. app. §§ 4(a), 6(a), 8E(b) (listing 
OIG' s duties and authorities). Ordinarily, 28 U.S.C. § 515 and related statutes permit the 
Attorney General to delegate to any "officer of the Department of Justice," or to any "attorney 
specially appointed by the Attorney General," the authority to conduct criminal proceedings on 
the government' s behalf. 28 U.S.C. § 515(a); see also id. §§ 518(b), 543(a) . But section 9(a) of 
the IG Act provides that the Attorney General may transfer "functions, powers, [and] duties" to 
OIG only if those functions are "properly related to the functions of [OIG]," transferring them 
would "further the purposes of th[ e] Act," and the functions do not constitute "program operating 
responsibilities." 5 U.S.C. app. § 9(a), (a)(2); see also Authority to Conduct Regulatory 
Investigations, 13 Op. O.L.C. at 61 (stating that the IG Act prohibits inspectors general from 
"conduct[ing] investigations constituting an integral part of the programs involved" (internal 
quotation marks omitted)). The duty to conduct grand jury or other criminal proceedings on 
behalf of the United States is unrelated to OIG' s statutory functions of investigation, auditing, 
and oversight. See 5 U.S.C. app. § 4(a). Transferring criminal litigating responsibilities to OIG 
would undermine its independence- preservation of which is one of the principal concerns of 
the Act- by making its attorneys "responsible official[s]" who "set and implement 
[Department] policy" at the same time as they oversee and critique it. Authority to Conduct 
Regulatory Investigations, 13 Op. O.L.C. at 61. And the conduct of criminal litigation is one of 
the Department' s central program operating responsibilities. See 28 U.S.C. §§ 515(a), 516, 519. 
The plain language of section 9(a) therefore bars the Attorney General from assigning this 
responsibility to OIG. 



The IG Act' s legislative history further supports this reading of section 9(a). When 
Congress initially enacted the I G Act in 1978, the House Report explained that "Inspector[ s] 
General would not conduct prosecutions or decide whether prosecutions should or should not be 
conducted." H.R. Rep. No. 95-584, at 13 (1977). And when Congress extended the IG Act to 
the Department in 1988, the House Report responded to concerns that OIG' s creation would 
interfere with the Department' s law enforcement functions: "[P]rosecution of suspected 
violations of Federal law and the conduct of litigation are parts of the basic mission or program 
functions of the Department of Justice," the Report explained, "[and] the [IG] [A]ct does not 
authorize inspectors general to engage in program functions." H.R. Rep. No. 100-771 , at 9. 
"[I]n fact," the Report continued, "[section 9(a)] specifically prohibits the assignment of such 
responsibilities to an inspector general." Id. at 9 & n.48. The Conference Report accompanying 
the 1988 amendments likewise indicated that OIG personnel would not be permitted to engage in 
prosecutorial functions , noting that "[t]he conferees do not intend that the IG should render 
judgments on the exercise of prosecutorial or other litigative discretion in a particular case or 
controversy." H.R. Rep. No. 100-1020, at 25 (Conf. Rep.). 



Because section 9(a) prohibits the Attorney General from transferring to OIG the 
authority to conduct criminal proceedings, the Attorney General may not assign OIG that 
authority pursuant to 28 U.S.C. § 515 or similar general delegation statutes. As we have noted, 
different statutes that regulate the same subject matter must be read in pari materia and given 
full effect to the extent possible. See Morton, 417 U.S. at 551 . If a general delegation statute 
such as 28 U.S.C. § 515 were construed to permit assignments to OIG that section 9(a) prohibits, 
then section 9(a) would be effectively inapplicable to the Department and many agencies subject 
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to the IG Act, because numerous statutes grant the heads of agencies equally broad or broader 
authority to delegate their statutory functions to subordinate officers. See, e.g., 28 U.S .C. § 510 
(providing that the Attorney General may authorize "any other officer" of the Department to 
perform "any function of the Attorney General" (emphases added)); 6 U.S.C. § 112(b)(l) 
(granting similar authority to the Secretary of Homeland Security); 20 U.S.C. § 3472 (Secretary 
of Education); 31 U.S.C. § 321(b)(2) (Secretary of the Treasury). It is in our view implausible 
that Congress intended section 9(a) to have such a limited effect, particularly in light of the 
legislative history expressing Congress ' s belief that this provision would in fact prohibit OIG 
from engaging in prosecution or litigation. See H.R. Rep. No. 100-1020, at 25 (Conf. Rep.); 
H.R. Rep. No. 100-771 , at 9; H.R. Rep. No. 95-584, at 13. We therefore think that, given the 
absence of any indication of congressional intent to the contrary, section 9(a}-a specific 
provision limiting the transfer of functions to inspectors general-is best construed as an 
exception to general delegation provisions, like 28 U.S.C. § 515(a), that broadly authorize the 
assignment of the Department's functions to any subordinate officer or attorney. See infra p. 42 
(explaining that if "a general permission or prohibition is contradicted by a specific prohibition 
or permission," then "the specific provision is construed as an exception to the general one," 
absent strong "textual indications that point in the other direction" (quoting RadLAX Gateway 
Hotel, LLC v. Amalgamated Bank, 132 S. Ct. 2065, 2071-72 (2012))). 



As a result, while the analysis in our OPR memorandum might inform the question 
whether OIG investigations and reviews qualify as "dut[ies]" justifying disclosure of grand jury 
materials under exception (A)(i), OIG attorneys are unlike OPR attorneys in at least one critical 
respect. Like "virtually every attorney in the Department of Justice," OPR attorneys may in 
principle be delegated the Attorney General ' s authority to conduct criminal proceedings for the 
Department. Sells , 463 U.S. at 426; see id. at 428; QPR Memorandum at 8 (noting that OPR 
attorneys are "delegee[s] of the Attorney General"). But OIG attorneys, as we have discussed, 
are barred from being assigned this authority under the IG Act. Consequently, although OIG 
personnel may seek to use grand jury materials in a manner that parallels the use discussed in our 
OPR Memorandum, they do not fall within the category of persons-attorneys for the 
government- who may obtain disclosure under exception (A)(i) .14 



14 OIG contends that multiple district court decisions have determined that OIG attorneys qualify for 
disclosure under exception (A)(i), and questions whether this Office may render a legal opinion disagreeing with 
those decisions. See OIG 2014 Memorandum at 15 & att. The decisions OIG cites are one-page memorandum 
orders, issued by a single district judge, that authorized disclosure to OIG attorneys under exception (A)(i). The 
relevant parts of the orders state, in their entirety, that because a particular OIG investigation of "alleged misconduct 
before the grand jury" was "supervisory in nature with respect to ethical conduct of Department employees," 
"disclosure of grand jury materials to the OIG constitutes disclosure to ' an attorney for the government for use in the 
performance of such attorney ' s duty"' under exception (A)(i) . In re Matters Occurring Before the Grand Jury 
Impaneled July 16, 1996, Misc. No. 39 (W.D. Okla. June 4, 1998) (Russell, C.J.) (order) (quoting Fed. R. 
Crim. P. 6(e)(3)(A)(i)); id. (Dec. 8, 1998) (same); see id. (Nov. 15, 1999) ("Because in taking such actions, these 
Department personnel would be engaged in a supervisory function , disclosure of grand jury materials to them 
constitutes disclosure to ' an attorney for the government for use in the performance of such attorney' s duty."'). 
Neither these orders, nor the underlying Department fi lings that sought disclosure, discussed or analyzed the 
meaning of the terms "attorney for the government" or "authorized assistant." As the Supreme Court has explained, 
a "'decision of a federal district court judge is not binding precedent in either a different judicial district, the same 
judicial district, or even upon the same judge in a different case.'" Camreta v. Greene, 131 S. Ct. 2020, 2033 n.7 
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2. 



Because exception (A)(i) does not authorize the disclosure of grand jury materials to 
OIG, we have also considered whether a separate exception would authorize that disclosure. 
Exception (A)(ii) provides: 



Disclosure of a grand-jury matter--0ther than the grand jury' s deliberations or 
any grand juror' s vote- may be made to ... any government personnel
including those of a state, state subdivision, Indian tribe, or foreign government
that an attorney for the government considers necessary to assist in performing 
that attorney' s duty to enforce federal criminal law. 



Fed. R. Crim. P. 6(e)(3)(A)(ii). Like disclosure under exception (A)(i), disclosure under this 
exception may be made without prior judicial approval. However, unlike in the case of 
disclosures under exception (A)(i), the Rules provide that an attorney for the government must 
"promptly provide the court that impaneled the grand jury with the names of all persons to whom 
a disclosure has been made" under exception (A)(ii), and "certify that the attorney has advised 
those persons of their obligation of secrecy under this rule." Id. 6(e)(3)(B). And a person to 
whom information is disclosed under this exception "may use that information only to assist an 
attorney for the government in performing that attorney' s duty to enforce federal criminal law." 
Id. 



OIG employees clearly qualify as "government personnel" who may receive disclosures 
under this exception. The language of that phrase is broad- particularly when considered in 
light of the Rule ' s explanation that it extends to personnel of a "state, state subdivision, Indian 
tribe, or foreign government"-and comfortably encompasses OIG employees. 
Id. 6(e)(3)(A)(ii). In addition, we have previously observed that the use of the permissive phrase 
"considers necessary" in exception (A)(ii) suggests that "Congress intended federal prosecutors 
to have broad leeway in deciding what government personnel should have access to grand jury 
materials for purposes of facilitating enforcement functions ." Disclosure of Grand Jury Matters 



(2011 ) (quoting 18 J. Moore et al. , Moore 's Federal Practice§ 134.02[1][d] (3d ed. 2011 )). Nor is a district court 
decision binding on the Executive Branch in activities unrelated to the case in which the court' s decision was 
rendered. See In re Exec. Office of the President, 215 F.3d 20, 24-25 (D.C. Cir. 2000) (per curiam). Consistent 
with this rule, the Office has previously disagreed with district court decisions after independently analyzing the 
questions presented and reaching contrary conclusions, including where the court espoused a view previously 
advanced by the Department. See, e.g., Whether Proposals by Illinois and New York to Use the Internet and Out-of
State Transaction Processors to Sell Lottery Tickets to In-State Adults Violate the Wire Act, 35 Op. O.L.C. _, 
at *3--4 (Sept. 20, 2011 ) (available at http://www.justice.gov/olc/opinions.htm) (disagreeing with the decisions of 
courts that had adopted a position previously advanced by the Criminal Division); Applicability of the Antideficiency 
Act to a Violation of a Condition or Internal Cap Within an Appropriation, 25 Op. O.L.C. 33, 52 (2001) 
(disagreeing with the "unexplained decision" of a district court that appeared to interpret the Antideficiency Act in a 
manner " inconsistent with the Antideficiency Act ' s legislative history and evolution and with the rest of the 
(limited) case law"); Authority of the President to Remove the Staff Director of the Civil Rights Commission and 
Appoint an Acting Staff Director, 25 Op. O.L.C. 103, 105 (2001 ) (disagreeing with a district court decision 
subsequently vacated as moot). For the reasons offered above, we respectfully disagree with the district court' s 
conclusion that OIG attorneys may qualify for disclosure under exception (A)(i) solely because they perform 
supervisory functions. 
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to the President and Other Officials, 17 Op. O.L.C. 59, 62 (1993) ("Disclosure to the 
President") .15 Consistent with this broad understanding of the term, we have advised that 
exception (A)(ii) permits disclosures to law enforcement officers, members of the intelligence 
community, and senior Administration officials, among others. See Rule 6(e) Intelligence 
Community, 21 Op. O.L.C. at 161 ; Disclosure to the President, 17 Op. O.L.C. at 61. See 
generally Sells, 463 U.S . at 436 (explaining that exception (A)(ii) was prompted by the need to 
make disclosures to individuals such as "accountants" and "handwriting experts"); Fed R. 
Crim. P. 6 advisory committee' s note (1977 Amendments) ("The phrase ' other government 
personnel ' includes, but is not limited to, employees of administrative agencies and government 
departments."). OIG employees are likewise "government personnel" who may receive 
disclosures under exception (A)(ii). 



In addition, a wide variety of Department attorneys qualify as "attorney[ s] for the 
government" who may authorize disclosures under this exception. As we have discussed, that 
term includes the Attorney General, United States Attorneys, their "authorized assistant[s]," and 
"any other attorney authorized by law to conduct proceedings under these rules as a 
prosecutor"-and thus extends to any Department attorney who is (and perhaps any Department 
attorney who may be) authorized to conduct criminal proceedings on behalf of the federal 
government. Fed. R. Crim. P. l(b)(l); see supra pp. 21-23 . 



The scope of permissible disclosure to OIG officials under exception (A)(ii) thus turns on 
the circumstances in which a Department attorney-including a member of Department 
leadership-may reasonably "consider[]" an OIG official "necessary to assist in performing that 
attorney' s duty to enforce federal criminal law." Fed. R. Crim. P. 6(e)(3)(A)(ii). This Office has 
previously noted several relatively straightforward ways in which this language limits the 
permissible scope of disclosures. To begin with, consistent with the plain language of this 
provision, a Department attorney may make a disclosure only for the purpose of obtaining 
assistance in performing her duty to enforce "federal criminal law." Id. (emphasis added). Thus, 
an attorney may not authorize disclosures under exception (A)(ii) to assist in the performance of 
her civil or administrative duties, or to senior White House policymakers for purposes of 
"general policymaking." Disclosure to the President, 17 Op. O.L.C. at 61 - 62, 64; see Sells, 463 
U.S. at 427. We have also observed that, because disclosures under exception (A)(ii) may be 
made only to a person that a Department attorney "considers necessary to assist in performing 
that attorney' s duty," Fed. R. Crim. P. 6(e)(3)(A)(ii) (emphasis added), an attorney may not 
make disclosures to assist in the performance of duties she herself does not hold. See Rule 6(e) 
Intelligence Community, 21 Op. O.L.C. at 171. In addition, we have advised that the same 
phrase requires that any disclosure be made "in accordance with an actual determination made by 



15 Consistent with our prior opinions, we presume that Congress intended "necessary" in this context to 
mean useful or conducive, rather than strictly required. See Disclosure to the President, 17 Op. O.L.C. at 61 (stating 
that exception (A)(ii) permits disclosure "for purposes of obtaining ... assistance"); Rule 6(e) Intelligence 
Community, 21 Op. O.L.C. at 161 (similar); cf, e.g., McCulloch v. Maryland, 17 U.S. (4 Wheat.) 316, 413, 415 
(1819) (construing the word "necessary" in the Necessary and Proper Clause to mean "convenient," "useful," or 
"conducive"); Cellular Telecomms. & Internet Ass 'n v. FCC, 330 F.3d 502, 504 (D.C. Cir. 2003) (deferring to 
agency's interpretation of "necessary" in telecommunications statute as referring to "a strong connection" between 
means and ends). 
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an attorney." Memorandum for Philip B. Heymann, Assistant Attorney General, Criminal 
Division, and William P. Tyson, Acting Director, Executive Office for United States Attorneys, 
from John M. Harmon, Assistant Attorney General, Office of Legal Counsel, Re: Computerized 
Preservation and Use of Grand Jury Material at 4 (May 2, 1980). Hence, while an attorney has 
"broad leeway" in judging what disclosures are proper, Disclosure to the President, 17 Op. 
O.L.C. at 62 (citing S. Rep. No. 95-354, at 8 (1977)), she must always exercise her independent 
judgment before authorizing the disclosure of grand jury information to a particular recipient. 
Thus, for example, we concluded that an attorney could not place grand jury materials on a 
computerized database that law enforcement officers could use for purposes of which the 
attorney was unaware. See Memorandum for Roger B. Clegg, Acting Assistant Attorney 
General, Office of Legal Policy, and John Mintz, Assistant Director and Legal Counsel, FBI, 
from Robert B. Shanks, Deputy Assistant Attorney General, Office of Legal Counsel, Re: 
Authority of FBI Agents to Exchange Grand Jury Material Pursuant to Rule 6(e)(3)(A)(ii) of the 
Federal Rules of Criminal Procedure (Feb. 14, 1984) ("Shanks Memorandum"). 



Within these limitations, we believe exception (A)(ii) permits Department attorneys to 
authorize the disclosure of grand jury information to OIG both to assist with individual law 
enforcement actions and, where the disclosures are authorized by members of the Department 
leadership, to assist in the direction and supervision of the Department's law enforcement 
programs and operations. First, because an attorney' s "duty to enforce federal criminal law" 
plainly includes his duty to prosecute criminal offenses, exception (A)(ii) permits Department 
attorneys to authorize disclosure of grand jury materials to OIG in connection with OIG 
investigations and reviews those attorneys believe could assist them with ongoing or potential 
prosecutions. Exception (A)(ii) was drafted specifically in order to enable prosecutors to make 
disclosures to investigators who could develop the basis for and aid in prosecutions. See 
Sells , 463 U.S. at 436 (stating that exception (A)(ii) was enacted "because Justice Department 
attorneys found that they often need active assistance from ... investigators from the [FBI], IRS, 
and other law enforcement agencies"); Fed. R. Crim. P. 6 advisory committee' s note (1977 
Enactment) (stating that "[o]ften the prosecutors need the assistance of the agents in evaluating 
evidence" or conducting "further investigation"). As we have discussed, OIG agents have a 
number of investigative duties, and are required to "report expeditiously to the Attorney General 
whenever the Inspector General has reasonable grounds to believe there has been a violation of 
Federal criminal law." 5 U.S.C. app. § 4(d); see Investigative Officers, 14 Op. O.L.C. at 109. 
Hence, a Department attorney may authorize disclosure of information to OIG in connection 
with an OIG investigation that the attorney concludes will be likely to aid in an ongoing or 
potential prosecution in which the attorney is involved. 



Second, we think that exception (A)(ii) permits a Department leadership official to 
authorize disclosure of grand jury information to OIG in connection with OIG investigations or 
reviews that the official believes could assist her in carrying out her duty to conduct 
programmatic or policy supervision of the Department' s criminal law enforcement activities. As 
we discussed in analyzing the scope of permissible disclosure under Title III, programmatic and 
policy supervision can affect the prevention, investigation, or prosecution of criminal conduct as 
directly as individual trial decisions, see Van de Kamp, 555 U.S. at 346, and constitute a central 
means by which the Attorney General and her assistants direct and control the Department' s law 
enforcement and prosecutorial functions. See supra pp. 11-13 . Such activities are thus part of 
Department leadership' s "duty to enforce federal criminal law" under the plain language of that 
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phrase. Further, it would be reasonable for a member of Department leadership to "consider[]" 
many OIG reviews "necessary to assist" her in performing this duty. Fed. R. 
Crim. P. 6(e)(3)(A)(ii) . As we also noted in the Title III context, Congress established OIG to 
"keep[] the head of the [Department] .. . informed about problems" in the Department and to 
recommend "corrective action," 5 U.S.C. app. § 2(3), and OIG' s reviews have historically 
provided the Department's leadership with "critical advice, information, and insights in 
connection with the exercise of their supervisory responsibilities over the Department's criminal 
law enforcement programs, policies, and practices," Yates Letter at 3. It would therefore 
generally be reasonable for a member of Department leadership to conclude that an OIG 
investigation or review that concerns, or is designed to develop recommendations about, the 
manner in which the Department enforces federal criminal law is "necessary to assist" in the 
disclosing official's supervision of that function on a programmatic or policy basis. 



We acknowledge that certain language in Sells might be read to suggest a narrower scope 
of appropriate disclosures. In particular, various statements in the opinion could be read to 
suggest that an attorney' s "duty" under exception (A)(i) includes only her duty to conduct or 
supervise a particular pending prosecution. See, e.g., Sells , 463 U.S. at 427 ("We hold that (A)(i) 
disclosure is limited to use by those attorneys who conduct the criminal matters to which the 
materials pertain." (emphasis added)); id. at 429 n.11 (stating that "every attorney (including a 
supervisor) who is working on a prosecution may have access to grand jury materials, at least 
while he is conducting criminal matters" (emphasis added)); id. at 438 (noting that the "primary 
objection" to a proposal to allow disclosures to other governmental personnel was a concern that 
they would use grand jury information "to pursue civil investigations or unrelated criminal 
matters" (emphasis added)). And although Sells concerned exception (A)(i)-which authorizes 
disclosures for use in performing an attorney's "duty"-rather than exception (A)(ii)-which 
authorizes disclosure in connection with an attorney's "duty to enforce federal criminal law"
the Sells Court explained that the "criminal-use limitation" in exception (A)(ii) "merely ma[ de] 
explicit what [Congress] believed to be already implicit in the existing (A)(i) language." Id. 
at 436. This suggests that the Court would have viewed its analysis of the limitations on 
exception (A)(i) as applicable to exception (A)(ii) as well. Thus, it might be argued that 
programmatic and policy supervision does not fall within an attorney's "duty to enforce federal 
criminal law" because it differs from the duties discussed in Sells in two respects: first, it 
involves supervision of law enforcement agents in addition to prosecutors; and second, it 
concerns criminal matters unrelated to the grand jury investigation in which the information to be 
disclosed was developed. It might also be argued that disclosure to OIG is different from the 
disclosures contemplated in Sells because OIG will frequently use grandjury information to 
investigate past conduct in completed law enforcement operations, rather than to assist in 
ongoing prosecutions. 



In our view, however, notwithstanding these distinctions, Sells and subsequent opinions 
support reading exception (A)(ii) to permit disclosures to OIG in connection with Department 
leadership's duties of programmatic and policy supervision. With respect to the first arguable 
distinction- between supervision of law enforcement officers and supervision of prosecutors
Sells expressly recognized that a prosecutor' s authority to "command[]" law enforcement 
officers is a critical means by which she carries out her prosecutorial duties and renders 
assistance to the grand jury. Sells, 463 U.S. at 430 (stating that "a modem grand jury would be 
much less effective without the assistance of the prosecutor' s office and the investigative 
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resources it commands"); id. at 430 n.13 ("Not only would the prosecutor ordinarily draw up and 
supervise the execution of subpoenas, but also he commands the investigative forces that might 
be needed to find out what the grand jury wants to know."). Moreover, as Sells also recognized 
(and as we noted above), Congress added exception (A)(ii) in part to ensure that prosecutors 
could obtain the assistance of law enforcement officers in developing the basis for and 
conducting prosecutions. See id. at 436. Sells therefore fully supports the proposition that the 
duty to supervise prosecutions includes a duty to supervise law enforcement officers in conduct 
that assists with prosecutions. 



We likewise believe that the second arguably distinctive characteristic of programmatic 
and policy supervision- that it concerns criminal matters unrelated to the grand jury 
investigation in which the materials being sought were originally developed-is consistent with 
Sells. Lower courts, treatises, and this Office have repeatedly interpreted Sells to permit 
disclosure in connection with any "criminal matters to which [grand jury] materials pertain," id. 
at 427, and not merely those matters in which the information was developed. See, e.g. , 
Impounded, 277 F.3d 407, 413 (3d Cir. 2002) (holding that the disclosure of grand jury materials 
to a federal prosecutor in another district was permissible under exception (A)(i)); 1 Sara Sun 
Beale et al. , Grand Jury Law and Practice§ 5:8, at 5-58 (2d ed. 2014) ("Beale") (stating that an 
attorney may make a disclosure under exception (A)(i) "in connection with a separate 
prosecution"); Shanks Memorandum at 2 (concluding that exception (A)(ii) authorizes disclosure 
to FBI agents assisting in "a specific criminal investigation" unrelated to the initial grand jury 
investigation); cf Fed. R. Crim. P. 6( e )(3)(C) (permitting the automatic disclosure of grand jury 
materials to "another federal grand jury"). This Office has also previously concluded that the 
disclosure authorization in exception (A)(ii) extends to general supervision of law enforcement 
activities as well as to specific prosecutions: In our Rule 6(e) Intelligence Community opinion, 
for example, we advised that the Attorney General may make disclosures to assist "a broad 
criminal law enforcement program for which [she] is responsible," 21 Op. O.L.C. at 171; and in 
our Disclosure to the President opinion, we cited legislative history supporting the view that 
"Congress intended federal prosecutors to have broad leeway in deciding what government 
personnel should have access to grand jury materials for purposes of facilitating enforcement 
functions," 17 Op. O.L.C. at 62. See also 1 Beale § 5:8, at 5-58 (stating that attorneys may 
disclose materials "in connection with the evaluation or planning of broad prosecutorial 
policies"). 



Consistent with these authorities, we do not think the language in Sells referring to 
specific "prosecutions," e.g., 463 U.S. at 429 n.11 , should be read to preclude disclosures that an 
attorney believes could aid the general supervision of the Department' s law enforcement 
programs and activities. To begin with, the Court in Sells addressed the permissibility of 
disclosure only in connection with civil litigation, see id. at 420; it did not discuss, and had no 
occasion to address, the permissible scope of disclosure in connection with programmatic 
supervision of criminal law enforcement. Moreover, other language in the opinion is consistent 
with permitting disclosure for broad supervisory purposes. The Court expressly noted that 
exception (A)(ii) gives prosecutors a "free hand concerning use of grand jury materials" in 
connection with criminal matters. Id. at 441--42; see also Disclosure to the President, 17 Op. 
O.L.C. at 62 (noting the "broad leeway" possessed by attorneys under exception (A)(ii)). 
Further, permitting disclosure for broad supervisory purposes would not raise the policy 
concerns that led the Sells Court to deem disclosure for civil purposes unlawful: because such 
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disclosure would not be used in connection with investigating the subjects of or witnesses in the 
underlying grand jury investigations, it would not discourage witnesses from testifying, create 
incentives for prosecutors to misuse the grand jury, or subvert limits on civil discovery. See 
Sells, 463 U.S. at 432- 34; OPR Memorandum at 4-6 (similarly distinguishing Sells on this 
basis). In addition, prohibiting such disclosure would have the same kinds of disruptive effects 
we identified in connection with Title III, by preventing Department leadership from obtaining 
(or disclosing) Rule 6( e) information for the purpose of conducting policy or programmatic 
supervision of grand jury proceedings or other law enforcement programs that used grand jury 
information. For all these reasons, we doubt that if the Supreme Court had squarely addressed 
the question, it would have concluded that exception (A)(ii) does not permit the Attorney 
General and her assistants to obtain or disclose grand jury information in order to set policies and 
develop guidance for law enforcement purposes. 



Finally, while it is true that OIG officials would frequently use grand jury information to 
evaluate completed law enforcement operations rather than to assist in ongoing operations or 
prosecutions, "supervisors . .. must be able to evaluate [past] conduct once a course of action has 
been set" to "perform properly their oversight role." OPR Memorandum at 7. As we explained 
in our OPR Memorandum, "post mortem review" of the conduct of a prosecution is necessary to 
evaluate and, if appropriate, take administrative action with respect to that conduct. Id. at 8. 
OIG investigations and reviews of the past conduct of Department criminal law enforcement 
programs likewise help Department leadership evaluate that conduct and take appropriate 
corrective action if necessary. We therefore believe that, notwithstanding the apparently narrow 
language in Sells , Department leadership' s "duty to enforce federal criminal law" includes its 
duties to supervise Department law enforcement efforts on a programmatic and policy basis, and 
that it would generally be reasonable for Department leadership to "consider[]" it "necessary to 
assist" it in performing these duties to authorize the disclosure of grand jury information to OIG 
in connection with investigations or reviews that concern, or are designed to develop 
recommendations about, the manner in which the Department carries out its criminal law 
enforcement functions. Fed. R. Crim. P. 6(e)(3)(A)(ii). 



As in the Title III context, however, we do not think that exception (A)(ii) would permit 
Department attorneys to disclose grand jury material to OIG in relation to all OIG audits, 
investigations, and reviews. In particular, we doubt that a Department leadership official may 
authorize disclosures in connection with investigations that are only tangentially related to 
programmatic and policy supervision of law enforcement activities, such as routine financial 
audits of components that happen to engage in law enforcement functions. Similarly, especially 
in light of Sells, we do not believe a Department attorney may authorize disclosure of grand jury 
information to OIG in connection with OIG investigations or reviews that primarily relate to civil 
enforcement or recovery efforts (such as investigations designed to assist the Department in 
recovering funds through a False Claims Act suit), rather than criminal prosecutions. 



c. 



The third and final statutory prohibition on disclosure we consider is section 626 of 
FCRA. Congress enacted FCRA to ensure "fair and accurate credit reporting," which it deemed 
"essential to the continued functioning of the banking system." 15 U.S.C. § 1681(a)(l). FCRA 
comprehensively regulates the "confidentiality, accuracy, relevancy, and proper utilization" of 
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information held by consumer credit reporting agencies. Id. § 1681 (b ). Among other things, it 
restricts the circumstances in which consumer reporting agencies may disclose consumer credit 
reports, id. § 1681 b; specifies what information may be contained in those reports, id. § 1681 c; 
and imposes civil, administrative, and sometimes criminal liability for failure to comply with its 
requirements, id. §§ 1681n-1681s. 



In 1996, Congress amended FCRA to add a new basis for disclosure of consumer credit 
information. See Intelligence Authorization Act of 1996, Pub. L. No. 104-93, sec. 601(a), 
§ 624, 109 Stat. 961 , 974 (codified at 15 U.S.C. § 1681u). The new provision, now FCRA 
section 626, authorizes the FBI to present a consumer credit reporting agency with a written 
request, signed by the Director of the FBI or his designee, certifying that the FBI seeks certain 
information "for the conduct of an authorized investigation to protect against international 
terrorism or clandestine intelligence activities." 15 U.S.C. § 1681u(a). Upon receipt of such a 
National Security Letter ("NSL"), a credit agency must disclose to the FBI the "names and 
addresses of all financial institutions . .. at which a consumer maintains or has maintained an 
account," id. , and "identifying information respecting a consumer, limited to name, address, 
former addresses, places of employment, or former places of employment," id. § 1681 u(b ). 
Section 626(f) bars further dissemination of this information except in limited circumstances. It 
provides: 



The Federal Bureau of Investigation may not disseminate information obtained 
pursuant to this section outside of the Federal Bureau oflnvestigation, except to 
other Federal agencies as may be necessary for the approval or conduct of a 
foreign counterintelligence investigation, or, where the information concerns a 
person subject to the Uniform Code of Military Justice, to appropriate 
investigative authorities within the military department concerned as may be 
necessary for the conduct of a joint foreign counterintelligence investigation. 



Id. § 1681u(f). FCRA makes any violation of this section by a federal agency or officer grounds 
for civil damages or disciplinary action. Id. § 1681 u(i}-(j). 



OIG argues that under the terms of section 626(f), it may obtain unrestricted access to 
consumer information that the FBI has obtained under section 626. In OIG' s view, it is exempt 
from the limitations on disclosure contained in section 626(f) because it is part of the same 
agency as the FBI. See OIG 2014 Memorandum at 12- 13 ; OIG FCRA Memorandum at 3. We 
consider this argument below. In addition, although OIG does not make the argument, we 
consider whether OIG may obtain section 626 information under the first exception set forth in 
section 626(f), which permits the FBI to make disclosures "to other Federal agencies as may be 
necessary for the approval or conduct of a foreign counterintelligence investigation." 15 U.S.C. 
§ 1681u(f). As we will explain, we conclude that although OIG is subject to section 626(f)'s 
prohibition on disclosure, it may nonetheless obtain covered information under that provision' s 
first exception in certain circumstances. 



1. 



OIG argues that it is permitted to obtain section 626 information from the FBI in 
connection with any of its audits, investigations, or reviews. It contends that, while 



32 











section 626(f) bars the FBI from disclosing information obtained pursuant to an NSL to "other 
Federal agencies," except "as may be necessary for the approval or conduct of a foreign 
counterintelligence investigation," this bar does not apply to OIG because both OIG and the FBI 
are components of the Department. See OIG FCRA Memorandum at 3. OIG argues that this 
reading of section 626(f) is supported by the text of that provision's first exception, by 
implication from a statute enacted subsequent to section 626, and by the general purposes of OIG 
reviews. See OIG 2014 Memorandum at 12- 14; OIG FCRA Memorandum at 2-4. 



OIG' s interpretation is difficult to square with the plain language of the statute. 
Section 626(f) states that the FBI "may not disseminate information obtained pursuant to this 
section outside of the Federal Bureau oflnvestigation" except in two specific circumstances. On 
its face, this provision unambiguously bars the FBI from disclosing information outside of the 
FBI, unless an exception applies. OIG is outside of the FBI, and so falls within this prohibition 
on disclosure. OIG' s argument-that it is exempt from the prohibition because it is a 
Department component- would require reading "Federal Bureau of Investigation" to mean 
"Department of Justice." But these two entities are not equivalent, and Congress chose to refer 
to the former rather than the latter in section 626(f). 



OIG disputes this straightforward reading of section 626(f) by pointing to the provision's 
first exception, which permits the FBI to disclose section 626 information to "other Federal 
agencies." OIG reasons that because other components of the Department are part of the same 
agency as the FBI, and "not an ' other Federal agency"' relative to the FBI, they cannot qualify 
for disclosure under this exception. OIG FCRA Memorandum at 2. As a consequence, this 
argument continues, reading section 626(f) as its plain text indicates would lead to the unlikely 
result that the FBI could never disclose section 626 information to Department officials outside 
the FBI-a result that, as OIG explains, would be inconsistent with the Department's 
longstanding practice of making section 626 information available to the National Security 
Division ("NSD") for purposes of overseeing the FBI's operations. See id. 



We agree that it is highly unlikely that Congress would have barred the FBI from 
disclosing section 626 information within the Department, particularly while permitting such 
disclosure to agencies outside the Department. However, we disagree that the statute's reference 
to "other Federal agencies" compels such a result. Although the term "agency" is sometimes 
used to refer to the Department of Justice as a whole, it is also used to refer to components within 
the Department. Compare 28 U.S.C. § 527 (distinguishing between "the Department of Justice" 
and "other Federal agencies") and 5 U.S.C. § 572l(l)(A) ("[f]or the purpose of this 
subchapter ... ' agency' means . .. an Executive agency") with 28 U.S.C. § 509 (vesting "all 
functions of agencies and employees of the Department of Justice" in the Attorney General) and 
5 U.S.C. § 551 ("For the purpose of this subchapter ... ' agency' means each authority of the 
Government of the United States, whether or not it is within or subject to review by another 
agency.") . In our view, the term "agency" is best read in the latter sense in section 626(f). 
Notably, the statute does not simply state that the FBI "may not disseminate [section 626 
information], except to other Federal agencies" for certain purposes; it says the FBI "may not 
disseminate [section 626 information] outside the FBI, except to other Federal agencies" for 
those purposes. 15 U.S.C. § 1681u(f) (emphasis added). The express reference to "outside the 
FBI" strongly suggests that "other Federal agencies" refers to any federal entity other than the 
Federal Bureau oflnvestigation, including other components of the Department. 
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This conclusion is reinforced by the significant role that other Department components 
play in "the approval or conduct of [the FBI' s] foreign counterintelligence investigation[ s]." Id. 
For decades, the Attorney General has been authorized to "supervis[e]" and "establish" 
"regulations" concerning the FBI's counterintelligence activities. Exec. Order No. 12333, 
§ 1.14, 46 Fed. Reg. 59941 , 59949 (Dec. 4, 1981); see The Attorney General 's Guidelines for 
Domestic FBI Operations at 5 (Sept. 2008) ("AG Guidelines") (available at http://www.justice. 
gov/sites/default/files/ag/legacy/2008/10/03/guidelines.pdf, last visited July 20, 2015) (setting 
guidelines for the conduct of domestic FBI operations, including "counterintelligence 
activities"); Memorandum for the Director, FBI, et al. , from the Attorney General, Re: 
Intelligence Sharing Procedures for Foreign Intelligence and Foreign Counterintelligence 
Investigations Conducted by the FBI (Mar. 6, 2002); 28 C.F.R. § 0.72 (assigning 
counterintelligence oversight functions to NSD). By permitting disclosure for the "approval" of 
counterintelligence investigations, Congress presumably intended to permit the FBI to make 
disclosures consistent with this longstanding grant of supervisory authority. Indeed, a prior 
version of the bill would have made the first exception applicable exclusively to disclosures 
within the Department of Justice. See Comprehensive Terrorism Prevention Act of 1995, S. 735, 
104th Cong. § 502(a) (1995) ("The [FBI] may not disseminate information obtained pursuant to 
this section outside of the [FBI] , except ... to the Department of Justice, as may be necessary for 
the approval or conduct of a foreign counterintelligence operation."). It is unlikely that, in later 
broadening the scope of the exception to allow disclosures to "other Federal agencies," Congress 
intended to exclude disclosures to the agency that was previously the exception's sole 
beneficiary. 



OIG also argues that its view that section 626(f) permits disclosure to OIG finds support 
in a statutory provision Congress enacted after section 626: section 119 of the USA PATRIOT 
Improvement and Reauthorization Act of2005 , Pub. L. No. 109-177, 120 Stat. 192, 219 ("Patriot 
Reauthorization Act"). As OIG points out, section 119 of the Patriot Reauthorization Act 
directed OIG to "perform an audit of the effectiveness and use, including any improper or illegal 
use, of national security letters issued by the Department of Justice," including NSLs issued 
pursuant to section 626. Id. § 119(a), (g)(4). OIG argues that " [f]ulfilling the mandates of the 
Patriot Reauthorization Act .. . clearly required [it] to have access to the ' raw data' the 
Department obtained through [NSLs] , including Section [626] credit report information." 
OIG 2014 Memorandum at 13. And because that Act "contained no provision granting the OIG 
access to Section [626] information," OIG reasons that "in 2005 Congress believed the OIG 
already had access to FCRA information in order to audit such dissemination." Id. (emphasis 
added). But this provision suggests at most that the Congress that enacted the Patriot 
Reauthorization Act believed OIG would have access to section 626 information as necessary for 
OIG to evaluate the legality and effectiveness of the Department' s use ofNSLs. And for reasons 
we explain below, we believe OIG is eligible to receive section 626 information for that purpose 
under section 626(f) ' s first exception. See infra Part Il.C.2. The Patriot Reauthorization Act 
thus does not provide a basis for reading section 626(f), contrary to its plain text, to grant OIG 
unfettered access to such information. 



Finally, OIG contends that the limits on dissemination contained in section 626 were 
intended to protect consumer privacy, and that it would undermine rather than further that 
purpose to prohibit OIG from obtaining the information necessary to determine whether the FBI 
is abiding by section 626 ' s requirements. See OIG 2014 Memorandum at 12- 13; OIG FCRA 
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Memorandum at 3. We agree that, in enacting section 626, Congress sought to build 
"safeguards . .. into the legislation" that would "minimiz[ e ]" the "threat to privacy" posed by the 
FBI's ability to use NSLs. H.R. Rep. No. 104-427, at 36 (1995); see also 15 U.S.C. § 1681(a)(4) 
(finding "a need to insure that consumer reporting agencies exercise their grave responsibilities 
with . .. a respect for the consumer' s right to privacy"). But it is entirely consistent with 
Congress ' s purpose of protecting consumer privacy to prevent broad disclosure of consumer 
information even within the Department of Justice. Nor would a restriction on disclosure outside 
the FBI necessarily preclude all oversight of the use of section 626 authority, insofar as the FBI's 
internal audit department or Office of Professional Responsibility could conduct reviews of the 
use of that authority. Further, as we explain below, we believe OIG may obtain section 626 
information in order to monitor the FBI's compliance with FCRA' s disclosure restrictions 
pursuant to section 626(f) ' s first exception. The statute ' s purpose thus does require OIG to have 
blanket access to section 626 information. 



2. 



We now consider whether OIG is eligible to receive disclosures under section 626(f) ' s 
first exception, which authorizes the FBI to disclose information obtained pursuant to an NSL 
"to other Federal agencies as may be necessary for the approval or conduct of a foreign 
counterintelligence investigation." 15 U.S.C. § 1681u(f). As we have discussed, components of 
the Department outside the FBI, including OIG, are "other Federal agencies" within the meaning 
of this provision. See supra pp. 33-34. Consequently, this exception permits OIG to obtain 
access to section 626 information "as may be necessary for the approval or conduct of a foreign 
counterintelligence investigation." 15 U.S.C. § 1681u(f). 



In our view, this language authorizes disclosure in two broad circumstances. First, and 
most straightforwardly, it authorizes disclosures as necessary to facilitate approval of a particular 
foreign counterintelligence investigation, or to obtain assistance in conducting such an 
investigation.16 For example, the first exception would allow the FBI to disclose information to 
Department attorneys in order to enable those attorneys to file an application for electronic 
surveillance pursuant to Title III or the Foreign Intelligence Surveillance Act of 1978, 50 U.S.C. 
§ § 1801 et seq., or to advise the FBI on the legality of a method the FBI proposes to use in an 
investigation. In addition, the first exception would allow the FBI to disclose information to 
Department supervisors to enable them to monitor a particular foreign counterintelligence 
operation, to ensure that it was being conducted lawfully and in conformance with Department 
guidelines. 



Second, we believe that section 626( f) ' s first exception permits disclosure of information 
as necessary for the programmatic and policy supervision of foreign counterintelligence 
investigations generally- that is, to ensure that investigations are (or were) approved or 
conducted in accordance with applicable statutes, regulations, and guidelines; to identify 
systemic problems in the approval or conduct of investigations; and to update guidelines and 



16 As in the case of Rule 6(e)(3)(A)(ii), we presume that Congress used the word "necessary" to mean 
useful or conducive rather than required. See supra note 15. 
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procedures in response to identified deficiencies. It is true that section 626(±) authorizes 
disclosures only as necessary for the approval or conduct of "a foreign counterintelligence 
investigation." But Congress has instructed that "unless the context indicates otherwise ... 
words importing the singular include and apply to several persons, parties, or things." 1 U.S.C. 
§ 1; see also Caraco Pharm. Labs. , Ltd. v. Novo NordiskAIS, 132 S. Ct. 1670, 1681 (2012) 
(explaining that the meaning of the word "a" and its variants "turns on its context"). In this case, 
we have not found any indication in the statute or its legislative history- apart from the use of 
the phrase "a[n] . .. investigation" itself-that Congress intended to permit disclosures in 
connection with only one investigation at a time. Nor, of particular relevance here, can we find 
any indication that Congress intended to prevent Department leadership officials from obtaining 
information protected by section 626( f) for use in supervising the FBI' s conduct of foreign 
counterintelligence investigations. In a manner similar to that discussed in the Title III and 
Rule 6(e) contexts, Department leadership would be severely constrained in its ability to 
supervise the FBI's conduct of such investigations on a programmatic or policy basis, and to 
supervise the FBI's use ofNSLs issued pursuant to section 626 on a similar basis, if it could not 
obtain section 626 information for that purpose. Indeed, under guidance issued by Department 
leadership, the FBI routinely provides section 626 information to other Department components 
to assist in such supervision. See, e.g. , AG Guidelines at 10-11 (authorizing disclosure of 
section 626 information to NSD for supervisory purposes). And, as noted above, Congress 
likewise assumed in the Patriot Reauthorization Act that OIG would be able to obtain the "raw 
data" needed to conduct a review of the FBI's use ofNSLs. See supra p. 34. In light of these 
considerations, we believe that section 626(f)'s first exception permits the FBI to disclose 
section 626 information not only to obtain assistance in "the approval or conduct" of a particular 
foreign counterintelligence investigation, but also to aid in supervision of "the approval or 
conduct" of foreign counterintelligence investigations generally. 



OIG may in principle obtain section 626 information under either of these rationales. It 
appears unlikely that the FBI would need to disclose section 626 information to OIG to obtain 
assistance in the approval or conduct of a particular foreign counterintelligence investigation, 
since OIG involvement in such investigations would generally entail exercising "program 
operating responsibilities" that the Attorney General may not assign to OIG. 5 U.S.C. app. 
§ 9(a); see also Authority to Conduct Regulatory Investigations , 13 Op. O.L.C. at 61-62. 
However, there might be rare circumstances in which a foreign counterintelligence investigation 
was intertwined with an investigation of internal misconduct. In such circumstances, it is 
conceivable that OIG could obtain section 626 information to facilitate the conduct of that 
investigation. 



In other circumstances, OIG could obtain information under the broader supervisory 
rationale. As we have noted elsewhere, OIG plays a central role in helping Department 
leadership supervise the Department' s law enforcement activities through both reviews of 
misconduct and programmatic reviews intended to help improve law enforcement operations in 
the future . See supra pp. 14- 16, 28- 29. In the context of section 626, it is reasonable to 
conclude that OIG investigations and reviews that could inform decisions by Department 
leadership concerning supervision of foreign counterintelligence investigations-such as OIG' s 
congressionally-mandated review of the FBI's use ofNSLs-are "necessary for the approval or 
conduct of' those investigations within the meaning of section 626(±). An OIG review of foreign 
counterintelligence investigations could, for example, lead to changes in the process for 



36 











authorizing such investigations, or help leadership officials ensure that investigations are carried 
out lawfully. Indeed, OIG's review of the FBI's use ofNSLs illustrates how such a process 
might work. After that review uncovered serious problems with the FBI's use ofNSLs, the 
Department implemented a number of measures aimed at ensuring greater supervision and 
control of the FBI's activities. See Fact Sheet: Department of Justice Corrective Actions on the 
FBJ's Use of National Security Letters (Mar. 20, 2007) (available at http://www.justice.gov/ 
archive/opa/pr/2007/March/07 _nsd_168.html, last visited July 20, 2015) ("Corrective Actions on 
the FBI's Use of NSLs"). These measures included retrospective and continuing audits of the 
FBI' s NSL usage designed to identify potential legal violations, as well as measures intended to 
allow the Attorney General to promptly address needed changes in policy, training, and 
oversight. Id. Because investigations and reviews of this kind concern, or are designed to 
develop recommendations about, leadership decisions regarding the approval or conduct of 
foreign counterintelligence investigations, they are in our view "necessary to the approval or 
conduct" of such investigations as that phrase is used in section 626(±). 



This reading of section 626(±) is further supported by the FBI' s practice of providing 
information obtained through NSLs to NSD to facilitate NSD' s supervision of the FBI's 
compliance with applicable laws and guidelines in matters relating to national security and 
foreign intelligence. See AG Guidelines at 10-11. OIG correctly notes that NSD was given 
responsibility to oversee the FBI's activities following OIG's critical review of the FBI's use of 
NSLs, and that NSD' s reviews are patterned after OIG reviews. See NSD E-mail; see also OIG 
FCRA Memorandum; Corrective Actions on the FBI's Use ofNSLs. It would be incongruous to 
conclude that the FBI may disseminate section 626 information to NSD because its reviews are 
"necessary for the approval or conduct of a foreign counterintelligence investigation," but that 
the FBI is barred from providing the same information to OIG in connection with reviews that 
share a similar purpose and methodology, and likewise assist the Department's leadership in its 
supervisory functions. For reasons similar to those set forth in our discussion of Title III, see 
supra p. 15, we do not believe that OIG' s relative independence from the Department's 
leadership makes its reviews less valuable to leadership, or less "necessary for the approval or 
conduct" of foreign counterintelligence investigations, than the comparable reviews performed 
byNSD. 



Accordingly, we conclude that the FBI may disseminate section 626 information to OIG 
in connection with investigations and reviews that concern, or are designed to develop 
recommendations about, leadership decisions regarding the approval or conduct of foreign 
counterintelligence investigations. This conclusion, however, is subject to the same limitation 
we have explained in other contexts: OIG audits, investigations, and reviews that have only an 
attenuated connection to Department leadership' s supervisory responsibilities relating to foreign 
counterintelligence investigations, such as routine financial audits of the FBI entities that carry 
out such investigations, would likely not qualify for disclosure under section 626. See supra 
pp. 16, 31 (discussing similar limit in the context of Title III and Rule 6( e) disclosures). 



* * * * * 



In sum, Title III, Rule 6( e ), and FCRA permit the disclosure of covered information in 
connection with many of OIG' s investigations and reviews. Title III permits a Department 
investigative or law enforcement officer to disclose to OIG the contents of intercepted 
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communications to the extent that disclosure could aid either the disclosing official or OIG in the 
performance of their respective duties related to law enforcement-including duties related to 
Department leadership ' s programmatic or policy supervision of the Department's law 
enforcement activities. Rule 6( e ), similarly, permits the disclosure of grand jury materials to 
OIG if an attorney for the government determines that such disclosure could assist her in the 
performance of her criminal law enforcement duties, including any supervisory law enforcement 
duties that attorney may have. And FCRA permits the FBI to disclose to OIG consumer 
information it obtained pursuant to section 626, if such a disclosure could assist in the approval 
or conduct of foreign counterintelligence investigations, including in the supervision of such 
investigations on a programmatic or policy basis. 17 



These statutes do not, however, authorize Department officials to disclose protected 
information to OIG in connection with all of OIG' s activities. As we have noted, Title III and 
Rule 6(e) do not permit disclosures that have either an attenuated or no connection with the 
conduct of the Department' s criminal law enforcement programs and operations, and section 626 
of FCRA does not permit disclosures that have either an attenuated or no connection with the 
approval or conduct of foreign counterintelligence investigations. Thus, for example, Title III, 
Rule 6(e), and section 626 do not permit OIG to obtain covered information to assist in 
investigations of the Department's civil activities that are only tangentially related to criminal 
law enforcement or foreign counterintelligence efforts, or to conduct routine financial audits of 
Department components. Even when these statutes permit disclosures to OIG, moreover, they 
impose certain procedural preconditions on those disclosures. Disclosures under Title III require 
an assessment of whether a particular OIG investigation is appropriate to the proper performance 
of an official duty related to law enforcement. Disclosures under Rule 6( e) require an 
independent judgment, made by an attorney for the government, that OIG assistance is necessary 
to perform that attorney' s duty to enforce criminal law, and further require compliance with 
certain additional procedural obligations. And disclosures under section 626 of FCRA require an 
assessment of whether an OIG investigation is "necessary for the approval or conduct" of foreign 
counterintelligence investigations. 



If section 6(a)(l) of the IG Act displaced the limitations on disclosure in these statutes, it 
would-unlike these statutory exceptions-permit unconstrained disclosure of all protected 
information to OIG. Thus, OIG could receive information protected by Title III, Rule 6(e), and 
section 626 in connection with its investigations of the Department's civil activities, its routine 
financial or administrative audits, and any other of its authorized activities. Moreover, 
information already available to OIG under the terms of Title III, Rule 6(e), and section 626 
would be available without a prior assessment of whether that information was related to the 
Department's law enforcement functions or the FBI' s conduct of foreign counterintelligence 
investigations, and, in the case of Rule 6( e) information, without a prior determination by an 
attorney for the government that OIG assistance was necessary to assist in performing the 



17 You have not asked, and this opinion does not address, what further disclosures OIG may make of 
sensitive information it receives under Title III , Rule 6(e), or FCRA. We stress, however, that nothing in this 
opinion is intended to suggest that OIG may disclose protected materials in a public report. Information received by 
OIG remains subject to the statutory restrictions on disclosure, and OIG may further disclose that information only 
to the extent permitted by those restrictions and any other applicable laws. 
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attorney's duty to enforce federal criminal law. Because section 6(a)(l) would thus provide OIG 
with access to protected information in more circumstances and on broader terms than are 
provided for in Title III, Rule 6( e ), and section 626 themselves, we must consider whether 
section 6(a)(l) overrides the limits imposed by those statutes. 



III. 



In this Part, we address whether section 6(a)(l) overrides the disclosure limitations in 
Title III, Rule 6(e), and section 626. We first discuss the general interpretive principles that will 
guide our analysis, concluding that only a clear statement of congressional intent to override 
conflicting statutes would be sufficient to abrogate the detailed prohibitions on disclosing 
sensitive information contained in Title III, Rule 6(e), and section 626. We then analyze the text, 
structure, and history of the IG Act to determine whether it contains such a clear statement. 
Finding that it does not, we conclude that the Department remains bound by Title III, Rule 6( e ), 
and section 626 when it responds to OIG requests under section 6(a)(l), and thus that it may not 
disclose information covered by those statutes outside the circumstances permitted by the 
statutes themselves. 



A. 



Both the Supreme Court and this Office have repeatedly confronted apparent conflicts 
between statutes that address the same subject matter. Two lines of authority are particularly 
relevant here. In the first, the Court and this Office have considered whether statutory provisions 
protecting highly sensitive information can be overridden by competing statutory rights of 
access. In the second, which is sometimes intertwined with the first, the Court and this Office 
have considered the circumstances in which a general statute can be construed to override a more 
specific statutory provision. In addressing these subjects, the Court and this Office have 
identified two salient interpretive principles that will guide our analysis. 



First, in a range of contexts- including contexts involving information protected by 
Rule 6( e) and Title III-the Supreme Court and this Office have declined to infer that Congress 
intended to override statutory limits on the disclosure of highly sensitive information about 
which Congress has expressed a special concern for privacy, absent a clear statement of 
congressional intent to that effect. In Illinois v. Abbott & Associates, Inc., 460 U.S. 557 (1983), 
for example, the Court held that an antitrust statute authorizing state attorneys general to obtain, 
"to the extent permitted by law, any investigative files or other materials" relevant to an antitrust 
suit, 15 U.S .C. § 15f(a) (1976), did not supersede the limits of Rule 6(e). 460 U.S. at 565. The 
Court relied primarily on the statute ' s use of the phrase "to the extent permitted by law," which it 
read to exclude from the statute ' s scope any disclosures not authorized by Rule 6(e). Id. at 566-
69. But in response to the argument that such a reading would frustrate the statute' s purpose by 
"severely limit[ing] the amount of additional disclosure to state attorneys general" it made 
possible, id. at 572, the Court further explained that because the rule of grand jury secrecy was 
"so important, and so deeply-rooted in our traditions," it would "not infer that Congress has 
exercised [the] power [to modify it] without affirmatively expressing its intent to do so," id. 
at 572- 73. 
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The Court and this Office have since applied this clear statement rule to Rule 6( e) 
information on multiple occasions. In Sells, discussed above, the Court concluded that 
Department attorneys could not disclose grand jury information for use in civil cases in part 
because "the long-established policy" and "importan[ ce ]" of grand jury secrecy meant that, "[i]n 
the absence of a clear indication in a statute or Rule," the Court "must always be reluctant to 
conclude that a breach of [grand jury] secrecy has been authorized." 463 U.S. at 424-25 
(internal quotation marks omitted); see id. at 435 (refusing to adopt a "plausible" but broad 
construction of exception (A)(i) in light of the policy of grand jury secrecy and the Rule's 
legislative history). And in our Rule 6(e) Intelligence Community opinion, this Office concluded 
that section 104(a) of the National Security Act, which granted the Director of Central 
Intelligence access to "all intelligence related to the national security,'' did not "override grand 
jury secrecy restrictions" because it did not "clearly manifest an intent to reach grand jury 
information." 21 Op. O.L.C. at 165 (emphasis added); see also Memorandum for Richard K. 
Willard, Assistant Attorney General, Civil Division, from Samuel A. Alito, Jr. , Deputy Assistant 
Attorney General, Office of Legal Counsel, Re: Authority of the FBI to Transfer Restricted 
Records to the National Archives and Records Administration at 2 (Feb. 27, 1986) ("FBI NARA 
Memorandum"). 



This Office has concluded that "a similar approach is appropriate" to the protection of 
Title III information. Title III Intelligence Community, 24 Op. O.L.C. at 273. In our Title III 
Intelligence Community opinion, we considered whether the same provision of the National 
Security Act addressed in our Rule 6(e) Intelligence Community opinion, section 104(a), 
superseded Title III' s limits on the disclosure of the contents of electronic communications. We 
reasoned that even though "Title III does not have the historical roots of the grand jury secrecy 
rule," we should be similarly reluctant to conclude that Congress had abrogated Title Ill's limits. 
Id. This was so, we explained, because of the strong "privacy interests underlying" and reflected 
in Title III, and the "constitutional concerns" that might be raised by permitting government 
entities to broadly disclose the contents of intercepted communications between private parties. 
Id. at 272-73 (citing In re Application ofNat'l Broad. Co., 735 F.2d 51 (2d Cir. 1984)); see also 
Scott, 436 U.S. at 132 (noting that Berger and Katz "proscribed" the "indiscriminate use of wire 
surveillance" (internal quotation marks omitted)). We also observed that "[n]othing in the 
language of section 104( a) ... refers to Title III information," and that "there is nothing in the 
legislative history of that section that suggests that Congress considered Title III information" in 
enacting that statute. Title III Intelligence Community, 24 Op. O.L.C. at 272. We therefore 
advised that "in the absence of at least some evidence that Congress intended to create a new 
exception to Title Ill 's limits on disclosure," section 104(a) of the National Security Act should 
not be read to "permit otherwise prohibited disclosure of Title III information to members of the 
intelligence community." Id. at 273. Likewise, facing an apparent conflict between Title III and 
a statute authorizing the FBI to transfer records to the National Archives and Records 
Administration, we explained that because Title III, like Rule 6( e ), "enact[ s] [a] strict rule[] of 
secrecy," makes violations of the rule a felony, and "protect[s] highly important privacy rights," 
its provisions had to "take precedence" over the statute governing transfers to the National 
Archives, absent "evidence that Congress contemplated" the transfer of Title III information to 
the Archives. FBI NARA Memorandum at 2. 



We have not previously considered whether a similar clear statement rule should apply to 
information protected by section 626 of FCRA. But we have applied much the same clear 
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statement rule to other highly sensitive information, in addition to Title III and Rule 6(e) 
information, that Congress has protected from disclosure through statutes that suggest a special 
concern for privacy. For instance, we concluded in 1977 that "any doubts" about Congress's 
intent to permit disclosure of tax return information "should be resolved in favor" of 
confidentiality, in light of the "rigid safeguards" Congress set up in the statute and the strict 
penalties that Congress imposed for unauthorized disclosure. Transfer of Watergate Special 
Prosecution Task Force Records to the National Archives, 1 Op. O.L.C. 216, 218- 19 (1977) 
("Watergate NARA Opinion"); see id. at 219 (advising that disclosure of such records would be 
lawful only if there were "explicit legislative authorization"). Reaffirming this conclusion 
in 1986, we explained that the reasons for applying a clear statement rule to tax return 
information were "similar" to those underlying the rule for Title III and Rule 6( e) information: 
the language of all three statutory regimes, together with their legislative history, "express[ ed] a 
strong congressional intent to maintain very strict privacy for such information." FBI NARA 
Memorandum at 1- 2. Similarly, we have long concluded that in light of "the federal 
government's longstanding commitment to confidentiality" of census information, and the 
"broad confidentiality protection[ s ]" that Congress enacted for such information, we must not 
infer that a statute authorizes its disclosure unless "the evidence of congressional intention 
compel[s] such a conclusion." Memorandum for Cameron F. Kerry, General Counsel, Dep' t of 
Commerce, from Jeannie S. Rhee, Deputy Assistant Attorney General, Office of Legal Counsel, 
Re: Census Confidentiality and the Uniting and Strengthening America by Providing 
Appropriate Tools Required to Intercept and Obstruct Terrorism Act of 2001at8 (Jan. 4, 2010) 
("Census Confidentiality"); see also Confidential Treatment of Census Records, 40 Op. Att 'y 
Gen. 326, 328 (1944); United States v. Bethlehem Steel Corp., 21 F.R.D. 568, 572 (S.D.N.Y. 
1958) (stating that "the purpose to protect the privacy of [census] information ... is so clear and 
the public policy underlying the purpose so compelling" that authority to abrogate that privacy 
should not be inferred "absent a clear Congressional grant"). 



In our view, the logic of these opinions, and of the prior opinions concerning Rule 6( e) 
and Title III information, extends to section 626 of FCRA. All of these opinions involved highly 
sensitive information with respect to which Congress has "expressed a strong congressional 
intent to maintain very strict privacy" in various ways, including through "strict" or "rigid" rules 
of secrecy applicable to government officials, FBI NARA Memorandum at 1-2; Watergate 
NARA Opinion, 1 Op. O.L.C. at 219; penalties for unauthorized disclosure, FBI NARA 
Memorandum at 2- 3; Watergate NARA Opinion, 1 Op. O.L.C. at 218; and, in some but not all 
circumstances, a "long-established policy" of confidentiality, Sells, 463 U. S. at 424; Census 
Confidentiality at 8; cf Title III Intelligence Community, 24 Op. O.L.C. at 273 (noting that 
"Title III does not have the historical roots of the grand jury secrecy rule"). Further, "the privacy 
interests at stake" in these opinions were "not primarily those of the government but of third 
parties, such as taxpayers and grand jury witnesses," whose rights the federal government has "a 
duty to protect." FBI NARA Memorandum at 3; accord Title III Intelligence Community, 24 Op. 
O.L.C. at 273. As discussed above, section 626, like Rule 6(e), Title III, and the statutes 
governing protection and disclosure of tax return and census information, imposes a strict duty of 
confidentiality, enforced by penalties for improper disclosure. See supra Part II.C; 15 U.S.C. 
§ 1681 u(f), (i)-(j). Further, section 626 information, like grand jury, Title III, tax return, and 
census information, is highly sensitive information about private individuals rather than the 
government- indeed, it is information that the government may have obtained without the 
subject' s knowledge. See 15 U.S.C. § 1681u(d) (authorizing the FBI to bar the provider of 
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section 626 information, in certain circumstances, from informing others about the disclosure). 
We thus think there is a strong argument that the federal government has a similar "duty to 
protect [the statutory privacy] rights" in section 626 unless "Congress's command is clear." FBI 
NARA Memorandum at 3. See generally Sossamon v. Texas, 131 S. Ct. 1651, 1661 (2011) 
("' [C]lear statement rules ensure Congress does not, by broad or general language, legislate on a 
sensitive topic inadvertently or without due deliberation. '" (alteration in original) (quoting 
Spector v. Norwegian Cruise Line Ltd. , 545 U.S. 119, 139 (2005) (plurality opinion))). 



A second general principle, complementary to and often applied in conjunction with the 
first, also informs our analysis. Where the Court and this Office have faced apparent conflicts 
between two competing statutes, they have frequently resolved the question by applying the "rule 
of relative specificity." This "cardinal axiom of statutory construction," GAO Access to Trade 
Secret Information, 12 Op. O.L.C. 181 , 182 (1988) ("GAO Access"), holds that "[w]here there is 
no clear [congressional] intention otherwise, a specific statute will not be controlled or nullified 
by a general one, regardless of the priority of enactment," Morton , 417 U.S. at 550-51. Under 
this rule, if "a general permission or prohibition is contradicted by a specific prohibition or 
permission," then "the specific provision is construed as an exception to the general one," absent 
strong "textual indications that point in the other direction." RadLAX Gateway Hotel, LLC v. 
Amalgamated Bank, 132 S. Ct. 2065, 2071-72 (2012); see, e.g. , Morton, 417 U.S. at 535 
(construing section 12 of the Indian Reorganization Act of 1934 as an exception to the Equal 
Employment Opportunity Act of 1972). This rule ensures that congressional commands are 
followed to the fullest extent possible, by giving effect to the more focused or particularized 
expression of Congress's will on the particular question at hand. 



Applying the rule ofrelative specificity, we have often concluded that statutes barring the 
disclosure of particular types of information by particular entities, subject to particular 
exceptions, take precedence over statutes broadly entitling an entity to examine federal records. 
In our GAO Access opinion, for instance, we determined that a statute prohibiting the Food and 
Drug Administration from disclosing trade secrets except to certain specified individuals and 
entities took precedence over 31 U.S.C. § 716(a), a statute providing that "[e]ach agency shall 
give the Comptroller General information [he] requires about the duties, powers, activities, 
organization, and financial transactions of the agency." See 12 Op. O.L.C. at 182. "Since [the 
trade secrets statute] is a specific statute directly addressing one executive branch agency's 
handling of trade secret information, while [the Comptroller General statute] is a general statute 
addressed to all kinds of information in possession of the executive branch," we reasoned, "[the 
trade secrets statute] controls in the absence of congressional intent to the contrary." Id. at 182-
83. Applying the same reasoning, we later concluded that section 716(a) also had to give way to 
a "specific provision" that restricted "which recipients" could obtain certain employment 
information from the Department of Health and Human Services "and under what 
circumstances." Memorandum for William B. Schultz, Acting General Counsel, Dep't of Health 
and Human Services, from John E. Bies, Deputy Assistant Attorney General, Office of Legal 
Counsel, Re: Whether the Department of Health and Human Services May Provide the 
Government Accountability Office Access to Information in the National Directory of New Hires 
at 6 (Aug. 23, 2011). In yet another opinion, we concluded that this principle required that a 
statute specifically regulating "the disclosure of information received pursuant to" the National 
Traffic and Motor Vehicle Safety Act "prevails over" the Federal Reports Act, which "deals 
with .. . the general matter of the intragovernmental exchange of information." Disclosure of 
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Confidential Business Records Obtained Under the National Traffic and Motor Vehicle Safety 
Act, 4B Op. O.L.C. 735 , 736 (1980). 



In other instances, we have concluded that the rule of relative specificity operates in 
tandem with the clear statement rule protecting highly sensitive information about which 
Congress has expressed a special concern for privacy. For instance, we have repeatedly stated 
that the rule ofrelative specificity, in conjunction with the other clear statement rule discussed 
above, favors the "subsequently enacted, more specific prohibition" on the disclosure of tax 
returns contained in 26 U.S.C. § 6103 over the "general access provisions" permitting the 
Archivist of the United States to obtain the records, including the confidential records, of any 
federal agency. National Archives Access to Taxpayer Information, 21 Op. O.L.C. 92, 94-95 
( 1997). We reasoned that Congress had provided that "tax returns and tax return information 
would be disclosed only under the carefully prescribed conditions set out in" section 6103 , and 
thus that it would be "unrealistic to assume that Congress intended (but neglected to mention) 
that such materials would also be subject to disclosure under the Archives provisions." FBI 
NARA Memorandum at 2; see also Memorandum for Alice Daniel, Assistant Attorney General, 
Civil Division, from Leon Ulman, Deputy Assistant Attorney General, Office of Legal Counsel, 
Re: Applicability of the Non-Disclosure Provisions of the Tax Reform Act (Nov. 7, 1980); 
Watergate NARA Opinion, 1 Op. O.L.C. at 218- 19. We have similarly relied on the rule of 
relative specificity to bolster our conclusions that Congress would not, absent a clear statement, 
have overridden the "specific" and "carefully delineated" schemes protecting Rule 6( e ), Title III, 
and census information through general statutes providing broad access to large categories of 
information held by multiple government agencies. FBI NARA Memorandum at 2; see Census 
Confidentiality at 11- 12. 



The rule ofrelative specificity, of course, does not always favor a withholding statute 
over an access statute. Sometimes we have deemed the rule inapplicable because two competing 
statutes were comparably specific. In resolving a conflict between Rule 6(e)'s secrecy 
requirement and the right of access under section 104(a) of the National Security Act, for 
example, we found the rule inconclusive because both statutes dealt with "narrow and 
specialized categories of information"-although we nonetheless found that Rule 6( e) prevailed 
over section 104( a) because of the clear statement rule protecting highly sensitive information. 
Rule 6(e) Intelligence Community, 21 Op. O.L.C. at 165 n.9; see also Gulf War Veterans Health 
Statutes, 23 Op. O.L.C. 49, 52 (1999) (deeming the canon inconclusive where "the two 
provisions are at the same order of specificity"). In another circumstance, we concluded that the 
rule of relative specificity was inconclusive in resolving a conflict between two statutes because 
each was "more specific" in one respect but "less specific" in another. Restrictions on Travel by 
Voice of America Correspondents, 23 Op. O.L.C. 192, 195 n.2 (1999). 



Here, we believe the rule of relative specificity applies, and suggests that the 
nondisclosure provisions in Title III, Rule 6( e ), and section 626 should prevail over the general 
right of access contained in section 6(a)(l ) absent a clear indication of congressional intent to the 
contrary. Most obviously, the withholding statutes address with greater specificity the type of 
information they regulate: where section 6(a)(l ) directs agencies to disclose "all records" and 
other materials within an inspector general ' s investigative jurisdiction, Title III, Rule 6(e), and 
section 626 address the treatment of narrow and well-defined classes of information. See 
18 U.S.C. § 2517 ("the contents of any [intercepted] wire, oral, or electronic communication"); 
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Fed. R. Crim. P. 6(e)(2)(B) ("a matter occurring before the grand jury"); 15 U.S.C. § 1681u(a)-
( c) ("the names and addresses of all financial institutions ... at which a consumer maintains or 
has maintained an account," the consumer's "name, address, former addresses, places of 
employment, or former places of employment," and "consumer report[s]") . And, as we have 
explained above, see supra Part II, Congress "carefully prescribed" the precise conditions under 
which disclosure of Title III, Rule 6( e ), and section 626 information would be lawful, FBI 
NARA Memorandum at 2. This precise specification makes it "unrealistic" to think that 
Congress would have intended to permit disclosure outside of the conditions it prescribed, absent 
a clear indication of an intent to do so. Id. ; see Watergate NARA Opinion, 1 Op. O.L.C. at 218 
("The amount of attention that was paid to the formulation of the exceptions would allow for an 
inference that no exception was intended as to the Archives."); see also Hinck v. United States, 
550 U.S. 501, 506 (2007) ("[I]n most contexts, a precisely drawn, detailed statute pre-empts 
more general remedies." (internal quotation marks omitted)). 



Section 6(a)(l) is arguably as specific as the withholding statutes with respect to the 
lawful recipients of information: section 6( a)( 1) grants access only to particular identified 
individuals. However, the careful prescriptions of the conditions for disclosure contained in the 
withholding statutes demonstrates that even in this respect, they are more specific than 
section 6(a)(l). The withholding statutes specify not only the lawful recipients of Title III, 
Rule 6( e ), and section 626 information, but also the circumstances in which those recipients may 
obtain information. Title III, for example, authorizes disclosure to investigative or law 
enforcement officers only "to the extent that such disclosure is appropriate to the proper 
performance of the official duties of the officer making or receiving the disclosure," 18 U.S.C. 
§ 2517(1); Rule 6(e) authorizes disclosure to an attorney for the government only "for use in 
performing that attorney' s duty" to enforce federal criminal law, Fed. R. Crim. P. 6(e)(3)(A)(i); 
and section 626 authorizes the FBI to disclose covered information to other federal agencies only 
"as may be necessary for the approval or conduct of a foreign counterintelligence investigation," 
15 U.S.C. § 168lu(f). By contrast, section 6(a)(l) authorizes disclosure to "the Inspector 
General," but the IG Act is silent as to how an inspector general may use information he has 
obtained pursuant to section 6(a)(l), other than to set forth the general duties and responsibilities 
of the office that implicitly constrain the use of such information. See, e.g., 5 U.S.C. app. § 4; 
Burlington N. R.R. Co. v. Office of Inspector Gen., R.R. Retirement Bd., 983 F.2d 631, 641 (5th 
Cir. 1993) (" [A]n Inspector General ' s investigatory powers generally [do not] extend to matters 
that do not concern fraud, inefficiency, or waste within a federal agency."). 18 



Accordingly, the rule of relative specificity applies here, and reinforces the other clear 
statement principle discussed above. Just as that principle requires a clear statement before we 



18 Even ifthe IG Act addressed the lawful recipients of information with the same degree of specificity as 
Title lll, Rule 6(e), and section 626, that fact alone would not render the rule ofrelative specificity inapplicable. We 
have often applied the rule in comparable circumstances. See, e.g., National Archives Access to Taxpayer 
Information, 21 Op. O.L.C. at 94- 95 (concluding that a specific statute regulating the disclosure of tax returns takes 
precedence over a general statute granting the Archivist of the United States access to the records of any federal 
agency); GAO Access, 12 Op. O.L.C. at 182- 83 (concluding that a "specific statute directly addressing one 
executive branch agency ' s handling of trade secret information" takes precedence over a "general statute addressed 
to [the Comptroller General ' s access to] all kinds of information in possession of the executive branch"). 
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may conclude that Congress abrogated the confidentiality of Rule 6( e ), Title III, or section 626 
information, so the rule of relative specificity requires a clear statement before we may conclude 
that the general right of access granted by section 6(a)(l) takes precedence over the specific, 
carefully delineated limits on disclosure Congress set forth in those statutes. 19 It is not surprising 
that these rules are mutually reinforcing. Ultimately, both stem from the commonsense notion 
that where Congress has legislated with great care on a particular subject-whether by 
establishing strict limits on the disclosure of information it considers highly sensitive, or by 
creating a specific and detailed statutory scheme-it is unlikely to have displaced the limits it 
imposed through unclear or general language. As a result, the dispositive question in resolving 
the conflict between section 6(a)(l ) and these three withholding statutes is whether Congress 
clearly expressed an intention in the IG Act to grant inspectors general access to information 
protected by Rule 6( e ), Title III, or section 626 notwithstanding the limits those statutes place on 
disclosure. 



B. 



With these principles in mind, we now consider whether section 6(a)(l) contains the kind 
of clear statement necessary to override the withholding statutes' limitations on disclosure. OIG 
contends that Congress intended the IG Act to grant it "full and prompt access to information 
obtained by [the Department] through the use of' Title III, Rule 6, and section 626. OIG 2014 
Memorandum at 9. In particular, OIG argues that section 6(a)(l) grants it "affirmative and 
explicit authority" to obtain those materials, and that the IG Act ' s other provisions, structure, and 
purpose indicate that that right of access is not subject to the limits imposed by those withholding 
statutes. Id. ; see OIG Supplemental Memorandum at 11-15. OIG' s arguments are substantial. 
We conclude, however, that the IG Act does not provide the kind of clear indication of 
congressional intent necessary to override the specific, carefully drawn limitations in Title III, 
Rule 6( e ), and section 626. 



To begin, the text of the IG Act does not contain the sort of language we have previously 
found sufficient to constitute a clear statement that Congress intends to override more specific 
statutory provisions that protect sensitive information. The IG Act does not mention Title III or 
Rule 6(e), despite having been enacted after these statutes. Cf Title Ill Intelligence Community, 
24 Op. O.L.C. at 272 (noting that "[n]othing in the language of' the general disclosure provision 
of the National Security Act "refers to Title III information," despite having been added after 
Title III); Census Confidentiality at 6, 8 (noting that section 215 of the Patriot Act "contains no 
express and specific statement indicating an intention" to override the "well-established 



19 Although the timing of the enactment of conflicting statutes can sometimes be relevant to their 
interpretation, see infra p. 56, that timing does not affect the applicability of the principles discussed in the text to 
the statutes at issue here. This Office has thought a clear statement was necessary to permit access both to 
information protected by "long-established polic[ies]" of confidentiality, Sells, 463 U.S. at 424; Census 
Confidentiality at 8, and to information protected by statutes enacted "subsequent" to the competing access 
provision, FBI NARA Memorandum at 2. Likewise, the Supreme Court has held that "a more specific statute will 
be given precedence over a more general one, regardless of their temporal sequence." Busic v. United States, 446 
U.S. 398, 406 (1980). The clear statement rules we have discussed above thus apply equally to Rule 6(e) and 
Title III, which preceded section 6(a)(l ), and to section 626, which postdated it. 
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confidentiality protections set forth in the Census Act," and "makes no reference to the census or 
the Census Act") ; Rule 6(e) Intelligence Community, 21 Op. O.L.C. at 165 ("Neither the text of 
section 104(a) [of the National Security Act] nor its pertinent legislative history contains ... an 
affirmative expression of intent to override grand jury secrecy restrictions."). Nor does the IG 
Act contain general language addressing potential conflicts with other statutory confidentiality 
provisions, such as a statement that the inspector general's right of access shall apply 
"notwithstanding any other law" or "notwithstanding any statutory prohibition on disclosure"
language that might, at least in some circumstances, provide a clearer indication that the general 
access language was supposed to override more specific statutory protections of confidential 
information.20 See, e.g., Brady Act Implementation Issues , 20 Op. O.L.C. 57, 62 (1996) 
(concluding that a Brady Act provision permitting the Attorney General to obtain relevant 
information from any department or agency "[n]otwithstanding any other law" permitted access 
to information otherwise subject to restrictions in the Privacy Act); Census Confidentiality at 9 
(noting that section 215 of the Patriot Act "contains no language" like "notwithstanding any 
provision of law" (internal quotation marks omitted)). 2 1 Thus, while section 6(a) establishes a 
general right of access by inspectors general, it does not expressly address the relative strength of 
that right compared to other statutory restrictions on disclosure that would by their terms exclude 
access by inspectors general-let alone clearly resolve that the general right of access overrides 
the conflicting statutory provisions. 



According to OIG, the IG Act's command that agencies provide inspectors general with 
unfettered access to information is nonetheless clear. Section 6(a)(l), OIG observes, authorizes 
each inspector general "to have access to all records" available to his agency and within his 
investigative jurisdiction. OIG 2014 Memorandum at 8 (emphasis added). We recognize that 
the word "all," read literally, extends to every record available to an agency, whether protected 
by a withholding statute or not. But the Supreme Court has noted that "circumstances may 
counteract the effect of expansive modifiers" like "all" or "any,'' Ali v. Fed. Bureau of Prisons, 
552 U.S. 214, 221 n.4 (2008), particularly in circumstances where a clear statement rule applies. 
In Raygor v. Regents of University of Minnesota, 534 U.S. 533 (2002), for example, the Court 
considered whether a statute granting federal district courts jurisdiction to hear "all other claims" 
that are part of a case or controversy over which a district court has original jurisdiction was 
sufficiently clear to evince congressional intent to abrogate state sovereign immunity. The Court 



20 Even a grant of access that includes a "notwithstanding any other provision of law" clause might not, in 
all circumstances, overcome a conflicting, detailed statutory scheme restricting the disclosure of information. Cf 
United States v. Novak, 476 F.3d 1041 , 1046 (9th Cir. 2007) ("In examining specific statutes, we have not . .. 
always accorded universal effect to the ' notwithstanding ' language. Instead, we have determined the reach of each 
such ' notwithstanding' clause by taking into account the whole of the statutory context in which it appears." 
(internal citations omitted)). 



21 Statutes containing such language are not unusual. See, e.g. , 18 U.S.C. § 922(t) note ("Notwithstanding 
any other law, the Attorney General may secure directly from any department or agency of the United States such 
information ... as is necessary to enable the [NICS] to operate in accordance with this section."); 12 U.S.C. 
§ 5226(a)(2)(C)(i) ("Notwithstanding any other provision of law ... the Comptroller General shall have access, 
upon request, to any information, data, schedules, books, accounts, financ ial records, reports, files, electronic 
communications, or other papers."); 15 U.S.C. § 78g(f)(2) ("Notwithstanding any other provision of law ... the 
Attorney General shall provide the Commission and self-regulatory organizations designated by the Commission 
with access to all criminal history record information."). 
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concluded that, despite the facial breadth of the statute, it did not confer jurisdiction on district 
courts to hear claims against states that did not consent to be sued. "[E]ven though nothing in 
the statute expressly exclude[ d] such claims," and the grant of jurisdiction was "facially broad" 
enough to cover them, the Court found the statutory language "insufficient to constitute a clear 
statement of an intent to abrogate state sovereign immunity." Id. at 541-42; see also Blatchford 
v. Native Vil!. ofNoatak & Circle Vil!., 501 U.S. 775 , 786 (1991) (concluding that 28 U.S.C. 
§ 1362, which establishes federal jurisdiction over "all civil actions" that satisfy the amount in 
controversy requirement, lacks the "clear legislative statement" necessary to override state 
sovereign immunity) . 



Even more directly relevant, this Office has concluded that broad, general terms like "all" 
and "any" do not provide the clear statement of congressional intent needed to override specific, 
detailed statutory limitations or prohibitions on the disclosure of sensitive information about 
which Congress has expressed a special concern for privacy. In our Rule 6(e) Intelligence 
Community opinion, for example, we determined that a statute much like the IG Act, which 
granted the Director of Central Intelligence "access to all intelligence related to national 
security," did not "clearly manifest an intent to reach grand jury information." 21 Op. O.L.C. 
at 165 (emphasis added). Although we acknowledged that "the 'intelligence ' covered by the 
statute could reasonably be interpreted to encompass certain kinds of grand jury information," 
we thought that "[t]he most that may be said about [the statute ' s] text in this regard is that it is 
unclear on the point." Id. at 165--66. We later concluded that the same statute-despite the word 
"all"-did not authorize unrestricted disclosure of Title III information to the Director of Central 
Intelligence. See Title III Intelligence Community, 24 Op. O.L.C. at 272-73. And in our Census 
Confidentiality opinion, we concluded that a section of the Patriot Act authorizing the FBI to 
obtain "any tangible things .. . for an investigation to obtain foreign intelligence information" 
was not sufficiently clear to overcome the presumption of confidentiality for census information. 
Census Confidentiality at 5, 8 (emphasis added); see also Confidential Treatment of Census 
Records, 40 Op. Att 'y Gen. at 327- 28 (concluding that a statute granting the Archivist of the 
United States the "authority to make regulations for the arrangement, custody, use, and 
withdrawal of material" requisitioned for deposit in the National Archives building, and 
repealing "[a]ll Acts or parts" inconsistent with this authority, did not contain the "very clear 
language" necessary to abrogate the statutory provisions governing confidential treatment of 
census records (emphasis added)). Thus, the word "all," on its own, does not provide the clear 
statement necessary to reach Title III, Rule 6(e), and section 626 information. 



OIG further argues that Congress ' s intent to grant it access to statutorily protected 
information under section 6(a)( l ) is made apparent by a negative implication from 
sections 6(a)(3) and 6(b)(l ) of the IG Act. Whereas section 6(a)( l ) grants inspectors general 
access to materials within the agencies they help oversee, section 6(a)(3) of the Act authorizes 
them to "request .. . information or assistance ... from any Federal, State, or local governmental 
agency or unit thereof." 5 U.S.C. app. § 6(a)(3) (emphasis added). Section 6(b)(l) qualifies this 
latter authorization by providing: 



Upon request of an Inspector General for information or assistance under 
subsection (a)(3), the head of any Federal agency involved shall, insofar as is 
practicable and not in contravention of any existing statutory restriction or 
regulation of the Federal agency from which the information is requested, furnish 
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to such Inspector General, or to an authorized designee, such information or 
assistance. 



Id. § 6(b )(1) (emphasis added). Section 6(b )(1) thus makes explicit that the obligation of another 
agency to respond to an inspector general's request for information under section 6(a)(3) is 
subject to, among other things, "existing statutory restriction[s]." But neither section 6(b)(l) nor 
any other provision in section 6 imposes a similarly express limitation on the right of access 
under section 6(a)(l). OIG argues that this omission was intentional, and coupled with the 
inclusion of the express limitation in section 6(b )(1 ), implies that Congress intended access under 
section 6(a)(l) to be "automatic" and free of any "existing statutory restriction[s] ." OIG 
Supplemental Memorandum at 12- 13. 



OIG' s argument is "admittedly a plausible one," Sells , 463 U.S. at 435, and in a different 
interpretive context, it might prevail. But as we have discussed, before concluding that a general 
access provision abrogates detailed, specific statutory provisions that restrict disclosure of 
sensitive information, both this Office and the courts have required a clear and express statement 
to that effect. And despite its plausibility, the inference OIG would draw from section 6(b)(l) is 
simply that: an inference. It is not a clear statement that plainly and unambiguously indicates 
that Congress intended the general access provision in section 6(a)(l) to trump more specific 
provisions that protect highly sensitive information. See, e.g., Fernandez-Vargas v. Gonzalez, 
548 U.S. 30, 41 (2006) (stating that a "negative inference" from the absence of express language, 
found elsewhere in the same statute, that a particular provision was intended to apply only 
prospectively would not constitute a "clear statement" of intent to apply the provision 
retroactively). 



Moreover, even if a negative inference could, in some circumstances, be unequivocal 
enough to establish a clear manifestation of congressional intent, the inference OIG invokes 
would not in our view satisfy that high standard. For one thing, the inference '" that the presence 
of a phrase in one provision and its absence in another reveals Congress's design . .. grows 
weaker with each difference in the formulation of the provisions under inspection."' Clay v. 
United States, 537 U.S. 522, 532 (2003) (quoting City of Columbus v. Ours Garage & Wrecker 
Serv. , Inc. , 536 U.S. 424, 435- 36 (2002)). And here, section 6(b)(l) differs from section 6(a)(l) 
in at least two significant ways. First, section 6(b)(l) is structured as an adjunct to a separate 
provision, section 6(a)(3), that allows an inspector general to "request" particular items from an 
agency other than his own. Because section 6(a)(3) establishes only an inspector general ' s right 
to request materials from outside his agency, Congress required an additional provision, 
section 6(b )(1 ), to specify the scope of other agencies ' obligations to "furnish" the requested 
material to an inspector general. Section 6( a)(l ), in contrast, is not part of a similar bifurcated 
structure, but rather-by giving an inspector general a right of "access" to certain materials
establishes both an inspector general ' s right to receive and, by implication, the agency's 
obligation to provide relevant material. Thus, unlike in the case of section 6(a)(3), Congress had 
no need to say anything in subsection (b )( 1) about the scope of an agency' s obligation to comply 
with an inspector general ' s attempt to obtain materials under section 6(a)(l). See Ours Garage, 
536 U.S. at 434 (concluding that, because of significant differences in the formulation of certain 
related statutory provisions, any negative inference arising from the inclusion in one provision of 
a phrase omitted from the other was insufficient to constitute a "clear and manifest indication" of 
congressional intent). 
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Second, as the text of section 6(b )(1) makes clear, Congress chose to impose several 
limitations on an inspector general ' s right to obtain information from outside his agency, 
including that outside agencies need only provide the requested information "insofar as is 
practicable" and to the extent permitted by "existing . .. regulation[s]." 5 U.S.C. app. § 6(b)(l). 
Those limitations, because they do not themselves have a statutory basis, would not obviously 
have applied unless Congress imposed them expressly. But having done so, Congress may have 
felt compelled to add "existing statutory restriction[ s ]" to the list of limitations in order to dispel 
any inference that it did not intend those restrictions to apply as well. In contrast, Congress 
chose not to make an inspector general 's right of access under section 6(a)( l ) subject to any 
similar restrictions with a non-statutory source. It therefore had no similar need to expressly 
refer to "existing statutory restriction[s]" when drafting that provision. See Gomez-Perez v. 
Potter, 553 U.S. 474, 486-88 (2008) (declining to draw a negative inference from the omission 
of an express prohibition on retaliation in one section of the Age Discrimination in Employment 
Act and its inclusion in another, where the second section set out "a specific list of forbidden 
employer practices," and the inclusion of retaliation among them may have been necessary to 
"dispel any . . . inference" that "Congress did not want to reach retaliation"). 



OIG' s inference is further clouded by the text of section 6(b)(2) of the IG Act, which 
provides that an inspector general shall report to Congress if "information or assistance requested 
under subsection (a)( l ) or (a)(3) is, in the judgment of [the] Inspector General, unreasonably 
refused or not provided." 5 U.S.C. app. § 6(b)(2) (emphasis added). This subsection suggests 
that it is possible to "reasonably" refuse to grant an inspector general access to materials under 
subsection (a)(l ). And if access can "reasonably" be refused under subsection (a)(l ), then that 
provision cannot provide the unfettered and absolute right to information asserted by OIG. To be 
sure, it is also possible to read subsection (b )(2) to mean that any information refused under 
subsection (a)(l ) is necessarily refused "unreasonably," given the broad right of access provided 
by that subsection. But subsection (b )(2) is not clear on this point, and it can be read to suggest 
that subsection (a)(l ) has an implicit exception, consistent with the principles of statutory 
interpretation discussed above, for specific statutory schemes protecting highly sensitive 
information. 



Read together, then, we do not believe the various provisions of section 6 contain the 
kind of clear statement necessary to overcome the carefully drawn limitations on disclosure of 
highly sensitive information found in Title III, Rule 6(e), and section 626. And to the extent that 
those provisions create any ambiguity, the IG Act's legislative history affirmatively suggests that 
Congress intended to subject inspector general access under section 6(a)(l ) to applicable 
statutory restrictions. In particular, the Senate Report accompanying the IG Act flatly states that 
section 6(a) is "a broad mandate permitting the Inspector ... General the access he needs to do 
an effective job subject, of course, to the provisions of other statutes, such as the Privacy Act." 
S. Rep. No. 95-1071 , at 33- 34 (1 978) (emphasis added). In addition, a version of the bill 
initially passed by the House of Representatives would have expressly granted inspectors general 
access to records notwithstanding certain limitations of the Privacy Act (a clarification that 
would, incidentally, have been superfluous had the House believed that section 6(a)(l) already 
exempted inspectors general from all statutory limits on disclosure). See H.R. 8588, 95th Cong., 
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§ 5(b)(3) (as passed by the House of Representatives, April 18, 1978).22 The Senate removed 
that provision from the final version of the bill because, the Senate Committee Report explained, 
the House's language would have granted inspectors general "a power that no other official of 
the executive branch has-the authority to require the transfer of personal information from any 
agency ... without regard for the protections of the Privacy Act." S. Rep. No. 95-1071, at 13. 
Removing the provision, the Report stated, "does not mean that an Inspector .. . General will be 
unable to obtain needed information to perform his responsibilities. It simply means that the 
information must be obtained in conformity with the exemptions and procedures of the [Privacy 
Act}." Id. (emphasis added). The Report explained that this would not be difficult, because "all 
information within the agency would be available to the Inspector ... General, based on the 
'intra-agency ' exemption " included in the Privacy Act itself. Id. (emphasis added). This 
language strongly suggests that, at least in the Committee ' s view, inspectors general would 
remain subject to other statutory requirements, including statutory restrictions on use and 
disclosure, when seeking access under section 6(a)(l), and further undermines the notion that 
Congress intended to grant access to Rule 6( e ), Title III, and section 626 information without 
regard to the limitations set forth in those statutes.23 



OIG also invokes a later-enacted IG Act provision specific to the Department--current 
section 8E-to support its reading of section 6(a)(l ). As we have noted, this section, among 
other things, authorizes the Attorney General to withhold records from OIG, or otherwise direct 
and supervise an OIG investigation, if she determines that doing so would be "necessary to 
prevent the disclosure of' certain sensitive information-such as "sensitive information 
concerning .. . ongoing civil or criminal investigations" or "the identity of confidential 
sources"-"or to prevent the significant impairment to the national interests of the United 
States." 5 U.S .C. app. § 8E(a)(l), (2). It further provides that ifthe Attorney General exercises 



22 This draft provided: " In the event any record or other information requested by the Inspector General 
under subsection (a)(l) or (a)(3) is not considered to be available under the provisions of section 552a(b) (I), (3), 
or (7) of title 5, United States Code, such record or information shall be available to the Inspector General in the 
same manner and to the same extent it would be available to the Comptroller General." H.R. 8588, § 5(b)(3). The 
"subsection[s] (a)(l) [and] (a)(3)" referred to in this provision of the House bill are identical to those currently found 
at subsections 6(a)(l) and (a)(3) of the JG Act as enacted. Compare id.§ 5(a)(l), (3) with 5 U.S.C. app. 
§ 6(a)(l), (3 ). Title 5, section 552a is the Privacy Act, which (then as now) expressly exempted the Comptroller 
General from the Privacy Act ' s general prohibition on the disclosure of covered information. See 5 U.S.C. 
§ 552a(b)(l0). 



23 OIG responds to this argument by contending that "the phrase ' subject ... to"' in the Senate Report 
"does not necessarily mean that [an inspector general ' s] right of access to documents and materials is restricted by 
general statutory or regulatory limitations on the disclosure of those materials; it is just as plausible to read 
' subject . .. to ' to mean that, when using the materials they access, the IGs are not exempt from any statutory and 
regulatory limitations on disclosure." OIG Supplemental Memorandum at 15 . But the quoted passage from the · 
Senate Report is not addressed to an inspector general ' s use of information; rather, it specifically addresses access to 
information, and is contained in a section of the Senate Report discussing the right of access provided by 
section 6(a). See S. Rep. No. 95-1071 , at 33- 34. Moreover, the Report separately makes the same point when 
discussing limitations on disclosure. See id. at 32 ("[T]he Inspector ... General must adhere to statutes such as 26 
U.S.C. § 6013 [sic] , dealing with tax returns, or Federal Rule of Criminal Procedure 6(e), dealing with grand jury 
information, which prohibit disclosure even to Congress."). ln addition, OIG ' s argument does not address the 
Report ' s multi-page discussion of the Privacy Act exception and the effect of its omission from the bill that 
ultimately became the IG Act. 
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such authority, she must "notify the Inspector General in writing stating the reasons for such 
exercise,'' and that OIG must transmit a copy of that notice to appropriate committees in 
Congress. Id. § 8E(a)(3). OIG argues that the "exacting procedures" imposed by this provision, 
as well as its historically "infrequent use," confirm that section 8E represents an "extraordinary 
departure from the baseline rule, established by section 6, that the Inspectors General enjoy 
access to documents and materials," and demonstrates that only in the specific circumstances set 
out in section 8E may the Attorney General withhold requested records. OIG Supplemental 
Memorandum at 18; see OIG 2014 Memorandum at 8- 9. 



We disagree. For one thing, section 6(a)(l) was enacted in 1978 as part of the original IG 
Act, while section 8E, like the special provisions applicable to other departments and agencies, 
was added to the statute years later. 24 The negative inference that OIG seeks to draw from the 
inclusion of certain heightened procedures in section 8E is therefore attenuated. See Gomez
Perez, 553 U.S. at 486 ("' [N]egative implications raised by disparate provisions are strongest' in 
those instances in which the relevant statutory provisions were 'considered simultaneously when 
the language raising the implication was inserted."' (alteration in original) (quoting Lindh v. 
Murphy, 521 U.S. 320, 330 (1997))). In any event, that inference is unconvincing on its own 
terms. Section 8E does not authorize the Attorney General to withhold only those records 
protected from disclosure by statute. Indeed, many of the records that the Attorney General may 
withhold under that section are not entitled to protection under any statute. For example, 
"information concerning . .. ongoing civil or criminal investigations" or "the identity of 
confidential sources," 5 U.S.C. app. § 8E(a)(l)(A), (C), would be protected by Rule 6(e) only if 
the investigation were criminal and had reached the grand jury stage. Conversely, much 
information that is protected by statute may not be subject to withholding under section 8E, such 
as Title III information that is not pertinent to an ongoing civil or criminal investigation or any 
other sensitive matter described in that section. Section 8E thus does not merely duplicate the 
protections afforded by Title III, Rule 6( e ), or section 626; it grants the Attorney General 
authority over disclosures that is in some respects broader, and in some respects narrower, than 
the requirements of those provisions, and thus serves a distinct purpose. 



Finally, in addition to these arguments based on the Act's text and structure, OIG appeals 
to the general purposes of the IG Act. This statute was intended, OIG explains, to grant 
inspectors general a broad right of access to agency materials, including records containing 
sensitive information, so that they could conduct meaningful reviews of programs within their 
jurisdiction. See OIG Supplemental Memorandum at 12, 14-15. OIG points out, for instance, 
that the Act ' s Senate Report characterizes section 6(a) as a "broad mandate" and describes such 
access as "obviously crucial." Id. at 16 (quoting S. Rep. No. 95-1071 , at 33- 34); see also, e.g., 
H.R. Rep. No. 95-584, at 14 (1977) (stating that the access provision "makes clear that each 
Inspector General is to have access to all records, documents, et cetera, available to his or her 



24 ln addition to section 8E, which applies to the Department, sections 8 through 81 of the JG Act contain 
special provisions relating to the Department of Defense (section 8), the Agency for International Development 
(section 8A), the Nuclear Regulatory Commission (section 8B), the Federal Deposit Insurance Corporation 
(section 8C), the Department of the Treasury (section 8D), the Corporation for National and Community Service 
(section 8F), certain federal entities (section 8G), Inspectors General of the Intelligence Community (section 8H), 
and the Department of Homeland Security (section 81). See 5 U.S.C. app. §§ 8- 81. 
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agency which relate to programs and operations with respect to which the office has 
responsibilities"). OIG argues that this goal would be undermined by a construction of the 
statute that prohibited it from obtaining materials protected by Title III, Rule 6(e), and 
section 626. 



We agree that Congress intended to grant each inspector general a broad right of access, 
and we do not doubt that such a right of access is crucial to enabling OIG to fulfill its statutory 
mission. But this kind of general congressional intent does not resolve the specific question at 
issue here: whether Congress clearly expressed an intention that the inspector general's "broad 
mandate" in section 6(a)(l) supersede the limits on disclosure contained in Title III, Rule 6(e), 
and section 626. As we have noted, the IG Act's text contains no such expression of intent, and 
the Act' s legislative history affirmatively indicates that Congress did not intend to grant that kind 
of unlimited access to inspectors general. Moreover, in the same Report in which the Senate 
Committee described the "broad mandate" found in section 6(a)( l}-indeed, in the same 
sentence- it also stated that an inspector general ' s access would be "subject, of course, to the 
provisions of other statutes, such as the Privacy Act." S. Rep. No. 95-1071 , at 33-34; see also 
id. at 13-14.25 It thus appears Congress did not believe (let alone clearly indicate) that the broad 
right of access it was giving each inspector general was inconsistent with requiring compliance 
with specific statutory regimes that protect highly sensitive information. 



In sum, neither the text of the IG Act, nor its legislative history, nor its general purpose 
offers a clear indication that Congress intended to override the separate statutory confidentiality 
requirements applicable to Title III, Rule 6( e ), and section 626 information. As a result, under 
both the principle requiring that a statute contain a clear statement in order to abrogate 
protections of highly sensitive information, and the rule ofrelative specificity, OIG remains 
subject to the limitations imposed by Title III, Rule 6(e), and section 626. The Department 
therefore may not disclose information covered by those statutes except in accordance with their 
provisions. 26 



25 The full passage reads: 



Access to all relevant documents available to the applicable [agency] relating to programs and 
operations for which the Inspector and Auditor General has responsibilities is obviously crucial. 
The committee intends this subsection to be a broad mandate permitting the Inspector and Auditor 
General the access he needs to do an effective job, subject, of course, to the provisions of other 
statutes, such as the Privacy Act. 



S. Rep. No. 95-1071 , at 33- 34. 
26 We express no view about whether inspectors general have a right to obtain information protected from 



disclosure by provisions other than Title III , Rule 6(e), and section 626. Resolution of that issue would depend on 
whether those other statutes protected highly sensitive information about which Congress has "expressed a strong 
congressional intent to maintain very strict privacy," FBI NARA Memorandum at 1- 2, whether those statutes 
regulated the treatment of covered information with greater specificity than the IG Act, and whether the IG Act or 
some other relevant statute contained a clear statement authorizing disclosure of the information to inspectors 
general. 
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IV. 



We have also considered whether a recent appropriations rider grants OIG access to 
information it could otherwise not obtain under Title III, Rule 6( e ), or section 626. Section 218 
of the Consolidated and Further Continuing Appropriations Act, 2015, Pub. L. No. 113-235, 
128 Stat. 2130, 2200 (Dec. 16, 2014), provides: 



No funds provided in this Act shall be used to deny the Inspector General of the 
Department of Justice timely access to all records, documents, and other materials 
in the custody or possession of the Department or to prevent or impede the 
Inspector General ' s access to such records, documents and other materials, unless 
in accordance with an express limitation of section 6(a) of the Inspector General 
Act, as amended, consistent with the plain language of the Inspector General Act, 
as amended. The Inspector General of the Department of Justice shall report to 
the Committees on Appropriations within five calendar days any failures to 
comply with this requirement. 



This rider permits the Department to expend Fiscal Year 2015 funds to withhold records from 
OIG only where doing so would be "in accordance with an express limitation of section 6(a) of' 
the IG Act, "consistent with the plain language of' that Act. It also imposes two other legal 
requirements for the remainder of Fiscal Year 2015 that are not already expressly set forth in the 
IG Act. First, it bars the Department from using appropriated funds to deny- and so effectively 
obligates the Department to grant- OIG access to records in a "timely" manner, a matter on 
which the text of the IG Act is silent. And, second, it imposes on OIG an obligation to report 
failures to comply with these requirements to the congressional appropriations committees 
within five calendar days. Obligation or expenditure of funds contrary to the terms of the rider 
would violate the Anti-Deficiency Act, 31 U.S.C. §§ 1341 et seq., a statute that subjects federal 
officials obligating or expending funds in advance or in excess of appropriations to 
administrative penalties, and to criminal penalties in the case of knowing and willful violations, 
id. §§ 1341(a), 1349(a), 1350. 



OIG contends that, for two independent reasons, section 218 affirms its right to obtain 
Title III, Rule 6( e ), and section 626 information notwithstanding the disclosure limitations in 
those statutes. First, according to OIG, section 218 reflects a congressional understanding that 
section 6(a)(l) of the IG Act requires the Department to disclose all relevant materials to OIG. 
"The passage of [section 218] ," OIG argues, "serves as a reaffirmation of clear congressional 
intent, originally manifested in section 6(a) . . . that the OIG is entitled to access to 'all records, 
reports, audits, reviews, documents, papers, recommendations, or other material available to ' the 
Department." OIG 2015 E-mail; see OIG 2014 Memorandum at 4. Second, regardless of the 
correct interpretation of section 6(a)(l), OIG argues that section 218 independently and 
"unequivocal[ly]" requires the Department to disclose to OIG all information it requests, unless 
the Department withholds that information pursuant to a provision, such as section 8E, that 
expressly limits the right of access granted by the IG Act. OIG 2015 E-mail; see The 
Department of Justice Office of the Inspector General 's Fiscal Year 2016 Budget Request: 
Hearing Before the Subcomm. on Commerce, Justice, Science and Related Agencies of the 
H Comm. on Appropriations, 114th Cong. 9- 10 (2015) (statement of Michael E. Horowitz, 
Inspector General , Dep ' t of Justice) . Because neither Title III nor Rule 6(e) nor section 626 
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expressly addresses disclosures under the IG Act, the rider (in OIG's view) prohibits the 
Department from expending Fiscal Year 2015 appropriated funds to withhold Title III, Rule 6(e), 
or section 626 materials from OIG. See OIG 2015 E-mail. 



Although OIG's arguments are again substantial, we ultimately disagree that section 218 
grants OIG access to information otherwise protected by Title III, Rule 6(e), and section 626. 
With respect to OIG' s first argument, we have already concluded, for the reasons set forth in 
Part III above, that the IG Act lacks the clear statement of congressional intent necessary to 
override the detailed and specific statutory disclosure prohibitions set forth in Title III, Rule 6(e), 
and section 626. In order to alter this conclusion about the IG Act' s meaning, section 218 would 
need to contain a clear statement indicating that section 6(a)(l) should be interpreted to override 
those statutory limitations on disclosure. But it is not clear that section 218 contains any 
instruction about how the IG Act should be interpreted: it does not expressly declare the Act's 
meaning, amend the Act to clarify its terms, or depend for its effectiveness on a particular 
interpretation of the IG Act. See Almendarez-Torres v. United States, 523 U.S. 224, 237 (1998) 
(concluding that a later-enacted law that lacks these features, or any other "forward looking 
legislative mandate, guidance, or direct suggestion about how [to] interpret [an] earlier 
provision[] ," is "beside the point" in interpreting that provision). It is possible that Congress 
intended-by providing that the Department may not expend Fiscal Year 2015 funds to withhold 
information from OIG "unless in accordance with an express limitation of section 6(a) of the [IG 
Act] , consistent with the plain language of the [Act]"-to convey its understanding of what the 
"plain language" of the IG Act means. But this inference, itself far from clear, would merely 
raise the question of what qualifies as "an express limitation of section 6( a)," a phrase that is in 
turn subject to various interpretations. See infra pp. 54-56. Given these multiple layers of 
uncertainty, section 218 does not provide a clear statement that the IG Act should be interpreted 
to override the limitations on disclosure contained in Title III, Rule 6(e), and section 626. 



We also disagree that, considered on its own, the rider contains a clear statement of 
Congress ' s intent to override those limitations on disclosure. As noted above, section 218 
permits Department officials to deny materials to OIG "in accordance with an express limitation 
of section 6(a) of the Inspector General Act, as amended, consistent with the plain language of 
the [Act] , as amended." In our view, there are at least three conceivable constructions of the 
phrase "express limitation of section 6(a) of the Inspector General Act." First, it could be 
interpreted to encompass only those limitations on disclosure that either appear in section 6(a) 
itself or that expressly refer to that section. Second, it could be interpreted to encompass only 
those limitations on disclosure that are specifically directed at disclosures to OIG under the IG 
Act, whether or not they explicitly refer to section 6(a). Third, it could be interpreted to 
encompass all "express" limitations on disclosure that, when considered in conjunction with 
section 6(a), are properly deemed to function as "limitation[s] of section 6(a)." For the reasons 
discussed below, we believe that the first interpretation is not plausible, but that the second and 
third interpretations are . And because the third interpretation would allow the Department to 
continue to withhold materials from OIG to the extent required under the terms of Title III, 
Rule 6( e ), and section 626, section 218 does not in our view constitute the sort of clear statement 
of congressional intent necessary to override those nondisclosure provisions. 



Under the first potential interpretation of the rider, Department officials would be 
prohibited from denying OIG access to documents and other materials except pursuant to a 
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"limitation of section 6( a)" that "express[ly ]" referred to (or was contained in) section 6(a) itself. 
This is a natural reading of section 218's text. However, if this reading were correct, section 218 
would prohibit Department officials from withholding records from OIG not only under Title III, 
Rule 6(e), and section 626, but also under section 8E of the IG Act: while section 8E plainly 
authorizes the withholding of certain records otherwise accessible under section 6(a), it does not 
refer explicitly to section 6(a). Section 218 does not expressly state that it was intended to 
partially repeal section 8E of the IG Act, and in our view, it is implausible to construe it as 
having done so implicitly. See infra p. 56 (discussing strong presumption against implied repeals 
in appropriations acts) . Moreover, such a reading would be inconsistent, rather than 
"consistent," with the "plain language of' other parts of the IG Act, and thus would fail to make 
sense of section 218 as a whole. See, e.g., Food & Drug Admin. v. Brown & Williamson 
Tobacco Corp., 529 U.S. 120, 133 (2000) ("A court must ... interpret the statute as a 
symmetrical and coherent regulatory scheme and fit, if possible, all parts into an harmonious 
whole." (internal citations and quotation marks omitted)). It is thus unsurprising that OIG does 
not advance this reading. See OIG 2015 E-mail (stating that section 8E is an "express limitation" 
within the meaning of section 218). 



Under the second potential interpretation, an "express limitation of section 6(a)" would 
be one that expressly referred to disclosures to OIG, although not specifically to section 6(a). On 
this reading, Department officials could withhold information under section 8E, which expressly 
addresses disclosures to OIG. See 5 U.S.C. app. § 8E. But they would be foreclosed from 
withholding information from OIG pursuant to Title III, Rule 6(e), and section 626, because 
these provisions contain no express reference to OIG. This is not the most natural reading of 
section 218 's text: the phrase "in accordance with an express limitation of section 6(a) of the [IG 
Act]" is not easily read to mean "in accordance with a limitation that expressly addresses 
disclosures to OIG under the IG Act." Nonetheless, given that section 6(a) is the principal 
provision in the IG Act that governs disclosures to OIG, we believe this reading is permissible. 
Further, while the Explanatory Statement and Senate Report accompanying section 218 do not 
specifically endorse this interpretation, it arguably gains plausibility from the fact that, as OIG 
observes, the Department's Inspector General testified before the relevant Senate appropriations 
subcommittee several months before the rider was enacted, objecting to the Department's failure 
to grant OIG direct access to materials protected by Title III, Rule 6( e ), and section 626. See The 
Department of Justice 's Fiscal Year 2015 Budget Request: Hearing Before the Subcomm. on 
Commerce, Justice, Science and Related Agencies of the S. Comm. on Appropriations, 
113th Cong. 7- 8 (Apr. 3, 2014) (statement of Michael E. Horowitz, Inspector General, Dep't of 
Justice). But see Regan v. Wald, 468 U.S. 222, 237 (1984) (expressing "grave doubts" about the 
interpretive value of "[ o ]ral testimony of witnesses and individual Congressmen, unless very 
precisely directed to the intended meaning of particular words in a statute"). 



Under the third potential interpretation of the rider, an "express limitation of section 6(a)" 
would include any explicit statutory nondisclosure provision that, properly construed, operated to 
prevent disclosure of material that OIG could otherwise obtain under section 6(a). This reading 
of section 218 would permit withholding not only pursuant to section 8E, but also pursuant to 
Title III, Rule 6( e ), and section 626. The reading is reasonably grounded in statutory text. 
Statutes like Title III, Rule 6(e), and section 626 can be considered "limitations of section 6(a)" 
in that they supersede section 6(a) in situations where both section 6(a) and one of those statutes 
would apply. See supra Part III.B. They can be considered "express" limitations, in that they 
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explicitly contemplate, in statutory text, nondisclosure in the circumstances they address. And 
for the reasons we have explained above, reading these statutory provisions to limit disclosures 
under section 6(a)(l) is "consistent with the plain language of' the IG Act, as construed using 
standard tools of statutory interpretation. See supra Part III.B. 



In our view, although both the second and third interpretations of section 218 are 
plausible, the third is more appropriate in light of the relevant principles of statutory 
interpretation. As discussed in Part III above, in order to override the specific withholding 
provisions in Title III, Rule 6( e ), and section 626, section 218 would need to contain a clear 
congressional statement that it was intended to have that effect. OIG appears to contend that the 
phrase "unless in accordance with an express limitation of section 6(a) of the [IG Act], consistent 
with the plain language of the [Act] ," clearly means that all materials must be disclosed to OIG 
absent express language establishing that the materials need not be turned over. But as we have 
discussed, this interpretation requires reading unstated limitations into the rider's text, since (as 
OIG concedes) section 218 ' s reference to an "express limitation of section 6(a)" encompasses 
section 8E, a limitation that does not expressly refer to section 6(a). Moreover, as was also noted 
above, this phrase may plausibly be read to permit Department officials to withhold Title III, 
Rule 6(e), and section 626 information if OIG does not qualify to receive it under one of those 
statutes ' exemptions. Because the phrase is susceptible to alternative interpretations, one of 
which would permit withholding under Title III, Rule 6( e ), and section 626, it does not constitute 
a sufficiently clear statement to override the limitations on disclosure imposed by those statutes. 
See supra Part III. 



Furthermore, it is significant that section 218 appears in an appropriations act that post
dates the provisions in Title III, Rule 6( e ), and section 626 of FCRA. The Supreme Court has 
long held that a later statute will not be read to repeal an earlier one, even in part, unless 
Congress's intent to repeal the earlier statute with the later one is "clear and manifest." Nat'! 
Ass 'n of Home Builders v. Defenders of Wildlife, 551U.S.644, 662-63 (2007) (internal 
quotation marks omitted); see Tenn. Valley Auth. v. Hill, 437 U.S. 153, 189 (1978) (refusing to 
read an appropriations act as overriding the Endangered Species Act "insofar as it applies to the 
Tellico Project" absent "' clear and manifest"' evidence); Posadas v. Nat'! City Bank of New 
York, 296 U.S. 497, 501 , 504 (1936) (declining to read a statute as overriding the Federal 
Reserve Act of 1913 "in so far as the Philippine Islands are concerned" unless such a reading 
was a "necessary" implication). This principle applies "with even greater force when the 
claimed repeal rests solely on an Appropriations Act," because "legislators are entitled to operate 
under the assumption that the funds will be devoted to purposes which are lawful and not for any 
purpose forbidden," and because Congress ' s own rules "expressly prohibit[]" substantive 
changes to existing law in appropriations bills. Hill, 437 U.S. at 190-91 (emphasis in original); 
see Rules of the House of Representatives, 114th Cong., R. XXI(2)(b) (2011) ("A provision 
changing existing law may not be reported in a general appropriation bill . ... "). Accordingly, 
there is a "very strong presumption" that appropriations measures do not "amend substantive 
law," a presumption that may be overcome only by "unambiguous[]" evidence to the contrary. 
Calloway v. Dist. of Columbia, 216 F.3d 1, 9 (D.C. Cir. 2000). 



We do not believe this presumption is overcome with respect to section 218. The rider's 
text does not mention Title III, Rule 6( e ), or section 626, nor does it state that the provision is 
intended to amend existing statutes in any way. Cf Am. Fed 'n of Gov 't Emp., AFL-CIO v. 
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Campbell, 659 F.2d 157, 161 (D.C. Cir. 1980) (finding implied repeal where an appropriations 
act made an "express reference to the earlier statute"). As far as we are aware, the only 
statements in the legislative history concerning the rider explain that it "is designed to improve 
OIG access to Department documents and information," 160 Cong. Rec. H9345 (daily ed. 
Dec. 11, 2014) (explanatory statement submitted by Rep. Rogers), and that it "requires the 
Department to provide documents to the Inspector General that are necessary as part of audits 
and investigations," S. Rep. No. 113-181 , at 103 (2014). But both these goals would be 
advanced by all the readings we have discussed, including the reading under which section 218 
does not implicitly repeal Title III, Rule 6( e ), and section 626. Cf Nat 'l Treasury Emps. Union 
v. Devine, 733 F.2d 114, 120 (D.C. Cir. 1984) (finding implied repeal of personnel regulations 
where "Congress expressly stated [in the legislative history] that it wished to prevent the 
effectuation" of the policies set forth in those regulations) . Although interpreting section 218 to 
permit the Department to withhold materials under the provisions of Title III, Rule 6(e), and 
section 626 would not expand the scope ofrecords available to OIG, it would help ensure that 
the Department complied with the terms of the IG Act by requiring it to grant OIG access in a 
"timely" manner; by obligating OIG to promptly report incidents of noncompliance to the 
appropriations committees; and by adding the possibility of Anti-Deficiency Act consequences 
for failure to comply. On this interpretation, the purpose of section 218 would be to reaffirm and 
reinforce the existing disclosure requirements in the IG Act. 



We acknowledge that OIG's broader reading of the rider is also plausible, and consonant 
with events surrounding its enactment. But the presumption against implied repeals requires not 
just that a reading constituting an implied repeal be more natural, or that it draw support from 
comments in the legislative record, but that it be "unambiguous[] ," Calloway, 216 F.3d at 9; 
"clear and manifest," Nat 'l Ass 'n of Home Builders, 551 U.S. at 662 (internal quotation marks 
omitted); or "necessary," Posadas, 296 U.S. at 504. As we have explained, because section 218 
can also reasonably be read to permit the Department to continue to abide by the "express 
limitations" on disclosure in Title III, Rule 6(e), and section 626, OIG' s interpretation is not 
compelled by the text; hence, the rider does not offer "unambiguous" evidence that Congress 
intended to partially repeal existing statutory prohibitions on disclosure. Calloway, 
216 F.3d at 9. In light of the "very strong" presumption against implied repeals in appropriations 
acts, id., and the other interpretive principles we have identified, we believe section 218 is best 
read to permit adherence to the disclosure restrictions in Title III, Rule 6(e), and section 626. 
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v. 



For the foregoing reasons, we conclude that Title III, Rule 6(e), and section 626 permit 
the Department to disclose certain statutorily protected information to OIG in certain 
circumstances. We further conclude that to the extent those statutes prohibit disclosure of such 
information, neither the IG Act nor section 218 permits the Department to disclose it. 



-~ ,r~~~----
K a r R. T ompson 



Principal Deputy Assistant Attorney General 



58 

















From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Draft Letter in Response to Senator McCaskill"s QFRs relating to IG Pay - SUSPENSE Thursday, June 11, 2015
Date: Monday, June 8, 2015 4:03:24 PM
Attachments: Draft Response to Sen McCaskill.docx


Members,
Attached is the draft letter in response to Senator McCaskill’s QFRs relating to IG Pay. We are
requesting that you provide any feedback, suggestions, or edits that you may have regarding this
draft by Thursday, June 11, 2015. Please email your feedback to Allison Lerner ( @nsf.gov),
Ken Chason ( @nsf.gov), and myself.
For DFE IGs, 


 


Thanks in advance for your attention to this matter.
Mark


(b) (6)
(b) (6)
(b) (5)
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DRAFT


The Honorable Claire McCaskill


United States Senate


Committee on Homeland Security and 


    Governmental Affairs


342 Dirksen Senate Office Building


Washington, DC  20510





June XX, 2015


Dear Senator McCaskill:


In response to matters raised in a hearing before the Senate Homeland Security and Governmental Affairs Committee, the Council of the Inspectors General on Integrity and Efficiency (CIGIE) gathered information from the Inspector General (IG) community to respond to questions about the salaries of all IGs in 2012, 2013, and 2014, and the extent to which financial statement audits were handled by contractors or OIG auditors in those years.  


The information we gathered regarding pay reflects the diversity of the IG community, which stems in part from the widely varied agencies in which the IGs serve. For Designated Federal Entity (DFE) IGs, the nature of their agency can have an impact on their pay. For that reason, we organized the pay information in charts for DFE IGs by either the relevant compensation system (Senior Executive Service (SES), Senior Level (SL), Title 5 General Schedule) or commonality (Legislative branch, National Defense (Title 50), Armed Services (Title 10), financial regulatory agencies) or other pay systems.  Information relating to Establishment IGs (who are presidentially appointed and Senate confirmed) will be reported in a separate chart.  We are in the process of finalizing these pay charts, and we look forward to sharing them with your staff and explaining them further when we meet this month.


In considering these pay issues, it is important to understand the impact of the IG Reform Act of 2008 (Public Law 110-409), which altered the compensation framework for all IGs. The Act raised the pay rate for Establishment IGs, attempted to create compensation parity between DFE IGs and other senior level executives within their agencies, and expressly prohibited IGs from receiving cash bonuses or awards. According to the Senate Report accompanying the Act, the compensation changes were meant to “ensure that the overall compensation of any IG is appropriate and adequate to attract and retain skilled professionals.”[footnoteRef:1] [1:  S. Rep. No. 110-262.] 



The discussion below elaborates on the Reform Act and provides further observations and context relating to the survey responses.


Establishment IGs


Under the IG Act (as amended in 2008), the pay for IGs in “establishment” agencies (and certain special IGs) is fixed by statute at Executive Schedule Level III plus three percent.[footnoteRef:2]  In 2012 and 2013, this amounted to $170,259. In 2014, the amount rose to $172,010, although most establishment IGs did not receive the pay increase due to pay limitations in the Consolidated Appropriations Act of 2014 (Public Law 113-76), which continued to hold pay rates for certain political appointees at 2013 levels, even though the schedule rates increased for 2014.  [2:  5 U.S.C. app. § 3(e).] 



Although the 2008 change to the IG Act placed establishment IGs at a higher pay level than previously was the case,[footnoteRef:3] such IGs may still earn less than others in the agency (including staff within the Office of Inspector General) who are in pay systems such as the Senior Executive Service that have higher pay caps and who may also receive bonuses of between 5% and 20% of their salary. It is important to note that this outcome is not unique to establishment IGs; many other presidential appointees or individuals whose pay is based on the Executive Schedule also earn less than the staff who work under them, although these positions generally allow for bonuses of between 5% and 20% of their salary, where IGs may not receive a bonus.   [3:  Prior to 2008, Establishment IGs were at Level IV of the Executive Schedule.] 



As an example of the pay differential between an IG and their highest paid SES, for 2015 the maximum SES pay rate for agencies with a certified SES appraisal system allows their highest paid SES to receive a salary of $183,300.  If this SES received a minimum 5% bonus, they would make as much as $20,455 more than an IG.  An IG makes $172,010 with no bonus and their highest paid SES at $183,300, plus a minimum 5% bonus of $9,165, can make a total of $192,465. 


Six of the thirty-two respondent IGs in this category received pay at a level different from the statutory amount during the three year period as a result of pay savings authority for former members of the Senior Executive Service who accept presidential appointments.[footnoteRef:4]   [4:  See 5 U.S.C. § 3392(c).] 



Designated Federal Entity and Legislative Branch IGs


Reflecting the diversity of the entities in which they reside, DFE IGs are compensated under a variety of pay systems. Many are members of the SES, while others are in agencies that have different pay rates pursuant to authority granting them compensation flexibility. Because basic pay ranges vary among these systems, and IGs are situated at different places within their pay scales, some DFE IGs earn more -- or have the potential to earn more -- than others, but are in line with the senior executives within their respective agencies as the Reform Act intended.  A brief description of the major pay systems covering DFE IGs follows.


Senior Executive Service


Thirteen IGs reported that they are members of the Senior Executive Service. According to an OPM overview of SES salary:


The National Defense Authorization Act for Fiscal Year 2004 (Public Law 108-136, November 24, 2003) established a performance-based pay system for members of the Senior Executive Service.  The SES pay range has a minimum rate of basic pay equal to 120 percent of the rate for GS-15, step 1, and the maximum rate of basic pay is equal to the rate for Level III of the Executive Schedule.  However, for any agency certified [by OPM] under 5 U.S.C. 5307(d) as having a performance appraisal system [required by 5 U.S.C. 5312] which, as designed and applied, makes meaningful distinctions based on relative performance, the maximum rate of basic pay will be the rate of Level II of the Executive Schedule.


For 2015, the minimum SES pay rate is $121,956; the maximum rate for agencies with a certified SES appraisal system is $183,300; the maximum rate for agencies without a certified appraisal system is $168,700.


Senior Level (SL)Positions 


Most Senior Level employees are in non-executive positions whose duties are broad and complex enough to be categorized above GS 15. However, in a few agencies that are statutorily exempt from inclusion in the Senior Executive Service (SES), executive positions are staffed with SL employees. The exemption from the SES covers Government corporations and a few other small agencies such as the Pension Benefit Guarantee Corporation and the Federal Election Commission.


Three IGs reported that they are in SL positions.  For purposes of pay, these positions operate much like the SES.  In 2015, for example, the maximum authorized pay rates for SL positions are the same as those for the SES, with higher amounts authorized for those who are in OPM-certified appraisal systems.


Financial Regulatory Agencies


Federal financial regulatory agencies have compensation flexibilities that can result in higher pay rates for their employees compared to agencies with pay systems like the SES and SL that are governed by Title 5, United States Code. In 1989, Congress passed the Financial Institutions Reform, Recovery and Enforcement Act of 1989 (FIRREA) (Public Law 101-73), which required certain of these agencies (the Federal Deposit Insurance Corporation, Office of the Comptroller of the Currency, National Credit Union Association, Federal Housing Finance Board, Farm Credit Administration, and the Office of Thrift Supervision) to keep their compensation in line with each other. This measure was designed to help these agencies employ and retain qualified staff.  In 2002, FIRREA was amended to include similar comparability requirements for the Securities and Exchange Commission and the Commodity Futures Trading Commission.  The statutory requirements for pay comparability exist for all employees of these agencies, including their IGs, with two exceptions: the IGs for the FDIC and the Federal Housing Finance Authority (the successor to the Federal Housing Finance Board) are now presidentially appointed, Senate confirmed IGs, even though their employees and their agencies remain under the FIRREA provisions for compensation purposes. Pay rates vary according to each agency. 


The Federal Reserve Board is not covered by the comparability requirements, but voluntarily shares information with a number of agencies regarding compensation and benefits.


General Schedule 


One IG reported that he is in the General Schedule.  According to an OPM overview:


The General Schedule (GS) has 15 grades – GS-1 (lowest) to GS-15 (highest). . . . Each grade has 10 steps (steps 1-10) that are approximately 3 percent of the employee’s salary.  [Unlike individuals in SES or SL/ST positions], most GS employees are . . . entitled to locality pay [in addition to their base pay], which is a geographic-based percentage rate that reflects the pay levels for non-Federal workers in certain geographic areas  as determined by surveys conducted by the U.S. Bureau of Labor Statistics.


The 2015 pay range for a GS-15 in the Washington DC area is $126,245 (step 1) to $158,700 (step 10).


Other Pay Systems 


Apart from the above categories, DFE IGs reported being governed by other pay and personnel systems, including the Senior Intelligence Service for the National Reconnaissance Office; Defense Intelligence Agency Officers; the Postal Career Executive Service; as well as others.   


Other Factors Affecting DFE Pay


Section 4(b) of the IG Reform Act seeks to achieve parity between DFE IGs and other senior level executives within their agencies in terms of grade classification and overall compensation.  The section provides:


For pay and all other purposes, [the IG shall] be classified at a grade, level or rank designation . . . at or above those of a majority of the senior level executives of that designated Federal Entity (such as the General Counsel, Chief Information Officer, Chief Financial Officer, Chief Human Capital Officer, or Chief Acquisition Officer). 


The pay of a [DFE IG] shall be not less than the total average compensation (including bonuses) of the senior level executives of that designated Federal Entity calculated on an annual basis. (emphasis added)


We asked DFE IGs to provide information concerning how the Reform Act’s compensation formula has been applied in practice.   Below is a summary of what we found.


· Comparable Senior Level Executives.  Because DFE compensation is supposed to be related to the average pay for the senior level executives within the agency (including bonus), we asked affected IGs to describe the positions representing the comparable senior level group.  Twenty-six of the thirty-one respondents provided actual positions which included a wide range of titles characterized as the upper echelons of agency management. Of these, all listed one or more of the positions mentioned in the Act.[footnoteRef:5] Five of the respondents provided more general descriptions, such as all individuals within certain pay bands.  [5:  The positions described in the Reform Act are examples of those considered comparable to that of the IG (i.e., General Counsel, Chief Information Officer, Chief Financial Officer, Chief Human Capital Officer, or Chief Acquisition Officer). The Act, however, it leaves flexibility in defining the group, most likely to accommodate the variety of organizational sizes and structures in DFE agencies.  As such, section 4(b)’s examples are not necessarily a complete list for any given agency, nor is there any requirement that these positions be included in a particular IG’s comparable group.] 



· Average senior-level bonus. Twenty of thirty-one IGs (64%) replied that during 2012, 2013 and 2014 they had received compensation based on the average bonus of the agency’s senior level executives.  While the Reform Act contemplates such a payment, it does not specify the payment form (whether the amount should be provided in a lump sum, for example, or factored into base pay) or how one calculates an “average bonus.”  According to the information we collected, not all DFE IGs receive bonus-related compensation. For those that do, payment methods varied across the DFE IG community, with 64% of the respondents who reported receiving bonus-related compensation having the payment factored into their base pay, and the remainder receiving it as a lump sum.  When asked what comprises the “average senior level bonus,” most responding IGs (76%) explained that only the average annual rating-based bonus given to the agency’s senior level executives is used in the calculation.  A few indicated that other types of awards (such as Presidential Rank awards) are included. 


· Legislative branch IGs.  Certain IGs are established within the legislative branch and are not directly covered by section 4(b) of the IG Reform Act, which expressly relates to DFEs.[footnoteRef:6]  One legislative branch respondent stated, however, that it applies that section’s compensation mechanism to the IG position.  One other office stated that the IG’s pay is simply set at a certain level (not tied to an average); no “average bonus” was provided to that IG.   [6:  Legislative Branch IGs include those in the Library of Congress, Government Accountability Office, Government Printing Office, and the Architect of the Capitol. ] 



Activities of DFE IGs


To address the perception that DFE IGs only conduct required Financial Statement and Federal Information Security Management Act (FISMA) audits, we also gathered information on the average number of audit and inspection/evaluation reports DFE IGs issued over the three year period in addition to Financial Statement and FISMA audits/reviews.  All DFE IGs who responded to this question reported that they completed audits or inspections/evaluations in addition to the required Financial Statement and FISMA audits/reviews. The average number of audits and inspection/evaluation reports issued over the three year period ranged from less than five to over twenty reports. We also note that many DFE OIGs’ activities and accomplishments extend beyond the audit and inspections/evaluations arenas, and include investigative activities that result, for example, in judicial or administrative remedies (such as suspension or debarment or personnel actions). We have included a sample of such accomplishments as an attachment to this letter.  


Other efforts by DFE IGs, such as participation in CIGIE committees and working groups, have advanced accountability and oversight across government.  A broader picture of individual OIG accomplishments can be gleaned from various Semiannual Reports to Congress, which are posted on each office’s website.  CIGIE’s Annual Progress Reports to the President, also provides useful information in this regard.  The report can be found on CIGIE’s website at:  https://www.ignet.gov/content/reports-publications. 


Financial Statement Audits


Finally, we asked all respondents whether they had contracted out their Financial Statement audit work at any point during 2012, 2013 and 2014. 


Among Establishment respondents: 


· 66% contracted out for the Financial Statement audit all three years.


· 3% contracted out for the Financial Statement audit some of the years.


· 28% did not use contracts during the period surveyed.


· 1 office stated that it was not required to conduct the audit because it is a special IG and does not oversee an agency. 


Among DFEs and Legislative Branch respondents:


· 83% contracted out for the Financial Statement audit all three years.


· 6% contracted out for the Financial Statement audit some of the years.


· 11% did not use contracts during the period surveyed. 






[bookmark: _GoBack]We would welcome the opportunity to discuss this information and to answer any questions you or your staff might have. I can be contacted at 703/292-7100; or your staff may call Ken Chason, Counsel to the Inspector General, National Science Foundation, at 703/292-5022. 


Sincerely,





Allison Lerner


National Science Foundation Inspector General


CIGIE Vice Chair 





cc:  


The Honorable Ron Johnson, Chair, United States Senate, Committee on Homeland Security & Governmental Affairs


The Honorable Tom Carper, Ranking Member, United States Senate, Committee on Homeland Security & Governmental Affairs
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: CIGIE Views Letter Regarding S. 579
Date: Thursday, June 11, 2015 9:35:40 PM
Attachments: S 579 Views Letter_CIGIE Legislative Committee.pdf


The following and attached is being sent on behalf of Legislation Committee Chair Kathy Buller.
________________________________________________________________________________
Colleagues,
Attached is a copy of the CIGIE views letter regarding S. 579 (IG Empowerment Act) that we sent to
the Chair and Ranking Member of the Senate Homeland Security and Government Affairs Committee
(HSGAC). We also copied the leadership of the House Oversight and Government Affairs Committee
(HOGR).
Thank you for all of the valuable input and contributions that you provided.
Regards,
Kathy
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POLICIES AND PROCEDURES 



OF THE INTEGRITY COMMITTEE  
OF THE COUNCIL OF THE INSPECTORS GENERAL 



 ON INTEGRITY AND EFFICIENCY 



 
1. Statement of Purpose 
 
As public watchdogs, members of the Inspector General community are charged with protecting 
the integrity, efficiency and economy of the Federal government and its programs, activities and 
operations.  To maintain public trust, all community members must adhere to high standards of 
official conduct and are accountable in the event that they fall short of those standards.  The 
statutory mandate of the Integrity Committee (the “IC”) of the Council of the Inspectors General 
on Integrity and Efficiency (“CIGIE”) is to receive, review, and refer for investigation 
allegations of wrongdoing made against Inspectors General who are members of CIGIE (“IGs”), 
designated members of the senior staffs of those IGs, and the Special Counsel and Deputy 
Special Counsel of the Office of Special Counsel (the “OSC”), and to ensure the fair, consistent, 
timely, and impartial disposition of  allegations that fall within the IC’s statutory mandate.   



These policies and procedures, required by Section 11 (d)(7)(B) of the IG Act, were adopted by 
the IC in conjunction with the CIGIE Chairperson. 
 
2. Matters for Consideration by the IC 
 



A. Complaints within the IC's jurisdiction.  Complaints within the IC's jurisdiction are: 
 
i. Complaints alleging wrongdoing on the part of an IG; 



 
ii. Complaints that allege wrongdoing on the part of a designated staff member of an IG, 



when:  
 



a. the allegation against that staff member cannot be assigned to an agency of the 
Executive Branch with appropriate jurisdiction over the matter;  



 
b. an objective internal investigation of the allegation is not feasible; or  



 
c. the objectivity of internal investigation may reasonably be questioned. 



 
iii. Complaints against the Special Counsel and the Deputy Special Counsel (but not their 



staff).  For purposes of these procedures, requirements pertaining to an IG apply to 
the Special Counsel and Deputy Special Counsel as well, except that the Special 
Counsel is not required to designate staff members under paragraph 4. 



 
iv. The IC has jurisdiction to consider wrongdoing alleged to have occurred while the IG 



or designated staff member was employed as such, regardless of their employment 
status at the time of the allegation or during the proceedings.  Whether to exercise 
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jurisdiction over an individual who has left the IG community is committed to the 
discretion of the IC, consistent with the public interest. 



 
v. An individual against whom allegations of wrongdoing are subject to review by the 



IC is referred to hereafter as a “Covered Person.” 
 



B. Complaints not within the IC's jurisdiction.  The IC shall not undertake investigation of 
any other complaints, including, for example, allegations made against non-designated 
members of an IG's staff or complaints made against an IG who is not a member of 
CIGIE, except that it may refer such allegations to another agency or IG with jurisdiction 
over them.  
 



3. IC Governance 
 



A. Membership, Chairperson.  By statute, the IC is composed of the following seven 
members: an FBI official designated by the Director of the FBI, who serves as 
Chairperson; the Special Counsel of the Office of Special Counsel; the Director of the 
Office of Government Ethics; and four IGs, appointed by the Chairperson of CIGIE to 
serve terms of four years each.  The Chief of the Public Integrity Section of the 
Department of Justice, or designee, serves as the IC's legal advisor and attends the 
meetings in an advisory capacity.  



 
B. Vice Chairperson.  The CIGIE Chairperson shall appoint a Vice Chairperson of the IC 



from one of the four IGs who are members of the IC.  The IC Vice Chairperson’s duties 
shall be as outlined in these policies and procedures, to fulfill the IC Chairperson’s 
functions in the IC Chairperson’s absence, and other duties as assigned by the IC or IC 
Chairperson. 



 
C. Working Group.  The IC shall establish an Integrity Committee Working Group 



(“Working Group”) composed of employees of the FBI, CIGIE personnel, or IG staff 
members. The Working Group shall assist the IC in the execution of the IC’s 
responsibilities, as determined by the IC.  



 
D. Meetings.  The IC shall meet monthly, unless pending business is insufficient to warrant 



a meeting, with at least one meeting per calendar quarter to take place in person, to 
review the status of all pending complaints.  More frequent meetings may be called at the 
discretion of the IC Chairperson or IC Vice Chairperson.  Prior to the meetings, IC 
members shall independently review each case.  The Working Group shall maintain a 
written agenda of each meeting, and of action determinations made regarding each 
agenda item, as a record for the IC. 



 
E. Quorum.  A quorum, consisting of four IC members, is required for the IC to consider a 



complaint or take any action concerning a complaint.  If: (1) the IC Chairperson 
determines that consideration of a pending matter is urgent and cannot reasonably be 
delayed and a quorum cannot be established within five business days, or (2) two or more 
of the IG members are recused from a matter, the IC Chairperson shall immediately 
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notify the CIGIE Chairperson.  Upon notification, the CIGIE Chairperson shall appoint a 
temporary IC member or members as necessary to establish a quorum or to ensure that at 
least two IG members of the IC are eligible to participate in a decision regarding the 
matter   



  
F. Voting:  Matters before the IC shall be determined by a majority of the IC members 



voting.   
 



G. Recusal of IC members.  A recused IC member shall not vote or otherwise participate in 
the consideration of a matter from which the member is recused.  All recusals shall be 
noted in the minutes of the meeting at which the recusal is determined.     
 



i. An IC member shall be recused from consideration of any matter in which a 
reasonable person, knowing all of the facts and circumstances involved, would 
question the member’s impartiality, including, but not limited to, the following: 



 
a. An IC member shall be recused from consideration of matters involving that IC 



member or another Covered Person in that IC member’s office. 
 
b. An IC member shall be recused from consideration of a matter if the member 



believes that his or her impartiality would reasonably be questioned, because of a 
close personal, financial or business relationship, or for any other reason.   



 
c. The IC Chairperson, and any Working Group members from the FBI shall be 



recused from matters involving the IG or a staff member of the Department of 
Justice Office of the Inspector General. 



 
d. If the IC Vice Chairperson is recused from participation in some or all matters 



before the IC, the remaining IG members of the IC shall designate one of their 
number to perform the duties of the Vice Chairperson. 



 
e. An IC member who knows that he or she is under a criminal investigation or an 



IC investigation shall be recused from participating in all matters before the IC 
during the pendency of that investigation.   



 
f. An IC member shall be recused from consideration of a matter if the IC 



determines that the circumstances present would lead a reasonable person to 
question the member’s impartiality in the matter.  



 
g. IC members who have determined that their own recusal is not necessary may 



nevertheless disclose a potential basis for recusal for final determination by the 
IC, provided that the disclosing IC member shall not vote on the final 
determination. 
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H. Matters Requiring a Security Clearance.  If a matter before the IC requires a security 
clearance, any member who does not hold the requisite clearance shall be recused.  



 
4. Designation of Staff Members by an Inspector General 
 
Pursuant to Section 11(d)(4) of the IG Act, each IG shall designate those positions on his/her 
staff as to which an internal investigation of wrongdoing would lack, or appear to lack, 
independence or objectivity.  Pursuant to the IG Act, IGs are required to designate any IG staff 
members who report directly to the IG.  In addition, IGs should designate any staff members 
with significant responsibilities who, in the judgment of the IG, depending on the size and 
organization of the particular OIG, should be included (e.g., Assistant IG for Investigations or 
Counsel).  Positions more than one level removed from direct reporting to the IG should not 
normally be included (e.g., Deputy Assistant IG for Investigations).  Each IG shall submit, by 
May 15 each year, a list of the designated positions to the IC Chairperson and to the CIGIE 
Executive Director. 
 
5. Referral of Allegations of Wrongdoing Concerning a Designated Staff Member  
 



A.  Reporting by an Inspector General.   
 
i. Allegation Concerning the IG.  An IG shall promptly report to the IC any allegation 



of wrongdoing concerning that IG. 
 



ii. Allegations Concerning Designated Staff.  An allegation that a designated staff 
member engaged in wrongdoing, when referred by an IG, shall be made in a referral 
letter to the IC.  The referral letter shall include a statement that the IG has 
determined that the allegation cannot be assigned to an agency of the Executive 
Branch with appropriate jurisdiction over the matter and an objective internal 
investigation of the allegation is not feasible or that the objectivity of an internal 
investigation might reasonably be questioned.   



 
B. Complaints received from other sources.  If the IC receives an allegation from a source 



other than the affected IG that a designated staff member has engaged in wrongdoing, 
that allegation may be referred to the IG. The IC is not required to make the referral, 
however, and may proceed to consider the allegation pursuant to these procedures. 



 
6. Receipt and Initial Review of Complaints 
 



A. Initial review by the Working Group.  The Working Group shall conduct an initial review 
of each complaint received by the IC and determine whether the complaint alleges 
wrongdoing on the part of a Covered Person.  The Working Group may seek additional 
information from the complainant if the complaint lacks sufficient detail to make this 
determination.  The Working Group shall log each complaint and assign it a control 
number, and acknowledge each complaint to the complainant unless the complaint is 
made anonymously.  The Working Group shall complete its initial review within 15 
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calendar days of receipt of the complaint.  Questions about whether a particular 
complaint is within the IC's jurisdiction shall be referred to the IC for resolution.   
 



B. Review by the Public Integrity Section.  During the course of its initial review, the 
Working Group shall provide to the Public Integrity Section (PIN), United States 
Department of Justice (DOJ) any complaint alleging a substantial criminal offense (i.e. an 
allegation of the nature and detail for which the FBI or an OIG would ordinarily seek a 
prosecutive review or review by State or local law enforcement authorities).After an 
expeditious review, if PIN determines the complaint warrants criminal investigation, the 
Working Group shall notify the IC at the next meeting of PIN’s determination and 
provide a copy of the complaint to the IC. 



 
i. Upon PIN’s determination that a complaint warrants criminal investigation under 



Section 6(B), the IC shall refer the complaint to PIN.   
 



ii. PIN shall promptly report to the IC that DOJ or another prosecutive authority has 
declined or deferred further action on a matter that the IC referred to PIN.   



 
iii. At any time during the course of the IC’s review of a complaint (including 



complaints referred for investigation to an assisting IG, described in paragraph 8), if 
information is uncovered that may indicate a substantial criminal offense, the IC 
shall promptly discuss the complaint with PIN.  If requested by PIN, the IC shall 
refer the complaint to PIN.  PIN shall promptly report to the IC that DOJ or another 
prosecutive authority has declined or deferred further action. 



 
iv. Following an IC referral to PIN, if a criminal investigation has been concluded by 



PIN without charges being filed, then potentially meritorious allegations of 
wrongdoing against a Covered Person shall be referred by PIN to the IC for its 
consideration.  The IC may request that PIN provide a summary report of the results 
of the investigation to the IC, to the extent the criminal investigation relates to a 
matter within the jurisdiction of the IC, and consistent with other law (including 
Federal Rule of Criminal Procedure 6(e)), although no particular information must 
be provided by PIN on behalf of DOJ or another prosecutive authority.  
 



v. Following an IC referral to PIN, if a prosecutive authority has brought an unsealed 
criminal charge, PIN shall report that fact to the IC.  Before taking further action on 
any allegations outside the scope of a pending criminal case, the IC shall consult 
with PIN.   



 
C. Complaints outside the IC's jurisdiction.  Complaints determined by the Working Group 



to be clearly outside the IC's jurisdiction may be submitted by the Working Group to the 
IC Chairperson or Vice Chairperson for referral to another agency of the Executive 
Branch or to the affected IG, as appropriate.  Also, as appropriate, the IC Chairperson or 
Vice Chairperson shall notify the complainant concerning the referral.  Due care shall be 
taken to protect the identity of a complainant who requests confidentiality.  
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D. Placement on the IC agenda.  The Working Group shall place those complaints that may 
fall within the IC's jurisdiction on the agenda for consideration at the next IC meeting.  
The Working Group shall also provide the IC at its meetings a summary report of those 
complaints referred by the IC Chairperson or Vice Chairperson to another agency or to an 
affected IG that were deemed to be clearly outside the IC's jurisdiction, except for the 
complaints identified in Section 6(B). 
 



7. IC Closing and Referral of Allegations 
 
The IC may close or refer allegations in the following manner: 



A. Complaints lacking potential merit.  Allegations that are frivolous, unsupported, 
concerning matters within a Covered Person’s discretion, or otherwise lacking potential 
merit, shall be closed. 



 
B. Complaints with insufficient information.  Allegations with insufficient information or 



lacking supporting documentation may be referred back to the Working Group to request 
additional information from the complainant.  This is not intended as a preliminary 
investigation. 



 
C. Referral to an Executive Branch agency.  Either before or after requiring a response from 



a Covered Person under paragraph 8.B. of these procedures, the IC may refer some or all 
of the allegations in a complaint to another agency within the Executive Branch with 
jurisdiction over the matter.  For example, the IC may refer equal employment 
opportunity complaints to the Equal Employment Opportunity Office of the affected 
agency, and refer allegations of illegal political activity, whistleblower retaliation, or 
prohibited personnel practices to the Office of Special Counsel or other agency as 
provided by law.  The IC shall request that the Executive Branch agency report the results 
of its investigation to the IC, pursuant to sections 11(d)(5)(B) and 11(d)(7)(C)(ii) of the 
IG Act, and, except as provided for criminal matters, that the Executive Branch agency 
provide an update every 90 days to the IC on its progress in considering the allegations. 
 



D. Referral to the relevant IG.  Pursuant to paragraph 5(B) of these procedures, the IC may 
refer to the affected IG a complaint alleging wrongdoing on the part of a designated staff 
member, received from a source other than the affected IG.  The referral letter shall 
include a request that within 10 business days of receipt, the IG determine whether an 
objective internal investigation could be conducted, including the possibility of an 
investigation by an uninvolved OIG, and inform the IC of that determination.  If the IG 
decides to handle the allegation, the IC shall request that the IG do so expeditiously and 
report to the IC the disposition of the allegation and actions taken by the IG, if any, 
following the completion of the investigation. The complaint shall be held in open status 
by the IC pending the response, and the IG shall provide an update every 90 days to the 
IC on its progress in handling the matter.  Upon receipt of the IG’s report, the IC may 
close the matter. 
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E. Partial Referrals.  In its discretion, the IC may exercise jurisdiction over some of the 
allegations in a complaint, even if it has referred other allegations in the same complaint 
pursuant to Sections 7(C) – (D).  With respect to matters referred to PIN, the IC shall 
consult with PIN prior to exercising jurisdiction.   
 



8. Initiating IC Investigations 
 



Threshold for investigation by the IC: Potentially meritorious allegations involving substantial 
misconduct, such as gross mismanagement, gross waste of funds, abuse of authority in the 
exercise of official duties or while acting under color of office, substantial violation of law, rule 
or regulation, or conduct that undermines the independence or integrity reasonably expected of a 
Covered Person shall be reviewed and investigated under the authority of the IC in the following 
manner:   



 
A. Request for a response: 



 
i. The IC shall summarize the allegation(s) in a letter to the Covered Person who is the 



subject of the complaint (the “Respondent”) and request a response to the 
allegation(s) within 20 business days. Due care shall be taken to protect the identity 
of a complainant who requests confidentiality.   



 
ii. At the earliest meeting of the IC following expiration of the 20 business day period in 



paragraph 8(A)(i) of these procedures, the IC shall consider the complaint together 
with any response from the Respondent.  If the Respondent has failed to submit a 
response, or has submitted an inadequate or incomplete response, the IC may 
nevertheless initiate an investigation if it determines that the allegations clearly 
warrant an investigation.  If the IC determines in its discretion to grant the 
Respondent additional time to submit a response, or a more complete response, it 
shall place the matter on the agenda for the next IC meeting and the Vice Chairperson 
shall make the further request of the Respondent.  Absent extraordinary 
circumstances, no further extensions shall be granted, and the IC shall determine at its 
next meeting whether to initiate an investigation.    



 
B. IC determination.  Upon consideration of the complaint and any response, the IC may 



take one of the following actions: 
 



i. Determine that the response sufficiently answers or refutes the allegation(s) and that 
further inquiry or an investigation is not warranted.  The case shall then be closed.  



 
ii. Determine that the record is sufficient to make findings, conclusions, or 



recommendations as to some or all of the allegations without further investigation. 
 



iii. Commence an investigation of some or all of the allegations under the supervision of 
another IG.     
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a. CIGIE shall maintain a list of IGs capable of undertaking investigations for the 
IC, and these responsibilities shall be allocated among CIGIE members so as not 
to create an undue burden on any particular OIG.  



 
b. When so authorized by the IC, the IC Vice Chairperson shall seek assistance from 



an IG on the list maintained by CIGIE.  The Vice Chairperson shall describe for 
the assisting IG the nature of the allegations and come to an agreement on the 
scope of the investigation and an expected timeline for completion.  The IC shall 
have an overall goal of completing investigations within 6 months, recognizing 
that more complicated investigations may take longer than 6 months.  The 
assisting IG shall provide the IC with an update on the status of the investigation 
every 60 days. 



 
c. The investigation shall be conducted under the control and direction of the IC 



Chairperson and IC Vice Chairperson.  
 
d. The investigation shall be conducted in accordance with the most current Quality 



Standards for Investigations issued by CIGIE and utilize the investigative 
procedures of the assisting IG unless otherwise directed otherwise by the IC. 



 
e. Reimbursement of expenses shall be subject to the policies and procedures 



established by CIGIE.    
 



9. Conducting Investigations 
 



A. Notice to Respondent and opportunity for comment. When an investigation is initiated, 
the IC Vice Chairperson shall notify the Respondent, in writing, of the following:  



 
i. The allegations to be investigated by the IC; 



 
ii. That additional allegations may be investigated by the IC as they become known, 



with notice of such additional allegations to be made to Respondent if they concern 
new subject matter; 



 
iii. That the investigation will include the following procedures:  



 
a. The Respondent will be given the opportunity to speak with investigators. 



 
b. The Respondent will receive a copy of the draft report of investigation, including 



a transcript of any recorded interview of the Respondent and a summary 
memorandum of any unrecorded interview of the Respondent, and will have 20 
business days to submit additional documents, information, and argument to the 
IC before the IC’s final consideration of the draft report. 
 



c. The IC’s findings, conclusions, and any recommendations will be forwarded, 
along with the final investigation report and additional materials submitted by the 
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Respondent, for review to the CIGIE Executive Chairperson, the CIGIE 
Chairperson, and to head of the authority that appointed the Respondent.   



 
B. Reviewing the status of an investigation.  The IC, through the Vice Chairperson and the 



Working Group, shall monitor the progress of all pending investigations.  If additional 
allegations are received in a complaint or if additional allegations surface during the 
course of the investigation, the IC may direct the assisting IG to expand the scope of the 
investigation to include these new matters, as appropriate. 
 



C. Notice of interference with investigation.  If the IC determines that a Respondent has 
interfered with or otherwise prejudiced an investigation, the IC may notify the 
Respondent’s appointing authority, the CIGIE Executive Chairperson, and the CIGIE 
Chairperson, and may offer  recommendations for corrective and disciplinary action.  



 
10. Reporting the Results of the Investigation 
 
At the conclusion of the investigation, the assisting IG shall provide a written investigative report 
containing necessary facts and conclusions regarding the allegations to the IC Chairperson for 
distribution to each member of the IC.  Subject to the directions of the IC, the format of the 
report shall be determined by the assisting IG, who shall ensure that the investigation meets the 
Quality Standards for Investigations.  
 
11. Review of Reports of Investigation by Respondent and IC 
 



A. Review and comment by the Respondent.  A copy of the draft report, or portions of it 
pertaining to a particular Respondent, shall be provided to that Respondent for review.  
Exhibits supporting the portion of the report pertaining to a particular Respondent shall 
be furnished to that Respondent or made available for review.  The assisting IG or the IC 
may make appropriate redactions pursuant to applicable law or regulation (e.g., the 
Privacy Act) or to protect the identity of a complainant or witness requesting 
confidentiality.  Consistent with paragraph 9(A)(iii)(b) of these procedures, the 
Respondent shall have 20 business days following receipt of the report to submit 
additional materials to the IC before its final consideration.  



 
B. Review by the IC.  The IC shall review and assess the report of investigation, along with 



any exhibits and the Respondent’s additional materials, and discuss the proposed findings 
and conclusions.  The assisting IG may be asked to present the report at a meeting of the 
IC and answer questions about the investigation and the report. The IC shall seek to 
complete its review of the report of investigation within 20 business days after the 
expiration of the 20 business day period in paragraph 11(A) of these procedures. 



 
C. IC determination.  The IC shall determine whether facts within the investigative report 



are proven by a preponderance of the evidence. Thereafter, the IC shall determine 
whether those facts provide a reasonable basis to conclude that the Respondent engaged 
in substantial misconduct, such as gross mismanagement, gross waste of funds, abuse of 
authority in the exercise of official duties or while acting under color of office, 











May 2015 
 



10 
 



substantial violation of law, rule or regulation, or conduct that undermines the 
independence or integrity reasonably expected of an IG or IG senior staff member.  If the 
IC concludes that the facts do not support such a finding, it shall direct that the matter be 
closed.  If the IC finds that the facts do support such a finding, the IC shall make 
recommendations, as appropriate, including those on disciplinary action.  The IC’s 
conclusions and recommendations shall be set forth in writing.  A dissenting report may 
be filed. 



 
D. Findings or recommendations involving an Acting IG.  Whenever an investigation results 



in findings of wrongdoing on the part of an Acting Inspector General, the IC’s 
conclusions and recommendations may include a recommendation that the CIGIE 
Chairperson work with the appointing authority to ensure that the affected OIG has 
interim leadership legally empowered to act on the findings, conclusions and 
recommendation, including, if necessary, designation of an interim IG. 



  
12. Forwarding the Investigative Report 
 
If the IC finds that the Respondent has engaged in wrongdoing, it shall forward the report of 
investigation, along with the IC's findings, conclusions, recommendations, and dissenting reports 
in the following manner: 



 
A. Within 5 business days, to the CIGIE Executive Chairperson, the CIGIE Chairperson, 



and to the President (in the case of a report relating to an IG of an establishment or any 
designated staff member of the IG) or the head of a designated federal entity (in the case 
of a report relating to an IG of such entity or any designated staff member of that IG) for 
resolution.   Upon receipt of a notice of final disposition provided by the CIGIE 
Executive Chairperson, pursuant to Section 11(d)(8)(B) of the IG Act, the IC shall close 
the matter. 
 



B. Within 5 business days of submission under subparagraph A, to the Respondent, with a 
copy to the affected IG if the Respondent is a staff member.   
 



C. Pursuant to Section 11(d)(8)(A)(iii) of the IG Act, within 30 calendar days of submission 
under subparagraph A, a copy of the executive summary and recommendations to those 
committees of the House and Senate designated in the Act. 



 
13. Notice of Final Action 
 
The IC Chairperson shall notify the individual making the complaint when a case is closed and 
the basis for the IC’s action and recommendations, unless the complaint was made anonymously. 
The IC Chair shall notify a Respondent after a case is closed if the allegation was investigated by 
the IC or by another agency and referred back to the IC for review and recommendation. All 
such notices shall be subject to applicable laws and regulations regarding disclosure, with due 
care taken to protect the identity of a complainant or witness requesting confidentiality 
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14. Maintenance of IC Records 
 



A.  The Central Records System 
 



i. Content of Records.  All documents received or transmitted by the IC in fulfilling its 
responsibilities under the Act or under EO 12993 (including, but not limited to, 
written complaints making allegations against Covered Persons; IC correspondence; 
reports of IC investigations; reports of final actions taken with regard to proven 
allegations; and memoranda providing the final dispositions of allegations determined 
to be frivolous, outside the jurisdiction of the IC, or otherwise closed without further 
investigation) shall be collected and maintained as IC records in the FBI's Central 
Records System. The Central Records System consists of a numerical sequence of 
subject matter files and an index. 



 
ii. Criminal Investigative Files Not Included as Integrity Committee Records.  The IC 



records shall not include any criminal investigative files with general investigative 
information except that IC records may contain limited information about an 
allegation from criminal investigative files when such information is the source of the 
alleged administrative misconduct being investigated by the IC. The FBI's criminal 
investigative files are maintained in the Central Records System under the subject 
matter of the criminal violation, and, therefore, shall be separate from IC records. 



 
B. Disclosure of Information 



 
i. Privacy Act protection and restrictions on disclosure. The records of the IC shall be 



maintained in accord with the Privacy Act of 1974 (Title 5, U.S.C., Section 552a), 
which restricts the disclosure of all records contained in a system of records 
maintained by an Executive Branch agency and retrieved by an individual's name or a 
personal identifier, such as a social security number. The records may be disclosed 
only in response to the written request of, or with the prior consent of, the individual 
to whom the record pertains, or under the conditions specifically set forth in the Act 
at Section 552a(b). 
 



ii. Access by individuals to their own records. Procedures for access by individuals to 
their own records have been established by the Privacy Act and in regulations 
implementing the Act at Title 28, C.F.R., Part 16, Subpart D. All disclosures of 
information requested from the IC records shall be coordinated with the Working 
Group. 
 



iii. Disclosure under the Freedom of Information Act. Third party requests (requests by 
individuals other than the Respondent) for information shall be processed pursuant to 
the Freedom of Information Act (FOIA) (Title 5, U.S.C., Section 552), in accord with 
applicable law; regulations implementing the FOIA at Title 28, C.F.R. Part 16, 
Subpart A; and FBI FOIA policy and procedures. 
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iv. Congressional inquiries. Section 11(d)(8) of the IG Act directs the IC Chairperson to 
provide an executive summary of a report of investigation, along with 
recommendations of the IC, to congressional committees of jurisdiction within 30 
days of providing the complete report to the Executive Chairperson.  Under Section 
11(d)(9) of the IG Act, the CIGIE Chairperson shall provide to the Congress by 
December 31 of each year a report on the activities of the IC including, in the case of 
allegations referred to the IC Chairperson, a summary of the status of the 
investigation and, in the case of investigations completed during the preceding fiscal 
year, a summary of the findings of the investigation. Under Section 11(d)(10) of the 
IG Act, after an Executive Summary or annual report is provided, CIGIE is required 
to provide more detailed information about specific allegations upon request of the 
Chair and Ranking Member of the Committee on Homeland Security and 
Governmental Affairs of the Senate, the Chair or Ranking Member of the Committee 
on Oversight and Government Reform of the House of Representatives, and the Chair 
or Ranking Member of other congressional committees of jurisdiction. The IC shall 
not provide information while an allegation or investigation is pending, except as 
described in Sections 11(d)(8), (9), and (10) of the IG Act.  Requests from other 
committee chair or ranking members, or from individual senators or representatives, 
shall be treated as requests received under the Freedom of Information Act. 



 
C. Physical Maintenance of Records 



 
i. Retention of records.  The Working Group shall maintain the records of the IC in a 



manner which ensures their physical security and shall restrict access to the records 
except as necessary for their review, as provided in these Policies and Procedures. 



 
ii. Disposal of records.  IC records shall be disposed of in accordance with the record 



disposition programs that apply to the FBI's Central Records System.  
 
15. Confidentiality 
 
The IC attempts to protect the confidentiality of a person who makes an allegation of 
wrongdoing concerning an IG or OIG staff member if specifically requested by that complainant.  
In conducting investigations, the IC shall also endeavor to protect the confidentiality of a person 
making a statement to investigators if specifically requested by the person.  However, the IC may 
be required to disclose the identity of these persons if a criminal prosecution ensues based on 
information from the complainant or person who has requested confidentiality, if adverse action 
is taken against the subject of the complaint or investigation in an administrative forum based on 
the information from the complainant or person, or if a court orders disclosure.  Even if the IC 
does not release the name of a complainant or a witness, that person’s identity may become 
discernible from the context of the complaint or investigation. 
 
16. Amendments to the IC Policies and Procedures 
 
The CIGIE Chair or Vice Chair, or any IC member may propose revisions or amendments to 
these Procedures.  The IC shall consider the proposed revision or amendment following 











May 2015 
 



13 
 



consultation with the CIGIE Chair.  A majority of the IC members must approve any revision or 
amendment.  Thereafter, the revision or amendment shall be submitted to the CIGIE Chair who 
shall provide a copy to the congressional committees of jurisdiction in accordance with section 
11(d)(7)(ii) of the Act. 
 
17. No Right or Benefit 
 
These procedures are not intended to create any right or benefit, substantive or procedural, 
enforceable at law by a person against the United States, its agencies, its officers, or any person. 
 
 
 
 
 



Approved: _______________________________    Date: __________________ 
                                               Timothy Delaney 



    Chairperson 
                                             Integrity Committee 
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Appendix  
 
Selections from the Inspector General Reform Act of 2008 (Public Law 110-409) 
 
11(d) INTEGRITY COMMITTEE.–  
 
“(1) ESTABLISHMENT, --The Council shall have an Integrity Committee, which shall receive, 
review, and refer for investigation allegations of wrongdoing that are made against Inspectors 
general and staff members of the various Offices of Inspector General described under paragraph 
(4)(C).   
 
"(2) MEMBERSHIP.--The Integrity Committee shall consist of the following members: 
"(A) The official of the Federal Bureau of Investigation serving on the Council, who shall serve 
as Chairperson of the Integrity Committee, and maintain the records of the Committee. 
"(B) Four Inspectors General described in subparagraph (A) or (B) of subsection (b)(1) 
appointed by the Chairperson of the Council, representing both establishments and designated 
Federal entities (as that term is defined in section 8G(a)). 
"(C) The Special Counsel of the Office of Special Counsel. 
"(D) The Director of the Office of Government Ethics. 
 
"(3) LEGAL ADVISOR--The Chief of the Public Integrity Section of the Criminal Division of 
the Department of Justice, or his designee, shall serve as a legal advisor to the Integrity 
Committee. 
 
"(4) REFERRAL OF ALLEGATIONS.-- 
"(A) REQUIREMENT.--An Inspector General shall refer to the Integrity Committee any 
allegation of wrongdoing against a staff member of the office of that Inspector General, if— 
"(i) review of the substance of the allegation cannot be assigned to an agency of the Executive 
Branch with appropriate jurisdiction over the matter; and 
"(ii) the Inspector General determines that-- 
"(I) an objective internal investigation of the allegation is not feasible; or 
"(II) an internal investigation of the allegation may appear not to be objective. 
"(B) DEFINITION.--In this paragraph the term 'staff member' means any employee of an Office 
of Inspector General who-- 
"(i) reports directly to an Inspector General; or 
"(ii) is designated by an Inspector General under subparagraph (C). 
"(C) DESIGNATION OF STAFF MEMBERS.--Each Inspector General shall annually submit to 
the Chairperson of the Integrity Committee a designation of positions whose holders are staff 
members for purposes of subparagraph (B). 
 
"(5) REVIEW OF ALLEGATIONS.--The Integrity Committee shall-- 
"(A) review all allegations of wrongdoing the Integrity Committee receives against an Inspector 
General, or against a staff member of an Office of Inspector General described under paragraph 
(4)(C); 
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"(B) refer any allegation of wrongdoing to the agency of the Executive Branch with appropriate 
jurisdiction over the matter; and 
"(C) refer to the Chairperson of the Integrity Committee any allegation of wrongdoing 
determined by the Integrity Committee under subparagraph (A) to be potentially meritorious that 
cannot be referred to an agency under subparagraph (B). 
 
"(6) AUTHORITY TO INVESTIGATE ALLEGATIONS.-- 
"(A) REQUIREMENT.--The Chairperson of the Integrity Committee shall cause a thorough and 
timely investigation of each allegation referred under paragraph (5)(C) to be conducted in 
accordance with this paragraph. 
"(B) RESOURCES.--At the request of the Chairperson of the Integrity Committee, the head of 
each agency or entity represented on the Council-- 
"(i) may provide resources necessary to the Integrity Committee; and 
"(ii) may detail employees from that agency or entity to the Integrity Committee, subject to the 
control and direction of the Chairperson, to conduct an investigation under this subsection. 
 
"(7) PROCEDURES FOR INVESTIGATIONS.-- 
"(A) STANDARDS APPLICABLE.--Investigations initiated under this subsection shall be 
conducted in accordance with the most current Quality Standards for Investigations issued by the 
Council or by its predecessors (the President's Council on Integrity and Efficiency and the 
Executive Council on Integrity and Efficiency). 
"(B) ADDITIONAL POLICIES AND PROCEDURES.-- 
"(i) ESTABLISHMENT.--The Integrity Committee, in conjunction with the Chairperson of the 
Council, shall establish additional policies and procedures necessary to ensure fairness and 
consistency in-- 
"(I) determining whether to initiate an investigation; 
"(II) conducting investigations; 
"(III) reporting the results of an investigation; and 
"(IV) providing the person who is the subject of an investigation with an opportunity to respond 
to any Integrity Committee report. 
"(ii) SUBMISSION TO CONGRESS.--The Council shall submit a copy of the policies and 
procedures established under clause (i) to the congressional committees of jurisdiction. 
"(C) REPORTS.-- 
"(i) POTENTIALLY MERITORIOUS ALLEGATIONS.--For allegations described under 
paragraph (5)(C), the Chairperson of the Integrity Committee shall make a report containing the 
results of the investigation of the Chairperson and shall provide such report to members of the 
Integrity Committee. 
"(ii) ALLEGATIONS OF WRONGDOING.--For allegations referred to an agency under 
paragraph (5)(B), the head of that agency shall make a report containing the results of the 
investigation and shall provide such report to members of the Integrity Committee. 
 
"(8) ASSESSMENT AND FINAL DISPOSITION.— 
"(A) IN GENERAL--With respect to any report received under paragraph (7)(C), the Integrity 
Committee shall-- 
"(i) assess the report; 
"(ii) forward the report, with the recommendations of the Integrity Committee, including those 
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on disciplinary action, within 30 days (to the maximum extent practicable) after the completion 
of the investigation, to the Executive Chairperson of the Council and to the President (in the case 
of a report relating to an Inspector General of an establishment or any employee of that Inspector 
General) or the head of a designated Federal entity (in the case of a report relating to an Inspector 
General of such an entity or any employee of that Inspector General) for resolution; and 
"(iii) submit to the Committee on Government Oversight and Reform of the House of 
Representatives, the Committee on Homeland Security and Governmental Affairs of the Senate, 
and other congressional committees of jurisdiction an executive summary of such report and 
recommendations within 30 days after the submission of such report to the Executive 
Chairperson under clause (ii). 
"(B) DISPOSITION.--The Executive Chairperson of the Council shall report to the Integrity 
Committee the final disposition of the matter, including what action was taken by the President 
or agency head. 
 
"(9) ANNUAL REPORT.--The Council shall submit to Congress and the President by December 
31 of each year a report on the activities of the Integrity Committee during the preceding fiscal 
year, which shall include the following: 
"(A) The number of allegations received. 
"(B) The number of allegations referred to other agencies, including the number of allegations 
referred for criminal investigation. 
"(C) The number of allegations referred to the Chairperson of the Integrity Committee for 
investigation. 
"(D) The number of allegations closed without referral. 
"(E) The date each allegation was received and the date each allegation was finally disposed of.  
"(F) In the case of allegations referred to the Chairperson of the Integrity Committee, a summary 
of the status of the investigation of the allegations and, in the case of investigations completed 
during the preceding fiscal year, a summary of the findings of the investigations. 
"(G) Other matters that the Council considers appropriate. 
 
"(10) REQUESTS FOR MORE INFORMATION.--With respect to paragraphs (8) and (9), the 
Council shall provide more detailed information about specific allegations upon request from any 
Of the following: 
"(A) The chairperson or ranking member of the Committee on Homeland Security and 
Governmental Affairs of the Senate. 
"(B) The chairperson or ranking member of the Committee on Oversight and Government 
Reform of the House of Representatives. 
"(C) The chairperson or ranking member of the congressional committees of jurisdiction. 
 
"(11) NO RIGHT OR BENEFIT.--This subsection is not intended to create any right or benefit, 
substantive or procedural, enforceable at law by a person against the United States, its agencies, 
its officers, or any person.". 
 
(b) ALLEGATIONS OF WRONGDOING AGAINST SPECIAL COUNSEL OR DEPUTY 
SPECIAL COUNSEL- 



(I) DEFINITIONS.--In this section-- 
(A) the term "Integrity Committee" means the Integrity Committee established under section 
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11(d) of the Inspector General Act of 1978 (5 U.S.C. App), as amended by this Act; and 
(B) the term "Special Counsel" refers to the Special Counsel appointed under section 1211 (b) of 
title 5, United States Code. 



(2) AUTHORITY OF INTEGRITY COMMITTEE.-- 
(A) IN GENERAL--An allegation of wrongdoing against the Special Counsel or the Deputy 
Special Counsel may be received, reviewed, and referred for investigation by the Integrity 
Committee to the same extent and in the *4313 same manner as in the case of an allegation 
against an Inspector General (or a member of the staff of an Office of Inspector General), subject 
to the requirement that the Special Counsel recuse himself or herself from the consideration of 
any allegation brought under this paragraph. 
(B) COORDINATION WITH EXISTING PROVISIONS OF LAW.--This subsection does not 
eliminate access to the Merit Systems Protection Board for review under section 7701 of title 5, 
United States Code. To the extent that an allegation brought under this subsection involves 
section 2302(b)(8) of that title, a failure to obtain corrective action within 120 days after the date 
on which that allegation is received by the Integrity Committee shall, for purposes of section 
1221 of such title, be considered to satisfy section 1214(a)(3)(B) of that title. 



(3) REGULATIONS.--The Integrity Committee may prescribe any rules or regulations necessary 
to carry out this subsection, subject to such consultation or other requirements as might 
otherwise apply. 
 
(c) EFFECTIVE DATE AND EXISTING EXECUTIVE ORDERS.-- 
(1) COUNCIL--Not later than 180 days after the date of the enactment of this Act, the Council of 
the Inspectors General on Integrity and Efficiency established under this section shall become 
effective and operational. 
(2) EXECUTIVE ORDERS.--Executive Order No. 12805, dated May 11, 1992, and Executive 
Order No. 12933*, dated March 21, 1996 (as in effect before the date of the enactment of this 
Act) shall have no force or effect on and after the earlier of-- 
(A) the date on which the Council of the Inspectors General on Integrity and Efficiency becomes 
effective and operational as determined by the Executive Chairperson of the Council; or  
(B) the last day of the 180-day period beginning on the date of enactment of this Act. 
 
* Incorrect in original; should be Executive Order 12993. 
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: DOJ Legislative Proposal Regarding 6(a) of the IG Act
Date: Wednesday, August 5, 2015 3:35:27 PM
Attachments: DOJ Legislative Proposal (7-31-15).docx


Members,
DOJ has drafted the attached legislative proposal to fix Section 6(a) of the IG Act. We have heard
from a couple members that this is being circulated through the Administration’s clearance process.
We wanted to inform you that DOJ has asked to work with CIGIE on the legislative fix to 6(a). Kathy
Buller has provided to the Legislation Committee members the DOJ legislative proposal for
comment/feedback. In the meantime, we wanted to provide a copy of the DOJ proposal to
members. 


Thanks
Mark


(b) (5)



mailto:CIGIE-LIAISONS@LIST.NIH.GOV



DRAFT


[bookmark: _GoBack]Section 6(a) of the Inspector General Act of 1978 (5 U.S.C. App. § 6(a)) is amended—





1. by renumbering paragraph (1) as paragraph (1)(A); and





1. by inserting after newly designated paragraph (1)(A) the following:





“(B) The Inspector General shall have access under paragraph (A) notwithstanding any other provision of law, except any provision of law enacted by Congress that expressly refers to the Inspector General and expressly limits his right of access.  [The Inspector General shall have access to grand jury matters only in accordance with the provisions of Federal Rule of Criminal Procedure 6(e), except that the Inspector General of the Department of Justice shall have access to such matters under paragraph (A) notwithstanding the provisions of Rule 6(e).]  The Inspector General shall comply with the limitations on disclosure imposed under all applicable provisions.”





Section 6(b) of the Inspector General Act of 1978 (5 U.S.C. App. § 6(b)) is amended—





	(a) by deleting paragraph (2) and replacing it with the following:





“(2)  Whenever access under paragraph (a)(1)(A) is refused or not provided, or whenever information or assistance requested under subsection (a)(3) is, in the judgment of an Inspector General, unreasonably refused or not provided, the Inspector General shall report the circumstances to the head of the establishment involved without delay.” 





Section 8E(b) of the Inspector General Act of 1978 (5 U.S.C. App. § 8E(b)) is amended—





(a) by striking “and” at the end of paragraph (4);


(b) by striking the period at the end of paragraph (5) and inserting “; and”; and


(c) by inserting after paragraph (5) the following:





“(6) subject to the provisions of subsection (a) of this section, shall have access to grand jury matters pursuant to paragraph (a)(1)(A) of section 6 notwithstanding the provisions of Federal Rule of Criminal Procedure 6(e).  The Inspector General may disclose grand jury matters only to the extent that Federal Rule of Criminal Procedure 6(e) authorizes an attorney for the government to make such disclosure.”














From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: For Review: SES Certification workgroup recommendations
Date: Thursday, June 11, 2015 5:35:48 AM
Attachments: SES Certification WG Report Final June 2015.pdf


ATT00001.htm


Folks with SES personnel systems,
Please see the below and attached that has been circulated for feedback to the CHCOs. If you would
like to provide feedback, please provide that information to me by June 19, 2015, or provide it
directly to @opm.gov) at OPM by June 23, 2015.
Thanks
Mark


Begin forwarded message:


From: "Johnson, Justin R." < @opm.gov>
To: "CHCOC" <chcoc@opm.gov>
Subject: For Review: SES Certification workgroup recommendations


To CHCOs and Deputies via BCC:


Attached is a report of the interagency working group initiative to identify
improvements to the Federal Government’s SES Performance Appraisal System
Certification process. This report summarizes the process and approach of the
working group, which convened on a weekly basis between December 2014 and
May 2015, and presents the recommendations they have identified to improve and
streamline the certification process. This working group was formed after an
initial interagency group of high-level officials (many of whom were agency
CHCOs) met in February 2014 to discuss interagency concerns and strategic
opportunities to improve the efficiency and value of the certification process
while reducing administrative burden for agencies. As you may recall, this work
was last discussed at the April 21 Council meeting.


Please review the report, particularly the recommendations of the workgroup for
improving the certification process, and provide any feedback or further input to


 at
@opm.gov<mailto: @opm.gov> by no later than


June 23, 2015.


Once the OPM program office has consolidated stakeholder input, the
recommendations of the workgroup and the input of stakeholders will be
presented to OPM Director Archuleta before proceeding with next steps,
including immediate implementation of improvements that are administratively
possible as well as longer-term revision to regulations.


Thank you,


Justin Johnson
Executive Director
Chief Human Capital Officers Council


(b) (6)


(b) (6)


(b) (6)
(b) (6) (b) (6)
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Introduction 



In December 2014, the U.S. Office of Personnel Management (OPM) convened an interagency Working Group (WG) to review and 
recommend improvements to the Federal Government’s Senior Executive Service (SES) Performance Appraisal System Certification Process.  
OPM invited a diverse group of agency subject matter experts to participate in this WG (see Appendix C), and the WG met on a weekly basis 
between December 2014 and May 2015.  The WG specifically focused on recommendations to the following:  



• Opportunities to streamline the certification process while maintaining integrity, as envisioned by law; 
• Administrative changes capable of immediate implementation; and  
• Potential regulatory changes.   



 



At the inaugural meeting in December 2014, OPM Deputy Associate 
Director for Senior Executive Services and Performance Management, 
Steve Shih, provided opening remarks to the WG.  In these remarks, he 
included a history of the 2011 interagency effort and approach to develop 
the Basic SES Appraisal System – an initiative in which many of the WG 
members had participated.  He also articulated a charge for the WG and 
encouraged the WG participants to focus on the opportunity to 
meaningfully improve the overall certification process while avoiding an 
approach where participants would settle for compromise or convenience. 



In addition to the WG’s primary work on the SES performance appraisal 
system certification process, the WG also considered an ancillary SES 



performance management project that had recently emerged from the President’s Management Agenda (PMA) SES reform initiatives, 
regarding accountability of SES members for employee engagement.  Specifically, the WG reviewed a new Governmentwide mandate for 
agencies to include performance requirements in the Leading People critical element of all SES performance plans by Fiscal Year (FY) 2016, 
holding SES members accountable for employee engagement, and concluded that each Department and agency (hereafter referred to 
collectively as agency) should have flexibility to determine the best approach for this requirement.  The WG specifically emphasized the need 
for each agency to develop its own agency-specific performance requirements, and the WG unanimously agreed the current language in the 
Leading People requirements of the Basic SES Appraisal System is appropriate and should not be modified. 



With regard to the WG’s primary focus, the WG concentrated on reviewing each of the ten certification criteria as applied in agencies using the 
Basic SES Appraisal System (see Appendix A) and the process for determining agency adherence and effective implementation against the 
criteria.  This report constitutes a summary of the most pertinent WG discussions and recommendations. 
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Employee Engagement 



Initially, the WG addressed an ancillary new SES performance management mandate that emerged from PMA SES reform initiatives – i.e., including in the 
Leading People critical element of SES performance plans by FY 2016 specific performance requirements relating to employee engagement.  Through a 
facilitated discussion, the WG considered and discussed ways to accomplish this requirement, and considered the following issues: 



• Did the current language in the Leading People critical element of the Basic SES performance appraisal system appropriately describe a 
Governmentwide standard, enabling agencies to properly hold SES members accountable for leadership, including for the engagement of 
employees? 



• Should the current language be maintained or revised?  
• Should agencies have the discretion and flexibility to take their own specific approaches to develop and include the required SES performance 



requirements relating to employee engagement?  



 



 



 



 



 



Group recommendations 



• The WG unanimously agreed the current language in the Leading People critical element of the Basic SES Performance Appraisal System is 
comprehensive and sets an appropriate Governmentwide standard for leadership, including for employee engagement. 



• The WG unanimously agreed the current language of the Leading People element should not be revised, with the exception of possibly replacing 
“workplace” with “culture” to better reflect a deeper impact in the current Government environment. 



• The WG also unanimously agreed agencies should have the discretion and flexibility to develop and apply agency-specific performance 
requirements relating to employee engagement because such requirements are not appropriately or effectively addressed on the Governmentwide 
level beyond the current Leading People language; effective planning and execution of employee engagement must occur at the agency level, 
specific to each agency. 



• Any further consideration of changes to the Leading People critical element should be revisited no earlier than 3-5 years from the present to enable 
agencies newly implementing the Basic SES Performance Appraisal System to have time to assess implementation and to better determine helpful 
improvements. 
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Overview of Recommendations for Improving Certification Process 



The WG developed the following goals as the focus of this initiative: 



• Identify the appropriate criteria for certification;  
• Determine how to assess the criteria; and 
• Decide the appropriate types of certification.  



 



In keeping with these goals, the WG agreed to evaluate each criterion for three 
possible outcomes – whether a criterion should continue to be reviewed in the same 
way by OPM and OMB, with agencies submitting documentation to show evidence 
they are meeting the criterion; whether a criterion could be self-verified by an 
agency with an associated spot check by OPM; or whether the criterion could be 
removed from certification requirements and executed independent of OPM/OMB review.  



Ultimately, the recommendations in this report provide an effective and appropriate way to improve the certification process by providing 
greater responsibility for agencies to jointly partner with OPM/OMB on reviewing and determining certification, as well as significantly 
reducing the amount and frequency of documentation submission by agencies.  The recommendations do not suggest any change in the 
importance of each criterion for implementation of good performance management or good pay for performance; rather, they simply reflect 
a shift in the process and responsibility for assessing each criterion, along with a streamlining of the process to reduce administrative 
burden. 



Small Agencies  



The WG specifically reviewed the appropriateness of the documentation requirements as applied to small agencies (defined as having fewer 
than 10 SES members) to ensure small agencies – with potentially different organizational dynamics and a lower level of resources available 
to prepare for certification reviews – are not unfairly impacted by the certification process.  Subsequently, the WG determined the current 
requirements are appropriate and should not be modified as long as small agencies have the opportunity during certification reviews to 
justify any unique circumstance that impedes their ability to demonstrate the satisfaction of any criteria. 
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New Role Responsibilities  



OPM/OMB Review Agency Self-Verify with OPM Spot 
Check 



Agency Responsibility 



Performance Distinctions Organizational Performance and 
Guidelines 



Consultation 



Pay Differentiation Oversight Accountability 



Aligned Results (combines prior 
Results and Alignment criteria) 
 
[Provisional certification and first 
Full Certification] 



Communication of System 
Application Results 



Balance 



 Aligned Results 
 
[Peer review after Full Certification 
from OPM/OMB] 



Training 
 



 



Specific Criteria Recommendations 
A.  OPM/OMB Review 



1. Performance Distinctions & Pay Differentiation 
- Agencies report their SES/SL/ST ratings, pay adjustments and awards to OPM through an annual data call.  Previously, when an 



agency received full certification, OPM would review its data at the time of a new certification request.  Therefore, some data 
issues may have gone undetected until the agency again requested certification.  To facilitate agency awareness of any data 
concerns on an off-year when there is no certification request, OPM will to review and analyze the data for affected agencies for 
any major issues, calculate the Pearson Correlation Coefficient, and notify agencies of any issues identified. 



- Under the revised process, each agency will submit its pay policy with the initial certification request; subsequently, for future 
certification requests, agencies need not submit their pay policies unless the policy has changed.  The CHCO or other appropriate 
individual will verify that the pay policy has not changed since last reviewed by OPM. 



- Agencies will submit pay and award recommendation ranges to OPM as part of the annual data call. 
- Agencies will submit appropriate justification of ratings distributions for each year being considered in the certification request 



(one year for provisional and two years for full).  Agencies may choose to submit the justification annually along with the data call, 
or when they submit the certification request. 



*** See detailed notes on justification requirements in later section – Justification of Ratings Distribution*** 
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2. Aligned Results (Provisional Certification and first submission under revised process) 
- Merge the results and alignment criteria since both are documented through review of the sample of executive performance plans. 
- OPM will continue to focus on the Results Driven element. 
- The Results Driven element must include be at least one performance 



requirement specifying what the executive is expected to accomplish 
during the applicable appraisal period.  Each performance requirement 
must have at least one main result and quality indicator(s) that describe 
success. Agencies will include other appropriate measures as applicable 
(e.g., quantity, timeliness, cost-effectiveness).  



- The plans submitted to OPM will clearly and separately identify the results 
and their applicable measures (e.g. underline result and bold measure).  
The executives will be responsible for this identification since they are the 
ones who best know the outcomes and outputs of their work (they may also 
collaborate with their Executive Resources specialist). 



- Each plan performance requirement must include a clear, transparent 
reference to what in the strategic plan and/or other organizational performance document the requirement aligns.  Agencies must 
make these documents accessible to OPM for verifying the alignment.  The WG also discussed the possibility of utilizing OMB 
MAX for the submission of alignment documents (i.e., Agency’s Strategic Plan and other appropriate documentation). 



- OPM will conduct the review of agency performance plans to ensure aligned results.  When an agency obtains Full Certification, it 
subsequently will have the option to request a peer review of performance plans.  The peer agency completing the review must 
have Full Certification, and the agencies may not give reciprocal reviews.  



*** See detailed notes on peer review in later section – Agency Peer Review*** 
 



B.  Agency Self-Verification with OPM Spot Check 



1. Organizational Assessment and Guidelines 
- Agencies must issue Guidelines for using organizational performance results to inform executive ratings.  This is generally done in 



the form of a memorandum or email communicating the results of a recent organizational assessment and instructions for using this 
information when making rating, pay, and award recommendations.  For small agencies, a description of the guidelines’ content 
and how they were communicated is acceptable.   



When spot-checked, agencies will send OPM the memorandum or other form of communication used to address Guidelines.   



2. Communication of System Application Results 
- Agencies must communicate system application results (the rating distribution and average pay adjustment and performance award 



by performance level) from the previous appraisal period. 



When spot-checked, the agency will send OPM the memorandum or other communication issued. 
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3.  Oversight 
- Agencies must identify the high-level official who provides oversight and consistency of the appraisal process.  They must also 



confirm the oversight function was completed. 



When spot-checked, agencies will send OPM the name and title of the official with responsibility for appraisal system implementation 
and assessment. 



4. Aligned Results (Peer Review of Performance Plans after Full Certification from OPM/OMB) 
- After an agency obtains Full Certification, it will have the option to request a peer review of its performance plans from another 



agency with Full Certification. 



When spot-checked, agencies will send OPM the Peer Review Assessment template and the sample of executive performance plans 
reviewed in the peer review. 



*** See detailed notes on peer review in later section – Agency Peer Review*** 
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C.  Agency Responsibilities – agencies will assume responsibility for the following criteria, recommended for removal from submission for 
OPM/OMB review and OPM spot check.  All of these criteria are accounted for in the Basic System description and its performance plan 
template, thereby obviating the need for subsequent verification. 



1. Consultation  
- This is covered in the system description and in the performance plan template (indicated by signatures on the performance plan).  



The executive’s signature signifies the completion of a full discussion about expectations across all critical elements and s/he has 
been involved in the development of the requirements in the Results Driven element. 



2. Accountability  
- This is covered in the system description and in the performance plan template in the Leading People element.  Specific language 



is already included to address the requirement for the executive to be accountable for alignment of their own employees’ plans and 
the rigorous appraisal of performance. 



3. Balance 
- This is covered in the system description and in the performance plan template in the Building Coalitions and Leading People 



elements, and requires stakeholder and employee perspective.  This is currently called “customer feedback,” and the group 
recommends changing it to “stakeholder feedback.” 



4. Training 
- This is required in the system description.  It requires agencies to provide information and training for executives and 



rating/reviewing officials on the requirements and operation of the agencies’ performance management and pay-for-performance 
systems.  Additional training should be provided as needed, before the end of the appraisal cycle. 
 



Other Recommendations 



Provisional vs Full Certification 



The WG members agreed unanimously to retain the use of Provisional Certification, which enables agencies to access the higher pay rates 
and higher aggregate limit for a period of 12 months while they address issues with the application of their appraisal systems. 
 
Full Certification covers a period of 24 months and is granted when agencies have independently fully met all certification criteria.  
 
No limit will be placed on the number of times an agency may receive Provisional Certification.  
 
The two most common reasons agencies fall from Full to Provisional Certification are as follows: 



- Inadequate Aligned Results in Performance Plans 
- Data Issues 
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Performance Plans 
- Agencies will drop to Provisional Certification if any performance plan(s) in the sample requires revision, whether reviewed by 



OPM or peer review.  This feature recognizes agencies have the flexibility to select the specific sample of performance plans to 
demonstrate adherence to certification criteria, demonstrating sound performance management implementation. 



 
Agency Data 



- For Full Certification, an agency must have 2 years of data where the ratings distribution shows meaningful distinctions (ratings 
are distributed over various rating levels and overall ratings are properly justified) and the agency has made individual 
differentiations in both pay and awards based on those ratings.  Pay differentiation requires executives with the highest ratings to 
receive the highest pay adjustments and the largest bonuses.  Some exceptions may be acceptable (e.g., when executives are at the 
pay range maximum). 



- No across-the-board pay adjustments or awards are acceptable – either by dollar amount or percentage – because the SES 
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What happens if a reviewing agency determines a performance plan is inadequate?  
Any revision that needs to be made to a single performance plan in the sample will drop agencies to Provisional Certification 
(regardless of whether OPM or agencies review the plans).  If reviewing agencies find an issue with one or more of the plans, they must 
notify OPM.  The peer review assessment template includes the reviewing agencies’ recommendation regarding Full or Provisional 
certification.  The reviewing agencies will not provide a signed peer-review assessment when the sample plans do not meet the aligned 
results criterion, either upon initial submission or with required revisions. 
 



Who   will sign-off on agencies’ review of the plans and provide documentation to OPM? 
The reviewing agency will provide dual signatures:  (1) the individual who conducted the review, and (2) the agency head, CHCO, or 
other designated official.  These two signatures will be included on the peer review assessment template sent to OPM assuring that the 
peer review was conducted, and the sample plans were adequate. 



What happens if an OPM spot check of peer-reviewed sample plans disagrees with the reviewer assessment? 
If a peer review fails the OPM spot check, the agency reviewed is returned to Provisional Certification status, provided all other criteria 
are met, and the reviewing agency is subject to OPM spot check on its next certification request. 
 



Ratings Distribution Justification  
 
Forced distribution of ratings is prohibited.  No predefined ratings distribution or ratings limitations or restrictions are appropriate.  To 
ensure accountability of agency ratings distributions and the certification requirement that appraisal systems make meaningful distinctions in 
performance, the amount of information required for the ratings distribution justification will vary based on the modal rating. 



The following summarizes the three groupings and accompanying requirements for justification and documentation: 



1. Modal rating is Level 3 or bimodal of Levels 3 and 4 
-  No requirement to submit justification  (i.e., no trend analysis, GPRAMA data, or explanation) 



 
2. Modal rating is Level 4 



- Organizational performance data (use data reported to OMB of goals Exceeded, Met, and Not Met aggregated at the agency level) 
- Explanation of how organizational performance supports the rating distribution (explanation of the nexus/relationship between the 



two, not just an assertion that one justifies the other) 
 



3. Modal rating is Level 5, or bimodal of Levels 4 and 5  
- Same justification as Level 4, plus rating distributions for last 5 years to show agency trend 
- Organizational performance data (data reported to OMB on goals Exceeded, Met, and Not Met aggregated at the agency level) for 



last 5 years to show agency trend  
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- Explanation of other external factors, such as budgetary cuts/revisions, staffing or mission/mandate changes, etc., that impacted the 
ratings distribution 



(See Appendix B for additional WG suggestions)        



Tools and Templates 



The WG reviewed and approved the following tools and templates to promote consistent documentation for certification requests. 
• Certification request letter template including agency self-verification (addresses all required information and provides some 



flexibility for customization) 
• Certification checklist 
• Certification instructions (OPM-provided instructions document) 
• Ratings distribution justification templates/tool 
• Agency peer review template 
• OPM spot check template 



Next Steps 



This report will be provided to stakeholders (including agency CHCOs and Human Resources Directors) for review and comment.  
Stakeholder comments will be reviewed and considered by OPM, along with the recommendations of the WG contained in this report. 



OPM will issue determinations on all recommendations and stakeholder input, and OPM will subsequently coordinate with OMB on the 
revision of joint regulations addressing certification to replace the current interim regulation.   
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In the interim, OPM will implement the recommendations regarding agency self-verification, which can be accomplished under current 
regulation.  OPM anticipates being able to do this for certification requests submitted after October 1, 2015.  Until then, agencies may use 
any of the templates/tools provided when submitting their certification requests.  In late summer or early fall, OPM will convene a work 
group of agencies with SL/ST employees to address SL/ST performance management and certification to determine consistent alternatives 
to offer agencies with senior professionals.  
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Appendix A – Current Certification Criteria 



Certification Criteria 
Review and 



Certify  Current Criteria found in  5CFR 430.404(a) 



Alignment OPM 
(1) Individual performance expectations must be derived from/aligned with the agency’s mission, strategic goals, 
program/policy objectives, and/or annual performance plan. Alignment should be clear and transparent. 



Consultation OPM 
(2) Agencies must consult an executive in the development of his or her performance.  



Results OPM 
(3) The performance expectations for individual senior employees apply to their respective areas of responsibility; reflect 
expected agency and/or organizational outcomes and outputs, performance targets or metrics, policy/program objectives; 
identify specific programmatic crosscutting, external, and partnership-oriented goals or objectives; and are stated in terms of 
observable, measurable, and/or demonstrable performance. 



Balance OPM 
(4) Individual performance expectations must include measures of customer/stakeholder and employee perspectives and 
feedback, and leadership competencies or behaviors that contribute to and are necessary to distinguish outstanding 
performance.  



Organizational 
Assessment & 



Guidelines 
OPM 



(5) Appropriate assessments of the agency’s performance.  Guidelines on how to evaluate individual performance, based in 
part on those organizational assessments, that are communicated to senior employees, senior employee rating and reviewing 
officials, and PRB members at the end of the appraisal cycle and before initial ratings are done.  



Oversight 
OPM 



(6) Provide for oversight by the designated individual who certifies that 1) the appraisal process makes meaningful 
distinctions based on relative performance; 2) the results of the appraisal process take into account the agency’s 
organizational performance assessment; and 3) pay levels and adjustments and performance awards based on the results of 
the appraisal process accurately reflect individual performance and/or contribution to agency performance. 



Accountability OPM 
(7) For supervisory senior employees, a senior employee’s performance plan must include a critical element that holds the 
senior employee accountable for aligning subordinate performance plans with organizational goals and the rigor with which 
the senior employee appraises subordinate employees. 



Performance 
Distinctions OPM 



(8) Application of the system must result in meaningful distinctions based on relative performance. Agencies need to justify 
their rating distribution using organizational performance, such as strategic goals achieved. 



 
Pay Differentiation OPM 



(9) Annual ratings, pay, and awards data showing that those senior employees who have demonstrated the highest levels of 
individual performance and/or contribution to the agency’s performance receive the highest annual summary ratings and the 
largest corresponding pay adjustments, performance awards, and levels of pay, particularly above the rate for level III of the 
Executive Schedule. 



Training and 
Communication of 
System Application 



Results 



OPM 
(10) Documentation of training provided to senior employees on the policies and operation of their performance management 
and pay systems as well as communication of the results of the previous appraisal period (i.e., overall ratings distribution, 
average pay adjustments, and average performance awards for each rating level). 
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Appendix B – Additional Suggestions 



Additional Suggestions 



The WG participated in rich discussions on various topics related to appraisal system certification and performance management in general.  
While not all suggestions will go forward for adoption, the others are noted here as they informed the discussions and contributed to the 
final recommendations. 



General Recommendations 



- Agency Heads – Get their buy-in and increase awareness on the importance of the certification process  
- Agency Heads – Send message that Senior Executives are all part of a distinguished cadre and their performance is valued, and 



Outstanding is/should be a very high threshold.  Explain what Outstanding means among an already high-performing group   
- SES/SL/ST – Need training on the value of the certification process and the impact on performance 
- SES/SL/ST – Need to understand that when performance requirements (expectations) are set rigorously a Level 3 rating (meeting 



all expectations) is actually very challenging and should be the norm 
- Change the law requiring 5% statutory minimum for individual performance awards 
- OMB – As economic conditions allow, reduce restrictions on pay and performance awards 
- OMB – Issue more timely pay and performance awards guidelines 



Certification Process and Requirements 



- Length of Certification – propose statutory changes to extend certification to 4 or 5 years and provisional to 2 years 
- Greater automation of performance appraisal process 



o Have OPM pull data already submitted by agencies to OPM-maintained systems for annual SES/SL/ST ratings and pay data  
o Automate certification submissions 



- Have a chance to correct plans before dropping to Provisional Certification   
- Agencies could work with OPM on ratings distribution and pay recommendation prior to PRB submission to appointing authority 
- Certification for non-basic SES systems would be similar to SL/ST certification 



SL/ST Certification 



- Provide a streamlined SL/ST certification request process 
- System description for SL/ST to be submitted for initial certification and only provided for subsequent certifications if revised 
- Streamlining the SL/ST process, including performance plan sample size (same sample size as for SES certification) 
- Ratings distribution justification – focus more on the impact of SL/ST on an individual level rather than at the organizational level 
- Some or all items in the “agency responsibility” bucket for the SES would be moved to the self-verification bucket for the SL/ST 
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Appendix C – Participating Agencies 



Agencies participating in the WG were— 
 
Court Services and Offender Supervision Agency (CSOSA)  -  Rhonda Jones 
Department of Agriculture (USDA)  -  Kim Hobbs  
Department of Commerce (DoC)  -  Denise Yaag 
Department of Defense (DoD)  -  Alyson Grant  
Department of Justice (DoJ)  -  Virginia Thompson  
Environmental Protection Agency (EPA)  -  Susan Smith and Lisa Matluk 
U.S. International Trade Commission (USITC)  -  Eric Mozie and Charlee Marcus  
National Aeronautics and Space Administration (NASA)  -  Veronica Marshall 
National Transportation Safety Board (NTSB)  -  Anh Bolles 
Social Security Administration (SSA)  -  Bonnie Doyle and Sarah Rohde 
 
OMB was available for technical and process input - Jeremy Leon 
 
OPM staff support  -  Senior Executive Service and Performance Management  



Barbara Colchao, Christian Fajardo, Febbie Gray, Louis Ingram, Nikki Johnson, Aisha Kendall, Myriam Mayobre, Justin Sams, Eric 
Schmidt, Charlene Seon, and Loretta Whitacre (rotational detailee) 








			Introduction


			Employee Engagement


			Group recommendations





			Overview of Recommendations for Improving Certification Process


			Small Agencies


			New Role Responsibilities





			Specific Criteria Recommendations


			Other Recommendations


			Provisional vs Full Certification


			Agency Peer Review of Performance Plans


			Ratings Distribution Justification





			Tools and Templates


			Next Steps


			Appendix A – Current Certification Criteria


			Appendix B – Additional Suggestions


			Appendix C – Participating Agencies
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: I&E Committee Newsletter
Date: Monday, August 17, 2015 1:28:32 PM
Attachments: IandE Newsletter August 2015.pdf


For your information, attached is the Inspections and Evaluations Committee’s August Newsletter.
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External Peer Review Program Survey 



 



INSPECTION and EVALUATION 
COMMITTEE                  A u g u s t  2015 



I&E COMMITTEE MEMBERS 
 



Committee Chair 
Dan Levinson  



Health & Human Services  
Committee Vice-Chair  



Kurt Hyde 
Library of Congress 



 
Kathy Buller 



Peace Corps 
Jack Callender 



Postal Regulatory Commission  
Elizabeth Dean  



Farm Credit Administration  
Arthur Elkins  



Environmental Protection Agency  
Linda Halliday 



Veterans Administration  
Tonie Jones  



National Endowment for the Arts  
Mary Kendall  



Department of the Interior  
Steve Linick  



Department of State  
Charles McCullough, III  



Intelligence Community  
Mary Mitchelson  



Corporation for Public Broadcasting  
Dana Rooney  



Federal Labor Relations Authority  
John Roth  



Department of Homeland Security  
Hubert Sparks  



Appalachian Regional Commission  
Laura Wertheimer  



Federal Housing Finance Agency  
 



The I&E Committee is developing its External Peer Review  
Program.  The External Peer Review Program, when  formalized, 
will assess the I&E community’s system of quality control in  
accordance with CIGIE Quality Standards for Inspection and 
Evaluation (the Blue Book).  The Committee recently surveyed all 
72 IGs and is in the process of collecting information regarding 
the size and scope of each I&E unit.  This information will ensure 
that I&E units are reviewed by peers through the External Peer 
Review Program.  The survey asks about work standards (i.e. the 
Blue Book) and products, organization and distribution of  
resources, and contact information.  We encourage each CIGIE  
Liaison to work with their IG to complete the survey by August 
31, 2015.  



Training Updates 



I&E Fundamentals Training Program—Registration for the 
pilot session of this new 4 ½-day training program opened in  
mid-July and the 30 seats in the training program were claimed 
by early August. Additional registrants for training program, 
which will run September 21-25, are being placed on a wait list. 
In FY 2016, the Training Institute anticipates running 3 sessions 
of the training program, which is designed for I&E staff who have 
not previously received training and/or had work experience in 
conducting I&E work in accordance with the CIGIE Quality 
Standards for Inspection and Evaluation. The training program 
will primarily be taught by volunteer instructors from the I&E 
community. 
 
I&E Training Team Meeting—The I&E Training Team will 
hold its bi-monthly meeting on Tuesday, September 1, 2015 from 
10-11:30 am in the CIGIE conference room (1717 H Street, NW, 
Suite 825). The Team advises the Training Institute’s Audit,  
Inspection, and Evaluation Academy on  professional  
development for inspectors and evaluators. The meetings are also 
an opportunity for the Academy to update Team members on  
various Training Institute initiatives and projects. I&E staff with 
an interest in training are welcome to attend and should contact 
Lisa Rodely, (202.292.1066 or lisa.rodely@cigie.gov) for more  
information. 



Join us for the next I&E Committee Meeting,  
September 9th, 1 pm  



in the HHS OIG Conference Room. 













From: Mark Jones
To: cigie@list.nih.gov
Cc: cigie-liaisons@list.nih.gov
Subject: FW: Leg. Committee June Newsletter
Date: Tuesday, June 23, 2015 7:07:41 AM
Attachments: Legislation Committee Newsletter June 2015.pdf


For your consideration, attached please find the Legislation Committee’s June 2015 newsletter.
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T H I S  M O N T H
• Legislative priorities



s. 579
H,R, 2395
S. 1115
H.r. 1560 & S. 754
H.R. 2003 & S. 1073



• Other Legislation
H.R. 1731
H.R. 1735
H.R. 1557
H.R. 1938
H.R. 2400& S. 1368
H.R. 2532& S. 1387
H.R. 2578
S. 282
S. 1008
S. 1441
S. 1536



C O M M I T T E E
kathy buller - chair
peace corps



steve linick- vice chair
state department
Hubert Bell, NRC
Mark Bialek, FRB
Jack Callender, PRC
Elizabeth Dean, FCA
Christopher Dentel, CPSC
Martin Dickman, RRB
Art Elkins, EPA
Peg Gustafson, SBA
Michael Horowitz, DOJ
Deborah Jeffrey, CNCS
Allison Lerner, NSF
Charles McCullough III, IC
Mike McCarthy, ExIm
Kevin Mulshine, AOC
Patrick O’Carroll, SSA
Calvin Scovel III, DOT
James Spring, NARA
Adam Trezciak, GAO



C o u n c i l  o f  t h e  I n s p e c t o r s  G e n e r a l  o n  I n t e g r i t y  a n d  E f f i c i e n c y



L EG I S L AT I O N  C OMM ITTEE
M o n t h ly  N e ws l e t t e r  Ju n e  2 0 1 5



M E S S A G E  F R O M  T H E  C H A I R
First and foremost, I want to thank 
Peg Gustafson, the Legislation  
Committee’s outgoing Chair, and her 
team for their tireless efforts. I hope 
to continue the good work they have 
started.  Second, I want to welcome 
State Department IG Steve Linick as 
the new vice chair for the committee.



Congress has not sat idly during our 
change in leadership, and neither has the  
Legislation Committee. A number of 
bills that could affect CIGIE and the 
IG community have been introduced or 
have progressed to varying degrees. As 
we settle into the work of the Legislation  



Committee and continue our engagement with the Hill, I encourage 
all Inspectors General to be open with their feedback and to provide 
comments to legislation that would affect them. I look forward to 
helping represent our community’s interests to Congress.



-Kathy A. Buller
Peace Corps OIG



I N T R O D U C T I O N
The Legislation Committee convened on June 9, 2015. Copies of the  
previous meeting agendas and past approved meeting minutes are posted on the  
CIGIE intranet site on the Legislation Committee webpage. Summaries of key  
activities that have occurred since the previous newsletter was published are  
provided below, as well as descriptions of new legislation that has been  
introduced or legislation with significant changes.



T H E  L E G I S L AT I O N  C O M M I T T E E  M E E T S  R E G U L A R LY  O N 
T H E  S E C O N D  T U E S D AY  O F  T H E  M O N T H  AT  1 0 : 0 0  A . M . 



AT  C I G I E  H E A D Q U A R T E R S .



SOURCE: ARCHITECT OF THE CAPITOL





https://www.flickr.com/photos/uscapitol/8248423214/in/album-72157627522484962/
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L E G I S L AT I V E  P R I O R I T I E S  &  A C T I O N  I T E M S



S .  5 7 9 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5



S. 579 was voted favorably out of the Committee on Homeland Security and Governmental 
Affairs (HSGAC) and remains on the Senate calendar, though further action has not yet 
been scheduled. Since HSGAC released its committee report (S. Rept. 114-36), the  
Legislation Committee prepared a views letter addressed to HSGAC so that they may fully 
consider CIGIE views prior to action in the full Senate. The Legislation Committee has had 
a continuing dialogue with the HSGAC staff and has scheduled a meeting the third week of 
June with HSGAC staff to further discuss the issues raised in the views letter.



H . R .  2 3 9 5 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5



H.R. 2395 was introduced on March 18, 2015, marked up by the House Committee on 
Oversight and Government Reform (HOGR), and voted favorably out of the committee. 
The Legislation Committee had previously commented on a similar bill introduced in the 
previous Congress (H.R. 5492) with a formal views letter. H.R. 2395 however, includes a 
series of new provisions. After soliciting the views of CIGIE, particularly members of the 
Legislation Committee, the Chair and Vice Chair of the Legislation Committee and the 
Vice Chair of CIGIE met with HOGR staff after the mark-up to discuss the new  
provisions of the marked up bill. Based on the feedback received from the IG community 
we provided informal comments to H.R. 2395 addressing CIGIE priorities and multiple 
concerns with the legislation. HOGR staff reported being open to CIGIE suggestions and 
committed to circulating a new draft of the bill.  



S .  1 1 1 5 ,  G R A N T S  OV E R S I G H T  A N D  N E W E F F I C I E N C Y AC T  O R  “ G O N E  AC T ”



S. 1115 was introduced in the Senate on April 28, 2015. The bill intends to direct CIGIE to 
report on certain zero balance Federal grant accounts, recommend which of these  
accounts should be closed, and report to Congress the status of the accounts required to be 
closed. HOGR staff proactively reached out to the Legislation Committee on the possibility 
of developing similar House legislation. The Legislation Committee is coordinating with 
multiple OIGs from grant issuing agencies to ascertain the effect of this bill on OIGs, guide 
the Legislation Committee’s views on the bill, and formulate a plan for House and Senate 
engagement. An informal discussion with HOGR staff is scheduled the third week of June, 
and the Legislation Committee welcomes feedback on this topic. 



H.R.  1560,  P R OT E C T I N G  C Y B E R  N E T W O R K S  A C T  & 
S .  7 5 4 ,  C Y B E R S E C U R I T Y  I N F O R M AT I O N  S H A R I N G  A C T  O F  2 0 1 5



H.R. 1560 was passed by the House on April 22, 2015, and the related Senate bill, S. 754, 
was reported out of the Select Committee on Intelligence (Rept. No. 114-32) to the Senate.  
The bills implement cybersecurity reporting requirements for five OIGs (Department of 
Homeland Security, Intelligence Community, Department of Justice, Department of  
Defense, and Department of Energy). A staff member has reached out to the Legislation 





https://www.congress.gov/bill/114th-congress/senate-bill/579?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D


https://www.congress.gov/congressional-report/114th-congress/senate-report/36/1?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/2395?q=%7B%22search%22%3A%5B%22%5C%22hr2395%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1115?q=%7B%22search%22%3A%5B%22%5C%22s1115%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/1560?q=%7B%22search%22%3A%5B%22%5C%22hr1560%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/754?q=%7B%22search%22%3A%5B%22%5C%22s754%5C%22%22%5D%7D


https://www.congress.gov/congressional-report/114th-congress/senate-report/32
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Committee is to ascertain the impact of the reporting requirements on OIGs. The  
Legislation Committee has reached out to the affected OIGs about the impact of the bills 
and strategies for engagement. The Legislation Committee welcomes further feedback on 
this topic.



H.R. 2003,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T  & 
S .  1 0 7 3 ,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T



H.R. 2003 remains under consideration by HOGR and the Committee on Ways and Means 
and S. 1073 remains under consideration by HSGAC. The Social Security Administration 
(SSA) OIG has agreed to lead a working group tasked with analyzing the effects of these 
bills and formulating a possible engagement plan.



Both bills direct SSA to “provide for the use of information regarding all deceased  
individuals” held by SSA to federal agencies and their IGs that provide federally funded 
benefits in order to ensure proper payments. OMB would be required to consult with  
CIGIE and other relevant agencies before issuing guidance in accordance with the bill.



O T H E R  L E G I S L A T I O N
The following are summaries of new bills that have broad implications for the CIGIE community or 
have been recently acted upon by Congress:



H.R .  1731 , NATIONAL CYBERSECURITY PROTECTION ADVANCEMENT ACT OF 2015



H.R. 1731 was passed by the House on April 23, 2015, and was appended to H.R. 1560 (see 
above). The bill amends the Homeland Security Act of 2002 to enhance multi-directional 
sharing of information related to cybersecurity risks and strengthens privacy and civil  
liberties protections. The bill requires that each OIG receiving cyber threat indicators or  
defensive measures shared with the National Cybersecurity and Communications Integration 
Center perform periodic reports containing a review of the use of cybersecurity risk  
information shared with the Center.



H . R .  1 7 3 5 ,  NATIONAL DEFENSE AUTHORIZATION ACT FOR FISCAL YEAR 2016



The bill was passed by the House on May 15, 2015, and was received by the Senate, which 
invoked cloture. House staff reached out to CIGIE in April regarding a possible provision in 
the bill directing CIGIE to appoint a lead IG for Operation Freedom’s Sentinel.  This  
provision does not appear in the final version of the bill, and CIGIE has had no further 
dialogue with the staff on this matter.



On June 15, 2015, Senator Paul submitted floor amendment no. 2026 to H.R. 1735 that 
would amend 5 U.S.C. § 4512 to allow for monetary awards to be given in cases where 
agency employees simply identified surplus funds or unnecessary budget authority. The 
amendment would also require an OIG to refer to its agency CFO the potential surplus 
funds or unnecessary budget authority identified by the employee, along with any  
recommendations, at which point the CFO will determine if rescission of the surplus funds 
or unnecessary budget authority would not hinder the effectiveness of the agency.





https://www.congress.gov/bill/114th-congress/house-bill/2003?q=%7B%22search%22%3A%5B%22%5C%22hr2003%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1073?q=%7B%22search%22%3A%5B%22%5C%22s1073%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/1731?q=%7B%22search%22%3A%5B%22%5C%22hr1731%5C%22%22%5D%7D


H.R. 1735


https://www.congress.gov/amendment/114th-congress/senate-amendment/2026/text


http://www.gpo.gov/fdsys/pkg/USCODE-2011-title5/html/USCODE-2011-title5-partIII-subpartC-chap45-subchapII.htm








C I G I E  L E G I S L AT I O N  C O M M I T T E E  J U N E  2 0 1 5   |  4



H . R .  1 5 5 7 ,  F E D E R A L  E M P LO Y E E  A N T I D I S C R I M I N AT I O N  A C T



The bill was reported out of HOGR on March 15, 2015, placed on the House calendar, and 
a committee report (H. Rept. 114-117) has been issued.  



The bill would prevent implementation or enforcement of any non-disclosure agreement 
that prohibits or restricts an employee from reporting waste of funds, violations of law,  
mismanagement, etc. to Congress, the Office of Special Counsel, or an OIG.



H . R .  1 9 3 8 ,  I N S P E C T O R S  G E N E R A L  T R A N S P A R E N C Y  A C T  O F  2 0 1 5



H.R. 1938 was introduced on April 22, 2015, and referred to HOGR. Almost identical 
language appears in the S.579 section regarding reporting requirements (see above). A staff 
member from Representative Kind’s office reached out to the Legislation Committee to 
seek our views. We forwarded the CIGIE views letter on S. 579 where CIGIE discusses its 
concerns over certain reporting requirements. We also offered to meet with the staffer. 



The bill amends the IG Act to require IGs to submit issued “work product” to (i) the head of 
each establishment reviewed; (ii) HSGAC/HOGR/Appropriations/Committees of  
Jurisdiction; (iii) an individual or entity causing a work product to be initiated; and (iv) any 
Member of Congress upon request. Further, an OIG must post the work product on its 
website not later than 3 days after the work product is submitted in final form to the head of 
the establishment.



H.R. 2400, SPECIAL INSPECTOR GENERAL FOR MONITORING THE AFFORDABLE   
      CARE ACT OF 2015 or THE SIGMA ACT OF 2015 &



S.  1368, SPECIAL INSPECTOR GENERAL FOR MONITORING THE AFFORDABLE    
      CARE ACT OF 2015 or THE SIGMA ACT OF 2015 



H.R. 2400 was introduced May 18, 2015, and has been referred to the Committees on  
Energy and Commerce; Natural Resources; Education and the Workforce; Ways and 
Means; HOGR; House Administration; the Judiciary; Rules; and Appropriations. A similar 
bill, S. 1368, was introduced in the Senate and referred to the Committee on Health,  
Education, Labor, and Pensions on May 19, 2015.



Both bills would appoint a Special IG to monitor the Affordable Care Act (ACA). The  
Special IG would oversee individual healthcare; healthcare plans; healthcare providers; 
healthcare employers; Federal government reports, programs, and contractors associated 
with the ACA risk adjustment programs; all contracts awarded under the ACA; 
developments in the healthcare marketplace; risks associated with the ACA; the Federal 
Data Service Hub; IRS duties relating to the ACA; the effect of ACA on the right of  
conscience, including religious institutions and abortions; among others. The Special IG 
would coordinate with the OIGs of HHS, SSA, DHS, VA, DOD, DOL, the Peace Corps, 
and any other relevant federal IG; and will have the duties and responsibilities of inspectors 
general under the IG Act of 1978.



The bills state that HHS would provide the Special IG with resources necessary to complete 
its mission. The office of the Special IG would sunset on either January 1, 2025, or shortly 
after the last year ACA is in effect.





https://www.congress.gov/114/bills/hr1557/BILLS-114hr1557rh.xml


https://www.congress.gov/congressional-report/114th-congress/house-report/117/1?q=%7B%22search%22%3A%5B%22%5C%22hr1557%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/1938?q=%7B%22search%22%3A%5B%22%5C%22hr1938%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/2400?q=%7B%22search%22%3A%5B%22%5C%22hr2400%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1368?q=%7B%22search%22%3A%5B%22%5C%22s1368%5C%22%22%5D%7D
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H . R .  2 5 3 2 ,  E A S Y  S AV I N G S  A C T  O F  2 0 1 5  &  
S .  1 3 8 7 ,  B O N U S E S  F O R  C O S T- C U T T E R S  A C T  O F  2 0 1 5



H.R. 2532 and S. 1387 were both introduced in late May 2015 and were referred to HOGR 
and HSGAC, respectively. Similar to the Sen. Paul floor amendment to the NDAA for 
FY16 mentioned above, the bills would amend 5 U.S.C. § 4512 to allow for awards to be 
given in cases where agency employees simply identified surplus funds or unnecessary  
budget authority. The bills would also require an OIG to refer to its agency’s CFO the  
potential surplus funds or unnecessary budget authority identified by the employee, along 
with any recommendations, at which point the CFO will determine if rescission of the  
surplus funds or unnecessary budget authority would not hinder the effectiveness of the 
agency.



H . R .  2 5 7 8 ,  M A K I N G  A P P R O P R I AT I O N S  F O R  T H E  D E P A R T M E N T S  O F    
     C O M M E R C E  A N D  J U S T I C E ,  S C I E N C E ,  A N D  R E L AT E D  A G E N C I E S   
     F O R  T H E  F I S C A L  Y E A R  E N D I N G  S E P T E M B E R  3 0 ,  2 0 1 6



H.R. 2578 was passed in the House on June 3, 2015, was reported out of the Senate  
Appropriations Committee on June 16, 2015.



The bill when passed by the House contained the following provision regarding the access of 
information: “SEC. 538. No funds provided in this Act shall be used to deny the  
Inspectors General of the Departments of Commerce and Justice, the National Aeronautics 
and Space Administration, and the National Science Foundation timely access to all records, 
documents, and other materials in the custody or possession of the respective department 
or agency or to prevent or impede the particular Inspector General’s access to such records, 
documents, and other materials, unless in accordance with an express limitation of section 
6(a) of the Inspector General Act, as amended, consistent with the plain language of the  
Inspector General Act, as amended. The Inspectors General of the Departments of  
Commerce and Justice, the National Aeronautics and Space Administration, and the  
National Science Foundation shall report to the Committees on Appropriations of the 
House of Representatives and the Senate within five calendar days any failures to comply 
with this requirement.” 



The Senate substitute version of the bill, as reported out of the Senate Appropriations  
Committee, contains similar language; however, it addresses only the Inspector General of 
the Department of Justice. 



S .  2 8 2 ,  TA X P AY E R S  R I G H T-T O - K N O W  A C T



S. 282 was reported out of HSGAC on May 6, 2015. The bill seeks to provide taxpayers with 
an annual report disclosing the cost and performance of Government programs and areas of 
duplication among them. The bill requires OMB to provide links on its websites to OIGs’ 
reviews of their respective agencies programs.





https://www.congress.gov/bill/114th-congress/house-bill/2532/text?q=%7B%22search%22%3A%5B%22inspector+general%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1378/text


http://www.gpo.gov/fdsys/pkg/USCODE-2011-title5/html/USCODE-2011-title5-partIII-subpartC-chap45-subchapII.htm


https://www.congress.gov/bill/114th-congress/house-bill/2578?q=%7B%22search%22%3A%5B%22%5C%22hr2578%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/282?q=%7B%22search%22%3A%5B%22%5C%22s282%5C%22%22%5D%7D
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S .  1 0 0 8 ,  D ATA  C O N S O L I D AT I O N  A N D  O P T I M I Z AT I O N



S. 1008, a bill “to require certain agencies to conduct assessments of data centers and develop 
data center consolidation and optimization plans,” was introduced on April 20, 2015, and 
referred to HSGAC.  



The bill would require the Departments of Agriculture, Commerce, Defense, Education, 
Energy, Housing and Urban Development, Interior, Justice, Labor, State, Transportation, 
Health and Human Services, Treasury, Veterans Affairs, as well as EPA, GSA, NASA, NSF, 
NRC, OPM, SBA, SSA, and USAID to annually report to OMB an inventory of “data  
centers” owned. The bill would sunset at the end of fiscal year 2019. The bill would also 
require that a listed agency’s OIG release a public report evaluating the completeness of the 
inventory of the agency no later than six months after the agency releases its first report.



S.  1441 ,  S T O P  M I L I TA R I Z I N G  L AW  E N F O R C E M E N T  A C T



S. 1441 was introduced on May 21, 2015, and was referred to the Committee on Armed 
Services.



The bill would require an annual report from the Comptroller General to Congress  
regarding any agency or OIG that has “specialized units that receive special tactical or 
military-style training or use hard-plated body armor, shields, or helmets and that respond 
to high-risk situations that fall outside the capabilities of regular law enforcement officers, 
including any special weapons and tactics (SWAT) team, tactical response teams, special 
events teams, special response teams, or active shooter teams.”



S.  1536 ,  S M A L L  B U S I N E S S  R E G U L AT O R Y  F L E X I B I L I T Y  I M P R O V E M E N T S    
      A C T  O F  2 0 1 5



S. 1536 was introduced on June 10, 2015, and referred to HSGAC.



The bill seeks to amend Section 610 of Title V to require inspectors general to periodically 
review whether an agency has “appropriately” performed an expanded regulatory review plan 
aimed at determining whether the agency’s rules have a significant economic impact on a 
substantial number of small entities and if such rules should be continued, changed, or re-
scinded. An IG must notify its agency head of the outcome of its review, and within 30 days 
to determine whether the agency has addressed the issues found in the review and to report 
to Congress any issues not addressed.





https://www.congress.gov/bill/114th-congress/senate-bill/1008?q=%7B%22search%22%3A%5B%22%5C%22s1008%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1441?q=%7B%22search%22%3A%5B%22%5C%22s1441%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1536?q=%7B%22search%22%3A%5B%22%5C%22s1536%5C%22%22%5D%7D
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T H I S  M O N T H
• Legislative priorities



s. 579
H,R, 2395
S. 1115
H.r. 1560 & S. 754
H.R. 2003 & S. 1073



• Other Legislation
H.R. 1731
H.R. 1735
H.R. 1557
H.R. 1938
H.R. 2400& S. 1368
H.R. 2532& S. 1387
H.R. 2578
S. 282
S. 1008
S. 1441
S. 1536



C O M M I T T E E
kathy buller - chair
peace corps



steve linick- vice chair
state department
Hubert Bell, NRC
Mark Bialek, FRB
Jack Callender, PRC
Elizabeth Dean, FCA
Christopher Dentel, CPSC
Martin Dickman, RRB
Art Elkins, EPA
Peg Gustafson, SBA
Michael Horowitz, DOJ
Deborah Jeffrey, CNCS
Allison Lerner, NSF
Charles McCullough III, IC
Mike McCarthy, ExIm
Kevin Mulshine, AOC
Patrick O’Carroll, SSA
Calvin Scovel III, DOT
James Spring, NARA
Adam Trezciak, GAO



C o u n c i l  o f  t h e  I n s p e c t o r s  G e n e r a l  o n  I n t e g r i t y  a n d  E f f i c i e n c y



L EG I S L AT I O N  C OMM ITTEE
M o n t h ly  N e ws l e t t e r  Ju n e  2 0 1 5



M E S S A G E  F R O M  T H E  C H A I R
First and foremost, I want to thank 
Peg Gustafson, the Legislation  
Committee’s outgoing Chair, and her 
team for their tireless efforts. I hope 
to continue the good work they have 
started.  Second, I want to welcome 
State Department IG Steve Linick as 
the new vice chair for the committee.



Congress has not sat idly during our 
change in leadership, and neither has the  
Legislation Committee. A number of 
bills that could affect CIGIE and the 
IG community have been introduced or 
have progressed to varying degrees. As 
we settle into the work of the Legislation  



Committee and continue our engagement with the Hill, I encourage 
all Inspectors General to be open with their feedback and to provide 
comments to legislation that would affect them. I look forward to 
helping represent our community’s interests to Congress.



-Kathy A. Buller
Peace Corps OIG



I N T R O D U C T I O N
The Legislation Committee convened on June 9, 2015. Copies of the  
previous meeting agendas and past approved meeting minutes are posted on the  
CIGIE intranet site on the Legislation Committee webpage. Summaries of key  
activities that have occurred since the previous newsletter was published are  
provided below, as well as descriptions of new legislation that has been  
introduced or legislation with significant changes.



T H E  L E G I S L AT I O N  C O M M I T T E E  M E E T S  R E G U L A R LY  O N 
T H E  S E C O N D  T U E S D AY  O F  T H E  M O N T H  AT  1 0 : 0 0  A . M . 



AT  C I G I E  H E A D Q U A R T E R S .



SOURCE: ARCHITECT OF THE CAPITOL





https://www.flickr.com/photos/uscapitol/8248423214/in/album-72157627522484962/
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L E G I S L AT I V E  P R I O R I T I E S  &  A C T I O N  I T E M S



S .  5 7 9 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5



S. 579 was voted favorably out of the Committee on Homeland Security and Governmental 
Affairs (HSGAC) and remains on the Senate calendar, though further action has not yet 
been scheduled. Since HSGAC released its committee report (S. Rept. 114-36), the  
Legislation Committee prepared a views letter addressed to HSGAC so that they may fully 
consider CIGIE views prior to action in the full Senate. The Legislation Committee has had 
a continuing dialogue with the HSGAC staff and has scheduled a meeting the third week of 
June with HSGAC staff to further discuss the issues raised in the views letter.



H . R .  2 3 9 5 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5



H.R. 2395 was introduced on March 18, 2015, marked up by the House Committee on 
Oversight and Government Reform (HOGR), and voted favorably out of the committee. 
The Legislation Committee had previously commented on a similar bill introduced in the 
previous Congress (H.R. 5492) with a formal views letter. H.R. 2395 however, includes a 
series of new provisions. After soliciting the views of CIGIE, particularly members of the 
Legislation Committee, the Chair and Vice Chair of the Legislation Committee and the 
Vice Chair of CIGIE met with HOGR staff after the mark-up to discuss the new  
provisions of the marked up bill. Based on the feedback received from the IG community 
we provided informal comments to H.R. 2395 addressing CIGIE priorities and multiple 
concerns with the legislation. HOGR staff reported being open to CIGIE suggestions and 
committed to circulating a new draft of the bill.  



S .  1 1 1 5 ,  G R A N T S  OV E R S I G H T  A N D  N E W E F F I C I E N C Y AC T  O R  “ G O N E  AC T ”



S. 1115 was introduced in the Senate on April 28, 2015. The bill intends to direct CIGIE to 
report on certain zero balance Federal grant accounts, recommend which of these  
accounts should be closed, and report to Congress the status of the accounts required to be 
closed. HOGR staff proactively reached out to the Legislation Committee on the possibility 
of developing similar House legislation. The Legislation Committee is coordinating with 
multiple OIGs from grant issuing agencies to ascertain the effect of this bill on OIGs, guide 
the Legislation Committee’s views on the bill, and formulate a plan for House and Senate 
engagement. An informal discussion with HOGR staff is scheduled the third week of June, 
and the Legislation Committee welcomes feedback on this topic. 



H.R.  1560,  P R OT E C T I N G  C Y B E R  N E T W O R K S  A C T  & 
S .  7 5 4 ,  C Y B E R S E C U R I T Y  I N F O R M AT I O N  S H A R I N G  A C T  O F  2 0 1 5



H.R. 1560 was passed by the House on April 22, 2015, and the related Senate bill, S. 754, 
was reported out of the Select Committee on Intelligence (Rept. No. 114-32) to the Senate.  
The bills implement cybersecurity reporting requirements for five OIGs (Department of 
Homeland Security, Intelligence Community, Department of Justice, Department of  
Defense, and Department of Energy). A staff member has reached out to the Legislation 





https://www.congress.gov/bill/114th-congress/senate-bill/579?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D


https://www.congress.gov/congressional-report/114th-congress/senate-report/36/1?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/2395?q=%7B%22search%22%3A%5B%22%5C%22hr2395%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1115?q=%7B%22search%22%3A%5B%22%5C%22s1115%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/1560?q=%7B%22search%22%3A%5B%22%5C%22hr1560%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/754?q=%7B%22search%22%3A%5B%22%5C%22s754%5C%22%22%5D%7D


https://www.congress.gov/congressional-report/114th-congress/senate-report/32
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Committee is to ascertain the impact of the reporting requirements on OIGs. The  
Legislation Committee has reached out to the affected OIGs about the impact of the bills 
and strategies for engagement. The Legislation Committee welcomes further feedback on 
this topic.



H.R. 2003,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T  & 
S .  1 0 7 3 ,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T



H.R. 2003 remains under consideration by HOGR and the Committee on Ways and Means 
and S. 1073 remains under consideration by HSGAC. The Social Security Administration 
(SSA) OIG has agreed to lead a working group tasked with analyzing the effects of these 
bills and formulating a possible engagement plan.



Both bills direct SSA to “provide for the use of information regarding all deceased  
individuals” held by SSA to federal agencies and their IGs that provide federally funded 
benefits in order to ensure proper payments. OMB would be required to consult with  
CIGIE and other relevant agencies before issuing guidance in accordance with the bill.



O T H E R  L E G I S L A T I O N
The following are summaries of new bills that have broad implications for the CIGIE community or 
have been recently acted upon by Congress:



H.R .  1731 , NATIONAL CYBERSECURITY PROTECTION ADVANCEMENT ACT OF 2015



H.R. 1731 was passed by the House on April 23, 2015, and was appended to H.R. 1560 (see 
above). The bill amends the Homeland Security Act of 2002 to enhance multi-directional 
sharing of information related to cybersecurity risks and strengthens privacy and civil  
liberties protections. The bill requires that each OIG receiving cyber threat indicators or  
defensive measures shared with the National Cybersecurity and Communications Integration 
Center perform periodic reports containing a review of the use of cybersecurity risk  
information shared with the Center.



H . R .  1 7 3 5 ,  NATIONAL DEFENSE AUTHORIZATION ACT FOR FISCAL YEAR 2016



The bill was passed by the House on May 15, 2015, and was received by the Senate, which 
invoked cloture. House staff reached out to CIGIE in April regarding a possible provision in 
the bill directing CIGIE to appoint a lead IG for Operation Freedom’s Sentinel.  This  
provision does not appear in the final version of the bill, and CIGIE has had no further 
dialogue with the staff on this matter.



On June 15, 2015, Senator Paul submitted floor amendment no. 2026 to H.R. 1735 that 
would amend 5 U.S.C. § 4512 to allow for monetary awards to be given in cases where 
agency employees simply identified surplus funds or unnecessary budget authority. The 
amendment would also require an OIG to refer to its agency CFO the potential surplus 
funds or unnecessary budget authority identified by the employee, along with any  
recommendations, at which point the CFO will determine if rescission of the surplus funds 
or unnecessary budget authority would not hinder the effectiveness of the agency.





https://www.congress.gov/bill/114th-congress/house-bill/2003?q=%7B%22search%22%3A%5B%22%5C%22hr2003%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1073?q=%7B%22search%22%3A%5B%22%5C%22s1073%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/1731?q=%7B%22search%22%3A%5B%22%5C%22hr1731%5C%22%22%5D%7D


H.R. 1735


https://www.congress.gov/amendment/114th-congress/senate-amendment/2026/text


http://www.gpo.gov/fdsys/pkg/USCODE-2011-title5/html/USCODE-2011-title5-partIII-subpartC-chap45-subchapII.htm
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H . R .  1 5 5 7 ,  F E D E R A L  E M P LO Y E E  A N T I D I S C R I M I N AT I O N  A C T



The bill was reported out of HOGR on March 15, 2015, placed on the House calendar, and 
a committee report (H. Rept. 114-117) has been issued.  



The bill would prevent implementation or enforcement of any non-disclosure agreement 
that prohibits or restricts an employee from reporting waste of funds, violations of law,  
mismanagement, etc. to Congress, the Office of Special Counsel, or an OIG.



H . R .  1 9 3 8 ,  I N S P E C T O R S  G E N E R A L  T R A N S P A R E N C Y  A C T  O F  2 0 1 5



H.R. 1938 was introduced on April 22, 2015, and referred to HOGR. Almost identical 
language appears in the S.579 section regarding reporting requirements (see above). A staff 
member from Representative Kind’s office reached out to the Legislation Committee to 
seek our views. We forwarded the CIGIE views letter on S. 579 where CIGIE discusses its 
concerns over certain reporting requirements. We also offered to meet with the staffer. 



The bill amends the IG Act to require IGs to submit issued “work product” to (i) the head of 
each establishment reviewed; (ii) HSGAC/HOGR/Appropriations/Committees of  
Jurisdiction; (iii) an individual or entity causing a work product to be initiated; and (iv) any 
Member of Congress upon request. Further, an OIG must post the work product on its 
website not later than 3 days after the work product is submitted in final form to the head of 
the establishment.



H.R. 2400, SPECIAL INSPECTOR GENERAL FOR MONITORING THE AFFORDABLE   
      CARE ACT OF 2015 or THE SIGMA ACT OF 2015 &



S.  1368, SPECIAL INSPECTOR GENERAL FOR MONITORING THE AFFORDABLE    
      CARE ACT OF 2015 or THE SIGMA ACT OF 2015 



H.R. 2400 was introduced May 18, 2015, and has been referred to the Committees on  
Energy and Commerce; Natural Resources; Education and the Workforce; Ways and 
Means; HOGR; House Administration; the Judiciary; Rules; and Appropriations. A similar 
bill, S. 1368, was introduced in the Senate and referred to the Committee on Health,  
Education, Labor, and Pensions on May 19, 2015.



Both bills would appoint a Special IG to monitor the Affordable Care Act (ACA). The  
Special IG would oversee individual healthcare; healthcare plans; healthcare providers; 
healthcare employers; Federal government reports, programs, and contractors associated 
with the ACA risk adjustment programs; all contracts awarded under the ACA; 
developments in the healthcare marketplace; risks associated with the ACA; the Federal 
Data Service Hub; IRS duties relating to the ACA; the effect of ACA on the right of  
conscience, including religious institutions and abortions; among others. The Special IG 
would coordinate with the OIGs of HHS, SSA, DHS, VA, DOD, DOL, the Peace Corps, 
and any other relevant federal IG; and will have the duties and responsibilities of inspectors 
general under the IG Act of 1978.



The bills state that HHS would provide the Special IG with resources necessary to complete 
its mission. The office of the Special IG would sunset on either January 1, 2025, or shortly 
after the last year ACA is in effect.





https://www.congress.gov/114/bills/hr1557/BILLS-114hr1557rh.xml


https://www.congress.gov/congressional-report/114th-congress/house-report/117/1?q=%7B%22search%22%3A%5B%22%5C%22hr1557%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/1938?q=%7B%22search%22%3A%5B%22%5C%22hr1938%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/2400?q=%7B%22search%22%3A%5B%22%5C%22hr2400%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1368?q=%7B%22search%22%3A%5B%22%5C%22s1368%5C%22%22%5D%7D
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H . R .  2 5 3 2 ,  E A S Y  S AV I N G S  A C T  O F  2 0 1 5  &  
S .  1 3 8 7 ,  B O N U S E S  F O R  C O S T- C U T T E R S  A C T  O F  2 0 1 5



H.R. 2532 and S. 1387 were both introduced in late May 2015 and were referred to HOGR 
and HSGAC, respectively. Similar to the Sen. Paul floor amendment to the NDAA for 
FY16 mentioned above, the bills would amend 5 U.S.C. § 4512 to allow for awards to be 
given in cases where agency employees simply identified surplus funds or unnecessary  
budget authority. The bills would also require an OIG to refer to its agency’s CFO the  
potential surplus funds or unnecessary budget authority identified by the employee, along 
with any recommendations, at which point the CFO will determine if rescission of the  
surplus funds or unnecessary budget authority would not hinder the effectiveness of the 
agency.



H . R .  2 5 7 8 ,  M A K I N G  A P P R O P R I AT I O N S  F O R  T H E  D E P A R T M E N T S  O F    
     C O M M E R C E  A N D  J U S T I C E ,  S C I E N C E ,  A N D  R E L AT E D  A G E N C I E S   
     F O R  T H E  F I S C A L  Y E A R  E N D I N G  S E P T E M B E R  3 0 ,  2 0 1 6



H.R. 2578 was passed in the House on June 3, 2015, was reported out of the Senate  
Appropriations Committee on June 16, 2015.



The bill when passed by the House contained the following provision regarding the access of 
information: “SEC. 538. No funds provided in this Act shall be used to deny the  
Inspectors General of the Departments of Commerce and Justice, the National Aeronautics 
and Space Administration, and the National Science Foundation timely access to all records, 
documents, and other materials in the custody or possession of the respective department 
or agency or to prevent or impede the particular Inspector General’s access to such records, 
documents, and other materials, unless in accordance with an express limitation of section 
6(a) of the Inspector General Act, as amended, consistent with the plain language of the  
Inspector General Act, as amended. The Inspectors General of the Departments of  
Commerce and Justice, the National Aeronautics and Space Administration, and the  
National Science Foundation shall report to the Committees on Appropriations of the 
House of Representatives and the Senate within five calendar days any failures to comply 
with this requirement.” 



The Senate substitute version of the bill, as reported out of the Senate Appropriations  
Committee, contains similar language; however, it addresses only the Inspector General of 
the Department of Justice. 



S .  2 8 2 ,  TA X P AY E R S  R I G H T-T O - K N O W  A C T



S. 282 was reported out of HSGAC on May 6, 2015. The bill seeks to provide taxpayers with 
an annual report disclosing the cost and performance of Government programs and areas of 
duplication among them. The bill requires OMB to provide links on its websites to OIGs’ 
reviews of their respective agencies programs.





https://www.congress.gov/bill/114th-congress/house-bill/2532/text?q=%7B%22search%22%3A%5B%22inspector+general%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1378/text


http://www.gpo.gov/fdsys/pkg/USCODE-2011-title5/html/USCODE-2011-title5-partIII-subpartC-chap45-subchapII.htm


https://www.congress.gov/bill/114th-congress/house-bill/2578?q=%7B%22search%22%3A%5B%22%5C%22hr2578%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/282?q=%7B%22search%22%3A%5B%22%5C%22s282%5C%22%22%5D%7D
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S .  1 0 0 8 ,  D ATA  C O N S O L I D AT I O N  A N D  O P T I M I Z AT I O N



S. 1008, a bill “to require certain agencies to conduct assessments of data centers and develop 
data center consolidation and optimization plans,” was introduced on April 20, 2015, and 
referred to HSGAC.  



The bill would require the Departments of Agriculture, Commerce, Defense, Education, 
Energy, Housing and Urban Development, Interior, Justice, Labor, State, Transportation, 
Health and Human Services, Treasury, Veterans Affairs, as well as EPA, GSA, NASA, NSF, 
NRC, OPM, SBA, SSA, and USAID to annually report to OMB an inventory of “data  
centers” owned. The bill would sunset at the end of fiscal year 2019. The bill would also 
require that a listed agency’s OIG release a public report evaluating the completeness of the 
inventory of the agency no later than six months after the agency releases its first report.



S.  1441 ,  S T O P  M I L I TA R I Z I N G  L AW  E N F O R C E M E N T  A C T



S. 1441 was introduced on May 21, 2015, and was referred to the Committee on Armed 
Services.



The bill would require an annual report from the Comptroller General to Congress  
regarding any agency or OIG that has “specialized units that receive special tactical or 
military-style training or use hard-plated body armor, shields, or helmets and that respond 
to high-risk situations that fall outside the capabilities of regular law enforcement officers, 
including any special weapons and tactics (SWAT) team, tactical response teams, special 
events teams, special response teams, or active shooter teams.”



S.  1536 ,  S M A L L  B U S I N E S S  R E G U L AT O R Y  F L E X I B I L I T Y  I M P R O V E M E N T S    
      A C T  O F  2 0 1 5



S. 1536 was introduced on June 10, 2015, and referred to HSGAC.



The bill seeks to amend Section 610 of Title V to require inspectors general to periodically 
review whether an agency has “appropriately” performed an expanded regulatory review plan 
aimed at determining whether the agency’s rules have a significant economic impact on a 
substantial number of small entities and if such rules should be continued, changed, or re-
scinded. An IG must notify its agency head of the outcome of its review, and within 30 days 
to determine whether the agency has addressed the issues found in the review and to report 
to Congress any issues not addressed.





https://www.congress.gov/bill/114th-congress/senate-bill/1008?q=%7B%22search%22%3A%5B%22%5C%22s1008%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1441?q=%7B%22search%22%3A%5B%22%5C%22s1441%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1536?q=%7B%22search%22%3A%5B%22%5C%22s1536%5C%22%22%5D%7D










From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Legislation Committee proposal to DOJ Legislative Fix
Date: Monday, August 17, 2015 3:51:36 PM
Attachments: Legislation Committee Newsletter August 2015.pdf


For your information, attached is the Legislation Committee’s August Newsletter.


From: Fontanesi, Chris [mailto: @peacecorps.gov] 
Sent: Monday, August 17, 2015 3:32 PM
To: Mark Jones
Cc: Buller, Kathy
Subject: RE: Legislation Committee proposal to DOJ Legislative Fix
Mark,
For circulation, please find the Legislation Committee newsletter in attachment.
Thank you,
Chris


From: Mark Jones [mailto: @cigie.gov] 
Sent: Monday, August 17, 2015 2:12 PM
To: Fontanesi, Chris
Subject: RE: Legislation Committee proposal to DOJ Legislative Fix
Okay, thanks.


From: Fontanesi, Chris [mailto: @peacecorps.gov] 
Sent: Monday, August 17, 2015 2:08 PM
To: Mark Jones
Subject: RE: Legislation Committee proposal to DOJ Legislative Fix
Thank you, sir. We should have the newsletter for circulation by about 3:30 today as well.
With respect,
Chris


From: Mark Jones [mailto: @cigie.gov] 
Sent: Monday, August 17, 2015 2:07 PM
To: Fontanesi, Chris
Subject: RE: Legislation Committee proposal to DOJ Legislative Fix
Chris,
I just sent it out.
Mark


From: Fontanesi, Chris [mailto: @peacecorps.gov] 
Sent: Monday, August 17, 2015 1:45 PM
To: Mark Jones
Cc: Buller, Kathy; Ferrao, Joaquin
Subject: Legislation Committee proposal to DOJ Legislative Fix
Mark,
Kathy has asked that the text below (and attachment) be sent to the CIGIE IGs for their attention.
Thank you,
Chris Fontanesi


From: Fontanesi, Chris 
Sent: Monday, August 17, 2015 12:49 PM
To: Buller, Kathy
Subject: Legislation Committee proposal to DOJ Legislative Fix
Colleagues,
As you know, last Thursday Chairman Grassley and 11 other Members asked that a proposed
language for a legislative fix to the OLC opinion be provided to the Hill no later than August 28.


(b) (6)


(b) (6)


(b) (6)


(b) (6)


(b) (6)



mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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T H I S  M O N T H
• Legislative priorities



s. 579
H.R. 2395
S. 1115 & H.R. 3089
H.R. 2003 & S. 1073



• Other Legislation
H.R. 1557
S. 754
H.R. 3328
H.R. 2995 & S. 1910



C O M M I T T E E
kathy a. buller - chair
peace corps



steve linick- vice chair
state department
Hubert Bell, NRC
Mark Bialek, FRB
Jack Callender, PRC
Elizabeth Dean, FCA
Christopher Dentel, CPSC
Martin Dickman, RRB
Art Elkins, EPA
Peg Gustafson, SBA
Michael Horowitz, DOJ
Deborah Jeffrey, CNCS
Allison Lerner, NSF
Charles McCullough III, IC
Mike McCarthy, ExIm
Kevin Mulshine, AOC
Patrick O’Carroll, SSA
Calvin Scovel III, DOT
James Spring, NARA
Adam Trezciak, GAO



C o u n c i l  o f  t h e  I n s p e c t o r s  G e n e r a l  o n  I n t e g r i t y  a n d  E f f i c i e n c y



L EG I S L AT I O N  C OMM ITTEE
M o n t h ly  N e ws l e t t e r  Au g u s t  2 0 1 5



M E S S A G E  F R O M  T H E  C H A I R
First and foremost, thank you to everyone 
who has worked on the numerous data calls 
and requests for feedback to the various 
bills and legislative proposals that affect the 
Inspector General (IG) community. In the 
past month, the Legislation Committee has 
been involved with a number of issues, the 
most pressing being a legislative solution to 
the Office of Legal Counsel (OLC) opinion 
regarding Department of Justice (DOJ)/
OIG’s access to agency information. The 
Legislation Committee presented member 
comments on an initial proposed legislative 
fix to IG Act §6(a), as well as comments on 
the legislative fix proposed more recently by 
DOJ to the CIGIE Chair for further action. 



In addition, the Legislation Committee 
and its working groups have continued 



fielding inquiries from congressional staff and representing the IG community’s 
views on the Inspector General Empowerment acts, the GONE Acts, Stopping 
Payments to Deceased People acts, as well as draft legislation that could affect 
the Inspector General community. Summaries of key activities that have 
occurred since the previous newsletter was published are provided below, as well 
as descriptions of new legislation that has been introduced or significant changes 
to legislation already featured in prior newsletters.



The Legislation Committee convened on August 11, 2015. Copies of the 
previous meeting agendas and past, approved meeting minutes are posted on the 
CIGIE intranet site on the Legislation Committee webpage.



-Kathy A. Buller
Peace Corps IG



T H E  L E G I S L AT I O N  C O M M I T T E E  M E E T S  R E G U L A R LY  O N 
T H E  S E C O N D  T U E S D AY  O F  T H E  M O N T H  AT  1 0 : 0 0  A . M . 



AT  C I G I E  H E A D Q U A R T E R S .



SOURCE: ARCHITECT OF THE CAPITOL





https://www.flickr.com/photos/uscapitol/8248423214/in/album-72157627522484962/








C I G I E  L E G I S L AT I O N  C O M M I T T E E  A U G U S T  2 0 1 5   |  2



L E G I S L AT I V E  P R I O R I T I E S  &  A C T I O N  I T E M S



S .  5 7 9 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5  (S. Rept. 114-36)



On July 22, 2015, Senate Homeland Security and Government Affairs Committee 
(HSGAC) staff sent a draft manager’s amendment of S.579 to the Legislation Committee 
for feedback. The feedback was collected from Legislation Committee members and sent to 
HSGAC on July 28. The feedback paralleled issues previously expressed in the Legislation 
Committee’s S.579 Views Letter, but also involved a few additional items. Some of the 
broader themes discussed included: (1) expanding the new scope of testimonial subpoena 
authority and the process for issuing a testimonial subpoena to mirror IG document 
subpoena authority; (2) eliminating or reducing the additional semiannual reporting 
requirements, narrowing their scope, and avoiding conflicts with privacy laws; (3) clarifying 
or limiting provisions saying that investigation reports “may” be provided to “any member of 
Congress” in order to avoid conflicts with the Privacy Act; and (4) amending the proposed 
reporting requirements to protect from disclosure reports containing recommendations that 
may be subject to ongoing or potential litigation.



H . R .  2 3 9 5 ,  Inspector General Empowerment Act of 2015  (H. Rept. 114-210)



On July 16, 2015, H.R. 2395 was reported by the House Committee on Oversight and 
Government Reform (HOGR) and placed on the Union Calendar. On July 20, HOGR 
reached out to the Legislation Committee to discuss an initial revised draft, which was 
circulated amongst Legislation Committee members for comment shortly thereafter. The 
draft that was circulated addressed many of the IG Community’s concerns with prior drafts 
of the bill and contained most of the suggestions the Legislation Committee provided to 
HOGR after the bill was marked up in May. However, the Legislation Committee noted 
that the new version fails to codify key provisions of the IG Reform Act of 2008 (IG 
Reform Act): the designated Federal entity IG pay provisions set forth in section 4(b) of the 
IG Reform Act, and the pay provisions for career Senior Executive Service personnel that 
become inspectors general set forth in section 4(c) of the IG Reform Act.  The Legislation 
committee suggested that Sections 4(b) and 4(c) also be codified into the IG Act. While 
there is a possibility that the bill will be considered by the full House after the August 
congressional recess, the timing remains unclear.



S .  1 1 1 5 ,  GRANTS OVERSIGHT AND NEW EFFICIENCY ACT or  “GONE ACT” & 
H . R .  3 0 8 9 ,  GRANTS OVERSIGHT AND NEW EFFICIENCY ACT or “GONE ACT”



On July 16, 2015, the House introduced H.R. 3089, which is an identical version of the 
Senate’s modified substitute of the GONE Act.  On July 22, the bill was marked up and 
ordered reported. As a follow up, HSGAC and HOGR held a teleconference on July 27 
with a group of Legislation Committee members and expressed an interest in adding an 
IG oversight role into the bills.  The Legislation Committee informally proposed that IGs 
overseeing agencies that have over $500 million in grant funding conduct a risk assessment 
of the two mandated agency reports to Congress and Health and Human Services (HHS), 
and that the assessment would determine if an audit or review of an agency’s grant closeout 





https://www.congress.gov/bill/114th-congress/senate-bill/579?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D


https://www.congress.gov/congressional-report/114th-congress/senate-report/36/1?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/2395?q=%7B%22search%22%3A%5B%22%5C%22hr2395%5C%22%22%5D%7D


https://www.congress.gov/congressional-report/114th-congress/house-report/210/1?q=%7B%22search%22%3A%5B%22%5C%22hr2395%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1115?q=%7B%22search%22%3A%5B%22%5C%22s1115%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/3089/text?q=%7B%22search%22%3A%5B%22%5C%22hr3089%5C%22%22%5D%7D&resultIndex=1
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process is warranted.  A draft of the proposed risk assessment language was circulated to the 
Legislation Committee for feedback.  



HSGAC and HOGR also mentioned the challenges associated with how agencies will 
report information to HHS, and want IGs to provide some form of certification on the 
completeness of the agency’s reporting. During the July 27 call we informed the staffers that 
we currently do not have any additional thoughts on this matter, but we will continue to 
explore the idea in the Legislation Committee.



H.R. 2003,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T  & 
S .  1 0 7 3 ,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T



On July 27, 2015, the Legislation Committee submitted a views letter to the Senate 
regarding S. 1073.  Thank you to George Penn and other members of the working group 
for your work on this matter. The views letter highlighted the importance of IG access to 
all of Social Security Administration death data and our concerns regarding payment for 
access to this information. We also recommended that HSGAC consider exempting subsets 
of records pertaining to deceased individuals from the Computer Matching and Privacy 
Protection Act.  A copy of the views letter has been posted to the CIGIE business site.



O T H E R  L E G I S L A T I O N
The following are summaries of new bills that have broad implications for the CIGIE community or 
bills that have been recently acted upon by Congress:



H . R .  1 5 5 7 ,  F E D E R A L  E M P LO Y E E  A N T I D I S C R I M I N AT I O N  A C T



On July 23, 2015, H.R. 1557 passed the House by a roll call vote of 403-0. Introduced by 
Representative Cummings in March, H.R 1557 amends the Notification and Federal 
Employee Antidiscrimination and Retaliation Act of 2002. The bill will amend the thirteenth 
prohibited personnel practice, found at 5 U.S.C. §3202(b), to prevent the enforcement of any 
non-disclosure agreement that prohibits or restricts an employee from reporting to Congress, 
the Office of Special Counsel, or an OIG. The bill is with HSGAC for consideration.



S .  7 5 4 ,  C Y B E R S E C U R I T Y  I N F O R M AT I O N  S H A R I N G  A C T  O F  2 0 1 5



In both June and July, the Legislation Committee reached out to Senator Sasse’s staff to 
provide feedback on S. 754.  The companion bill, H.R. 1560, already passed the House in 
April. Although further consideration of the bill was placed on hold by Senator McConnell, 
a number of amendments had been proposed on the Senate floor and numerous additional 
proposals are expected. Though not passed, some examples of offered floor amendments 
affecting IGs are:



• Disallowing agencies from receiving any “defensive measures” described under the bill 
unless the IG certifies they are capable of properly using it.





https://www.congress.gov/bill/114th-congress/house-bill/2003?q=%7B%22search%22%3A%5B%22%5C%22hr2003%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/senate-bill/1073?q=%7B%22search%22%3A%5B%22%5C%22s1073%5C%22%22%5D%7D


https://www.govtrack.us/congress/bills/114/hr1557/text


https://www.congress.gov/bill/114th-congress/senate-bill/754?q=%7B%22search%22%3A%5B%22%5C%22s754%5C%22%22%5D%7D


https://www.congress.gov/bill/114th-congress/house-bill/1560/text?q=%7B%22search%22%3A%5B%22%5C%22hr1560%5C%22%22%5D%7D&resultIndex=1
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• Requiring IGs to submit a report, in consultation with the Department of Homeland 
Security, to certain congressional Committees, detailing whether the agency is capable 
of adequately protecting the information received under the act, determing the original 
source of a threat, and determing whether a cybersecurity threat originates from a 
foreign entity.



• Limiting the receipt of cyber threat indicators, by requiring IGs at the receiving Federal 
agency to certify that the receiving agency meets the data security standards to receive 
cyber threat indicator information prior to the receipt of such information.



H . R .  3 3 2 8 ,  S M A L L  B U S I N E S S  R E G U L AT O R Y  S U N S E T  A C T  O F  2 0 1 5



On July 29, 2015, Representative Collins introduced H.R. 3328, which was referred to the 
Judiciary Committee, Small Business Committee and HOGR. H.R. 3328 is identical to the 
Senate bill, S. 846. This bill requires each Federal agency to establish a plan to evaluate: (1) 
the agency’s rules that have a significant economic impact on a substantial number of small 
entities, and (2) any small entity compliance guide required to be published by an agency. The 
evaluation will take place every nine years. IGs will be required to review the agency’s plan 
to determine whether the agency has conducted the review appropriately, and to notify the 
agency head of whether the review was done appropriately or whether there were any issues 
that prevented the IG from making the mandated review.
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S. 1910 was introduced by Senator Boozman and reported to the Senate on July 30, 2015.  
S.1910 has a few provisions affecting IGs, including requiring agencies to report on conference 
(Sec. 739), a prohibition on internal confidentiality agreements blocking reporting to IGs 
(Sec. 743), and a prohibition on nondisclosure policies or agreements that block reporting 
to IGs.  These provisions, however, are not “new” as they were also in the Consolidated and 
Further Continuing Appropriations Act, 2015.  Additionally, the House version, H.R. 2995, 
which was introduced in early July, contains the conference reporting provision as well as the 
prohibition on nondisclosure policies or agreements that block reporting to IGs.



Unlike the Consolidated and Further Continuing Appropriations Act, 2015, S.1910 does not 
contain a provision mandating the Office of Management and Budget consult with CIGIE 
to develop criteria for performing financial statement audits on departments of agencies and 
to recommend how to improve current financial reporting requirements in conjunction with 
the Digital Accountability and Transparency Act of 2014.





https://www.govtrack.us/congress/bills/114/hr3328/text


https://www.govtrack.us/congress/bills/114/s846/text


https://www.govtrack.us/congress/bills/114/hr2995/text


https://www.govtrack.us/congress/bills/114/s1910/text









Towards that end, in attachment is the Legislation Committee’s counter-proposal.


 we urge you to provide any proposed changes to the text in attachment by COB
Thursday, August 20. Proposed changes should be sent to Chris Fontanesi
( @peacecorps.gov).
Please note that, given the timeframe, we will likely not have an opportunity to circulate a new
proposal for a second round of comments prior to sending our counter-proposal to DOJ.
Thank you,
Kathy A. Buller
Legislation Committee Chair


(b) (5)


(b) (6)












From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Letter to Senator McCaskill
Date: Tuesday, June 16, 2015 5:59:30 AM
Attachments: Letter to Senator McCaskill.pdf


Good Morning,
Please find attached the signed letter in response to Senator McCaskill’s QFRs relating to IGs pay.
The letter was communicated to Congressional staff yesterday afternoon.
Thanks
Mark
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Council of the



Inspectors General
on INTEGRITY and EFFICIENCY



June 15,2015



The Honorable Claire McCaskill



United States Senate



Committee on Homeland Security and
Governmental Affairs



342 Dirksen Senate Office Building
Washington, DC 20510



Dear Senator McCaskill:



In response to matters raised in a hearing before the Senate Homeland Security and Governmental
Affairs Committee, the Council of the Inspectors General on Integrity and Efficiency (CIGIE)
gathered information from the Inspector General (IG) community to respond to questions about the
salaries of all IGs in 2012, 2013, and 2014, and the extent to which financial statement audits were



handled by contractors or OIG auditors in those years. The information we collected is set forth on
the enclosed charts.



The compensation information we gathered reflects the diversity of the IG community, which stems
in part from the widely-varied agencies in which the IGs serve. For Designated Federal Entity
(DFE) IGs, the nature of their agencies can have an impact on their pay. For that reason, pay
information for most DFE IGs is contained in charts organized by either the relevant compensation
system (Senior Executive Service (SES), Senior Level (SL), Title 5 General Schedule) or other
commonality (such as whether the office is in a financial regulatory agency). Data for DFE IGs in
pay systems that do not lend themselves to categorization is reflected in a separate chart, as is
information relating to Establishment IGs (who are presidentially appointed and Senate confirmed)
and Legislative branch IGs.



In considering these pay issues, it is important to understand the impact of the IG Reform Act of
2008 (Public Law 110-409), which altered the compensation framework for all IGs. According to
the Senate Report accompanying the Act, prior to 2008, there were "two problems with
compensation for the Inspectors General": (1) "the compensation of some Inspectors General
depends on bonuses awarded by officials they oversee" and (2) "some Inspectors General earn too
little" because they either adopted a "self-imposed ban on bonuses" or because the IG was "slotted
too low on the pay scale."^ The Reform Act represents Congress's attempt to address these
problems and it remains the rule today for establishingEstablishmentand DFE IG compensation.



^S. Rep. No. 110-262.











The Refoim Act raised the pay rate for Establishment IGs, specifically required compensation
paritybetween DFE IGs and other senior level executives within their agencies, and prohibited IGs
from receiving cash bonuses or awards. As the Senate Report further explains, the compensation
changes were meant to "ensure that the overall compensation of any IG is appropriate and adequate
to attract and retain skilled professionals."^ Also, regarding DFE IG pay, the Congressional Record
associated with the Act provides that agencies "will be directed to pay [the IG] the same or more
than the total compensation received by other senior level employees."^



The discussion below elaborates on the impact of the Reform Act on IG pay and provides further
observations and context relating to the information we collected.



Establishment IGs



Under the IG Act (as amended in 2008), the pay for IGs in Establishment agencies (and certain
special IGs) is fixed by statute at Executive Schedule Level III plus three percent.'̂ In 2012 and
2013, this amounted to $170,259. In 2014, the amount rose to $172,010, although most
establishment IGs did not receive the pay increase due to pay limitations in the Consolidated
Appropriations Act of 2014 (Public Law 113-76), which continued to hold pay rates for certain
political appointees at2013 levels, even though the schedule rates increased for 2014.^ The fi-eeze
also applies this year pursuant to the 2015 Consolidated Appropriations Act.^



Although the 2008 change to the IG Act placed Establishment IGs at a higher pay level than
previously was the case,' such IGs may still earn less than others in the agency (including staff
within the Office of Inspector General) who are in pay systems such as the Senior Executive
Service that have higher pay caps (as a result of their having a certified SES performance appraisal
system, for example) and who may also receive bonuses of between 5% and 20% of their salary. It
is important to note that this outcome is not unique to Establishment IGs; many other presidential
appointees or individuals whose pay is based on the Executive Schedule also earn less than the staff
who work under them, although these positions generally allow for bonuses of between 5% and
20% oftheir salary, whereas IGs may not receive a bonus.



'Id.



^153 CONG. REC. 814,194 (daily ed. Nov. 8,2007).



"5 U.S.C. app. §3(e).



' Exceptions to the freeze include career SES or Foreign Service members who elect to retain their basic pay
entitlements under those authorities. See Pub. L. No. 113-76, Title VII, Div. E, § 741(g), (h) (Jan. 17, 2014). The
salary chart depicts particular Establishment IG salaries that remained at 2013 levels.



®See Pub. L. No. 113-235, Title VII, Div. E, §738 (g), (h) (Dec. 16,2014).



' Prior to 2008, Establishment IGs were at Level IVof theExecutive Schedule.
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As an example of how the rate of pay and bonuses can result in compensation differences between
an IG and their highest paid staff, for 2015 the maximum SES pay rate is $183,300 for agencies
with certified SES appraisal systems. If an SES staff member received the highest salary and a
minimum 5% bonus, they would receive total compensation of $192,465 ~ resulting in that
individualreceiving $20,455 more than the IG. If the SES were to receive a 20% bonus ($36,660),
that SES's total compensationwould exceed the IG's by $47,890 ($219,900 - $172,010).
We note that six of the respondent IGs in this category received pay at a level different firom the
statutory amoimt during the three year period as a result of pay savings authority applicable to those
receiving presidential appointments.^



Designated Federal Entity IGs



Reflecting the diversity of the entities in which they reside, DFE IGs are compensated under a
variety of agency-established pay systems. Many are members of the SES, while others oversee
agencies that have created different pay rates pursuant to authority granting them compensation
flexibility. Because basic pay ranges vary among these systems, and IGs are situated at different
places within their pay scales, some DFE IGs earn more - or have the potential to earn more —than
others. Regardless of the pay scale, however, DFE IG pay across the federal government is tied to
the average compensation of the senior level executives within the agencies overseen by the IGs, as
expressly stated in the reform Act. A brief description of the major pay systems covering DFE IGs
follows.



Senior Executive Service



Thirteen IGs reported that they are members of the Senior Executive Service. According to an
0PM overview of SES salary:



The National Defense Authorization Act for Fiscal Year 2004 (Public Law
108-136, November 24, 2003) established a performance-based pay system for
members of the Senior Executive Service. The SES pay range has a minimum
rate of basic pay equal to 120 percent of the rate for GS-15, step 1, and the
maximum rate of basic pay is equal to the rate for Level III of the Executive
Schedule. However, for any agency certified [by 0PM] under 5 U.S.C.
5307(d) as having a performance appraisal system [required by 5 U.S.C. 5312]
which, as designed and applied, makes meaningful distinctions based on
relative performance, the maximum rate of basic pay will be the rate of Level
II ofthe Executive Schedule.



' See 5 U.S.C. § 3392(c) (permitting former SES members to elect to retain their pay upon receiving presidential
appointments); see also 5 U.S.C. app. § 3 (IG Act provision providing that career Federal employees serving on an
appointment made pursuant to statutory authority found other than in section 3392 of title 5, United States Code [5
U.S.C.A. § 3392], shall not suffer a reduction in pay, not including any bonus or performance award, as a result ofbeing
appointed to the position of Inspector General).
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For 2015, the minimum SES pay rate is $121,956; the maximum rate for agencies with a certified
SES appraisal system is $183,300; the maximum rate for agencies without a certified appraisal
system is $168,700.



Senior Level (SL) Positions



According to the Office of Personnel Management, most Senior Level employees are in non
executive positions whose duties are broad and complex enough to be categorized above GS 15.
However, in some agencies that are statutorily exempt from inclusion in the SES, executive
positions are staffed with SL employees. The exemption from the SES covers Government
corporations and a few other small agencies such as the Pension Benefit Guaranty Corporation and
the Federal Election Commission.



Three IGs are in SL positions. For purposes of pay, these positions operate much like the SES. In
2015, for example, the maximum authorized pay rates for SL positions are the same as those for the
SES, with higher amounts authorized for those who are in agencies with OPM-certified appraisal
systems.



Financial Regulatory Agencies



Federal financial regulatory agencies have compensation flexibilities and authorities that can result
in higher pay rates for their employees compared to agencies with pay systems like the SES and SL
that are governed by Title 5, United States Code. Each federal financial regulatory agency is
responsible for establishing its own compensation framework, in accordance with the various
authorities described below, which in tum affects the compensation for the agency's Inspector
General.



In 1989,Congresspassed the Financial InstitutionsReform, Recovery and EnforcementAct of 1989
(FIRREA) (Public Law 101-73), which requires certain federal financial regulatory agencies (the
Federal Deposit Insurance Corporation, Office of the Comptroller of the Currency, National Credit
Union Administration, Federal Housing Finance Board, Farm Credit Administration, and the Office
of Thrift Supervision) to keep their compensation in line with each other. This measure was
designed to help these agencies employ and retain qualified staff. In 2002, FIRREA was amended
to include similar comparability requirements for the Securities and Exchange Commission and the
Commodity Futures Trading Commission. The statutory requirements for pay comparability exist
for all employees of these agencies, including their IGs, with two exceptions: the IGs for the
Federal Deposit Insurance Corporation and the Federal Housing Finance Authority (the successor to
the Federal Housing Finance Board), which are now presidentially appointed. Senate confirmed
IGs, even though their employees and their agencies remain under the FIRREA provisions for
compensation purposes. The Federal Reserve Board is not covered by FIRREA's comparability
requirements, but volxmtarily shares information with a numberof agencies regarding compensation
and benefits.











Pay rates for these agencies vary. Three IGs reported compensation based ontheir agency's status
as a financial regulatory agency.



General Schedule



One IG is in the General Schedule, and noted that his placement there is consistent with the
majority ofthe senior level executives in the agency. According toan0PM overview:



The General Schedule (GS)has 15 grades - GS-1 (lowest) to GS-15 (highest).
... Each grade has 10steps (steps 1-10) that areapproximately 3 percent of the
employee's salary. [Unlike individimls in SES or Senior Level (SL) positions],
most GS employees are . . . entitled to locality pay [in addition to their base
pay], which is a geographic-based percentage rate that reflects the pay levels
for non-Federal workers in certain geographic areas as determined by surveys
conducted by the U.S. BureauofLabor Statistics.



The 2015 pay range for a GS-15 in the Washington DC area runs from $126,245 (step 1) to
$158,700 (step 10).



Other Pay Systems



Twelve DFE IGs are governed by pay and personnel systems (including the Postal Career Executive
Service and the Defense Intelligence Senior Executive Service) that do not allow for easy
categorization. We have grouped these IGs on onechart formiscellaneous paysystems.



Legislative Branch IGs



Legislative branch IGs are established for the Government Accountability Office, the Architect of
the Capitol, the Library ofCongress, the Capitol Police and the Government Printing Office. These
IGs are not directly covered by the provisions of the Reform Act that relate to DFE pay, and we
have included information related to their compensation in a separate chart.



Reform Act Factors Affecting DFE IG Pay



Section 4(b) of the Reform Act requires agencies to establish parity between DFE IGs and other
senior level executives within their agencies in terms of grade classification and overall
compensation. The section provides:



For pay and all other purposes, [the IG shall] be classified at a grade, level or
rank designation ... at or above those of a majority of the senior level
executives of that designated Federal Entity (such as the General Counsel,











Chief Infonnation Ofificer, Chief Financial Officer, Chief Human Capital



Officer, or Chief Acquisition Officer).



The pay of a [DFE IG] shall be not less than the total average compensation
(including bonuses) of the senior level executives of that designated Federal
Entity calculated on an annual basis. (Emphasis added)



We asked DFE IGs (and their Legislative branch counterparts) to provide information concerning
how the ReformAct's compensation formula has been applied in practice. Below is a summary of
what we found.



• Comparable Senior Level Executives. Because DFE compensation is required to be related
to the average pay for the senior level executives within the agency (including bonuses), we
asked affected IGs to describe the positions representing the comparable senior level group.
Twenty-six respondents provided actual positions, which included a wide range of titles
characterizedas the upper echelons of agency management. Of these, all listed one or more
of the positions mentioned in the Act.' Five of the respondents provided more general
descriptions, such as all individuals within certain pay bands.



• Average senior-level bonus. Eighteen of thirty-two DFE IGs (56%) replied that during
2012, 2013 and/or 2014 they had received compensation based on the average bonus of the
agency's senior level executives. The Reform Act specifically requires that a DFE IG's
compensation include an amount representing the average of the bonuses of the agency's
senior level executives, but it does not specify the payment form (whether the amount
should be provided in a lump sum, for example, or factored into base pay) or how one
calculates an "average bonus." According to the information we collected,not all DFE IGs
receive bonus-related compensation. For those that do, payment methods varied across the
DFE IG commimity, with 61% of the respondents who reported receiving bonus-related
compensation having the pajonent factored into their base pay, and the remainder receiving
it as a lump sum. When asked what comprises the "average senior level bonus," most
responding IGs (72%) explamed that only the average annual rating-based bonus given to
the agency's senior level executives is used in the calculation. A few indicated that other
types of awards (such as PresidentialRank awards) are included.



• Legislative branch IGs. As noted previously, certain IGs are established within the
legislative branch and are not directly covered by section 4(b) of the Reform Act, which
expressly relates to DFE IGs. One legislative branch respondent stated, however, that it



' The positions described inthe Reform Actareexamples ofthose considered comparable to that of theIG(i.e., General
Counsel, Chief Information Officer, Chief Financial Officer, Chief Human Capital Officer, or Chief Acquisition
Officer). The Act, however, leaves flexibility in defining the group, most likely to accommodate the variety of
organizational sizes and structures in DFE agencies. As such, section 4(b)'s examples are not necessarily a complete
listforany given agency, nor is there any requirement that these positions be included in a particular IG's comparable
group.
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applies that section's compensation mechanism to the IG position. Two other offices stated
that the IG's pay is simply set at a certain level (not tied to an average); no "average bonus"
was provided to those IGs.



Financial Statement Audits



Finally, we asked all IGs whether they had contracted out their Financial Statement audit work at
any point during 2012, 2013 and 2014.



Among Establishment respondents:



• 65% contracted out for the Financial Statement audit all three years.



• 26% conducted the Financial Statement audit in house all three years.



• 1 office was not required to conduct the Financial Statement audit in 2012 and 2013, and



contracted it out in 2014.



• 2 offices stated that they do not conduct these audits, one because it is a special IG and does
not oversee an agency, and the other because the agency's organic legislation assigns this
responsibility to the Government Accountability Office.



Among DFEs and Legislative Branch respondents:



• 83% contracted out for the Financial Statement audit all three years.



• 11% conducted the financial statement in house all three years.



• One respondent IG contracted out the financial statement audit for two years and performed
it in house for one.



• Another IG was not required to conduct a financial statement audit until 2014, when it
contracted out the audit.



We welcome the opportunity to discuss this information and to answer any questions you or your
staff might have. Please feel free to contact me at (202) 514-3435, or CIGIE Executive Director
Mark Jones at (202) 292-2603.



Sincerely,



Michael E. Horowitz



CIGIE Chair



Enclosures



One office reported that it conducted the 2014 audit in house, with the exception ofcontracting out associated
specialty work pertaining to an agency component.











cc: The Honorable Ron Johnson



Chair



United States Senate



Committee on Homeland Security & Governmental Affairs



The Honorable Tom Carper



Ranking Member



United States Senate



Committeeon Homeland Security & Governmental Affairs













From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: OMB Circular A-136 and Bulletin 15-02
Date: Wednesday, August 5, 2015 7:14:49 AM
Importance: High


The following is being sent on behalf of OMB.
From: Wetklow, Mike [mailto:Michael_S_Wetklow@omb.eop.gov] 
Sent: Tuesday, August 04, 2015 5:09 PM


Mark
Could you please distribute this to the CIGIE, with special thanks to Mark Hayes
and the FSAN?
Thanks
Mike
From: Wetklow, Mike 
Sent: Tuesday, August 04, 2015 5:07 PM
To: 'CFO Council Support'; CFO-DCFO@LISTSERV.GSA.GOV
Subject: OMB Circular A-136 and Bulletin 15-02
CFOC:
We are pleased to announce that the final version of OMB Circular No. A-136, Financial Reporting
Requirements, and OMB Bulletin No. 15-02, Audit Requirements for Federal Financial Statements has
been issued and is posted on the following website:
Circular A-136 Revised:
https://www.whitehouse.gov/sites/default/files/omb/assets/OMB/circulars/a136/a136_revised_2015.pdf
Bulletin 15-02: https://www.whitehouse.gov/sites/default/files/omb/bulletins/2015/15-02.pdf
Thanks again for all of your help.
Mike
Mike Wetklow
Office of Management and Budget | Branch Chief | Office of Federal Financial Management


 | @omb.eop.gov(b) (6) (b) (6)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: OMB Circular No. A-123, Management"s Responsibility for Risk Management and Internal Control - First


Draft
Date: Thursday, June 4, 2015 7:21:24 AM
Attachments: A-123_6-3-15_Agency Comment.pdf


The following is sent on behalf of David Mader.
From: Wetklow, Mike [mailto: @omb.eop.gov] 


Attached is a first draft of OMB Circular No. A-123, Management’s Responsibility for Risk
Management and Internal Control. This is the first update to the Circular in over ten years. We ask
that you review this draft with your Department/Agency Chief Financial Officers, Chief Information
Officers, Chief Acquisition/Procurement Officers, Chief Human Capital Officers, Chief Risk Officers or
equivalent, Chief Operations Officers, and Program Managers. A similar note will be provided to
each CXO Council. Views and comments from these offices must be submitted to MAX
(https://community.max.gov/x/-4HVMw). If you do not have a Max.gov account see below for
additional information how to register for an account.
Please provide your agency views on this draft circular through MAX by 5:00PM Wednesday,
June 24, 2015.
The draft is not for distribution outside of Federal Agencies.
Summary: OMB Circular No. A-123 defines management’s responsibility for risk management and
internal control. A re-examination of the existing internal control requirements for Federal agencies
was initiated in light of the new Standards for Internal Control in the Federal Government (better
known as the Green Book) issued by the U.S. Government Accountability Office (GAO) on September
10, 2014. OMB Circular No. A-123 and the statute it implements, the Federal Managers’ Financial
Integrity Act (FMFIA) of 1982, are at the center of Federal requirements to improve accountability in
Federal programs and operations. The revised OMB Circular No. A-123:


· Establishes requirements to demonstrate that an agency has a system of internal control
based on GAO’s Green Book; and adopts additional guidance based on the Committee of
Sponsoring Organizations of the Treadway Commission (COSO);


· Introduces Enterprise Risk Management (ERM) to provide for more effective risk
management and internal control in the Federal Government;


· Emphasizes the need to integrate and coordinate internal control assessments in support of
mission delivery (e.g., Administrative Services, Financial Management, Human Capital,
Information Technology, Procurement, and Performance Management);


· Reinforces corrective action planning requirements to ensure they address the root causes of
control deficiencies and encourages collaboration with Offices of Inspectors General
(OIG) in correcting control deficiencies;


· Streamlines internal control reporting by eliminating areas of overlap and duplication, while
maintaining separate assurance on internal control over financial reporting; and


· Provides guidance for special topics including: service organizations, fraud risks,
maintaining internal control in disaster situations, risk management for grants, and


(b) (6)
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M-16-X 



 



MEMORANDUM TO THE HEADS OF EXECUTIVE DEPARTMENTS AND 



AGENCIES 



 



SUBJECT: OMB Circular No. A-123, Management’s Responsibility for Risk Management 



and Internal Control  



 



Office of Management and Budget (OMB) Circular No. A-123 defines management’s 



responsibility for risk management and internal control.  A re-examination of the existing 



internal control requirements for Federal agencies was initiated in light of the new Standards for 



Internal Control in the Federal Government1 (better known as the Green Book) issued by the 



U.S. Government Accountability Office (GAO) on September 10, 2014.  OMB Circular No. A-



123 and the statute it implements, the Federal Managers’ Financial Integrity Act (FMFIA) of 



1982, are at the center of Federal requirements to improve accountability in Federal programs 



and operations.   



 



Since 1982, government operations have changed dramatically, becoming increasingly 



complex and technology driven.  At the same time, resources are constrained and stakeholders 



are more engaged than ever, seeking greater program integrity and transparency into government 



operations.  Recent experiences have highlighted the need to focus on risk management and 



reminded us of the original intent of the FMFIA, specifically internal control is more than 



financial reporting.  Internal control is not a compliance or documentation exercise, simply put, 



internal control is good management that supports improved mission results.  This update to 



OMB Circular No. A-123 provides no new requirements, other than internal control standard 



updates agreed upon between GAO, OMB, and Agency representatives.  A thoughtful analysis of 



risks will be valuable than a compliance process that only leads to outcomes that do not make 



sense.  This version of OMB Circular No. Circular A-123 focuses on these themes and will 



continue to build on prior efforts, including financial reporting, and adapt to ever changing 



conditions in government operations. 



 



The goal of OMB Circular No. A-123 is to modernize efforts to implement the FMFIA so 



that it will evolve our existing internal control framework to be more value-added and provide 



for stronger risk management for the purpose of improving mission delivery.  OMB Circular No. 



A-123 accomplishes the following: 



 



 Establishes requirements to demonstrate that an agency has a system of internal control based 



on GAO’s Green Book; and adopts additional guidance based on the Committee of 



Sponsoring Organizations of the Treadway Commission (COSO);  



 Introduces Enterprise Risk Management (ERM) to provide for more effective risk 



management and internal control in the Federal Government;   



 Emphasizes the need to integrate and coordinate internal control assessments in support of 



mission delivery (e.g., Administrative Services, Financial Management, Human Capital, 



Information Technology, Procurement, and Performance Management); 



                                                           
1 http://www.gao.gov/greenbook/overview 
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 Reinforces corrective action planning requirements to ensure they address the root causes of 



control deficiencies and encourages collaboration with Offices of Inspectors General (OIG) 



in correcting control deficiencies; 



 Streamlines internal control reporting by eliminating areas of overlap and duplication, while 



maintaining separate assurance on internal control over financial reporting; and 



 Provides guidance for special topics including: service organizations, fraud risks, maintaining 



internal control in disaster situations, risk management for grants, and compliance with the 



Anti-deficiency Act (ADA). 



 



The revised circular is effective for Fiscal Year (FY) 2016 and supersedes all previous 



versions.  OMB plans to work closely with the President’s Management Council, CXO Councils, 



and the Council of Inspectors General on Integrity and Efficiency (CIGIE) to provide further 



implementation guidance as needed.  Please contact Mike Wetklow (mwetklow@omb.eop.gov) 



in OMB’s Office of Federal Financial Management with any questions regarding this guidance.   
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I. INTRODUCTION 



 



The FMFIA requires the GAO to prescribe standards of internal control, more commonly 



known as the Green Book.    These standards provide the internal control framework and 



criteria Federal managers should use in designing, implementing, and operating an effective 



system of internal control.  The Green Book defines internal control as a process effected by an 



entity’s oversight body, management, and other personnel that provides reasonable assurance 



that the objectives of an entity will be achieved.  These objectives and related risks can be 



broadly classified into one or more of the following three categories: 



 



 Operations:  Effectiveness and efficiency of operations; 



 Reporting:  Reliability of reporting for internal and external use; and 



 Compliance: Compliance with applicable laws and regulations. 



 



A subset of the three categories of objectives is the safeguarding of assets. Management 



designs an internal control system to provide reasonable assurance regarding prevention or 



prompt detection and correction of unauthorized acquisition, use, or disposition of an entity’s 



assets. 



 



A system of internal control is expected to provide an organization with reasonable 



assurance that those objectives relating to external reporting (i.e., financial reporting) and 



compliance with laws and regulations will be achieved. 2  Achieving those objectives, which are 



based largely on laws, rules, regulations, or standards established by Congress, GAO, OMB, and 



the Department of the Treasury, depends on how activities within the agency’s control are 



performed.  Generally, management and oversight bodies have greater discretion in setting 



internal reporting objectives that are not driven by external parties.  However, agencies may 



choose to align its internal and external reporting objectives to allow internal reporting to better 



support the agencies external reporting. 



Achievement of some operations objectives – such as a certain aspects of program 



outcomes or maintaining safe operations are not always within the agency’s control.  For 



instance, legislative program design or adverse weather such as hurricanes are external events 



beyond management’s control and have the potential to significantly impact the achievement of 



operations objectives.  For these types of operations objectives, systems of internal control can 



only provide reasonable assurance that management and oversight bodies are made aware, in a 



timely manner, of the extent to which the agency is moving toward those objectives.  



Conversely, where external events are unlikely to have a significant impact on the achievement 



of specified operations objectives or where the organization can reasonably predict the nature 



and timing of external events and mitigate the impact to an acceptable level, the agency may be 



able to obtain reasonable assurance that these objectives can be achieved.   



 



The Green Book is organized by five components of internal control shown in the cube 



below.  In addition, each of the five components of internal control contains several required 



                                                           
2 Based on COSO 
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principles and each principle has important characteristics, called attributes which explain the 



principles in greater detail.  



 



Exhibit 1:  The Green Book Cube  



 
 



The FMFIA also requires OMB, in consultation with GAO, to establish guidelines for 



agencies to evaluate their systems of internal control to determine FMFIA compliance.  



Management must apply the internal control standards across management functions and 



operations to meet each of the internal control objectives and to assess internal control 



effectiveness based on risks to the enterprise in achieving agency missions.  Annually, 



management must provide assurances on internal control, along with a report on identified 



material weaknesses and corrective actions in its Agency Financial Report (AFR), Performance 



and Accountability Report (PAR), or Annual Management Report (AMR) for Government 



Corporations. 



 



In summary, this Circular provides guidance to Federal managers on improving the 



accountability and effectiveness of Federal programs and operations by establishing, assessing, 



correcting, and reporting on internal control. This Circular provides new guidance for linking 



ERM and internal control to provide stronger risk management.  Federal managers should also 



view this Circular as the implementation guidance for any statutory requirement where 



evidence of compliance is achieved through having a sustainable, effective system of internal 



control.  Federal managers should strive to establish a risk-sensitive culture where people, 



systems, and processes are in place to detect risks and make appropriate decisions about those 



risks.  As an agency’s environment changes and new risks emerge, managers will have to 



modify internal controls to stay in unison with the risk management needs of the organization. 
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II. ENTERPRISE RISK MANAGEMENT AND INTERNAL CONTROL 



 



In 2004, the COSO developed ERM as a framework to effectively identify, assess and 



manage risks.3,4  The International Organization for Standardization’s International Risk 



Management Standard (ISO) also provides an ERM framework.  More recently, COSO’s 2013 



Internal Control – Integrated Framework, compares the relationship between ERM and Internal 



Control.  OMB Circular No. A-123 adopted these concepts for the government environment. 



 



The Association of Federal Enterprise Risk Management defines ERM as “a discipline 



that addresses the full spectrum of an organization’s risks, including challenges and 



opportunities, and integrates them into an enterprise-wide, strategically-aligned portfolio view. 



ERM contributes to improved decision-making and supports the achievement of an 



organization’s mission, goals, and objectives.”  This portfolio view encompasses all areas of 



organizational exposure to risk (such as reputational, programmatic performance, financial, 



information technology, acquisitions, human capital, etc.); thus, increasing an agency’s chances 



of experiencing fewer unanticipated outcomes and executing a better assessment of risk 



associated with changes in the environment.   



 



ERM pulls all the risks together from various parts of the organization to ensure that a 



portfolio view of risk is available at the highest levels of leadership to help inform decision-



making. This supersedes the common practice of managing and treating risks narrowly within 



silos and stovepipes. Since the interpretation of what comprises “enterprise risk” will vary from 



agency to agency; organizations should focus their attention on the outcome of the process; that 



is; ensuring that a full spectrum of risk is taken into consideration, managed, and treated 



appropriately. 



 



As a proactive, strategic and forward-thinking management technique, ERM is not a 



statutory requirement or compliance driven activity. Rather, it is the voluntary application of risk 



management principles at every level of an organization that is embedded into day-to-day 



operations. ERM and internal control are not one and the same, though references to ERM are 



often used interchangeably with internal control or interpreted as being equivalent to internal 



controls. This is a common misconception.  COSO provides, “ERM is broader than internal 



control, elaborating on internal control and focusing more directly on risk.”  This relationship is 



depicted in the COSO illustration below.   



 



 



                                                           
3 Source:  COSO Enterprise Risk Management – Integrated Framework, September 2004.   



 
4 The ISO standard is very similar to the COSO framework.  A key difference is that the ISO standard 



discusses the COSO components above as steps in the risk management process. The ISO standard includes the 



components of internal environment and objective setting as part of an “establishing the context” process step, 



where the organization articulates its objectives and defines the external and internal parameters to be taken into 



account when managing risk, and sets the scope and risk criteria for the remaining process. It also addresses the 



information and communication component as a “communications and consultation” step with internal and 



external stakeholders that should take place during all stages of the risk management process. 
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Exhibit 2:  The Relationship Between Enterprise Risk Management and Internal Controls 



 



 
 



Good governance in the context of ERM and internal controls means agency leaders 



receive information about whether the agency is (1) likely to achieve its objectives; (2) resilient 



enough to respond to risks and change; (3) actively managing the risks to the agency; and (4) 



acting on opportunities.  The agencies governance structure, leveraging the Federal Performance 



Framework,5 needs to define roles, responsibilities, and ownership of ERM and internal controls 



and ensure they complement each other.  Within the Federal Government, governance is more 



formally defined by the existing Federal Performance Framework and the Senior Management 



Council construct. 



 



 Roles and Responsibilities within the Federal Performance Framework.  The GPRA 



Modernization Act builds upon a performance management leadership structure that 



begins with the Agency Head, the Chief Operating Officer (COO), the Performance 



Improvement Officer (PIO), and the goal leaders.  The Act’s performance framework 



must translate across and cascade down the organization to all agency managers and team 



leaders. The three primary responsibilities of agency performance leaders are: (1) goal-



setting; (2) assuring timely, actionable performance information is available to decision-



makers at all levels of the organization; and (3) conducting frequent data-driven reviews 



that guide decisions and actions to improve performance outcomes, manage risk, and 



reduce costs. As the GPRA Modernization Act is implemented, increased use of 



performance information should spread across the organization and to program delivery 



partners.  Part 6, Section 200 of OMB Circular No. A-11 provides a full overview of the 



Federal Performance Framework. 



 



                                                           
5 See OMB Circular A-11 Part 6 Executive Summary and section 200 which defines the Federal Performance 



Framework and establishes key roles and responsibility for agency management and mission objectives. 



Governance



ERM



Internal 
Controls











FIRST DRAFT  



NOT FOR DISTRIBUTION OUTSIDE OF AGENCIES 



8 



6/3/2015 



The governance structure of the Federal Performance Framework could also include 



Enterprise risk managers, who may be referred to as the Chief Risk Officer (CRO) in 



some agencies, champion agency-wide efforts to manage risk within the agency and 



advise senior leaders on the strategically-aligned portfolio view of risks at the agency. 



The responsibilities of managing risk, however, are shared throughout the agency from 



the highest levels of executive leadership to the service delivery staff executing Federal 



programs.  While agencies are not required to have a CRO or enterprise risk management 



function, they are expected to manage risks to mission, goals, and objectives of the 



agency. Where applicable, a CRO may serve as a strategic advisor to the COO and other 



staff on the integration of risk management practices into day-to-day business operations 



and decision-making. 



 



 Roles and Responsibilities of a Senior Management Council. Many agencies use a 



Senior Management Council to assess risks and monitor deficiencies in internal control. 



A Senior Management Council, which may include the PIO, Chief Financial Officer 



(CFO), Senior Procurement Executive, Chief Information Officer (CIO), Chief 



Information Security Officer, Chief Risk Officer (CRO), and Senior Accountable 



Officials for operations or program areas, should be involved in identifying risks, 



providing assurance, and ensuring correction of systemic weaknesses relating to their 



respective functions. The expertise of the agency CRO or equivalent ERM function and 



CFO can be valuable in developing appropriate and risk based internal controls.  



Consideration should be given to involving the OIG in a consulting capacity but not to 



conduct management’s assessment of internal controls. Such councils generally 



recommend to the agency head which significant deficiencies are deemed to be material 



weaknesses to the agency as a whole, and should therefore be included in the annual 



FMFIA assurance statement and reported in the agency’s AFR, PAR, or AMR. This 



council should be responsible for managing risks and overseeing the timely 



implementation of corrective actions related to material weaknesses. Such a council may 



also be useful in determining when sufficient action has been taken to declare that a 



significant deficiency or material weakness has been corrected. While the establishment 



of such a council is not a requirement of this document, a Senior Management Council or 



similar construct is encouraged. 



 



While ERM and internal control both share similar objectives, as described earlier, ERM 



includes a component for strategic objectives, which describe the broad outcomes and strategies 



of the mission of the agency.  Strategic objectives operate at a higher level than the objectives of 



operations, reporting, and compliance and strategic objectives flow from an agency’s mission 



and vision.  



 



ERM is applied in setting strategies, as well as in working toward the achievement of 



objectives of operations, reporting, and compliance.  ERM reflects management choices and 



involves balancing risk and returns so that an agency enhances its ability to achieve its strategic 



objectives.  Operations, reporting, and compliance objectives should flow from strategic 



objectives.  While ERM focuses on how an agency creates, preserves and realizes value, internal 



control focuses on providing assurance that operations, reporting, and compliance objectives are 



achieved.  Internal control is a sub-component of the broader ERM framework.  Since ERM 
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draws on a portfolio of interrelated risks, embracing the disciplined foundation that OMB 



Circular No. A-123 provides helps to manage these risks. A good ERM framework recognizes 



that it is equally important to understand the controls related to key organizational risks and how 



these controls are used to mitigate or reduce the level of exposure to risk. 



 



ERM also includes concepts of risk appetite and tolerance.  Risk appetite is the broad-



based amount of risk an agency is willing to accept in pursuit of strategic objectives.  Risk 



tolerance is the acceptable level of variation in performance related to achieving operations, 



reporting, and compliance objectives.  Operating within risk tolerance provides management 



greater assurance that the agency remains within its risk appetite, which provides more 



confidence that the entity will achieve its objectives.  ERM also requires considering composite 



risks from a portfolio perspective while internal control focuses on achieving objectives on an 



individual basis.  While internal control standards do not include portfolio view concepts; 



planning and assessing internal control without conscious decisions on risk tolerances and risk 



appetite in mind can lead to internal control outcomes or compliance burdens that do not make 



sense.    
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III. ASSESSING INTERNAL CONTROL 



 



A. Integrated Internal Control Framework.  The Federal Government is responsible 



for establishing, maintaining, and assessing internal controls to provide reasonable assurance 



that the objectives of FMFIA are met.  In addition, Federal agencies are subject to numerous 



legislative and regulatory requirements that promote and support risk management and effective 



internal control. Effective internal control is a key factor in achieving agency mission and 



program results through improved accountability.  Identifying risks or internal control 



deficiencies and taking related corrective actions are critical to creating and maintaining a strong 



internal control infrastructure that supports the achievement of agency objectives.  Over the 



years, several government-wide initiatives have been implemented to improve government 



operations, program management, and financial reporting; including risk management and 



tracking corrective actions for material weaknesses.  Activities conducted as part of these 



initiatives support an agency’s overall integrated internal control framework.  Agencies should 



maintain a sustainable, effective system of internal control that managers can leverage to 



evidence compliance with statutory requirements, such as: 



 
 Chief Financial Officers Act of 1990, as amended (CFO Act); 



 Clinger-Cohen Act of 1996; 



 Debt Collection Act of 1982; 



 Federal Credit Reform Act of 1990; 



 Federal Financial Management Improvement Act of 1996 (FFMIA); 



 Federal Information Security Modernization Act of 2014 (FISMA);  



 Federal Information Technology Acquisition and Reform Act (FITARA); 



 Government Charge Card Abuse Prevention Act of 2012; 



 GPRA Modernization Act of 2010; 



 Improper Payments Information Act of 2002 as amended by the Improper Payments 



Elimination and Recovery Act of 2010 (IPERA), and the Improper Payments Elimination 



and Recovery Audit Improvement Act of 2012 (IPERIA); 



 Inspector General Act of 1978 and IG Reform Act of 2008; 



 Services Acquisition Reform Act, 41 U.S.C. 414; and 



 Single Audit Act, as amended. 



 



In summary, agencies face diverse statutory requirements to address risks and activities 



across a variety of management areas, including financial, acquisition, information technology, 



performance, and program management. Consequently, senior agency officials6 across program 



and management areas must collaborate to integrate risk management and internal control efforts 



which overlap traditionally distinct management areas.  



 



B. Developing Internal Control. It is management’s responsibility to manage risks and 



develop and maintain effective internal control. As agencies develop and execute strategies for 



implementing or reengineering agency programs and operations, they should design management 



structures that help manage risks and ensure accountability for results. As part of this process, 



                                                           
6 Senior Agency Officials, as referred to in this guidance, include positions such as the CIO, CFO, CHCO, CAO, 



ASAM, COO, and Program Manager 
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agencies and individual Federal managers must take systematic and proactive measures to 



develop and implement appropriate, cost-effective internal control. The degree to which studies 



and analysis are performed will vary depending on the complexity and risk associated with a 



given program or operation.  



 



C. Assessment of Entity Level Controls.  Internal control at the entity level refers to the 



Green Book’s five components of internal control that. These components must be effectively 



designed, implemented, and operating together in an integrated manner, for an internal control 



system to be effective. The Green Book’s 17 principles support the effective design, 



implementation, and operation of the associated components and represent requirements 



necessary to establish an effective internal control system.  Specific elements of internal control 



that must be evaluated at this level are discussed below. 



 



Exhibit 4:  Green Book Components of Internal Control and Principles  



 



Components of Internal Control Principles 



Control Environment 1. Demonstrate Commitment to Integrity and Ethical 



Values 



2. Exercise Oversight Responsibility 



3. Establish Structure, Responsibility and Authority 



4. Demonstrate Commitment to Competence 



5. Enforce Accountability 



Risk Assessment 6. Define Objectives and Risk Tolerances 



7. Identify, Analyze, and Respond to Risk 



8. Assess Fraud Risk 



9. Analyze and Respond to Change 



Control Activities 10. Design Control Activities 



11. Design Activities for Information Systems 



12. Implement Control Activities 



Information and  



Communication 



13. Use Quality Information 



14. Communicate Internally 



15. Communicate Externally 



Monitoring 16. Perform Monitoring Activities 



17. Remediate Deficiency 



 



D. Sources of Documentation.  The agency head's assessment of internal control can be 



documented using a variety of information sources. Management has primary responsibility for 



assessing and monitoring controls, and should use other sources as a supplement to its own 



judgment, not a replacement. Sources of information include: 



 



 Management documentation of its internal control system, policies, procedures, and 



knowledge gained from the daily operation of agency programs and systems. 



 Management reviews conducted (i) expressly for the purpose of assessing internal control, or 



(ii) for other purposes with an assessment of internal control as a by-product of the review. 
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 Annual performance plans, reports, strategic reviews and program evaluations relevant to 



internal control pursuant to the GPRA Modernization Act and Part 6 of OMB Circular A-11, 



Federal Performance Framework. 



 Results of Federal Employee Viewpoint Surveys. 



 Acquisition Assessments pursuant to OMB Memorandum: Conducting Acquisition 



Assessments under OMB Circular No. A-123, May 21, 2008.  



 Management reviews and annual evaluations and reports related to information technology, 



information security, and information resources pursuant to FISMA and OMB Circular No. 



A-130, Management of Federal Information Resources, including follow-up action items 



from portfolio and investment reviews. 



 Outputs of governance mechanisms for information technology resources published by the 



agency at http://agency.gov/digitalstrategy pursuant to the “CIO Authorities” described in the 



Federal Information Technology Acquisition Reform Act (FITARA). 



 Annual reviews and reports pursuant to IPIA, as amended by IPERA, including IPERIA. 



 Program reviews conducted pursuant to OMB Circular No. A-129, Policies for Federal 



Credit Programs and Non-Tax Receivables. 



 Single Audit reports for grant-making agencies. 



 Reports and other information provided by the Congressional committees of jurisdiction. 



 Other reviews or reports relating to agency operations or management controls. 



 Assessments of internal control over financial reporting and reviews of financial systems 



pursuant to Appendix A of OMB Circular No. A-123 and Appendix D of OMB Circular No. 



A-123, Compliance with the Federal Financial Management Improvement Act of 1996.  In 



addition, independent audits of financial statements conducted pursuant to the CFO Act. 



 IG and GAO reports, including audits, inspections, reviews, investigations, outcome of 



hotline complaints, or other products. 



 



Use of a source of information should take into consideration whether the process 



included an evaluation of internal control. Agency management should avoid duplicating reviews 



which assess internal control, and should coordinate their efforts with other evaluations to the 



extent practicable.  Internal control assessments should flow from and align to the Agencies 



Performance Framework; as opposed to disconnected internal control assessments that provide 



lower levels of assurance and lead only to compliance burdens.   



 



E. Identification of Deficiencies. Agency managers and employees should identify 



deficiencies in internal control from the sources of information described above and the results of 



their assessment process.  In addition, the identification of deficiencies should include all 



management and operational functions that support mission delivery (e.g., Administrative 



Services, Financial Management, Human Capital, Information Technology, Procurement, and 



Performance Management).  Agency employees and managers shall report control deficiencies to 



the next supervisory level, which will allow the chain of command structure to determine the 



relative importance of each deficiency. 



 



A control deficiency, or combination of control deficiencies, that in management’s 



judgment represent significant deficiencies in the design or operation of internal control that 



could adversely affect the organization's ability to meet its internal control objectives is a 



significant deficiency and should be internally tracked and monitored within the agency. A 
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significant deficiency that the Agency Head determines to be significant enough to be reported 



outside the agency shall be considered a material weakness and included in the annual FMFIA 



assurance statement and reported in the agency’s annual AFR, PAR, or AMR.  This designation 



requires a judgment by agency managers as to the relative risk and significance of the control 



deficiency.  



 



In identifying and assessing the relative importance of control deficiencies, consideration 



should be given to the findings of the agency's OIG and/or GAO.  Management should review its 



assurance statements (FMFIA) for consistency with the findings specified in audit reports. 



Management should perform the same due diligence when preparing its final assurance 



statements. Assurance statement results and related audit reports could, in fact be different due to 



differences between risk tolerances with management and auditors.  However, they should not be 



in direct conflict.  For example, an OIG Major Management Challenge or GAO High Risk area 



are not considered as a significant deficiency or material weakness by management should be 



investigated.  When management does not agree with the auditor, management can explain why 



it does not agree, but it must describe what will be done to address the problem that gave rise to 



the disagreement. 



  



Agency managers and staff should be encouraged to identify control deficiencies, as this 



reflects positively on the agency's commitment to recognizing and addressing management 



problems. Failing to report a known material weakness or significant deficiency would reflect 



adversely on the agency and continue to place the agency’s operations at risk. Agencies should 



carefully consider whether systemic weaknesses exist that adversely affect internal control across 



organizational or program lines. 
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IV. CORRECTING INTERNAL CONTROL DEFICIENCIES 



 



A. Importance of Correcting Internal Control Deficiencies.  Correcting control 



deficiencies is an integral part of management accountability and must be considered a priority 



by the agency.  An agency’s ability to correct control deficiencies is an indicator of the strength 



of an organization’s internal control environment.  Effective remediation of control deficiencies 



is essential to achieving the objectives of the FMFIA and uncorrected or longstanding control 



deficiencies must be considered in determining the overall status of internal control.   The 



corrective action process provides the mechanism for management to present a comprehensive 



plan for addressing the risk associated with a control deficiency.   



 



B. Corrective Action Options.  All control deficiencies pose some level of risk to an 



organization.  The risk level could be minimal or material, and is determined by management’s 



risk tolerance.  There are a number of possible corrective action options which could include: 



 



 Acceptance:  The organization knowingly and objectively accepts the risk and does not take 



corrective action, providing the risk clearly satisfies the organization’s policy and criteria for 



tolerance; 



 Avoidance:  The organization takes corrective action to stop operational processes that cause 



the risk to occur;  



 Risk mitigation:  The organization takes corrective action to reduce or eliminate the risk by 



implementing appropriate internal controls; and 



 Transfer/sharing:  The organization transfers the risk to other parties, such as insuring against 



losses, outsourcing, or assuming only a portion of the associated risk, e.g. with other Federal 



agencies.  



 



C. Corrective Action Plan Requirements.  Based on the remediation options chosen, 



agencies should also perform a root- cause analysis of the deficiency to ensure that subsequent 



strategies and plans address the root of the problem and not just the symptoms. Developing an 



understanding of the root cause of the control deficiency is management’s responsibility not the 



auditors.  Reliance on audit findings or recommendations alone often leads to incomplete 



corrective actions.  An organization should also consider alternative risk mitigation strategies 



and perform cost-benefit analysis to determine the best or most cost-effective solution. 



 



A summary of the corrective action plans for material weaknesses that have not been 



fully mitigated at the time of reporting shall be included in the agency’s AFR, PAR or AMR. 



Also see Section V, Reporting on Internal Control, for reporting on material weaknesses. The 



summary discussion shall include a description of the material weakness, status of corrective 



actions, and timeline for resolution.  Management shall maintain more detailed corrective action 



plans internally which shall be made available for OMB and audit review.  Management’s 



process for resolution and corrective action of identified material weaknesses in internal control 



should: 



 
 Provide for appointment of an overall corrective action plan Senior Accountable Official.  



Senior Accountable Officials for material weaknesses and significant deficiencies should 



report to the Agency Head or Deputy Secretary.  Accountable Officials should serve from the 
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appropriate level of authority necessary to effect the required actions and implement 



approved change;  



 Determine the resources required to correct a control deficiency.  The corrective action plan 



should indicate the types of resources needed (e.g., additional personnel, contract support, 



training); resources could also include non-financial resources such as Senior Leadership 



support for correcting the control deficiency; 



 Include critical path milestones that affect the overall schedule and performance of the 



corrective actions needed to resolve the control deficiency.  Critical path milestones must 



lead to a date certain of the correction of the control deficiency; 



 Require prompt resolution and internal control testing to validate the correction of the control 



deficiency; 



 Ensure that accurate records of the status of the identified control deficiency are maintained 



throughout the entire process;  



 Ensure that the corrective action plans are consistent with laws, regulations, and agency 



policy; and  



 Ensure that performance appraisals of appropriate officials reflect effectiveness in resolving 



or implementing corrective action for identified material weaknesses. 



 



A determination that a material weakness or significant deficiency has been corrected 



should be made only when sufficient corrective actions have been taken and the desired results 



achieved. This determination should be in writing, supported by appropriate documentation, and 



made available for review by appropriate officials, e.g., the Agency’s Senior Management 



Council or equivalent. 



 



D. Cooperative Audit Resolution and the Role of an Audit Committee.  Some 



agencies use cooperative audit resolution and oversight initiatives (CAROI) or audit committees 



as an extension of an agencies governance to complement oversight of corrective actions and 



internal control efforts.  The Association of Government Accountants (AGA) has conducted 



research and has developed frameworks to promote CAROI and Audit Committees at Federal 



agencies.  The AGA provides, “the CAROI is a tool for achieving: 1) alternative and creative 



approaches to resolving oversight findings and their underlying causes and 2) greater success in 



attaining program goals at all levels of government through the constructive use of monitoring 



and technical assistance (i.e., oversight activities).”  AGA research identified, “agencies 



establish audit committees to improve accountability, transparency, internal controls, risk 



management, minimize fraud, implement best practices.”   While the establishment of a CAROI 



or Audit Committee is not a requirement of this document, they are encouraged. 



 



As managers consider OIG and GAO audit reports in identifying and correcting internal 



control deficiencies, they must be mindful of the statutory requirements for audit follow-up 



included in the Inspector General Act, as amended and OMB Circular No. A-50, Audit Follow-



up. Management has a responsibility to complete action, in a timely manner, on audit 



recommendations on which agreement with the OIG has been reached. Management must make 



a decision regarding OIG audit recommendations within a six month period after issuance of the 



audit report and implement management's decision within one year to the extent practicable. 
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V. REPORTING ON INTERNAL CONTROL 



 



A. Annual Assurance Statements. The assurance statements should be provided in a 



single FMFIA report section of the AFR, PAR, or AMR labeled “Analysis of Entity’s Systems, 



Controls and Legal Compliance.”  This section should include the annual assurance statements, 



summary of material weaknesses and non-conformances, and summary of corrective action plans 



as of June 30 of that fiscal year.7  The statement is inclusive of all certification and assurances 



required by legislative and other OMB requirements.8  Separate assurance statements are not 



required.  The statement of assurance must be signed by the Agency Head.  The assurance 



statement is an accountability statement not a public affairs document, unessential detail should 



be avoided. 
 



B. Internal Control over Operations.  31 U.S.C. 3512(d) (2) (commonly referred to as 



Section 2 of the FMFIA) requires that annually the head of each executive agency submit to the 



President and the Congress (i) a statement on whether there is reasonable assurance that the 



agency's controls are achieving their intended objectives; and (ii) a report on material 



weaknesses in the agency's controls.  The FMFIA Section 2 statement of assurance represents the 



agency head's informed judgment as to the overall adequacy and effectiveness of internal control 



within the agency. The statement must take one of the following forms:  



 



 unmodified statement of assurance (no material weaknesses reported);  



 modified statement of assurance, considering the exceptions explicitly noted (one or more 



material weaknesses reported); or  



 statement of no assurance (no processes in place or pervasive material weaknesses).  



 



In deciding on the type of assurance to provide, the agency head should consider the 



status of the internal control assessments described in Section III of this Circular, with input from 



the Senior Management Council and the OIG. The agency head must describe the analytical 



basis for the type of assurance being provided, and the extent to which agency activities were 



assessed. Management is precluded from concluding that the agency’s internal control is 



effective (unmodified statement of assurance) if there are one or more material weaknesses.  
 



C. Internal Control over Financial Reporting.  OMB Circular No. A-123 maintains the 



requirement to provide a separate assurance over the effectiveness of the internal controls over 



financial reporting (ICOFR).  The internal control over financial reporting assurance is based on 



the results of management’s assessment conducted in accordance with the requirements in OMB 



Circular No. A-123 Appendix A and D.  If material weaknesses in internal control over financial 



reporting exist or the agency’s systems do not substantially conform to financial systems 



                                                           
7 If a material weakness is reported as of June 30, but corrected by September 30, a statement identifying the 



material weakness, the corrective action taken, and that it has been resolved by September 30 should be included.  



Additionally if a material weakness is discovered after June 30, but prior to September 30, the statement identifying 



the material weaknesses should be updated to include the subsequently identified material weakness.   
8 Examples of these additional certifications and assurances include the certification required by the Disaster Relief 



Appropriations Act of 2013 and OMB Memorandum M-13-21, Implementation of the Government Charge Card 



Abuse Prevention Act of 2012 and OMB Circular A-11, Section 51.3 implementing the Federal IT Acquisition and 



Reform Act (FITARA). 
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requirements, the statement must list the material weaknesses and related FFMIA non-



compliance and discuss the agency's plans for correcting material weaknesses in ICOFR and 



bringing its financial systems into substantial compliance. The statement must take one of the 



following forms:  
 



 unmodified statement of assurance (no material weaknesses or FFMIA non-compliance 



reported);  



 modified statement of assurance, considering the exceptions explicitly noted (one or more 



material weaknesses or FFMIA non-compliance reported); or  



 statement of no assurance (no processes in place or pervasive material weaknesses or 



FFMIA non-compliance).  
 



Given the pervasive role of financial information systems and the duplication of material 



weaknesses and the requirements of the FFMIA, assurances for internal control over financial 



reporting, FFMIA, and non-conformances9 with governmentwide financial system requirements 



of 31 U.S.C. 3512(d) (2) (B) (commonly referred to as Section 4 of the FMFIA) should be 



consolidated.   
 



D. Government Corporations.  For government corporations, Section 306 of the Chief 



Financial Officers Act established a reporting requirement related to the internal controls for 



corporations covered by the Government Corporation and Control Act.  These corporations must 



submit an annual management report to the Congress.  This report must include, among other 



items, a statement on control systems by the head of the management of the corporation 



consistent with the requirements of the FMFIA.  The corporation is required to provide the 



President, the Director of OMB, and the Comptroller General a copy of the management report 



when it is submitted to the Congress. 



  



E. Classified Matters.  The statement of assurance is made available to the public.  However, 



relevant information that is specifically prohibited from disclosure by any provision of law; or 



specifically required by Executive Order to be kept secret in the interest of national defense or 



the conduct of foreign affairs, should not be included in the statement made available to the 



public. 



 



 



 



 



 



 



 



 



 



                                                           
9 The term “non-conformance” is synonymous with material weakness. 
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Exhibit 5: Summary of A-123 reporting requirements  



 



Category Definition Reporting 



Control Deficiency 



 



A control deficiency exists when the design, 



implementation, or operation of a control 



does not allow management or personnel, in 



the normal course of performing their assigned 



functions, to achieve control objectives and 



address related risks.10 



 



A deficiency in design exists when (1) a 



control necessary to meet a control objective 



is missing or (2) an existing control is not 



properly designed so that even if the control 



operates as designed, the control objective 



would not be met.11  



 



A deficiency in implementation exists when a 



properly designed control is not implemented 



correctly in the internal control system. 12 



 



A deficiency in operation exists when a 



properly designed control does not operate as 



designed, or when the person performing the 



control does not possess the necessary 



authority or competence to perform the control 



effectively.13 



 



 
 



Internal to the organization and not 
reported externally.  Progress against 
corrective action plans should be 
periodically assessed and reported to 



agency management. 



Significant 



Deficiency  



 



A significant deficiency is a deficiency, or a 



combination of deficiencies, in internal control 



that is less severe than a material weakness yet 



important enough to merit attention by those 



charged with governance.14,  



 
 



Internal to the organization and not 



reported externally.  Progress against 
corrective action plans should be 
periodically assessed and reported to 
agency management. 



                                                           
10 Green Book OV3.08 
11 Green Book OV3.05 
12 Green Book OV3.05 
13 Green Book OV3.06 
14  Consistent with AU-C 260, The Auditor’s Communication With Those Charged With Governance, the 2011 



revision of Government Auditing Standards defines those charged with governance as the person(s) or 



organization(s) with responsibility for overseeing the strategic direction of the entity and the obligations related to 



the accountability of the entity.  This includes overseeing the financial reporting process, subject matter, or program 



under audit including related internal controls. 
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Category Definition Reporting 



Material Weakness 



 



A significant deficiency in which the agency 



head determines to be significant enough to 



report outside of the agency as a material 



weakness. 15 



  
 
Examples of material weaknesses in internal 
control over operations include, but no limited 
to, conditions that:   
 



 Merits the attention of the Executive Office 
of the President and the relevant 
Congressional oversight committees;  



 Impairs fulfillment of essential operations or 
mission;  



 Deprives the public of needed services;  



 Significantly weakens established 
safeguards against waste, loss, unauthorized 
use or misappropriation of funds, property, 
other assets, or conflicts of interest; and   



 Result in substantial noncompliance with 
laws and regulations. 



 
A material weakness in internal control over 
financial reporting is a deficiency, or a 
combination of deficiencies, in internal control, 
such that there is a reasonable possibility16 that   
a material misstatement of the entity’s financial 
statements will not be prevented, or detected   



and corrected, on a timely basis.   
 
A non-conformance is an instance in which 
financial management systems do not 
substantially conform to the following three 
FFMIA Section 803(a) requirements:  Federal 



Financial Management System Requirements; 
applicable accounting standards; and the USSGL 
at the transaction level.   
 
 



Material weaknesses or FFMIA non-



conformances and a summary of 
corrective actions shall be reported to 
OMB and Congress through the AFR or 
PAR (Management Report for 
Government Corporations).  Progress 
against corrective action plans should be 



periodically assessed and reported to 
agency management. 
 
 



  



 



 



 



 



 



 



                                                           
15 The Federal Information Security Modernization Act of 2014 no longer requires that a significant deficiency 



identified be reported as a material weakness for FMFIA. 
16  In this definition, a reasonable possibility exists when the likelihood of the event is reasonably possible or 



probable as those terms are used in AU-C 265, Communicating Internal Control Related Matters Identified in an 



Audit. 
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VI. SPECIAL TOPICS 



 



Service Organizations 



 



The Green Book provided additional internal control considerations for service 



organizations.  The service organization considerations outlined management’s responsibility 



for: the performance of outsourced processes; establishing “user controls” at the agency 



receiving services; and service organization oversight.   



 



A. Management’s Responsibility for the Performance of Processes Outsourced to Service 



Organizations.  Many agencies outsource activities to service organizations, examples include 



but are not limited to:  accounting and payroll processing, employee benefit plan servicing, 



information technology services, privacy protections for sensitive agency data, acquisition or 



procurement services, security services, asset management, health care claims processing, and 



loan servicing.  Agencies are ultimately responsible for the services and processes outsourced to 



service organizations as they relate to the agency’s ability to maintain internal control over 



operations, reporting, and compliance with laws and regulations.   



 



B. Management’s Responsibility for Establishing User Controls.  If the process outsourced to 



a service organization is significant to an agency’s internal control objectives, the Agency is 



responsible for establishing user agency controls that complement the service organizations 



controls.  Examples of user agency controls include: 
 



 Input/Output Controls:  In most outsourcing situations, the agency will have some 



access to the information processed by a service organization. In some cases, this 



information may enable the agency to compare the service organization’s results with the 



results of an independent source. For example, an agency using a payroll service 



organization could compare the data submitted to the service organization with reports or 



information received from the service organization after the data has been processed.  



 Performance Monitoring: Agencies may have a process for monitoring the service 



organization’s performance in relation to various metrics, as typically defined in a 



service-level agreement. Most of these metrics will be tailored to specific operations. For 



example, agencies may regularly review the security, availability, and processing 



integrity of service-level agreements. 



 Process Controls: In some outsourcing situations, the agency’s user controls may be 



closely tied to the service organization’s processes and provide direct assurance over their 



operation. For example, an agency that has outsourced its IT development to a service 



organization may choose to document, track, approve, and test all application changes 



internally, thus retaining significant control over the IT development process. 
 



C.  Management’s Responsibility for Oversight of Service Organizations.  The extent of an 



agency’s oversight of a service organization depends on the following: 
 



 The Nature of Services Outsourced:  Outsourcing would need to be considered for 



management’s oversight and assessment of internal control when the outsourced activity 





http://www.gao.gov/greenbook/overview
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constitutes a significant process or function performed by the service organization.  



Examples of services provided by the service organization that warrant oversight includes 



maintaining a user agencies financial reporting and accounting records; safeguarding of a 



user agencies assets; assurance for protecting privacy; investments for employee benefit 



plans, mortgage servicers that service mortgages for others, application services for 



technology environments that support operations.  



 The Nature of the Relationship Between the User Agency and the Service 



Organization:  Contracts or service level agreements govern the relationship between 



user agencies and service organizations and provide for service organizations: adherence 



to standards of conduct, quality of services and expectations between the user agency and 



the service organization; compliance with laws and regulations, remedies for 



performance issues at the user agency or service organization; and key personnel and 



reports. 



 



Additional service organization guidance related to External Financial Reporting objectives is 



provided within Appendix A to OMB Circular No. A-123. 
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Fraud Risks 



 



A 2014 Association of Certified Fraud Examiners (ACFE) Global Fraud Study reported, 



that the typical organization loses 5% of revenues each year to instances of occupational or 



internal fraud.  The most represented sectors among the fraud cases analyzed were banking and 



financial services, government and public administration, and manufacturing.  The median loss 



per occurrence in the public sector equaled $64,000 and the median duration from when the time 



the fraud commenced until it was detected was 18 months.   
 



Fraud jeopardizes agency missions by diverting scarce resources from their intended 



purpose.  A single case of fraud can undermine programmatic mission, disrupt services, and 



force management to expend valuable time, resources and man hours to resolve and recover 



property lost due to fraud. Reputational risks of fraud can damage the perception of an agency, 



impact employee morale, and create distrust by the public, further hindering their efforts to 



provide services to the public.  To the extent that federal managers can effectively mitigate and 



prevent fraud from occurring, it can save time and resources spent in investigating, prosecuting 



fraud, and recovering lost money and property, thus avoiding the “pay and chase model.” 



 



To address fraud, agencies should consider implementing fraud control activities for 



tailoring the appropriate level of anti-fraud activities that best fit their respective agency 



functions and operations.   



A. Fraud Defined.  The Green Book defines fraud as obtaining something of value through 



willful misrepresentation.  Whether an act is in fact fraud is a determination to be made through 



the judicial or other adjudicative system and is beyond management’s professional responsibility 



for assessing risk. Waste is the act of using or expending resources carelessly, extravagantly, or 



to no purpose.  Abuse involves behavior that is deficient or improper when compared with 



behavior that prudent person would consider reasonable and necessary operational practice given 



the facts and circumstances.  This includes the misuse of authority or position for personal gain 



or for the benefit of another.  Waste and abuse do not necessarily involve fraud or illegal acts. 17    



 



 



 



 



 



 



 



 



 



                                                           
17 GAO-14-704G, Federal Internal Control Standards, Section 8.03. http://www.gao.gov/assets/670/665712.pdf 
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B.  GAO Fraud Risk Management Framework.  In 2015, GAO developed a framework to 



promote a strategic management approach towards identifying and addressing fraud risks (GAO-



15-593SP). The critical control activities for managing fraud risks fall into three general 



categories - prevention, detection and response.  These categories are interdependent and 



mutually reinforcing.  Preventive control activities are generally the most cost-efficient use of 



resources, since they enable managers to avoid the costly and inefficient “pay and chase” model.  



Therefore leading practices for strategically managing fraud risks emphasize preventative 



activities.  The GAO Fraud Risk framework encompasses these control activities as well as 



structures and environmental factors that influence or help managers achieve their objectives in 



managing fraud risks.  The framework consists of the following four overarching concepts for 



effectively managing fraud risks: 



 Commit:  Commit to combating fraud by creating an organizational culture and structure 



conducive to fraud risk management. 



 Assess: Plan fraud risk assessments and assess risks to determine fraud risk profile. 



 Design and Implement: Design and implement a strategy with specific control activities 



to mitigate fraud risk and collaborate to ensure effective implementation. 



 Evaluate and Adapt:  Evaluate outcomes using a risk-based approach and adapt 



activities to improve fraud risk management.   
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Exhibit 6:  Fraud Risk Management Framework and Selected Leading Practices 
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D. Additional Considerations.  While implementing fraud controls, agencies may identify 



complementary roles and responsibilities of managers, and Inspectors General in addressing 



fraud risks. Agencies should periodically evaluate controls to see if it fits agency needs and 



adequately considers emerging threats and technological developments that may impact 



operations and delivery of services.   



 Preventative, anti-fraud controls with the goal of preventing fraud before it can occur. 



This can include conducting a fraud risk assessment, identifying incentives and 



opportunities for fraud specific to an agency or program. It can include data validation 



and information sharing.  It can also include investing in staff training and awareness. 



 



Control 



Category 



Management (M) / Inspector 



General (IG) Activity 



Lead 



Role 



Examples 



Preventative 



Controls and 



Risk 



Management 



 



Goal: Prevent 



Fraud before it 



occurs 



Fraud Risk Assessment  



 



M Identify incentives and opportunities for 



fraud specific to agency or program.  



Consider threats, vulnerabilities and 



consequences of fraudulent activity. 



Data Validation and information 



sharing  



M Establish and document uniform data 



recording, information sharing agreements 



with other agencies or third parties. 



System Edit Controls M Establish and formally document system 



edit checks, system overrides, segregation 



of duties, conflict disclosures. 



Staff Training and Awareness M Invest in staff training, incentivize fraud 



prevention activities. 



Proactive Response to identified 



fraud risks  



 



M Apply lessons learned from monitoring, 



investigations, and recovery efforts.  



Consider emerging threats.   



 Detection, Monitoring and Data Analytics with the goal of discovering fraud as it is 



occurring or when preventative controls have failed. This can include establishing a 



baseline levels of activity, continuous monitoring, data mining and analytics. It can 



include employing self-reporting mechanisms through fraud hotlines, whistleblower 



protection programs, staff training and awareness, periodic audits and testing.  



 



Control 



Category 



Management (M) / Inspector 



General (IG) Activity 



 Role Examples 



Detection, 



Monitoring 



and Data 



Analytics 



 



Goal: Discover 



Fraud as it is 



occurring or 



when 



preventative 



controls have 



failed 



Baseline Activity Awareness  M/IG Establish a baseline of normal or expected 



activities or transactions absent of fraud 



Continuous monitoring Data 



Mining/Data Analytics 



 M/IG Conduct Periodic testing of transactions 



comparing activity with baseline 



Accountability over payments  M/IG Conduct periodic testing to ensure 



payments were transmitted correctly. Phone 



calls, site visits, eligibility examinations. 



Staff Training and Awareness  M/IG Invest in staff training, incentivize fraud 



detection and monitoring activities 



Self-Reporting Mechanisms 



 



 IG/M Establish credible fraud hotlines, 



whistleblower protection programs, safe 



harbors, qui tam/reward programs.   



Internal Reporting to Strengthen 



Upfront Preventative Controls 



 IG/M Conduct audits, inspections of detection and 



monitoring, corrective actions.   
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 Response / Investigations, Prosecutions and Recovery with the goal of punishing fraud 



that has occurred, to recover lost or stolen property, and to deter future fraud.  This can 



include aggressive investigations of suspected fraud, and prosecutions that seek 



significant administrative or civil penalties, as well as criminal referrals.  This could 



include aggressive seeking of settlements, restitution, or other methods of recovering 



property or money lost to fraud. It can include public reporting of recovery efforts, and 



additional audits and inspections. 



 
Control 



Category 



Management (M) / Inspector 



General (IG) Activity 



Lead 



Role 



Examples 



Response / 



Investigations 



and Recovery 



 



Goal: Punish 



fraud, recover 



lost property, 



and deter future 



fraud. 



Aggressive Investigations of 



Suspected Fraud 



IG Establish proactive investigatory, evidence 



collection, and referral standards   



Aggressive Prosecutions of 



Confirmed Fraud  



 



IG Conduct prosecutions that seek civil, 



administrative penalties (disciplinary 



actions, disbarment), or criminal referrals  



Aggressive Settlements To 



Recover Property 



IG/M Pursue restitution, repayment of funds, asset 



forfeiture, wage garnishment, insurance 



claims 



Internal Reporting on 



Investigations, Recovery Efforts 



IG Conduct audits and inspections of 



investigations, prosecutions, and 



settlements. 



External Reporting on Completed 



Investigations, Recovery Efforts 



IG/M Publically report on outcomes of 



investigations, property recovered, penalties 



assessed, disciplinary actions taken. 



 



 



D.  Fraud Prevention Tool Kit.  In 20XX, the AGA developed the Fraud Prevention Tool Kit, 



which provides current, state-of-the-art tools for Federal, state, local and tribal government 



financial managers to use in preventing and detecting fraud.  The tool kit can be used to identify 



fraudulent activities by (1) business processes, (2) program areas, and (3) fraud types.   



 



E.  Appendix A. Additional fraud guidance related to External Financial Reporting objectives is 



provided within Appendix A to Circular No. A-123. 
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Internal Controls and Grants Management 



A. Managing Grant Risks 



In December, 2014, OMB released the Uniform Administrative Requirements, Cost Principles, 



and Audit Requirements for Federal Awards (Uniform Administrative Requirements). These 



new requirements set forth standards for obtaining consistency and uniformity among Federal 



agencies for the audit of non-Federal entities expending Federal awards.  The requirements seeks 



to effectively focus federal resources and improve federal grant award performance, and create a 



government-wide framework for ensuring effective fiscal management of federal grants. In 



addition, the requirements reduces the administrative burden on grantees that receive awards by 



increasing the size of awards that require annual audits.   



 



B. Uniform Administrative Requirements in Managing Risk.  Guidance in 2 CFR 200.205 



requires agencies to review the risk posed by applicants, conduct a risk evaluation whenever 



making new awards, authorizing agencies to use a risk-based approach, and may consider any 



items such as the following:  



 



 Financial stability;  



 Quality of management systems;   



 History of performance, including timeliness of compliance with applicable reporting 



requirements, and terms and conditions conformance;  



 Reports and findings from audits; and  



 The applicant’s ability to effectively implement statutory, regulatory, or other 



requirements imposed on non-Federal entities. 



 



The Uniform Administrative Requirements also recommends the following inherent risk factors: 



 



 The nature and complexity of a Federal program at the Federal Agency or Auditee may 



indicate risk; 



 The phase of a Federal program in its life cycle; and   



 Size of the award. 



 



The Federal awarding agency or pass-through entity may impose additional specific award 



conditions as needed, including items such as the following:  



 



 Requiring payments as reimbursements rather than advance payments;  



 Withholding authority to proceed to the next phase until receipt of evidence of acceptable 



performance within a given period of performance; 



 Requiring additional, more detailed financial reports;  



 Requiring additional project monitoring;  



 Requiring the non-Federal entity to obtain technical or management assistance; or  



 Establishing additional prior approvals.  
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C.  Best Practices in Risk Based Grant Oversight.18  Managing risk and oversight should take 



place across the Financial Assistance Life Cycle, including the following phases:  



 



 Pre-award Decision Support: Appropriate tools and data analytics are easily available 



to Program Offices to properly conduct risk analysis.  All reviews of applicants through 



OMB-designated repositories of government wide eligibility qualification or financial 



integrity information, such as SAM Exclusions and “Do Not Pay”, suspension and 



debarment requirements are documented in the award file.  Risk Criteria must be 



described in the announcement of funding opportunity.   



 Pre/Post Award Grantee Risk Mitigation: Program Offices use relevant data to 



determine risks and take appropriate action prior to making awards.  Agencies should 



make available a Risk Assessment tool or template and it should be documented in the 



award file.   



 



 Post-award Monitoring Plans and Activities: Program offices plan for and execute 



monitoring and mitigation activities meeting their specific needs.  Agencies should make 



                                                           
18 Based on the Department of Education’s Risk Based Oversight Model 
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available a Monitoring and Evaluation tool or template and it should be documented in 



the award file.   



 Grant Policy Monitoring Standards: Program offices manage grant portfolios using a 



common set of risk-based standards.  Agencies should make available standard 



Monitoring tools or templates to provide recipients with clear performance goals, 



indicators a, and milestones and it should be documented in the award file.   



 



 



D. Managing Closeouts 



 



On July 24, 2012, OMB Controller issued a controller alert on timely closeout of Federal Grants.  



The alert recommended that in order to address the risk that award funds might be susceptible to 



fraud, waste or mismanagement, agencies should take appropriate action to closeout grants in a 



timely manner.  To achieve this objective the following strategies should be considered: 



 Establish strong program/CFO linkages to determine what timely closeout means for 



your programs and how to achieve it. 



 Focus first on closing out expired grants that are several years past their end dates or have 



no remaining funds. 



 Establish policy and procedures describing when it is appropriate for the agency to 



unilaterally closeout grants. 



 Establish annual or semi-annual performance targets for timely grant closeout. 



 Leverage internal control procedures per OMB Circular A-123 to mitigate risk associated 



with not closing out grants in a timely manner. 



 Monitor closeout activity and track progress in reducing closeout backlog, if any 



Guidance in 2 CFR 200.343 requires agencies to close-out the Federal award when it determines 



that all applicable administrative actions and all required work of the Federal award have been 



completed by the non-Federal entity. Some of the key elements include: 



 All financial, performance, and other reports as required by the terms and conditions of 



the Federal award must be submitted no later than 90 calendar days after the end date of 



the period of performance.  



 Agencies must make prompt payments to the non-Federal entity for allowable 



reimbursable costs  



 The non-Federal entity must account for any real and personal property acquired with 



Federal funds. 



 Agencies should complete all closeout actions for Federal awards no later than one year 



after receipt and acceptance of all required final reports. 
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Maintaining Internal Control in Disaster Situations 



Recent experiences have highlighted the need to plan for maintaining internal control in disaster 



situations.  “There is a fundamental trade-off between (1) providing assistance benefits rapidly in 



a disaster, and (2) ensuring that assistance dollars are disbursed and spent properly, without 



fraud, waste, and abuse.….  Only when the risk factors are well understood can an agency make 



the proper tradeoffs between fast delivery of benefits and potential program losses and then put 



the appropriate safeguards in place.”19  



 



A. Risk Management Plans.  To support preparing for maintaining internal control in disaster 



situations agencies should maintain Risk Management Plans (RMPs).  The primary purpose of a 



RMP is to provide a thoughtful analysis of risks and determine which risks have a significant 



impact on agency operations in preparing for disaster response situations.  In developing the 



RMPs, agencies should consider the following attributes: 



 



 Conducting Additional Levels of Review: Adopt more expansive review procedures to 



scrutinize award decisions, payment transactions, and other critical process elements that 



impact the use of funds. Include senior level officials (e.g., the Deputy Secretary) in these 



reviews, as appropriate, to ensure a higher degree of accountability as well as other 



officials (e.g., Assistant Secretaries in other program areas) who could serve as peer 



reviewers of award decisions.  



 Increasing Monitoring and Oversight of Grant Recipients: Increase the frequency and 



specificity of grantee reporting, conduct additional site visits, and provide additional 



technical assistance and training to recipients of Federal funding as appropriate to 



mitigate risk.  



 Enhancing Collaboration with the OIG Community: Engage more frequently and 



earlier on with OIGs on programs with funds provided under the Act and activities to 



identify and mitigate potential risk.  



 Emergency use of government charge cards or electronic benefit cards:  For 



example, temporarily increasing spending limits on designated cards, or issuing 



temporary disaster response cards to designated employees.  Continuously monitor all 



activity on authorized cards during and following the disaster, to identify questionable 



purchases. Provide real time support for employees responding to the disaster, to ensure 



the proper use of cards. After the disaster has passed, reinstate transaction limits to pre-



disaster levels and close accounts no longer needed.   



 Asset Protection and Control: Track all property and assets purchased in disaster 



assistance response to ensure that it was received by the correct parties, and not diverted 



for personal or otherwise unauthorized use. Develop controls and policies to ensure 



individual receipt and documentation for each item purchased, especially with highly 



pilferable assets. If an agency cannot locate property in a reasonable amount of time, it 



should reconcile its tracking system data and declare these items either lost or stolen.   



 Adopting Improper Payments Management Protocol: Manage all funding provided 



under the Act with the same discipline and rigor as programs that are traditionally 



designated as high-risk for improper payments.  



                                                           
19 Source:  Delivery of Benefits in an Emergency, Lessons from Hurricane Katrina, Thomas Stanton, 2007, IBM 



Center for the Business of government. 
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 OMB’s Emergency Acquisition Guide: This guide is intended to assist the federal 



contracting community with planning and carrying out procuring activities during 



contingency operations, defense or recovery from certain attacks, major disaster 



declarations, or other emergencies.  



 Salaries and Benefits:  Salaries and benefits are susceptible to intentional and or 



unintentional abusive practices such as non-disaster personnel charging time to disaster 



payrolls or disaster personnel not charging time to the proper disaster response.  



 Expediting Review and Resolution of Audit Findings: Be aware of all audit findings 



(GAO, OIG, single audit) and ensure all findings are resolved within six months after 



completion of the audit. Avoid granting extension requests for audit report submissions. 



Explore the feasibility of conducting certain audit activities to review internal control 



procedures (either within agency headquarters or in the field) prior to funding the 



activity.  





https://www.whitehouse.gov/sites/default/files/omb/assets/procurement_guides/emergency_acquisitions_guide.pdf
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B. Sample Risk Management Plan 



 



Using the table below, describe the risks identified with each program as well as the mitigation strategy (specific policies and 



procedure enhancements) for mitigating each of the risks identified.   



 



  



Program Name Activities 
Risks Associated  



with Funded Activities 
Mitigation Strategy 



 



Program Name  Provide a brief description of the 



actions being taken by the program 



to prepare for disaster response.   



 



 



Provide a comprehensive 



description of all known risks 



and internal controls that may 



affect agency operations.  



Linking a complete set of 



known risks and related internal 



controls can help agency 



management and Congress to 



provide effective oversight of 



the funded activities.  



   



Provide a description of actions being 



taken to address the risk identified, 



including governance structure, 



policies and procedures, 



communication strategies, and 



monitoring and oversight mechanisms. 
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Antideficiency Act (ADA) Violations 



 



Agencies’ annual assessment of internal controls should ensure they have internal controls that 



meet the requirements of 31 U.S.C. §§ 1341 and 1517 (the Antideficiency Act (ADA)).  OMB 



Circular A-11, section 145, provides more information about the ADA and also provides 



agencies with guidelines for reporting violations.  



 



A. Internal controls to ensure compliance with the ADA.  OMB Circular A-11, section 150, 
outlines requirements for the administrative control of funds under the ADA.  Section 150.3 



explains the relationship between an agency’s internal controls and its fund controls.  Agency’s 



internal controls are the organization, policies, and procedures that an agency uses to provide 



reasonable assurance that:  



 



 Programs achieve their intended results; 



 Resources used are consistent with agency mission; 



 Programs and resources are protected from waste, fraud, and mismanagement; 



 Laws and regulations are followed; and 



 Reliable and timely information is obtained, maintained, reported and used for decision 



making.    



 



 



B.  Fund control regulations. As described in OMB Circular A-11, section 150, fund control 



regulations are part of an agency’s budget execution process.  The purpose of an agency’s fund 



control system is to restrict both obligations and expenditures from each appropriation or fund 



account to the lower of the amount apportioned by OMB or the amount available for obligation 



or expenditure in the appropriation or fund account.  The fund control system also ensures 



accountability, allowing an agency head to identify the person responsible for the ADA 



violation.  



 



Agencies are required to revise their fund control regulation, and submit it for OMB approval, in 



the following three situations:   



 



 OMB issues revised guidance on budget execution; 



 Your agency experiences a change or reorganization; or 



 Your agency has violated the ADA. 



 



Please see Circular A-11, section 150, for details on the funds control revision process. 



 



C.  Examples of internal controls to ensure compliance with the ADA.   



 



Below are a few examples of the types of controls an agency should have in place to avoid ADA 



violations.  



 





https://www.whitehouse.gov/sites/default/files/omb/assets/a11_current_year/s150.pdf
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 Budget Awareness:  ensure staff are knowledgeable about the current year’s 



appropriation, apportionment, allotments, suballotment, and/or other administrative 



subdivision of funds. 



 Commitment Tracking:  establish system controls to track commitments in real time with 



fund apportionments and allotments both on a fiscal and quarterly basis.   



 Training:  ensure approving and certifying officials have adequate and current training in 



appropriations law and the budget process, A-123, A-11, and recent ADA violations. 



 



 












compliance with the Anti-deficiency Act (ADA).


MAX Guidance: If you currently do not have a max.gov account follow the instructions below:
· Type max.gov in your internet browser’s address bar


On the top right corner of the Max.gov homepage, click the green “Register Now” button
Enter your information on the registration form
Click “Continue”
Read the non-disclosure agreement
Click “I Agree”
Click “Register”
Once your registration is complete, the following link, https://community.max.gov/x/-4HVMw
will direct you to the page where you can submit your comments.


2) There are two ways to comment:
a) Microsoft Word track changes:
Click the Microsoft Word file name, (under attachments) and then on EDIT. Make your edits directly
in the document and then save. Once saved, the file on the page will automatically update.
b) Forum responses:
Review the file by clicking the PDF file name (under attachments) and then on VIEW. You may add
comments by clicking “Add Comment” in the Comments Section
3) If you need additional assistance please contact Max support via email
( ) or phone 
Thanks
Mike
Mike Wetklow
Office of Management and Budget | Branch Chief | Office of Federal
Financial Management


 | @omb.eop.gov(b) (6) (b) (6)


(b) (2) (b) (2)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: OPM Memo Attached: Launch of the Governmentwide Database of Internal Federal Coaches
Date: Monday, June 15, 2015 3:20:02 PM
Attachments: CHCO Memo on Federal Coaching Database_Signed.pdf


The following and attached sent to CHCOs is provided for your information.


From: Santiago, Octavio J. 
Sent: Monday, June 15, 2015 10:48 AM
Subject: OPM Memo Attached: Launch of the Governmentwide Database of Internal Federal Coaches
Good morning CHCOs and Dep. CHCOs—
Attached is an OPM memorandum regarding the launch of the Governmentwide Database of
Internal Federal Coaches. Per your convenience, this memorandum is also available at:
http://www.chcoc.gov/transmittals/TransmittalDetails.aspx?TransmittalID=6779
Any follow-up questions can be directed to Cassandra Brennand


@opm.gov;  or  ( @opm.gov; 


All the best!


Octavio Santiago, Communications Coordinator
U.S. Office of Personnel Management, Employee Services


(b) (6) (b) (6) (b) (6) (b) (6) (b) (6)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Slighty revised CIGIE Access Letter
Date: Friday, July 31, 2015 11:29:53 AM
Attachments: CIGIE Access Letter.docx


FYI - Didn't realize that this had not been transmitted to liaisons.


-----Original Message-----
From: Council of Inspectors General [mailto:CIGIE@LIST.NIH.GOV] On Behalf Of Horowitz, Michael E.(OIG)
Sent: Friday, July 31, 2015 10:13 AM
To: CIGIE@LIST.NIH.GOV
Subject: Slighty revised CIGIE Access Letter


Folks,


In advance of the 11 am call, I wanted to circulate a final version of the letter to Congress based on comments
.  Attached is the redlined version.  As you will see,


it tries to address comments raised by several IGs


Additionally, you will see a sentence at the end of the first paragraph 


Given the access hearing scheduled for Wednesday, our plan is finalize the letter today for release on Monday
morning.  Look forward to speaking with everyone at 11 am.


Michael


(b) (5)
(b) (5)


(b) (5)
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The Honorable Jason Chaffetz 


Chairman 


Committee on Oversight and 
Government Reform 


United States House of Representatives 


2157 Rayburn House Office Building 


Washington, DC 20515





The Honorable Elijah Cummings 


Ranking Member 


Committee on Oversight and Government Reform 


United States House of Representatives 


2471 Rayburn House Office Building


Washington, DC 20515





The Honorable Ron Johnson 


Chairman 


Committee on Homeland Security and Governmental Affairs 


United States Senate 


344 Dirksen Senate Office Building 


Washington, DC 20510





The Honorable Thomas R. Carper 


Ranking Member 


Committee on Homeland Security and Governmental Affairs 


United States Senate 


340 Dirksen Senate Office Building 


Washington, DC 20510











Dear Mr. Chairmen and Ranking Members,





	Last weekOn July 20, 2015, the Department of Justice (DOJ) Office of Legal Counsel (OLC) issued an opinion that sharply curtailsing the authority of the Inspector General for the Department of Justice (DOJ-IG) to independently access all records necessary to carry out its oversight responsibilities.[footnoteRef:2]   The legal underpinning of this OLC opinion – that Section 6(a) of the Inspector General Act (IG Act) does not give the DOJ-IG independent access to all records in the the DOJ’s possession that it needs to perform its oversight work – represents a one of the most serious threats to the independent authority of not only the DOJ-IG but to all Inspectors General since the passage of the IG Act in 1978.  The Council of the Inspectors General on Integrity and Efficiency (CIGIE), representing 72 Federal Inspectors General, urges Congress to immediately pass legislation that affirmsing the authority of an Inspector General under IG Act Section 6(a) to access, independently and without delay, all information and data in an agency’s possession that the Inspector General deems necessary to conduct its oversight functions.[footnoteRef:3]   The legislation must further make clear that no law or provision restricting access to information applies to Inspectors General unless that law or provision expressly so states, and that such unrestricted Inspector General access extends to all records available to the agency, regardless of location or form.  CIGIE is presently engaged in substantive discussions with the DOJ about possible legislative language to address these concerns. [2: ]  [3:   As noted in the OLC opinion, CIGIE made two submissions to OLC in connection with this matter, one dated October 7, 2011, and another dated June 24, 2014.  Those submissions are attached to this letter.] 












Despite the unequivocal language of Section 6(a) of the IG Act, the OLC opinion concludes that it does not entitle the DOJ-IG to obtain independent access to grand jury, wiretap, and credit information in the DOJ’s possession that is necessary for the DOJ-IG to perform its work.  Indeed, the OLC opinion concludes that such records cannot be obtained by the DOJ-IG pursuant to the IG Act, and can only be obtained in certain – but not all – circumstances through provisions in the specific laws related to those records.  Further, the opinion provides that only the Department of Justice itself decides whether access by the DOJ-IG is warranted – placing the agency that the DOJ-IG oversees in the position of deciding whether to grant the Inspector General access to information necessary to conduct effective and independent oversight.  Requiring an Inspector General to obtain permission from agency staff in order to access agency information turns the principle of independent oversight that is enshrined in the IG Act on its head.





The OLC opinion’s restrictive reading of the IG Act represents a potentially serious challenge to the authority of every Inspector General and our collective ability to conduct our work thoroughly, independently, and in a timely manner.  Our concern is that, as a result of Emboldened by the OLC opinion, other agencies other than DOJ may likewise withhold crucial records from their Inspectors General, adversely impacting their work.  Even absent this opinion, agencies such as the Peace Corps and the U.S. Chemical Safety and Hazard Investigation Board (CSB) have restricted or denied their OIGs access to agency records on claims of common law privileges or assertions that other laws prohibit access.  Similarly, the Department of Commerce denied its Inspector General (Commerce-IG) access to agency records that were needed for the Commerce-IG to complete an audit of agency operations because agency counsel had concluded that it might be a violation of another federal statute to make the records available to its Inspector General.  As a result, the Commerce-IG could not complete its audit.


Without timely and unfettered access to all necessary information, Inspectors General cannot ensure that all government programs and operations are subject to exacting and independent scrutiny.  Refusing, restricting, or delaying an Inspector General's independent access may lead to incomplete, inaccurate, or significantly delayed findings and recommendations, which in turn may prevent the agency from promptly correcting serious problems and pursuing recoveries that benefit taxpayers, and deprive Congress of timely information regarding the agency's activities.  It also may impede or otherwise inhibit investigations and prosecutions related to agency programs and operations.  





Uncertainty about the legal authority of Inspectors General to access all information in an agency’s possession could also negatively affect interactions between the staffs of the Offices of Inspector General and the agencies they oversee.  Prior to this opinion, agency personnel could be confident, given the clear language of Section 6(a) of the IG Act, that they were required to and should share information openly with Inspector General staff, and typically they did so without reservation or delay.  This led to increased candor during interviews, greater efficiency of investigations and other reviews, and earlier and more effective detection and resolution of waste, fraud, and abuse within Federal agencies.  We are concerned that witnesses and other agency personnel, faced with uncertainty regarding the applicability of the OLC opinion to other records and situations, may now be less forthcoming and fearful of being accused of improperly divulging information.  In addition, agency management may resist releasing information they deem sensitive or consider protected by the attorney-client, deliberative, or executive privileges, or other bases.  Such a shift in mindset also could deter whistleblowers from directly providing information about waste, fraud, abuse, or mismanagement to Inspectors General because of concern that the agency may later claim that the disclosure was improper and use that decision to retaliate against the whistleblower. 





In the over three decades since the IG Act’s passage, Inspectors General have saved taxpayers hundreds of billions of dollars and improved the programs and operations of the Federal government through their independent oversight.  Actions that limit, condition, or delay access to all agency information have profoundly negative consequences for our work:  they make us less effective, encourage other agencies to take similar actions, and erode the morale of the dedicated professionals who make up our staffs and are committed to the difficult task of government oversight.  Such limitations are inconsistent with the IG Act, at odds with the independence of Inspectors General, and risk insulating agencies from independent scrutiny – the very issues that our offices were established to review and that the American people expect us to be able to address. 





The only means to address this serious threat to Inspector General independence is for Congress to promptly pass legislation that affirms the independent authority of Inspectors General to access without delay all information and data in an agency’s possession that an Inspector General deems necessary to execute its oversight functions under the law.  The legislation should unambiguously state and provide what we in the Inspector General community have long understood – that no law or provision restricting access to information applies to Inspectors General unless that law or provision expressly so states, and that such unrestricted Inspector General access extends to all records available to the agency, regardless of location or form.  In our view, only this kind of definitive legislation can ensure and promote an Inspector General’s independent and unimpeded access to information as envisioned by the IG Act.  We look forward to working with the Committees on this most important matter.





Sincerely,








Michael E. Horowitz					Allison C. Lerner


Chair							Vice Chair








Kathy A. Buller						Steve A. Linick


Chair, Legislation Committee				Vice Chair, Legislation Committee








[propose listing names and titles of all other IG Members of CIGIE]











From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Fwd: CIGIE Access Letter
Date: Friday, July 24, 2015 11:11:00 AM
Attachments: CIGIE Access Letter.docx


This is the first draft of the letter Michael mentioned on the call drafted by Michael, Allison, and Kathy Buller. We
are seeking comments by Monday. Thanks


>
>
>
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The Honorable Jason Chaffetz 


Chairman 


Committee on Oversight and 
Government Reform 


United States House of Representatives 


2157 Rayburn House Office Building 


Washington, DC 20515





The Honorable Elijah Cummings 


Ranking Member 


Committee on Oversight and Government Reform 


United States House of Representatives 


2471 Rayburn House Office Building


Washington, DC 20515





The Honorable Ron Johnson 


Chairman 


Committee on Homeland Security and Governmental Affairs 


United States Senate 


344 Dirksen Senate Office Building 


Washington, DC 20510





The Honorable Thomas R. Carper 


Ranking Member 


Committee on Homeland Security and Governmental Affairs 


United States Senate 


340 Dirksen Senate Office Building 


Washington, DC 20510











Dear Mr. Chairmen and Ranking Members,





	Last week, the Department of Justice Office of Legal Counsel (OLC) issued an opinion sharply curtailing the authority of the Inspector General for the Department of Justice (DOJ-IG) to access all records necessary to carry out its oversight responsibilities.   This OLC opinion is one of the most serious threats to the independent authority of the DOJ-OIG and all Inspectors General since enactment of the Inspector General Act (IG Act) in 1978.  The Council of the Inspectors General on Integrity and Efficiency, representing 72 Federal Inspectors General, urges Congress to immediately pass legislation that rejects the position expressed in the OLC’s opinion and affirms the authority of an Inspector General to access, independently and without delay, all information in an agency’s possession that is necessary to our oversight.  





Section 6(a) of the IG Act expressly authorizes an Inspector General “to have access to all records, reports, audits, reviews, documents, papers, recommendations, or other material available to the applicable establishment which relate to programs and operations with respect to which that Inspector General has responsibilities under this Act.”  Notwithstanding this unequivocal language, the OLC’s opinion concludes that Section 6(a) does not entitle the DOJ-IG to obtain independent access to grand jury, wiretap, and credit information in the Justice Department’s possession that is necessary for DOJ-IG audits, investigations, and reviews.  Rather, the OLC’s opinion concludes that such records can only be obtained by the DOJ-IG in limited circumstances through provisions in other laws, but only as the Department of Justice itself determines may be warranted – placing the agency that the DOJ-IG oversees in the position of deciding whether to give the Inspector General  access to information necessary to conduct such oversight.  The conflict with the independent oversight principles enshrined in the IG Act could not be clearer.  





Without unfettered access to information, Inspectors General cannot ensure that public officials are held accountable and that all government operations are subject to exacting and independent scrutiny.  Requiring an Inspector General to obtain permission from agency leadership in order to access agency information turns this principle on its head.  To conduct effective and independent oversight, Inspectors General must have unimpeded and timely access to all information and materials available to the agency that relate to that Inspector General's oversight activities.  Refusing, restricting, or delaying an Inspector General's independent access leads to incomplete, inaccurate, or significantly delayed findings and recommendations, which in turn may prevent the agency from promptly correcting serious problems and deprive Congress of timely information regarding the agency's activities.  In addition, refusing, restricting, or delaying an Inspector General’s independent access may impede or otherwise inhibit criminal investigations and prosecutions related to agency programs and operations.





The OLC opinion’s restrictive reading of the IG Act represents a serious challenge not only to the DOJ-IG, but also to the authority of every Inspector General and our collective ability to conduct our work thoroughly, independently, and in a timely manner.   We understand, for example, that the Federal Bureau of Investigation (FBI) has identified at least 10 additional categories of information that it believes may be subject to legal restrictions that prohibit the FBI from producing records to the DOJ-IG.  Emboldened by the opinion of OLC, other agencies may likewise withhold crucial records from their Inspectors General, obstructing our work and insulating those agencies from meaningful scrutiny.  In addition, disputes about the scope and applicability of the OLC’s opinion will consume resources that could be better spent pursuing recoveries that benefit taxpayers.     





Uncertainty about our access to information will also negatively affect interactions between the staffs of the Offices of Inspector General and the agencies they oversee.  Prior to this opinion, agency staff have been confident that they were required to share all information openly with Inspector General staff, and typically they did so without reservation or delay.  This led to increased candor during interviews, greater efficiency of investigations and other reviews, and earlier detection and resolution of waste, fraud, and abuse within federal agencies.  With uncertainty about when an agency may withhold information spawned by the OLC’s opinion, we are concerned that witnesses and other agency staff may now be less forthcoming and fearful of unlawfully divulging information.  Such a shift in mindset also could deter whistleblowers who may worry that they risk breaking the law if they were to report instances of waste, fraud, or abuse directly to an Inspector General.  





In the over three decades since the IG Act’s passage, Inspectors General have saved taxpayers money and improved the operations of the Federal government through their oversight of agency operations.  Such meaningful oversight depends on complete and timely access to all agency information.  Actions that limit, condition, or delay access have profoundly negative consequences for our work: they make us less effective, encourage other agencies to take similar actions, and erode the morale of the dedicated professionals that make up our staffs.  Limiting access in accordance with the OLC’s opinion is inconsistent with the IG Act, at odds with the independence of Inspectors General, and risks insulating agencies from independent scrutiny  – the very problems that our offices were established to review and that the American people expect us to be able to address. 





The only means to address this threat to Inspector General independence is for Congress to promptly pass legislation rejecting the position expressed in the OLC’s opinion and affirming the independent authority of Inspectors General to access without delay all information necessary to our audits, investigations, and reviews.  In that legislation, Congress should again make clear what we in the Inspector General community have long understood – that no law restricting access to records applies to Inspectors General unless that law expressly so states, and that unrestricted Inspector General access extends to all records available to the agency, regardless of location or form.  In our view, only this kind of definitive legislative fix can reestablish the unquestioned independence of Inspectors General, counter the deleterious effects of the OLC’s opinion, and promote the unimpeded access to information envisioned by the IG Act.    





			Respectfully,





			[Signatures and cc’s]







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Legislation Committee proposal to DOJ Legislative Fix - Suspense COB Thursday, August 20, 2015
Date: Monday, August 17, 2015 2:07:15 PM
Attachments: LegComm Response to 7-31 DOJ Proposal_08142015.docx


The below and attached are being sent on behalf of Legislation Committee Chair Kathy Buller. Please
note that feedback should be provided to @peacecorps.gov.


From: Fontanesi, Chris 
Sent: Monday, August 17, 2015 12:49 PM
To: Buller, Kathy
Subject: Legislation Committee proposal to DOJ Legislative Fix
Colleagues,
As you know, last Thursday Chairman Grassley and 11 other Members asked that a proposed
language for a legislative fix to the OLC opinion be provided to the Hill no later than August 28.
Towards that end, in attachment is the Legislation Committee’s counter-proposal.
The Legislation Committee used the July 31 DOJ proposal as a starting point, amending the DOJ
proposal on issues where there seemed to be consensus in the Legislation Committee for doing so.
Given the short time frame provided (DOJ will likely circulate CIGIE’s counter-proposal to agencies
for comment), we urge you to provide any proposed changes to the text in attachment by COB
Thursday, August 20. Proposed changes should be sent to Chris Fontanesi


@peacecorps.gov).
Please note that, given the timeframe, we will likely not have an opportunity to circulate a new
proposal for a second round of comments prior to sending our counter-proposal to DOJ.
Thank you,
Kathy A. Buller
Legislation Committee Chair


(b) (6)


(b) (6)
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Legislation Committee Proposal





Section 6(a) of the Inspector General Act of 1978 (5 U.S.C. App. § 6(a)) is amended—





1. by renumbering paragraph (1) as subparagraph (1)(A) and replacing it with the following: 





“(1)(A) to have timely and independent access to all records, reports, audits, reviews, documents, papers, recommendations, data and data systems, or other material available to the applicable establishment which relate to programs and operations with respect to which that Inspector General has responsibilities under this Act; and”





1. by inserting after newly designated subparagraph (1)(A) the following:





“(B) to have access under subparagraph (A) notwithstanding any other provision of law or common law privilege[footnoteRef:1], except any provision of law enacted by Congress that expressly refers to the Inspector General and expressly limits the Inspector General’s right of access. The Inspector General shall comply with the statutory limitations on disclosure relevant to the information provided by the establishment under this section.[footnoteRef:2]” [1:  The inclusion of “common law privilege” needs further discussion.]  [2:  Further discussion is needed about whether to include common law privileges as a limitation on disclosure that the Inspector General shall comply with. ] 






Section 8E(b) of the Inspector General Act of 1978 (5 U.S.C. App. § 8E(b)) is amended—





(a) by striking “and” at the end of paragraph (4);


(b) by striking the period at the end of paragraph (5) and inserting “; and”; and


(c) by inserting after paragraph (5) the following:





“(6) subject to the provisions of subsection (a) of this section, shall have access to grand jury matters pursuant to paragraph (a)(1)(A) of section 6 notwithstanding the provisions of Federal Rule of Criminal Procedure 6(e).  The Inspector General may disclose grand jury matters only to the extent that Federal Rule of Criminal Procedure 6(e) authorizes an attorney for the government to make such disclosure.”








	Legislation Committee Proposal


08/14/2015








