
OFFICE OF INSPECTOR GENERAL 
DEPARTMENT OF DEFENSE 
4800 MARK CENTER DRIVE 

ALEXANDRIA, VIRGINIA  22350-1500 
 

January 7, 2026 
Ref: DODOIG-2025-000932 

 
SENT VIA EMAIL TO: john@greenewald.com 
Mr. John Greenewald, Jr. 
The Black Vault, Inc. 
27305 W. Live Oak Road, Suite 1203 
Castaic, CA  91384 
 
Dear Mr. Greenewald: 
 

This responds to your Freedom of Information Act (FOIA) request for “all Inspector 
General complaints, reprisal investigations, threat assessments, or disciplinary communications 
created from January 1, 2021, to present referencing whistleblowers within the Department of 
Defense or Intelligence Community who reported UAP-related programs or technologies.  This 
includes, but is not limited to, complaints referencing retaliation for disclosures made to 
Congress or the media.”  We received your request on May 1, 2025, and assigned it case number 
DODOIG-2025-000932. 
 

For your information, Congress excluded three discrete categories of law enforcement 
and national security records from the requirements of the FOIA.  See 5 U.S.C. 552(c).  This 
response is limited to those records that are subject to the requirements of the FOIA.  This is a 
standard notification that is given to all our requesters and should not be taken as an indication 
that excluded records do, or do not, exist. 
 

The Administrative Investigations Component, which includes the Department of 
Defense Hotline, conducted a search and located records responsive to your request.  Upon 
review, we determined that the enclosed 63 pages are appropriate for release in part pursuant to 
the following FOIA exemptions: 
 

• (b)(3), which pertains to information exempted from release by statute, in this instance 5 
U.S.C. § 407, which protects the confidentiality of employee complaints to the Inspector 
General. 

 
• (b)(5), which pertains to certain inter-and intra-agency communications protected by the 

attorney-client privilege and the deliberative process privilege. 
 

• (b)(6), which pertains to information, the release of which would constitute a clearly 
unwarranted invasion of personal privacy. 

 
• (b)(7)(C), which pertains to records or information compiled for law enforcement 

purposes, the release of which could reasonably be expected to constitute an unwarranted 
invasion of personal privacy. 
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• (b)(7)(E), which protects sensitive law enforcement information that could reasonably be 
expected to risk circumvention of the law. 

 
In coordination with the Office of the Director of National Intelligence (ODNI), we 

determined that an additional 44 pages are exempt from release in their entirety pursuant to the 
following FOIA exemptions: 
 

• (b)(3), which pertains to information exempted from release by statute, in this instance: 
 

o 50 U.S.C. § 3024(i)(1), which mandates the protection of intelligence sources and 
methods from unauthorized disclosure; 

 
o 50 U.S.C. § 3024(m), which protects the names and identifying information of 

ODNI personnel; and 
 

o 5 U.S.C. § 407, which protects the confidentiality of employee complaints to the 
Inspector General. 

 
• (b)(5), which pertains to certain inter-and intra-agency communications protected by the 

deliberative process privilege. 
 

• (b)(6), which pertains to information, the release of which would constitute a clearly 
unwarranted invasion of personal privacy. 

 
• (b)(7)(C), which pertains to records or information compiled for law enforcement 

purposes, the release of which could reasonably be expected to constitute an unwarranted 
invasion of personal privacy. 

 
• (b)(7)(D), which pertains to records or information compiled for law enforcement 

purposes, the release of which could reasonably be expected to disclose the identity of a 
confidential source. 

 
• (b)(7)(E), which protects sensitive law enforcement information that could reasonably be 

expected to risk circumvention of the law. 
 

Our review included consideration of the foreseeable harm standard, as stated in DoDM 
5400.07.  Under this standard, the content of a particular record should be reviewed and a 
determination made as to whether the DoD Component reasonably foresees that disclosing it, 
given its age, content, and character, would harm an interest protected by an applicable 
exemption. 
 

If you consider this an adverse determination, you may submit an appeal.  Your appeal, if 
any, must be postmarked within 90 days of the date of this letter, clearly identify the 
determination that you would like to appeal, and reference to the FOIA case number above.  
Send your appeal via mail to the Department of Defense, Office of Inspector General, ATTN: 
FOIA Appellate Authority, Suite 10B24, 4800 Mark Center Drive, Alexandria, VA 22350-1500, 
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via email to foiaappeals@dodig.mil, or via facsimile to 571-372-7498.  However, please note 
that FOIA appeals can only examine adverse determinations concerning the FOIA process.  For 
more information on appellate matters and administrative appeal procedures, please refer to 32 
C.F.R. Sec. 286.9(e) and 286.11(a). 
 
 If you have any concerns pertaining to ODNI’s withholdings, you may contact the ODNI 
FOIA Public Liaison at ODNI_FOIA_Liaison@odni.gov, or the ODNI Requester Service Center 
at ODNI_FOIA@odni.gov or 703-275-1313.  You may also submit an administrative appeal to 
the ODNI Chief FOIA Officer, c/o Chief, Information Management Office, Office of the 
Director of National Intelligence, Washington, DC 20511 or emailed to ODNI_FOIA@odni.gov. 
The appeal correspondence should be clearly marked “Freedom of Information Act Appeal of 
Adverse Determination” and must be postmarked or electronically transmitted within 90 days of 
the date of this letter.  Please cite to ODNI tracking number DF-2025-00597 in any 
correspondence with that office. 
 

You may contact our FOIA Public Liaison at FOIAPublicLiaison@dodig.mil, or by 
calling 703-604-9785, for any further assistance with your request.  Additionally, you may 
contact the Office of Government Information Services (OGIS) at the National Archives and 
Records Administration to inquire about the FOIA mediation services they offer.  Their contact 
information is as follows: Office of Government Information Services, National Archives and 
Records Administration, 8601 Adelphi Road–OGIS, College Park, MD 20740-6001, email at 
ogis@nara.gov, or telephone at 202-741-5770 (toll free at 1-877-684-6448).  However, OGIS 
does not have the authority to mediate requests made under the Privacy Act of 1974 (request to 
access one’s own records). 
 

If you have any questions regarding this matter, please contact Mr. Samuel Brostuen at 
703-604-9775 or via email at foiarequests@dodig.mil. 
 

Sincerely, 

       
      Searle Slutzkin 
      Division Chief  
        FOIA, Privacy and Civil Liberties Office 
 
Enclosures: 
As stated 



The Black Vault
The Black Vault is the largest online Freedom of Information Act (FOIA)
document clearinghouse in the world.  The research efforts here are
responsible for the declassification of hundreds of thousands of pages

released by the U.S. Government & Military.

Discover the Truth at: http://www.theblackvault.com

This document is made available through the declassification efforts 
and research of John Greenewald, Jr., creator of: 

http://www.theblackvault.com


@dcatse. mil FROM: rmmt«a 
SUBJECT: (b ) (6 ). (b ) (7 )( C ) _retal iation_webform 
DATE: 08/ 02/2022 17:04:18 

Part 1. Your Current Information 

Receiving Organization DoD OIG Hotline 

1 choose to Identify myself Ives 

ve permission/consent t-:-F 
Yes 

ease my identity 

IFull Name 

,-
~obTiHe 

!Employee Type ---c',.~ ---,.--IDoD Qvilian Employee 

!Employee Sta ____ Defense Civilian Intelligence Personnel System Employee 

IAssignea to DoD Branch I Defense Agency 

Eoul:olleel lsp . lihD fill• 

Coat. cited b 9. ,a,Ja.i:.i!t1 sti. c In, eeti!■tien1, 81 D 11 ■ t li n1 

Cl!tl Catego1 9. PR116h'1Pt¥h'WI 15il>L 

8isli ibatia, 1;'8isse111i11atio1, @01 at. els. FEBEOP4 

Pee. 1 ooo 424 9090 

w,,R,mtG. lft§PEETBR 6Dtrn,,t§[Pl§Ffll,1[ IPJFBRM,1,ifl8Pt El!!II. ifl.e i:1fo ... .s~io11 co .. ~oi11eJ i .. ~l,is 

:cco:d 011eJ au; accou11pa111ing at~aclu11011ts 11109 cc;,tain sc::siticc iaFo1111atic11 col.isl: is p:o~cctceJ F,011, 

n,en!lshr, !liHIHlfPt lf .. iu the Fru!len. ef lnfsrn.etien :"ict fFQhA,j, i W,f.C: ii~. TJ..is ,cnri, incllftUn! 

s119 aUscl,n.cnt!s, is Fer the sslc ietsc sf tJ..e intic,ulcl!I rcci19ienl~e) enlll 1h1MIIII nit In raln&&d te 

1111sl!l1!l:0.izcel pc: so::s. If 9 ca a: c not ti.a i.:tc::elcd : ccip ieat please co11tacl ti.a se11cle1 by e , uail a11d 

eJcstr op all copies of ~he 01 igi11al 11 ,cssagc Giiel a ~~eel a 11cnls. 
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Other Agency or Office 

IGrade or Rank 

!Grade or Rank Title 

lstate or APO/ FPO 

Jeountry 

IHome telephone lsest Contact Time, 

mmercia l) f°IWMW)Best Contact Time: 

Jwork te_l __ 
Best Contact Time: 

!Mobile telephone Best Contact Time: 

ltl.ftl:UIIPIC1 I.UiP,CJ'QA c,~IGAA.~ ,,ma:ru<, IMFQAt 1 O+IQal ,111 +lu i•iu11n1tiu 1uhiual i• thir 

• ctOI d a::d a .. 1 accu"'"an 1 ing attach,. .ent!I ""'a, cel'ltain sen1iti. a infe,n ,alien uu hieh i1 f!,r ■tu••• ~, .... 

11.a .. elateF", eli9cle9ttre ttnelcr the Freeelen, af lnfarMatian :"let fFQIAI , i '51:£,6. iid. +hi1 ,eearll, in1h11@1in8 

1nr 1'1uhFn1F1'8; i& i1r ,h1 &111 WH ehlu iF1,1nll1II rui11ianlM anll 1h1wlll ,iat In ralueall te 

u11autl.a1 iHII fl eru119, If , au an .. at ti.a i1 :h11llai I Hif!i i@11t 11luu ea. :tut ti.a u.:tler II i a 111ail a11II 
el@1tra 1 all ca,,ies ahl.e 01 igi11al message a.:el aUechrne::b. 
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!Interview Jves 

-----
Are you submitting this 

No 
complaint for someone else? 

If you are an employee of a 

DoD contractor, 

subcontractor, grantee, sub-

grantee, or personal services 

contractor, provido tho 

followini information, if 

known: 

Description/ type of contract 

Jcont,act numbo, 

Primary contractor 

\l;f;l1Rlmta. IWiPfi6if8R si;,,i;n,,,k oi;,uilifllc'fi UtF8RMAifl8fi OWi: ifl:c i:.fs::::atia:: C6'1tai:.ctl i:: tl:is 

1 ecu; d a11d &119 acw111panyiug a~~echu,e"ts , 11a p coutoi:. sc:.siti o a infe,,. 1atio111 cc hieh is f1Pll11t1 ■ t,a,.. 
..,a,ulater, eiiHla11-.re -.naer the F11eeela"' af lnfu,,u1tian Aet fFQIAI, i \J,i,G. iiil. Thia PHerllll, in1h11illllin8 

an; aMHhr,uintl!I, i11 far tha 11ela UH af tha intenaeel reei19ientf11) anel 11hHlei nat be relee11eei ta 

u11autl.a1 il!l!!!a "!I l!ldlil!lt If 'au di! 11st tl.s i11h,11!1aa I aei19 ia:.t 19IHH Hfitul!!t ti.a Hfllil!F I!' a I :.ail a11!1 

ekoho 1 all copies chi.a 01ig:i11el n,cooag:c onei aMeeh,..cnb. 
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Jsu bcontractor 

Responsible Contracting Agent 

Part 2. Retaliation Complaint Details 

Communication or Disclosure 

• 

To whom was the communication/ disclosure 
Inspector General 

made? 

Date of the commun ication 

Prefix Ill 

last Name 

EE 

Suffix 

't's'ttFHmtG. IU§PElsiFQA Ge~IEAiA.HieHSl:i:l's1E ltJFQAM.A.":S:IQPJ GWI. i:l.e i11fe1111etien 111 lei. 1 ■ in thi1 

• CCCI d o::d a:. 9 aeco..:pan 1ingr aUacl.111ent!!I R'IOf eont&il'I !!len,iti.e infern ,ution .. hieh is proteetea froM 

.-i11111a1tary llliulH11re 1tl'llller the r,eeaaM af ll'lfar,.,atial'I :"tet 1re1:,1, 5 l;.6.C. 552. This reeo. el, ineludi11g 

ll'IJ 1M11hrl'l1l'III, i1 fer th• 1111 -.u 1f th• il'll11'1a1a rui11ial'ltf1) 11'18 1h111lal 1'111 lu F1l11aeal t1 

u11autho: izezl pe: so.:s. If fOU a. e 11st tl.e i. ,tenzlei!I : eeipie. ,t pleaH J!811taet ti 111 H11i!ilu h 1 a M1il anlll 

lle■b11 1 111111111iaa ahha arigil'lal n:a111ga anal 1Muhn111nt1: 
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OoD IG, ( ) (6). (b) (7)(C) 
Job Title 

Employee Type 

Assigned to DoD Branch 

Other Agency or Office 

Employee Status 

Grade or Rank 

Grade or Rank Tit le 

Organization/ Unit 

Phone Number 

munication/ disclosure in as much 
Please see attached w ritten complaint PDF 

• 

Ws1tRPJIU6 . IPJ9PES8R 6DJER,1,L 9EU51Tl',1E IPJF8RhM"Fl9fl 6'2:41: ifil:c i11Fs::::dio:: co::,ai11cel i .. ,I.is 

• CCCI d anel au p acco111pa:. 1 il'lgr aUacl.:. .el'ltJ "'10, eol'lt&il'I Jel'lliti, e il'lfol'l'I 1atial'I .. hich is prateeteel frallll 

111auelato: ; elisclon: e t1::dc: tl.e F: ecda::: of ll'lfor:.,atiol'I /'let fFQl,A..!, i W,£.6. iiJ, Tti.i9 ,uarll!II, i"1h1111!11i"8 

a:.9 aUacl:: ::c:.b, is Fe: ti.a JOlc use oF ti :a i:.k::dcd : ccipic11t(s) a::d sl:oald ::ct be : cl cased to 

u:.autl.o: ieeel 150130113. If 9 eu a. e , .at tl.e ir.h,:.elea , aeipie .. t pl a He :HllitH4! the HPu!ilar h I a Mail a,ul 

1i11Hba~1 all Hpi1111 aftha l!ll'il!'lil'lal l'lll!IHOl!'ll!I 81'18 aMa,dr:Mtl'lt3. 
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WHO WAS RESPONSIBLE FOR THE ALLEGED RETALIATION, AND WHAT DID THEY DO? 

Identify the person(s) that committed the alleged wrongdoing. 

[ Part 2.1 Retaliation Complaint Details (cont) 

Complaint Description 

Please see attached written complaint PDF 

Has th is whistleblower 

reta liation complaint been 
No 

fi led with any other 

organization/ agency? 

complaint? 

',W,RPMJC. IPUiP,-=i:QR •'Pl,RA.L: lii'tl"•I"' IMFQr;U 1 o-,;:Ig•I ,111 +l,1 iduM ■tiu ■■ nt■iu ii i• thi, 

r11111af ,,.., IAI 111u1pu1in91U11lnn uh n111I 11n•1in 1u1i•i I inhrn diu lni1h i1 pr1,11611Uru1 

..,an1h1tary 1ii!1eluwr1 wniu •h• li"l&uaaM ef lnferMalien o &t ,.:01 o J, 'ii I I Si C 55:Z Ibir ,ococrl, incl11rlin& 

IRJ' 1MuhFR1A,1, i1 fir the HI@ UH ef the inta,uh11I rui19iantfa) anlll ahe~IIII net kle releaaelll te 

11nautho1;iae~ fi)OH&n& ff:,,eu iillil na, ,111 inleniul 11ui19ie1d 19leeu ee11taet tl,e ae11de1 h1 e mail sad 

l!Hba~· all Hl9iH aft!l,e u iginal P1,e9911ge 0P1d at4!uel1111e11b. 
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lease Number 

Part 4. Document Uploads 

Reprisal Complaint - _August 2 2022.pdf 

Do you have add it ional 

documents you w ish to No 

provide us? 

Briefly describe the t ype, 

content and nature of those 

documents 

Part 5. Certifications 

nts made in th is complaint are true, complete, and correct, to the 

nderstand that a false statement or concealment of a material fact is a Yes 

USC§ 1001; Inspector General Act of 1978, As Amended, §7). 

cled my election concerning my filing status in Part I of this form (Release of Identity, 

Non-Release of Identity, or Anonymous). If I did not provide my release election, I understand that 

th is w ill cause a delay in the processing of my complaint. I further understand that if I have elected 

Yes 

VOl<ll;ftJIHC! . lf~::Jlll!e'l'eP'. e!U!P~Eftilcl !!Efl9PFl¥E IIJF8RM1'ciFl8U Et;L "Fl.a i11Fs.:11stiu:: ee11tsi11eal ii •I i1 

ruerlll eruil any UHMfHR\'iR! 1totuhMenl1 ••r Hnbin un1ili111 infor;Mdion :::hi&h ia filFOtoGh•a ,roFA 

M1na1tary aiul0&111re wnaar Iha r,ueiaM ef lnfuMatien Aet fFQIAI, !ii '51,f,C. !i!iJ, Thia reeerel, ineluelin~ 

1nr 11tuhFA1nli, i& f1r Iha &111 wn ef tlu int1na11li rui11ianlfa) an• 1h1wlel net In reluHel te 

u11111w.huiHlll 11uuna, If 1eu a,e 1111et the inte11!1elll I eei15ie11t 19luae ee11taet tl.e ae11cler h1 e Ii.ail a11cl 

dest, oy all copies of ~I 10 01igi:10111:csaage a,.~ aM11tilP11ant;1, 
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either confidential or anonymous status, it may impact the abil ity of the DoD Hotline to either 

conduct an inquiry, if warranted, and/or to appropriately address my issue(s). I also understan that 

if I elect anonymity, without providing any contact information, I will be unable to reques 

confirmation of receipt of this complaint to the DoD Hotline, or to receive adviseme 

or closed status. 

I understand that if the Inspector General determines the allegation(s) • my complaint cannot be 

investigated without disclosing my identity on a need-to-know-b s to organizations outside the 

DoD Hotline, my lack of permission to release my identity prevent further action from being 
Yes 

a ken on my complaint. I further understand that eve • I elect confidentia l status, my identity may 

be disclosed, if required by applicable legal autho • y, or if the Inspector General determines that 

such disclosure is otherwise unavoidable. 

001<1':ltJlltJe . lltJ!l'l!e'l'el': e!ll!PtJl!Pl:7't !l!H!l"'l'E ll4F8PU,1Al-18P• El:II . Tl.a i11Fo11.:u~io.: co .. ~ai:.ul i:. ~I.is 

r111111i ■ 1111irn11111•1p11n1in91U11lnn uhn111111n,1in11n1i•i 1id111n ••iu lni1hi111111t11•1llbu, 

..,e,u~atarw, rfo1ela1u1 e ul'laer the Freeaaft. of h :fa1111etia1: P:et ff8h9tl, 5 ~ .5.C. 552. Tl :is I cc01 el, ii ,dueling 

IA',' 1MuhFA1.ii,1; i& far tha Hla IHI ef tlrte i111teP11ieli reei11ie111tfe) '"" ehauld 111at hie relee1ed ta 

u11autl.e1 ieed 15e11O1 .9 . If tau are 1.et tl:e ir:te11dea I eei15ie111t 11luu H111tut the u111fller II I e ..,ail 111111!11 

de1tra t ell ca15ies ahls:c 01 ig:i11al 1 ::csseg:c al'ld aUacl 11110::b. 
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DEPARTMENT OF DEFENSE 
OFFICE OF INSPECTOR GENERAL 

(b) (3). (b ) (6) (b) (7)(C) W • ti blow r R p • al Complaint 
Putewwt t Pr identiaJ Policy 

Directive 19 
Civilian 

(b) (6). (b) (7)(C) 

WHISTLEBLOWER REPRISAL COMPLAINT 

1. We come before u to file this histleblo er reprisal complaint on behalf of 

- again t the Departmen of Defense C'DoIY; flTtl;TWI is a client of the la ~ and an 

uthorization and Privacy Waiver, executed b ·CjCjjjj m fa: or of the firm is attached herewith 

at Tab 

2. (b) (3). (b) (6). (b) (7)(C) 

3. (b) (3). (b) (6). (b) (7)(C) 

.,.,,,u1y,"'• lfillPE~R ~Ii~ lllii>Ui"""" INFQRI l,IJIQ►I 1.1,j~ 'FIie ll'Nf!llal M ·IIUll'I·~--~ 
• ,.,.. ••ellllS:twH,•W QI·:: t,1 .. 111,,IININfflllllll ""•t1•F:11Nr,i 
~1-,iAllll.fFQIOkiWJi.C:..,QllrM.....,.,ifl• .. lllll .. ..,•...__,..,lll,11 ...... ....,.._.~UMIMIMaJlhM1faf 
Mlll•"'-"•f11!8111t1 ,._,_, •w,.,.,_ffn., .. ,,_ r,.., _,,. • ._, ~i111i1lll "81t,1 

II)\ i 1i lh) lbl llll f 7)fl l l 



4• 1n 11■MI confideo tially p -rela.ted classifi d in£ !IlDari n to th.e 

Department of Defense Inspector General \ DoD IG'?· t that timf •tt@ftltl :ommunicated 

classified information about (b} (6), (b) (7)(C) 

related communication( ) with the DoD IG ha e been di closed to individual and/ or entiti ou ide 

the DoD I but ithin DoD, and that he has suffered retaliation and repri al() related thereto. 

5. Since bis protected d. do w::e(s) to the Do I ha been u 'ected to numerous 

advers curity clearance actions. Th acti ns ha Wlfaitly and unju tifiably impugned his integrity, 

character, judgment, profe sionali m, and . Whil he remains ·ecurity-cleared by the 

, his compartmented accesses at numerous elements ha e been - m steriousl and ithout 

plausible explanation - uspended, canceled delayed, denied a.ad/or improperly ob tructed. 

6. re onably belie e • that the man recen i ·ue with his ace are directly 

correlated to bi previous AP-relat d pi:otected communication(s) ith the DoD IG. 

7. {b) (3). (b) (6). (b) (7)(C) 

. Having uffe.red tnooths of tet:al.iation and reprisal • becau e of hi pnor UAP-telated 

protected communication() ICTfftitj is no submitting a reprisal complaint to the DoD IG. 

thorough r prisal in tigation will establish the actions againstlPC:f:tlbtl ere taken in reprisal fa 

bis protected disclo ures to DoD I , in violation of 50 U. 3341 ec,1ri"!, C/eart1T1ces; PPD-19, 

Protecti.ng Whistlebw1,1,1ers with Acee.rs lo Clmsifad I,iformatian; and Intelligence Community Directive 12 

f'ICD-120''), lntell~n" Comm,mi!J Whinleblower Prot6'tion. 
WAfUIIN"° IN6i>~R G91ER."- 5Etl6m'.€ INFQR.IN',Tilm t;;UL 1'11111!111111 -~-~~ 
......,., .. ireWMftellae 1hf1ttie,FIINIHlfflM'lwtlll ~llllrll1F,.,.-_. 
.,_., .... .., -..· IFQ!At, • 1.1:i.t:. iia. 'R'M wi-, IM· _ .,., • ..,.-.MIi, II••• ...... ...,..,.,_., IMtttlll_. •-~-lllllW 
W •Ni r,M ~I F1■11N 10 v, ... tw'nt' JIJll'e,-• l!IAI J 1.-111a ilt i,_......,..._.,.., _.. .. I llflll'I F W, I IMil 
--·•-) ail .. ,1■■ --•--fnaj ................. ... I 2 



9. Given the sensitivity of both 1111 ! \1 (t,1 It I \bl !111< I disclosures and the adverse cleuance actions at 

issue in this matter., a detailed description of both will be provided in a cla.ssified setting with a cleared 

Whistleblower Reprisal Investigator. 

10. lo accordance with the foregoing, we respectfully request the DoD I G initiate a whistleblower 

reprisal :investigation. 

Respectfully submitted, 

(bl (6). (b) (7)(C) 

Br- __________ _ 

(b) (6). (b) (7)(C) 

-
(b) (6), (b) (7J(C) 

(b) (b). (D) ( r )(l-) 

Afhmt6)'.1 fart« Complainant 

¥11o"IUltlC· JH;p~ gjfl5iR, .. ,Ellli1fM INFQRM.tl'IQ►I CIM ~111..,,...,___,_lfltNe ,_MIM•~ 
~ ... --~ •~ •Allifil llANl~WMll!l~M 1"1lfllt1,.-1111•i,~ wlll!II-, .ii, .... .,,_~.......,_ 
tllfMJl"'111ilfll1'11(~,--i,.W.&~ iNl,1_,-,~ .. _, ..... 11111M1111NflMN6ewe8•11teW1iMN~ 
.,_.,ew•~••---•,...,.'-'_.11•"•~•1i'tWaf9Ml.....,....,........,._. __ hu iar-. ,-, 
--·--~.. ,. .. .... ,...., ........ ____ £ .-IILr 3 
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(b) ('l) (ll) (") (IJJ (IXL) 

I MIPMIMIE 

(b) (6J. (b) (7)(C) 

(b) (6) (b) (7)(CJ 

(b) (6), (b) (7)(C) 

pc, IIJ ,,d II Ii 11 1 

(b) (3). (b) (6), (b) (7)(C) 

1Fb2022 

WAA~llilQ; IHliP6G'JQR GliiP5R.\I, li&iflli~ IPFQf¥t.fl'IIOltl gy:_ lN L 1IM1•~to1 ~ l'I 1111. ••• .,,. ~ 
.... Ml!IM)iiftl .-r••••~•-- ~"'~ 
a4 W1P11'11M•r, ... (fQIAJ1 'IMi.G i5a. :'.Ai■ ,. ..... lr,.a.111I MJ -•111 ■- Iii,_.._ NII ._ tif .. -■ Pldlll ~ 
11111••wliM-IIOINIINM-Wlilllflillllllllll 1!¥"MMII 
■ftll -~ .. • ,11.. .... ,.,......... .... , ...... 
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@dcatse.mil FROM: OCQujIB 
SUBJECT: (b) (6 ). (b) (7 )( C ) _retaliation_webform 
DATE: 02/ 17/ 2023 12:11:37 

Part 1. Your Current Information 

Receiving Organization DoD OIG Hotline 

I choose to identify myself Yes 

ve permission/ consent t-:-F 
Yes 

ease my identity 

IFu ll Name 

~obTiHe 

!Employee Type _ .,.,._.....,..._ DoD Civilian Employee 

!Employee Statu Defense Civilian Intelligence Personnel System Employee 

i11,l11ll1!1 II 1- ih□ fil'i 

Cc.:t. cllc:J h9 . 1'telu1i11ist. atiac 1111 cs,igulic:.s, 9a9 1 letlina 

iWI Cahgs1;: PAlli#IJW;','WI lilib 

Bish ibatiou;'Bisse111iual!ioii €out. els. FEBESF• 

P8E. 1 088 42:4 9090 

100'>8'l'!IJUJO. 114!,ee:FeR etP4ERil!L 9Cl~!WFl'tE IHF8Rh1Ml8N CUI. "Fl.e i11Fo1111atio11 co11tai11cel iu: this 

rue r!I &Fl!I an, HHFllf!l&Rf i11g stitashn 1sr1te n .& , HnhiFI i!ISFl!!iiti, a intern .&ti&FI es hish i!!i f!ir&lssh!I tran, 

111amleto1 9 eliselosa1 e a11elc1 tl.e F1 eeelo .. , of h 1fo111,atio11 i"tct fF9hA;j, 5 W.6.€. 662. ii ,is reeorel, ir1eltfelir1g 

Ol'lf ettechl'l1tF11!s, is fer tlrie sole 1tsc ef tltc i.,kiielcel reeipient(s) 011el sLealel 11st be I clcescel t.o 

UMilutlu11iniil 1nHt1n1 If ·11 w HI nd tka intaMlllalll r11i11isnt 11ls&u u11tast Ua.e u11llla1 h, a mail a11III 

elesti 0 1 all c.opiw of ti.a a: igi11al 111essega a,.!I attHI 1111a114!9, 
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Assigned to DoD Branch 

lather Agency or Office 

IGrade or Rank 

IGrade or Rank rnle 

lsta e or APO/FPO 

121p Code 

!Country 

IHome telephone 

lw orkteleQ 

Work telephone(DSN) 

!Defense Agency 

fu7 

WAmmtG. ltJ6PEGf8R GEPJER,Arl GEmiFfiil\lE l,ffii8AfAA;fii18tf CUI. lrliC i::fo:::.atio:r co:,tai::cel i:: ti.is 

re11rll tflllll lPl'J' 1111M111n•,ing 1HHhM1nh Mi'J' 11nhin 11n1i*i:11 inieFMalien 111hi&h ir proto&to&I trorn 

PP11P11!1ahry llliHluura a Plier 1!ha fii11uia1111 af IP1fa11P111tieP1 .".et ffii~I.Arj, 5 W,6 .6. 552. ihi9 rceero, i,.eluelifllg 

a::, a Ucci :::.e::h, is Fo: ti.a sule use unite i11te::dcd : eeipic::tfs) u .. d sl:et1ld 11st be released ta 

u::autl.o: izael pc:so::s. If f cu a: c ii Cl ti.a iiik .. elcel : ccipiciil please eo:,tact the sciielc: h, a :..ail a::el 

dbh op all espies of tlrtc ari(!liPl&I PPIMH!!8 ■PIii 1tii&1k•an&c 
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!Mobile telephone • • • Best Contact nme: 

!Interview Yes 

IN□ Are you submitting this 

complaint for someone else? 

,-------------
If you are an employee of a 

DoD contractor, 

subcontractor, grantee, sub-

grantee, or personal services 

contractor, provide the 

fo llowing information, if 

known: 

Description/type of contract 

Jcontract number 

Primary contractor 

WARrnPHi . IPJSPEGifi9R SEUER,4,L SEP~SFFIVE IUF8RMsRrF19P~ CUI. "Fl1t i .. Fo: ... atia .. co:.tai:.cel i .. ti.is 

Pc ea Pel al'lel an f aeeaPn,sal'I ring attaehMel'lh Ma, Hntain Hneifa a inff!llll'l'laUan 1c.1hi1h i1 11ratutul fFll'l'I 

l'l'ianlllahry llliHlu11ra 11nlllar the Fraalllal'l'I af lnfarn,atian .Diet ff~I.A.I, S W.6.G. 652. "Fhi9 Pcearo, inel11oiP1g 

a .. , aUael.11,eii~s, is Fo: ti.a sole use of tl.e i11le..ekd: ecipic .. tfs) 0111!1 sl:0111.4 l'l&l be released ts 

lfl"l81fll.s. iHa !18P99li9. If I &If a,e l'l&t ti.a i11te111!lea ,aeipiel'lt .,1aue ce11taet ti.a 981'\l!l@P b, e 111oil a:.l!l 

acstra 1 all 68J!li63 ahl.e 81 ifj!lili&I I 116998f!l6 81 .:Ill 8~&el ii 116liM. 
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Jsu bcontractor 

Responsible Contracting Agent 

Part 2. Retaliation Complaint Details 

Communication or Disclosure 

WHO WAS RESPONSIBLE FOR THE ALLEGED RETALIATION, AND W 

Identify the person(s) that committed the alleged wrongd 

Jeompla int Description 

Please see attached complaint (PD 

Part 3. Other Agencies Contacted 

No 
fi led wit 

organization/ agency? 

001'1':l.it4e. lfJ!;flfefeft SEFdERJl!L SEP~SFFI'([ lfff8RM,SrFIOP~ CUI. 7Phc il'lfel"ll,Otiel'l Hl'ltOil'lelll in tt.i• 

11111111!111111111 any 1111M111n•tin,; aU.aa .. Menh "'•~· &enhin 11n1i,i111 infe11M1,ien whi1h i& ""'u••• t""' 
1¥11niil1laPf iiliHl&&WFI wniilu Iha liliH ■ aRSI ef lnia111¥11li1n O &ti lliQIO l, i t I i,; ii~ ihi1111111i■ , in11lwiilins 

a119 aUacl11ac.:ts, is Fm tl.c 30Jc use oF ~l,c i.:k..elcd 1ccipic11t(s) a11el should .:at be .clcascel to 

a11autl.e1i!eel r,usel'ts. If pea arc l'let tke i11tc11eleel recir,ia11t 15laase eal'ttaet ti.a senelar lap a 111eil a111J 

doctrot/ alf sepia• ohbo osisinol A10&1as1 and at;ul:u11Auu 
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Which Organization/ Agency? 

lwhen did you submit? 

What is the status of that 

complaint? 

lease Number 

_Reprisal_ Complaint_DoD _IG_February _17 _20 

Do you have additional 

documents you wish to 

provide us? 

Briefly describe the type, 

documents 

Part 5. Certifications 

I certify that all of the statements made in this complaint are true, complete, and correct, to the 
Yes 

best of my knowledge. I understand that a fa lse statement or concealment of a material fact is a 

Vu':01RPIIPJG . IPJGP6CI-QR eEPJERiA,L GEPl61lNE IPJFQRP,4/~;f;IQPJ 6UI. "Jilu infun.atiaJ11 HJ11taiJ11sal in thi1 

PeeoPel anel &Rf aeeaM19anring attaehPn@nh Pn&f HJ11taiJ1191!1Jliaifas iJ11t1111¥1atieJ11 ·u1hi1h i111r1t11hlll tre1¥1 

n,anelaloP, eliHIHt,ra t,Jli ■u the F11H ■ IIM 11f IJ1if8fllfl ■li11n o 11 !FQIO l, i I Ii, ii:i +hi& ra&erd, iAGlwdiAS 

a .. , aMuhMaJ11li1, ie hr Ur:a ule ~He ahl.a i11to11ded • eei!9ie11t(o) attd ol.etslel ::at be : cl cased le 

u11aa,l:s: izsd pt n::a. If, au a: a :wl lite illk .. alsd: asi19iaiil f1lasn sa::lasl lits niiala: k 1 a !ltsil &iial 

:alegt: e 1 ell ee19ie9 af ti .c a: iftit .al •• • cgsege a: .el at~acl:: net :b. 
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criminal offense (18 USC § 1001; Inspector General Act of 1978, As Amended, §7). I 
I have provided my election concerning my fi ling status in Part I of this form (Release of Identity, 

Non-Release of Identity, or Anonymous) . If I did not provide my re lease election, I underst 

th is will cause a delay in the processing of my complaint. I further understand that if I ave elected 

either confidential or anonymous status, it may impact the abi lity of the DoD H 
Yes 

conduct an inquiry, if warranted, and/ or to appropriately address my issu . I also understand that 

if I elect anonymity, w ithout providing any contact information, I will e unable to request 

confirmation of receipt of this complaint to the DoD Hotline, or receive advisements as to open 

or closed status. 

I understand that if the Inspector General deter • es the allegation(s) in my compla int cannot be 

investigated without disclosing my identity a need-to-know-basis to organizations outside the 

DoD Hotlinca, my lack of pcarmission to lease my identity may prevent further action from bcaing 
Yes 

such disclosure is ot 

nderstand that even if I elect confidentia l status, my identity may 

pplicable legal authority, or if the Inspector General determines that 

Wf1RrnPJG. IPJSPEGFQR €ENEA.,A,L 6EPJ6FFl¥E IPffQAM,\:l>IQN CUI. "Flite i11~ern1atien eentaine!I in this 

1 ccc1 d a::d a::; acccrnpa::; i::g a~tacl:: ::c::ts :: 1a 9 cc::tui:: sc::sai oc i::Fc::::atiu:: ee I.isl: is p: ukclcd f: a::: 

r 11a11zJe~o, J clisclosa, e aude, ti.a r, eet.10111 of Ir :fa.: :.a tic:; Act tFOIA), S ls .S.E. S52. Tl.is : cco: et, i:.clading 

a111 allul1111e,.,h, is~., ti.a ule lfH aftl"la i11h111la .. raei11ianl!1) .,., .. el"laulllll ... at Ilia raluaul h 

u11111au•l"la11iHllll 11uuI11. If I elf ••e net tlite i11te11eled reeipie11t please co::~acl ~he se:.elc1 bt e ... ail a::.:4 

elMt1 e, all ee~iia,~ af tl"lia, 011it:inal Me59fll!ll8! t1na aMHhiMuu, 
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(b) (6). (b) (7)(C) 

Filed on.Ii.De via DoD intake sy: tem 

Offic of Inspecto.r General 
nited tates Department of Defense 

4800 Mark Center Driv 
Alexandria, 22350-1500 

ill I (61 lb) I 7)1C) 

----

(b) (6). (b) (7)(C) TTN: • Whistlcblowcr Rcprisa1 Investigations Directorate 

ebruary 17, 2023 

R~ Whisdeblower Reprisal Co~laiar otQINIU'l01H@4jj 

D ar@•P•UI: 
e come befor you to file this histleblo er reprisal complaint on behalf of (b) ('.I) (bl (G). (b) (f)(C) 

is a clii nt of the la firm, and an uthorization and Privacy aiver, exerutJ d by 
in favor f the firm, is au:ach d her ith. 

(bl (3). (b) (6). (b) (?)(C) 

4. Ir !PWWf, confidentially provided U P-rdated classified information to the 
Department of Defense inspector eneral (d oD l '1. t that time, lllfCftlti communicated 
dassifi d information about (b) (6). (b ) (7)(C) 

5 •rttlfff beli es his idea.ti. and th fact of AP-related communications to the DoD IG have 
been disclosed to individuals and/ or entities outside the DoD IG, but within DoD and the IC. 
"CTWlll!tJ is n t alleging that his identity or th fact f his communicati s DoD IG as 
improperly disclosed by any memb .r of th DoD 

1 



(b) (6). (b) (7)(C) 

6. (b) (3). (b) (6). (b) (7)(Cl 

7. mce his protected disclosure(s) to DoD IG, has been subject d to nu.mere ad e.rse 
ecuri clearance action . These action have unfairly and unjustifiably mtpugn d bis .integri , 

charactet, judgment, professionalism, and . While er mains ecuri -cleared byllll, 
his accesses at numerous elements ha e been - withou plausible plan ti.on - re oked, suspended, 
canceled, delayed, denied, and/ or improperly obstruct d. 

reason.ably believes that the many recent issues with his 
AP-rclat.ed protected commw:iication() to the 

oD I and 

8. Having uffered significant r taliation becau e f his prior P-telated pro ected 
communication( ), :r:rerre ·.s DO ubmitting a r prisal complaint to the DoD IG. thorough 
reprisal in: estigatioo 'I: ·11 establish the action agm ·"l$CltM were m.ken in reprisal for his P­
related protected disclosure , in violation of SOU .. C. § 3341, cu.city Oeara:nces; PPD-19, Protecting 
WIL:~t1 bl with C a i.6.ed r-c: • . d I e1lig • Dir· • 17 0 vv u.i;i . . c to . s w 1 nna.n o; ao . nt ence mmumty . ecnv -
("ICD-120''), Intelligence Community Wbistleblower Protection. 

9. lo accordance with the foregoing, we re pectfully request the DoD IG initiate a whistleblower 
reprisal investigation. • en the sensitivity ofbot .. "ttlltllPP disclo ures and the ad erse cleatance 
actions at i ·sue in this matter, a dt:tailed de 'aiption of both , ill be provided in a classified • tting with 
an appropriately cleared Whistleblo er Reprisal Investigator. 



(bl (6). (b) (7)(C) 

R pectfully ubmitted, 

By: 



(b) (1) (bl (ft) (b) (l)(C) 

1. I as born on ,in MJ0ltlltlliJ 

2. My ocial ccucity umber i XXX~XX and I am an American citizen. 

3. I hereby authorize any agency of the • nited tates o cmment t release any and all 

materials concerning my employment oi: prospective employment, as well as discuss my case with 

my designated attocn ( ~ (b) (6) . (b) (7)(C) 

(and their ocia es/ taff) of (b) (6) , (b) (?)(CJ (' 

office is locate.cl at (b) (6). (b) (7)(C) . The irm' 

teleph n number is (b ) (6 ), (b ) 17 l(C ) . Io afar as .celca of such materials t the ~ion is c ocerned, I 

hereb waive an and all rights of privacy that I may have. 

4. The subscribed ignatu.ceis m signatu.te and was signed by me. 

I do olemnly affu:m under the penalti, of petjury and upon personal kno ledge that the 

contents of th foregoing paper are tru.e to the best of my knm ledge. 

(b ) (3 ). (b ) (6 ), (b ) (7 }( C ) 

11 Feb 2022 
D 



· (b) (7)(C) 

a e 811 .. i • N ,..,,.in,a•i e I • fia,11i•P1 fll ,,.,eMi19lian1 tt:tai·1ti h ,,1u1&11mu u ... 11 , .. • e .. la .. er Re•ri-11 • lio■t· I · " . ,rw Mk • - •••-tiOO! 

""'> Di,1emi11aliafl Ee11t1 ol . FEDE8N 
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uti e ummary 

WHISfLEBLOWER REPRISAL INVESTIGATION 
(b) (3), (b) (6), (b) (7)(C) 

Execut"ve Summary1 

We conducted this investigation in response to a reprisal complaint alleging that 
officials at the (b) (6). (b) (7)(C) 

revoked (the Complainant) eligibility for access to dassifi.ed 
information and refused to grant him access to • compartmented programs. The 
complaint alleged that th is was done ln reprisal far reporting Unidentified Anomalous 
Phenomena (UAP)-related matters to the Do D Office of Inspector General (DoD OIG). 

(b) (6). (b) (7)(C) 

The Complainant made four protected disclosures from throughppp 
- : one to the DoD OJG, one to■■• one to (b) (6). (bl 17)(C) 

and one to (b) (6) . (b) (7)(C) 

Arter making the first two protected disclosures, the 
proposed revoking the Complainant's eligibility for access to classified information, 
inclucUng Sensitive Compartmented Jnformation (SCJ), and later revoked Ws eHgibillty 
for access to classified information after reviewing the Complainant's response to the 
proposed revocation. 

The Complainant did not know who at the was responsible for the decision to 
revoke his eligibility for access to classified information. We found that the 
personnel responsible for making the determination were limited to three people in the 

ConsoUdatedAdjudications Facility 

We found that these CAF personnel did not know of the Complainant's protected 
disclosures when they proposed the Complainant's revocation, and. they acted 

1 Th s report contains Information th.it has been redacted because I was dent llied by the OoDOffke of lnsp ctOf General 

as Controlled Unclassified 71nformatlon (CUI) that ls not releasable outside the Executive Branch. CUI Is Government-
er ~ d or-owned undasslfl d Information that allows for, or requlr , sa~ guarding and di minatlon control In 

a:ord nee with I ws, r ul lion , and Gov mment-wide policle . 

Wt 
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Executive Summary 

independently based on (b) (6) (b) (7)(C) 

Therefore, we concluded 
that the Complainant's protected disclosures were not a contributing factor ln the­
CAF's initial intent to revoke the Complainant's eligibility for access to classified 
information. 

We found that afterWM\9811 reviewed the Complainant's response to the initial intent 
to revoke and submitted a final letter of revocation (LOR) to IM#W - CAF 
personnel learned that the Complainant was claiming whistleblower status, and 
··1Pfl'llt# therefore could have perceived the Complainant as making protected 
disclosures before she approved and signed the final LOR. However, clear and 
convincing evidence established thaulftflfMI would have taken the same action absent 
the Complainant's protected disclosures. 

We make no recommendations In this matter. 

QH 
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B kground 

Background ---------------------------
T o la"na 
(b) (6). (b) (7)1C) 

(bJ 16\. (b) 17)1C I 

Complainant's duties entaiJed: 

• (bl (6). (b) 17)(Cl 

• 

• ib) (6). (bl (7)(C) 

• 

(bl (6). (bl (7)(CJ 

lb) 16). (bl (7HCI 

2 GGis U.S.Governmenlpaygradesy5tem. Thenumb r lndicaU!slhep ygradelevel. 

D-CATSe b 6 . (b) 7) C -CASE-0113 



tb) (6). (b) 17)(C) 

The Complainant alleged that in retaliation for these disclosures, the 
allow him access to its Compartmented Access Programs (CAP), and the 
his eligibility for access to classified information. (b) (6). (b) (7)(C) 

B ckground 

revoked 

We discovered during our investigation that the personnel responsible for 
revoking the Complainant's eligibility for access to classified information wern ltf!Pflfflf 

D-CATSe (b) (6). (b) (7)(C) CASE-0114 



Scope 

Seo e 
This investigation covered the period from 2020, when the Complainant was assigned 
to through (b) (6). (b) (7)(C) 

We interviewed the 
Complainant, officials responsible for revoking and reinstating the Complainant's 
eligibility for access to classified information, and relevant witnesses under sworn oath 
or affirmation. We reviewed documentary evidence about security files and 
investigations, security records, adjudication records, and contemporaneous notes, as 
well as departmental and organizational policies, written 1communications, ema ·1s, 
instant messages, reports of investigation, and qualifying records. 

The Complainant also alleged that various agencies across the Intelligence Community 
"revoked, suspended, canceled, delayed, denied, or obstructed• his access to special or 
compartmented programs. Those decisions regarding access to special or 
compartmented programs do not qualify as actions affecting the Complainant's 
eligibility for access to classified information. However, we further evaluated those 
actions and determined that the Complainant d·id not have those accesses when he was 
hired by the and that cognizant • • security personnel did not unduly delay 
processing the access requests. Rather, they were delayed based ot1 \WIMMf 

. Further, according to 

iw•MIWIM only20 percent of the Complainant's duties required access to these 
programs. Therefore, the delay in the decisions to grant special or compartmented 
accesses did not constitute a significant change .in the Complainant's duties, 
responsibilities, or working conditions. 

QJI 
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Protecting 

Protecting Wh stleblowers with Access to 
Classified Information 
The DoD OIG conductswhlstleblower reprisal investigations involving all employees 
with access to classified information wlthln the DoD under Presidential Policy Directive 
19 (PPD-19), "Protecting Whistleblowers with Access to Classified [nforrnation," 
October 10, 2012, as implemented within the DoD by Directive-type Memorandum 
(DTM) 13-008, "DoD Implementation of Presidential Policy Directive 19," July 8, 2013 
(Incorporating Change 5, Effective April 19, 2021). 

au 
D-CATSe (b) (6). (b) (7)(C) -CASE-0116 



Le I Framew 

Legal Framework ----------------------
W 0 S age Proce 

The DoD OIG employs a two-stage process in conducting whistle blower reprisal 
investigations under PPD-19, as implemented within the DoD by DTM 13-008. The first 
stage focuses on the alleged protected disclosures, the actlon(s) affecting eligibility for 
access to classJfled information, the subject's knowledge of the protected disclosures, 
and the timing of the actions. The second stage focuses on whether the subject would 
have taken or failed to ta1ce, or threatened to take or fail to take, the action(s) affecting 
eligibility against the employee absent the protected disclosures. 

Sufficient evidence, based on proof by a preponderance of the evidence, must be 
available to make three findJngs.3 

1. The complainant made a protected djsclosure. 
2. The complainant experienced an action affecting eligibility for access to 

classified infonnation. 
3. The protected disclosure was a contributing factor in the action 4 

If a preponderance of the evidence supports these three findings, the analysis will 
proceed to the second stage. ,In the second stage, we weigh together three factors. 

1. The strength of the evidence in support of the action affecting eligibility 
2. The exlstence and strength of any motive to retaliate on the part of the subjects 

who were involved in the decision 
3. Any evidence that the subject took similar actions against similarly situated 

employees who did not make protected disclosures 

Once a contributing factor is established, the action(s) affecting eligibility for access to 
classified information taken by the subject against the complainant are considered 
reprisal unJe clear and convincing evidence demonstrates that the subject would have 

1 A preponderance of the evidence Is that degree of relevant evidence that a reasonable person, conslderlngthe record as a 
whole, would accept as suffldent to find that a a,ntested fact Is more II ~ to be true than untrue. See Title 5 Code al 
Fedel'llll Regulations sect on 1201.4(q). 

' A conlrlbuting fattDr need nat be the sole. or even primary, factor. Rather, a contributing facmr·me:ans •any factor which, 
alone or in connection with other factors, tends to aff tt In any way the outcome of the decision." Moreno v. Dept. of 

Ju.st/a, 2 F.3d 1137, 1140 (Fed. Or. 1993). Absent testimonial or documentarv evidence of intent, one way ta establish 
wheth the disclosure was a contributing· hctor Is through the ~ of the knowtedge/timing test. m ning that the 

deciding official knew of th disclosure, and the adverse aC'tion w lnitl t.ed with in a reasonabl tlrn of the disclosure. 

Wt 
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taken or failed to take, or threatened to take or fail to take, the action(s) affecting 
eligibility for access to classified information absent the protected disclosure. 5 

Prot c e isc os re 
A protect d disclosure under PPD-19, as implemented withJn the DoD by DTM 13-008, 
is any disclosure of information by an employee that the employee reasonably believes 
evidences: 

• a violation of any law, rule, or regulation; 
• gross mismanagement; 
• a gross waste of DoD funds; 

• an abuse of authority; or 
• a substantial and specific danger to public health or safety. 6 

Such disclosures are protected under PPD-19, as implemented within the DoD by 
DTM 13-008, when the Complainant makes the disdosures to authorized recipients, 
consisting ot 

• a supervisor in the employee's direct chain of command up to and including the 
head of the employing agency; 

• the Inspector General of the employing agency or Intelligence Community 
Element; 

• the Director of National Intelligence; 
• the Inspector General of the Intelligence Community; and 
• an employee designated by any of the above offkiaJs for the purpose of 

receiving such disclosures. 

Protected disclosures also include: 

• exercising any appeal, complaint, or grievance with regard to a violation of 
Section A or B of PPD-19; 

• lawfuJJy participating in an investigation or proceeding regarding a violation of 
Section A or B of PPD-19; 

~ Clear and convincing evidence is thal m sure or d of proof1hat produces In the mind of' Iha 1rier of fxu firm bell f 

as to the allegatlof'lS sought to be established. It s ah gher st.ndard ltlan a preponderance of the evidence but a lower 

standard than beyond a reasonable doubt . See title 5 Code: of Federal Regul11 ·ons section 1209.4{e). 

' The test ta detenn ne whethe.r the Complaln11nt had a reasonable bellefls whether a disinterested observer with 

knOINledge aft he !!W!ntlal facts known to and r ildily asc rtalnable by It! Complainant could reasonably conclude one of 

the cat gorles d wrongdoing pro~ d by PPD-19 occurred. 

Wt 
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• cooperating with or disclos:ing information to an Inspector General, in 

accordance with applicable provisions of law in connection with an audit, 
inspection, or investigation conducted by the Inspector General; and 

• reporting an urgent concern to Congress, via an Inspector General, in 
accordance wi.th the "Inspector General Act of 19 78," as amended (sections 401 
424, title 5, United States Code). 7 

io ing Eli 1b· 1ty or ccess o Ca s1 • d 
Inf rmat1 
PPO-19, as implemented within the DoD by DTM 13-008, prohibits any officer or 
employee of an Executive Branch agency with authority to take, direct others to take, 
recommend, or approve any action affecting an employee's eligibility for access to 
classified information from taking or failing to take, or threatening to take or fail to take, 
any action affecting an employee's eligibility for access to classified information .in 
reprisal for making a pro ected disclosure. 

DTM 13-008 defines "eligibility for access to classified information" as the result of the 
determination whether an employee: 

• is eligible for access to classified information in accordance with Executive 
Order 12968, H Access to Classified lnformatlon, N August 2, 1995, as amended 
(relating to access to classified information), and Executive Order 10865, 
"Safeguarding Classified Information within Industry, e February 20, 1960, as 
amended (relating to safeguarding classified information within industry), and 

• possesses a need to lmow under such orders. 

7 The lnspectol' General Act of 1978, as amended, defines an urgent concern as a serious or flagrant problem, abuse, 

lliol tlon of law or executive order, or deficiency relating to the funding, adm istratlon, or operations of an ntelllgence 

activity lnvolving clas~fied lnfonnation, but it does not include differences of op nlons concemi111 publk policy miner 

The definition also Includes fal e stat ments to Cong,e nd actions ta n In reprl I for reporting an urpnt concern. 

S U.S.C. § 41fila)l2). 

Wt 
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Findings of Fact 

Eve ts 0cc r i g Befo e Employ wi h 
On October 9, 2020, whiJe the Complainant was working as (b) (6). (b) (7)(C) 

the■■I Special Access Program Central Office (SAPCO) 
u pended his Special Acces Program (SAP) acce es in response to a potential 

security violatJon. The violation involved (bl (6). (bl (7)(C ) 

Pending an investigation into the incident, both 
Complainant's special accesses. 

and the suspended the 

As the Complainant also had access to programs at the time, the notified the 
of the Complajnant's suspension, and the suspended the Complainant's 

accesses to SCI on November 5, 2020, until the matter was resolved. On 
November 18, 2 020, entered an incident report Into the Defense 
Information System for Security aclmow·ledging that received 
documentation from the indicating that .It was suspending the Complainant's 
access due to the revoking his eligibility. Additionally, the entered the 
Complainant's security incident into the Defense Information System for Security and 
Scattered Castles.8 

The • investigation concluded that occurred 
and that the Complainant failed to comply with security requirements as outlined in 
DoD Manual (DoDM) 5200.01, Volume 1, "DoD Information Security Program: 
Overview, Classiflcatfon, and Declassification,'' .February 24, 2012 (Incorporating 
Change 2, JuJy 28, 2020). The investigating officer recommended that the Complainant 
(bl (6). (b) (7)(C) 

Additionally, recommended that the 
SAPCO notify the SAPCO of the Complainant's security violation. However, 

after the Complainant answerer' l!tffl•PM 1uest1ons, 111■1 reinstated the 
Complainant's SCI access, and the Security Officer notified the CAF on 
December 17, 2020. 

1 Sclltt red Castles is an Int Ilg nee Community p sonnel curity d tabase that rifies p son I sea.irity aa:eu and visit 

C rtific-atlons. 

Wt 
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(b) (6). (b) (7)/Cl 

(b) (6). (b) (7)(C) 

The Security office notified the Office of Personnel Security via a Loss of 
Jurisdiction memorandum on or about September 1, 2021, that the might have an 
adjudicative Lnte est In the matter with the Complainant The memorandum stated that 
the Complainant had: 

• (bl (6). (b) (7)(C) 

• (b) (6). (b) (7)(C) 

0-CATSe (b) (6). (b) (7)(C) -CASE-01 I 11 
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ts Oc ur i g D ri m oy 
On 1,b) (6), (b) (7)(C) as part of the ComplaJnant's pre-employment with the • 

reviewed Scattered Castles and noticed that (b) (6), (b) (7)(C) 

- had removed the Complainant's accesses with its agency. "SCSI contacted the 
Defense CounterinteJligence and Security Agency, Consolidated Adjudicatfons Services 
(DCSA CAS), and Jnquired whether the DCSA CAS bad revlewed the information 
before the DCSA CAS granted the Complainan a favorable DoD eligibility for access to 
classified information on September 7, 2021. IIIWl# wrote that the was hiring 
the Complainant as a civilian, but Scattered Castles was "throwlng up red flags." 9 

The DCSA CAS responded to ;ttfff ~.hat it had reviewed the information, the 
issues surrounding the Complainant were mitigated, and the Complainant was no 
longer (b) (6) , (b) (7)(C) 

notified the (b) (6). (b) (7)(C) 

that the • CAF would not be in the business of second-guessing and undermining 
fellow DoD adjudications decisions, so the CAF agreed to reciprocate the DCSA 
CAS' favorable adjudication and complete the Complainant's employment package. 
The Complainant began employment with the (b) (6). (b) (7)(C) 

On December 28, 2021, the ContJnuous Evaluations (CE) program determined that 
the did not have .records regarding the Complainant'sij§lii1iM(W1 stating an 
interview was required to resolve this. (bJ (6), \b) (7)(C) 

(b) (6). (b) (7)(C) 

On January 27, 2022, the CE was notified of the Loss ,of Jurisdiction memorandum 
(b) (6). (b) (?)(C) from the of the Complainant's possible whiJe 

employed at the . Acco.rdingly, the · • CE ·Interviewed (b) (6), (b) (7)(C) 

of the , who informed the 
CE that he knew ofthe Complainant's prior security incident involvin"0ffjffl 

• Thi! CAF ls the sole authority to d rrnlne i;ecurlty cJearanc englblliry of p rsonnel occupying nsitive 

position and requiring cc to classified matenal Including sa. 
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Findings of Fact 

aut·jjj because the Complainant self-reported the incident to 

M■edM 

The- CE also interviewed ____ about 
the Complainant'spp-and personal conduct characteristics IMW3! 
admitted to and he stated that 
to his knowledge, the Complainant never (b) (6). (b) (7)(C) 

~ MMPfP@ a.ls0 told the investigator that he knew of the Complainant's 
previous incidents involving but told the investigator that he 
believed that the Compla1nantwas because the Complainant 
realized (b) (6). (b) (7)(C) 

In February 2022,\WflilWW through dMPW began submltting the Complainant 
for SAPs and CAPs. (b) (6). (b) (7)(C) 

, first learned of the 
Complainant when be was submitted for- CAPs through the Intelligence Community 
Compartmented Access Request System in early 2022. According t"91MW@-this 
system is a platform connected to Scattered Castles and processes - CAPs by 
tracking an Individual's name, whether the individual has a security clearance eligible 
for CAPs, and whether the individual has any waivers, deviations, or concUtions that 
would cause any type of concern or any reason to deny the Individual access to a 
particuJar compartmented program. 

MIJPM rold us that when her office received the early 2022 submission for CAP 
accesses, the Intelligence Community Compartmented Access Request System reflected 
red flags from Scattered Castles showing that the Ill had removed the Complainant's 
accesses and SCI eligibility, and he had no special accesses from the- and the 
(b) (6). (b) (7)(C) . As a result-@li@HIWCW office baited the submission for 
access to-CAPs, and the Program Security Office never granted the Complainant 
access to-CAPs due to the prior incidents in the system from the Complainant's 
previous agencies. 

On March 3, 2022, the- CAF granted the Complainant a Top Secret/Sensitive 
Compartmented Information (TS/SCI) favorable eligibility determination based on 
reciprocity from the DCSA CAS' favorable eligibility determination. 

However, on March 9, 2022, the (b) (6). (b) (7)(C) , and her 
tb) (6). (b) (7)(C) , .reviewed the Defense Central Index of Investigations 
and learned that the Complainant (b) (6). (b) (7)(C) 
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assigned the . to monitornPM) 
and make a security determination on completion. 

(b) (6). (b) (7)(C) notified the Complainan by email that it 
(bl (61. (b) (7)(C) accesses due to the revoking his 

On May 25, 2022, the 
denied his request for 
access in 2019 and the debriefing him frorn its accesses in May 2022. 

Also on@IAIM), the Complainant filed a UAP·related disclosure. as well as a 
whistleblower reprisal complaint, to !Witt 

informed him that be would 
need to submit bis reprisal complaint with the DoD OIG. The Complainant described to 
us (b) (6) (bl (7J(C) 

On or about May 27, 2022, (bJ (6). (b\ (7)(C) 

, contacted 
and discussed 

With him whether lb) (5). lb) /6). 1b) (?)(Cl 

(b) (6). (b) (71(C\ wrote a Memorandum For Record on 
May 27, 2022, after pdldlPIWi) discussed with him @■ffi#WIM conversation with 
1wx,ggpgg. @l@Md said the gist of the conversation, as relayed to him, was that 

PPIPWIM aclmowledged in his Memorandum For RecoJ\d that the Complainant had 
recently filed a whistle blower reprisal complaint with on @Ml#iW@j. and 
dPii#IMW was concerned that any negative personnel action taken against the 
Complainant while any • investigation was underway would greatly increase be 

risk of exposure to allegatJons of cover•up and reprisal. Furthermore.@MIPV4Mi 
wrote that as the , be would have been the one required to 
initiate any administrative actions, and while he was not opposed to terminating 
someone for poor performance,.<PPIMP311 thought the Complainant was far from a 
poor performer, and no one had provided @MIPlflj) with any credible evidence that 
the Complainant was a threat to nationa] security. 

According to @J@IPIPPl 75 percent of the Complainant's work did not require him to 
have special accesses, and the ComplaJnant was performing those du·ties successfully, so 
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MIPJM did not see a reason to terminate the Complainant before his probation 
ended. 

ffli1f PIPW ::aJso told us that the (b) (6). (b) (7)(C) 

approached him in "probably" spring or summer 2022 about who NIPWIP3I) thought 
would be a good candidate to support a position as (b) (6). (b) (7HC) 

.l~ • athe 
suggested that the Complainant wouJd be a good candidate, said she did not 
want the Complainant to fill that role because he was a new ee; she wanted 
someone more experienced with processes. Conseque and 
• , e fi@MPtl 1'.h e 

with the Complainant supporting as appropriate. 

In anticipation of the Complainant's (b) (6), (b ) (7)(C) .·wrm: 
coordinated with the CAP office to (bJ (6). (b) (7HC) 

. The issue was routed to WWIJPtM-
BPIMJPIWll told us that he granter" fffffl access to a classified program so that the LG 
could look into the Complainant's a11egations. @•WUN did not lmow the specifics of 
the Complajnant's allegations and told us that he assumed that if the Complainant was 
talkJng t- ltfltt the Complainant must have felt some improprieties related to the 
program existed. Bu WJQW#t@ had no idea what those improprieties might have 
been because [9PPOOIP3I had no first-hand knowledge of the classified program. 

rmJMPmll also recalled requesting that he Complainant be granted a one-
time waiver to speak about that program, NMJM described the situation to us as 
"goofy," because was asldng him to grant the Complainant a clearance for 
something that the Complainant wanted to talk about but had never been previously 
cleared for at the • 

On May 30, 2022, (b) (6), (bl (7)(C) 

WWfRl1 ,;aJled the CE 
branch on June 1, 2022, notifying it of , and the next day, the 

CAF suspended the Complainant's access to classified information pending 
completion o lb) (6). (b) (7)(C) 

On or about June 9, 2022, (b) (6). (b) (7)(CJ 

- OM2II/ told us that he collecte<1 0M211/ report and reviewed the 
derogatory information, looking for any 
pattern of behavior that would trigger potential disqua'lifiers under the adjudicative 
guidelines. 
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According to all the- CAF personnel. we interviewed, it is normal adjudJcation 
protocol to open a case in the case management system when derogatory .information is 
brought to the - CAF's attention. - CAF personnel assign the case to an 
adjudicator who reviews the documents and all available information and makes an 
initial determination. If the initial determination is unfavorable, the- CAF drafts a 
Statement of Reasons (SOR) and sends the SOR to thefPt@IM to review. After review, 
ttlrffllf!IMIPI 'iends the SOR to the for final approval. 

wm 1:old us that after he reviewed@@IWW information and the past security 
incidents in whlch the Complainant was involved, he believed a recommendation to 
revoke the Complalnant's eltg1bllity fo:r access to classified Information was 
appropriate. This was based on@•WW t:'indings and a pattern of previous behaviors 
that indicated disqualifiers under the adjudicative guidelines. W\PWil then drafted 
an SOR and a Letter of Intent (LOI) to revoke the Complainant's eligibility for access to 
classified information and routed his recommendation to 

V . i&IW&MIWI W (bl (6l. (b) (7)(C\ 

"MW told us that the first time he ever heard of the Complainant was when be was 
asked to review the Defense Central Index of Investigations database o"fflflM 
- nwlMI said that no one directed him to make a recommendation to 
revoke; jffffl asked him to review the Complainant's case file and make a 
recommendation, and it was solely his decision to make the recommendation to revoke. 
(bJ (6). (b) (7)/C) and he estimated that 
during bis tenure, he has personally recommended a revocation in approximately two 

. tiBiiDillib!IIJ • (b\ (6). (b) (7)(C) 

, and other 
disqualifiers under the adjudicative guidelines, and he said that nothing about the 
Complainant's case was unusual to him. 

tit#$ 1stimated that during her tenure, the three teams in the-CAF 
recommended probably 30 or more revocations each year, and she estimated that seven 
of those were from her team. ffi'ftffj said that the-CAF has recommended 
revocations in "multitudes" of other cases for similar concerns of personal conduct and 
lb) (6). (b) (7)(C) , as in the Complainant's 
case. 

:rm H 1Jso told us that she did not know the Complainant, other than his name, before 
his case came across her desk W#1f also testified under oath that no one outside of 
thelfll CAF recommended or influenced the- CAF's decision to revoke the 
Complainant's eligibility for access to classified information. 11:fffjfj -;aid that the 
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decision was made by the CAF and that was ultimately responsible for 
making the decision and signing the letter ofrevocation. 

il'PIPl'IIM told us that when her office receivedW,9Wil i:-el)ort indicating new 
derogatory information that was disqualifying, coupled with the previous issues 
identified in the system, the CAF decided to issue the Complainant an SOR based on 
the information and the "whole person concept," which reflected different areas of 
adjudicative guidelines reflecting a pattern of behavior issues. 

ilittli'iftjjj told us that her office processes "many" revocation proposals each year for 
similar personal conduct issues relating to (b) (6). (b) (7)(C) 

, and she classified the 
Complainant's case as "typical." 

(b) (6), (b) (7)(C) 

On August 2, 2022, the Complainant filed a reprisal complaint with the DoD Hotline 
alleging that (b) (6), (b) (7)(C) 

- and that he was subjected to numerous adverse security clearance actions. 
Specifically, he alleged that while his eligibility for access to dassified information was 
currently intact with the at the TS/SCI level, his compartmented accesses at 
numerous elements were "mysteriously and without plausible explanation­
suspended, canceled, delayed, denied, and/or improperly obstructed." 10 

{bl 161 

On August 29, 2022, the CAF sent the LOI and SOR to the Complainant notifying 
him that a review of his eligibility for a security clearance was made according to 
DoOM 5200.02 and that the • CAF found that i was "clearly Inconsistent with the 
National interest" to initiate or continue his access to classified information, including 
SCI, based on his failure to meet the minimum standards of Guideline E: Personal 
Conduct11 

111 Because no ai:tion had been taken at that time affecll,w the Complainant's eliglbil ty for aca!ss to dalllfled lnforrna on, 

the Do0 OIG deferred Its review of the Complalnant'.s reprisal allegatlon (0-CATSe <A.SE-02) pending 
comphrtlon of the adjudication process and notified the Complainant that he could re-file his reprisal a:implalnt with th 

OoO Hotline once that process was completed. 

u DoOM 5200.02, "Proc dure fOI' th DoO Personnel Securitv Progr m (PSP).■ A,pril 3, 2017 (Change 1, October 29, 2020). 
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The SOR continued that the Complainant (bl (6). (b) !7)(C) 

. Additionally, the SOR stated 
had suspended his access to SCI in August 2021 for (bl (6). (b) (7)(C) 

the Complainant was (bl (6). (b\ 17HCl 

Finally, the SOR concluded: ,. A whole person assessment of your behavior as identified 
under these concerns, reflects questionable judgment, lack of candor, dishonesty, or 
unwillingness to comply with rules and regulations raising questions about your 
reliability, trustworthiness, and ability to protect classified or sensitive information." 

As detailed in Executive Order 12968, "Access to Classified Information," August 2, 
1995, as amended, the concerns for 11 Personal Conduct" involve questionable judgment, 
lack of candor, di honesty, or unwillingness to comply with rules and regulations. 
Furthermore, (b) (6). (b) (7)(C) 

will normally 
resuJt in an unfavorable clearance action or adrninJstrative termination of further 
processing for clearance eligibiUty. (b\ (6). (bl (7)(C) 

raises a securJty concern and may be 
disqualifying. 

According to DoDM 5200.02, whenever derogatory information about an individual 
with nationaJ security eligibility becomes available that is relevant to the adjudicative 
guidelines, it will be referred to the commander or the security professional of the 
organization to which the person is assigned. The adjudication facility will evaJuate the 
cre<Uble information it receives within 15 days and make an initial determination of 
whether the person's eligibility is clearly consistent with the interests of the nationa'l 
security. 

A~er CAF personnel made the initial determination to revoke the Complainant's 
eligibility for access to classified information, (b) (6). (bl (7)(C) 

, debriefed the Complainant, collected all his access 
badges, and walked him out of the building, According to the Complainant, he was 
scheduJed to (b) \6). (b) t7)(C) 

, and because of the revocation, he had to cancel his travel. 

The CAF provided the Complainant 30 days to submit a response and any 
mitigating information before the CAF made a finaJ decision on revoking his 
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eligibility for access to classified information. The Complainant submitted his response 
to the SOR on September 23, 2022. (bl (6). (b) (7)(C} 

reviewed the Complainant's response to the SOR and submitted a final Letter of 
Revocation (LOR) for review on September 28, 2022. 

!\MM told us that after reviewing the Complainant's response to the SOR, he dJd not 
feel that the Complainant mitigated the concerns, so he drafted the final revocation 
letter and routed it tolltiflffl for approval. 

On the Complainant's response to item 1 of the SOR l(b) (6). (b} (7}(C) 

), the 
Complainant responded that (b) (6). (b) (7)(C) 

that there was a reasonable belief that the Complainant (bJ (6). (b) (7)(C) 

~ . because the Complainant also admitted to , and 
MIPIPll ,;aid that he would have considered mitigation had the Complainant-

On the Complainant's response to item 2 of the SOR 
, the Complainant responded that he 

(b) (6). (b) (711C} 

d he would have 
considered mitigation if the Complainant (bl (6). (b) (7l(Cl 

On the Complainant's response to item 3 of the SOR Hbl (6\. (bl (7HCl 

_ ), the Complainant responded that he (b) (6). (b\ (?)(C) 

. Therefore, he would have considered 
mjtigation if the Complainant (b) (6). (b) (7)(C) 

said that she did not review the Complainant's response but tha'"t?ttiltllfit 
reviewed @MOM recommendation to revoke and the Complainant's response, and 
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ffflff agreed with the recommendation and made the final decision to revoke 
because the Complainant's response did not mitigate the concerns. 

, along with our review of the Ill CAF case notes, confirmed that she 
reviewed the Complainant's response and sent the final LOR to the- Office of 
General Counsel on November 8, 2022, 

11W12!1 told us that ultimately, she agreed with!MWIW recommendation to 
revoke the Complainant's security clearance. •ft .. flfl said that the new derogatory 
information frorn'\JfUIP report was another behavior issue that led to the personal 
conduct concerns for a pattern of behavior. These concerns included the Complainant's 
(b) (6) (b) \7)(C) 

(b\ (6) (bl (7)(Cl 

On December 12, 2022, signed the Complainant's final LOR and notified 
@aWIPM for his awareness. 

On December 13, 2022. h21112fPIWI senttbe Complainant the final LOR notifying the 
Complainant that the- CAF had reviewed the Complainant's response to the 
August 29, 2022 SOR and determined that revocation was warranted The letter 
continued, stating that the information the Complainant provided failed to mitigate the 
concerns outlined in the SOR. 

On January 9, 2023, after the- CAF revoked his clearance, the Complainant appeared 
before an- Personnel Security Appeals Board (PSAB) and presented his appeal to 
the revocation On January 10, 2023, \b) (6). (b) (7)(C) 

notified the Complainant's attorney via letter that 
the PSAB overturned the original- determination to revoke his eligibility for access 
to SCI, and that bis TS/SCI was reinstated this date. \b) (6). (b) (7)(C) 
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!WWWilJ told us that during the PSAB hearing, the Complainant explained the 
circumstance regardinrf!ltlhllid fmclings that he had (b) (6). (b) (?)(Cl 

. 1m1mlPJ9M said that 
(b) (6). (b\ (7)(C) 

·----­something unefarious." 

Additionally, MI\PiPW said that the Complainant provided compelling information 
on each of the other factors outlined in the SOR. which the board felt mitigated the 
security concerns. As a result, the board, which cons1sted of (b) (6). (b) (7)(C) 

(b) (6\. (b) (7)(C) - and , voted unanimously to 
restore the Complainant's security clearance. 

WPIIP•PW estimated tha'"tM\Pttltlffl ,bout one PSAB per month and that it was not 
unusual for the board to overturn a revocation; he estimated that they overturn 
revocations one third of the time. [IIMM@ stated he did not consider anything 
unusual about the Complainant's case, other than the fact that, unlike most employees 
going through the revocation appeal process, the Complainant did not use the fuJI 
amount of time allotted to take advantage of being on paid administrative leave. 

The Complainant's Return to Work 

1
W,@fjM) told us that after the Comp.lainant returned to work with his restored 
security clearance, he resubmitted the Complainant for- compartmented accesses 
on February 1, 2023. According to jjp■@•M@ no action was taken on the submJssions, 
which led to . @l@IM31· however, told us that after the 
Complainant returned to work in January 2023, he tried to integrate the Complainant 
back into meaningful work. but@!RPM informed tWIUQill that the Complainant 
was (b) (6). (b) \7)(C\ 

MliPM in the - Prog·ram Security office confirmed that @NNIM) resubmitted 
to her office on February 1, 2023, a request for the Complainant to gain­
compartmented accesses. According tnffWPPW) the internal notes on the request 
reflected nothing other than the request was cancelled (b) (6). (b) (7)(C) 

WWfiiWI debriefed the Complainant on his securjty clearance on March 22, 2023, and 
the Compla1nant (b) (6), (b) (?)(Cl 
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pons,b Offcial 'K o ge o the Pro e ed 
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@WWW told us that he did not know that the Complainant had previously spoken to 
MJWMM or that the Complainant had spoken to • lffPIPI "'Cknowledged 
that he learned at some point that after he reviewed the Complainant's response to the 
LOI and submitted the final LOR. the Complainant needed to have some of his special 
accesses reinstated so that he could speak tojj,■\MIWW about somethl ng. \IP!WIIPPP said 
that he never heard anyone express any bosti1ity toward the Complainant for speaking 
to , and he denied that anyone ever communicated an intent to revoke th 
Complainant's clearance to keep him from (b) (6). (b) (7)(C) 

told us tha she did not know the Complainant had previously spoken to 
(bl (6). (b) (7)(C) , that the Complainant had spoken to 
tl#ffl, or that he was scheduled to speak to . Htlffl tlid say tha after the 

CAF made the decision to revoke the Complainant's cJearance and drafted the final 
revocation letter, she heard that the Complainant was claiming "whistleblower" status, 
but could not recall where she heard it Furthermore, she did not know what 
grounds the Complainant was claiming that status for because she was not involved in 
any of those programs the Complainant was read into. 

We reviewed Lostant messages between ani'I\PAIIP wh'lch supported thelr 
testimonies that they did not know of the Complainant's disclosures. On September 29, 
2022, after@Mfl2Pff cubmitted the finaJ LOR,· wrotP@WWil and asked, "On 
what grounds does [the CompJainant] have for a whistleblower case. He didn't blow 
any whistle or bring to light any Info. What's hls grounds?" WW, responded, "I 
have no idea 1 have no information about any of that" • wrote, "[W]here is 
whistle blowing?!!! [ ... ] [J]s there more out there we just don't know about[?]" 
WWW responded, "Maybe, but I'm just going on what we have." 

@WWil told us that he recallec- ttt"f@ informing him to "stand down" on the 
issuance of the LOR because the Complainant was going to (b) (6). (b\ (7)(C) 

- · WWII reiterated that he had no idea what was going on, and he said his 
understanding of the situation was that the Complainant had to be briefed back into SCI 
specifical1y so be could , and they did not want to make it seem like 
they were trying to retaliate or prevent him from doing that 

On November 17, 2022 !@fBI\PWJI wrote • , " ... [A]m I sending [the Complainant] 
Ms LOR or is that somethjng for you and/or m·fWWJ'?"' 119181 ;nstructen WNW 
to hold off sending the Complainant his LOR, stating, "[W]e haven't gotten the OK from 
rmJ#iMdll to do that[.] [ ... ] [H)e's claiming whistleblower status and having an [sic] 
meeting with. and doesn't want the optics to be terrible[.]" 
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told us that she did not know that the ComplaJnant had previously spoken to 
the DoD OIG She also said that she did not know that 
the Complai.nant spoke tr!Ml#i that he was scheduled to speak to ttptfflffl earlier 
that year, or that he was in the middle of speaking tofiifiiifiPflf when she signed the final 
LOR. ftMIM acknowledged that she heard that the Complainant was claiming 
whistleblower status, but said that she did not know any specifics. 

11tlltltlfi '1rrived at the (b) (6), (b) (7)(C) before the 
Complainant arrived. Before coming to the she worked in (b) (6). (b) (7)(C) 

. f·fttfl also told us that throughout the CAF's 
adjudicat1on of the ComplaJnant's eligibility determination, she did not d1scuss the 
Complainant with anyone outside of the Per-sonnel Security Division, and she denied the 
existence of any outside influences on her decision to revoke the Complainant's 
eligibility for access to classified information 12 

About the delay in sending the final LOR. rmJm1Q>JQ31 recalled wanting to make sure 
that the had done everything legally before sending it and that there was not an 
optic that the Complainant's security action, which was initiated based onpe,ew 
report, was being influenced unfairly by any actions the Cornplainan @\d•WM 
- ®JM9PP31 said that his in ent was to ensure that the Complainant was fairly 
treated in the security process, no impression indicated that the was targeting him, 
and no implication suggested the adjudication process had anything to do with what the 
Complainant might be doing as a whistJeblower. 

@XWIMlfl told us that he was confident that his Adjudications Branch personnel, who 
were responsible for revoking the Complainant's security clearance, did not know of the 
whistleblower issue. Additionally, rMIPJPW said that the Adjudications Branch had 
a "validated" report stating the Complainant had , so 
at that point the AdjudJcations Branch really did not have much choice other than to 
suspend the Complainant's clearance and find out what was going on. According to 
tNMN· when the Complainant provided hjs response to the SOR, his response was 
nothing more than "I don't remember doing that," which the Adjudications personnel 
dJd not consider sufficient to mitigate the security concerns. 

IX1d1P31 told us that from his perspective as the (b) (61. (b) t7)(C) 

, no one from Security went after the Complainan or reprised against him 
because he was a whistleblower. 49J9!1MW said that the Adjudications Branch based 
its decision to revoke on what they believed were concerns relative to the 
Complainant's ability to hold a national security clearance, which included previous 
reports of (b) (6). {b/ (7)(C) 

u The Personnel S curity Division, can prises the lnvestlg lions branch, the Conthuou.s Ev uatlons branch, and th 
Adjudications branch. 
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. The Complainant 
went through the adjudication process. It came to @<WDBI@ Level as the 

and the PSAB overturned the revocation. 

D-CATSe (bl (6). (b) (7)(C) CASE-01 124 



An lysi 

Analys·s 
As described in more detall In the "Le al Framework" section of thJs report, the 
Complainant must first establish that he made a protected disclosure; that. after the 
disclosure, he experienced an action affecting eligibility for access to classified 
information; and that the discJosure was a contributing factor in the action taken 
against him. The strength of the evidence, motive, and disparate treatment are then 
weighed together ta dete.rmine whether the subject has shown that she wou]d have 
taken the same action absent the protected disclosure. If the evidence does not 
establish that the subject would have taken or failed to take, or threatened to take or fail 
to take, the accion absent the protected disclosure, the complaint is substantiated. 
Conversely, if the evidence establishes that the subject would have taken or failed to 
take, or threatened to take or failed to take, the action absent the protected disclosure, 
then the complaint ls not substantiated. Below, we analyze each of the elements. 

Pro e ·sc os r s 
We determined, by a preponderance of he evidence, that the Complainant made four 
protected disclosures under PPD-19. 

Disclosure 1: Report to (b) (6), (b) (7)(C) 

ib) (6) (b) (7)(C\ During an interview with 
Complainant reported to the IG that (b) (6). (b) (7){C) 

PPD-19. 

Disclosure 2: Report to MITW 
The Complainant reported to • that lb) (6), (b) (?)(C) 

(b) (6). tb) (7)(C) 

Reporting a violation oflaw to 
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(b) (6) (b) (7)\C) 

under PPD-19. 

(b ) (6) . (b) (7)(C) 

Accordingly, the Complainant's 

protected under PPD-19. 

A ·ons Affe 
f ma 

Eli "bil f Ac e st 

Analysis 

is protected 

and was therefore 

la ified 

We determined, by a preponderance ofthe evidence, that the Complainant experienced 
two actions affecting his eligibility for access to classified information. 

Action l: August 2022 Intent to Revoke with Statement of 
Reasons 
On August 29, 2022, the • CAF provided the Complainant an LOI and an SOR 
notifying him that it intended to revoke his eligibility for access to classified 
information, pendlng the Complainant's opportunity to provide a response to the SOR 
with any mitigating factors. The notice also removed the Complainant's access to 
classified systems and facilities and required him to reUnquish his access badges and be 
placed on paid administrative leave pending the adjudication process. 

The August 29, 2022 intent to revoke was an action taken or threatened affecting the 
Complainant's eligibility for access to dassified information. 

Action 2: December 2022 Final Letter of Revocation 
On December 12, 2022, signed the final letter of revocation, and on 
December 13, 2022, emailed the letter ta the Complainant notifying him that the 
CAF revoked his eligibility for access to classified information. 
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The December 12, 2022 final decision to revoke was an action taken affecting the 
Complainant's eligibility for access to classified information. 

Contributing Factor 
We determined that the Complainant's protected disclosures were not a contributing 
factor in the- CAPs intent to revoke the Complainant's eligibility for access to 
classified information. However, 1:if Pl'W Ukelypercelved the Complainant as making 
protected disclosures before she made the final decision to revoke the Complainant's 
eligibility for access to classified information. 

Whether protected disclosures were a •contributing factor" may be established when: 

• the subject had knowledge, actual or inferred, of the Complainant's disclosures, 
and 

• the actions affecting ellgibiUty took place within a period of time after the 
disclosures, 

such that a reasonable person could conclude that the disclosures were a contributing 
factor In the decision to take the actions. 

Knowledge 

Disclosure 1: Report to (b) (6). (b) (7)(C) 

- CAF personnel alJ told us that they did not know who the Complainant was or that 
he had spoken to the DoD OIG , and that no one 
influenced their decision to revoke the Complainant's eligibility for access to classified 
information. 

The Complainant made this disclosure . Ml9IP3I 
..... confirmed that they did not discuss the Complainant's report to them with 
anyone as (b) (6) (b) (7)(C) 

Disclosure Z: ibl 16) tb i I l)1l, Reporttollll 
- CAF personnel told us that they did not lmow that the Complainant spoke to. 

- · rtpi900Pld3I confirmed that he never spoke to - CAF personnel aboutlll 
- contacting him to get read-in to programs so that it could investigate the 
Complainant's allegations. BIPOOPIWJI also did not know what the Complainant's 
allegations were because he was not involved in those programs. 

QJJ 
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Di lo and 4. (b) (6), (b) (7)(C) 

!\PPM/ anr- ffl!M both told us that they did not know that the Complainant spoke 
to•Putffl, and that no one influenced their decJslon to revoke the Complainant's 
eUgibility for access to classified information. 

EmaJls, instant messages, and lntemal case notes we reviewed supported BP8"11WPAI 
and 1RPIWP testimonies that they did not know of the Complainant's protected 
disclosures or learn that he was claiming to be a whistleblower before they proposed 
the Complainant's revocation, reviewed his response to the SOR. and drafted the final 
LOR for 

Percei n· closu 
acknowledged hearing that the Complainant was claiming whistleblower 

status, but she did not know of bis protected disclosures and had no idea why be was 
claiming that status. ®MW® instructedf'Nf'!M to wait to send the final LOR to 
the Complainant because the Complainant was going to . Therefore, 
111tltffl ,:ould have perceived the Complainant as being a whistleblower before she 
approved and signed the submitted final LOR. 

Timing of Actions Affecting Eligibility for Access to Classified 
Information 

Actlor 1: August 2022 I, ter to e oke w1 ta e e of 
ea o 

... tttllti aof' •eeee proposed the Complainant's revocation and provided 
Mm with an SOR on August 29, 2022 WPWI =ifter the Complainant made a 
disclosure to the DoD OIG and IOtitl!M 1.fter the Complainant made a disclosure to 
- However, the evidence did not establish that any of the CAP personnel knew 
of or perceived that the Complainant had made a protected disclosure before they took 
this a ctl on. 

Based on the subjects' lack of knowledge of the protected disclosures before initiating 
the intent to revoke, a preponderance of the evidence establlshed that the protected 
disclosures could not have been a contributing factor in the action taken affecting his 
eJigibility for access to classified information. 

ctior 2. Decenibe 2022 F, nal etter of .................. .... 

MWWI reviewed the Complainant's response to the SOR and submitted the LOR to 
12Pffllll!l! ?n September 28, 2022, before learning that the Complainant was claiming to 
be a whistleblower. and did not review the fina) LOR before it (b) (6). (bl (7)(C) 
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was submitted tr \itl!dllllffl Therefore, a preponderance of the evidence established 
that the Complainant's protected disclosures could not have been a contributing factor 
·n @MUIMjortPPIMtR submission of the LOR 

•ff·j·fl however, learned before approving and signing the LOR that the Complainant 
was claiming to be a whistleblower. Therefore, based 011 \fPfBIWI IQlowledge of the 
Complainant's claim to wbistleblower status and the close timing between the 
protected disclosure and the actJon affecting eligibility for access to classUied 
information, a preponderance of the evidence established that the protected disclosures 
were a contributing factor ln the action affecting eligibility for access to classified 
tnformatlon. 

Because the Complainant has successfully established the elements of a prlma fade 
allegation by a preponderance of the evidence, the question then becomes whether 
clear and convincing evidence demonstrates that would have taken the same 
action even absent the protected disclosures.u fn so doing, we considered the following 
factors. 

r n f h C 

Stated Reasons for Proposing and Revoking the Complainant's 
Eligibility for Access to Classified Information 
Despite the documented past security incidents that the Complainant was invoJved In 
before coming to the the CAF did its due di]igence to have the [nvestigations 
and Continuous Evaluations branches Investigate those incidents before the • CAF 
made an eligibility determination. • spoke to the DCSA CAS to ensure that it had 
reviewed the information before it adjudicated the Complainant's DoD eligibility for 
access to classified information. The Continuous Bvaluations branch interviewed the 
Complainant. who then acknowledged (bl (6). (b) (7)(C) 

They also 
interviewed witnesses about the ■■I investigation, which substantiated that the 
Complainant Ultimately. the • CAF granted the 
Complainant eligibility for access to classified information based on reciprocity from the 
DCSA CAS' decision to grant him a favorable eligibility. 

Soon after 111119) notified the CAF that it substantiated findings against the 
Complain~tWflfl On receiving,eppe flndin~, reviewed the 
derogatory information, as well as the Complainant's history, and felt a revocation was 
warranted in accordance with DoDM 5200.02. This was based on a pattern of 
misconduct, including the Complainant's (b) (6). (b) (7)(C) 

11 Bl~s Law Diet lona,y defines a primo lode case as one that ls •established by suffident evidence. and can be overthrown 
on~~ rebutting evidence adduced on (offered by] the other side: 

QJl 
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- and the report from the that the Complainant had (b) (6). (b) (7)(C) 

- ■■■ and jjt@t?ffl agreed with 3PWPJWI recommendation to 
initiate an LOI with an SOR. (b) (5). (b) (6). (b) (7)(C) 

After reviewing the Complainant's response to the SOR, (b) (6). \bi (7)(C) 

It was after these actions occurred that CAF personnel learned that the 
Complainant was daiming to be a whistle blower. 

o ive tara e 
We found no evidence to indicate that any of the CAF personnel had a motive to 
reprise against the Complainant CAF personnel told us that they did not know the 
Complainant before his case came to their attention and that they did not know of his 
protected disclosures; we found no evidence to the contrary. Additionally, no one from 
outside the CAF who may have known of the Complainant's protected disclosures 
influenced their decision. Furthermore, the Complainant's disclosures did not implicate 

• CAF personnel in any wrongdoing and no evidence indicated that their 
adjudication process was Lnfluenced by any other personnel. Therefore, the 
evidence did not establish a retaliatory motive on the part of CAF personnel. 

a te e ment f th o plat n 
We found no indication that CAF personnel treated the Complainant disparately 
during their review and adjudication. TestimonJes from CAF personnel and the 
(bl (6). (b) (7)(C) indicated that nothlng was unusual about the 
Complainant's case or that he was treated disparately from any other employee 
who was not a whistleblower. Additionally, the CAF processed numerous 
revocation proposals each year involving questionable personal conduct concerns 
similar to the Complalnant's substantiated misconduct and his (bl (6). ib) i?)(CI 
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Totality o the Evidence 

Totality of the Evidence 
(b) (6). (bl (7)(C) 

Afterreviewtng the Complainant's 
response to the SOR. which failed to provide detalled and credible responses to the 
listed concerns, CAF personnel all agreed that the Complainant did not mitigate he 
concerns and drafted a final revocation letter. 

Tbese events occurred before CAF personnel learned that the Complainant was 
claiming whistleblower status, the nature of which was unknown. CAF personnel 
followed appropriate procedures in accordance with the adjudicative guJdellnes as 
outlined in Executive Order 12968 and DoDM 5200.02. 

CAF personnel lacked a motive to reprise against the Complainant, and no evidence 
existed that CAF personnel treated the Complainant disparately from other non­
whistleblowers who were involved in similar concerns of personal conduct under the 
adjudicative guidelines. 

QJJ 
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Conclusion 

Concl sion 
CJear and convincing evjdence establlshes that CAF personnel would have revoked 
the Complainant's eligibility for access to classified Information absent any protected 
disclosure. Accordjngly, • CAF personnel wd not take, or threaten to take, an action 
affecting the Complainant's eligibility for access to classified information in reprisal for 
Ws protected disclosures. 

QJJ 
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Complainant's Respon e to Prelimin ry Conclusion 

Complainant's Response to Preliminary 
Conclusion 
We provided a preliminary report of investigation to the Complainant and his counsel 
on February 13, 2025, and gave them the opportunity to respond to our preUminary 
conclusion. The Complainant responded via ematl through counsel on February 20, 
2025, non concurring with our conclusion, but he dM not provide any additional 
informatiorL 
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veraII Conclusion 

Overall Conclusion 
Absent any response from the Complainant to our preliminary report ofinvestlgation, 
our conclusion remains unchanged. We conclude that CAP personnel did not take, 
or threaten to take, an action affecting the Complainant's eligibility for access to 
classified information in reprisal for his protected disclosures. 
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Acronyms and Abbreviations 

lb) (f,) Ill) I l)(C) 

(» Olml)~ n(e(IActt$$ Progr.wn$ 

a COntinuous Evaluatkw office 

\I>) \bl \lJJ (l)tC) 

(llJ \G) (b) t 7XCI 

DaA W Defense Counterlmelligence ind Sewrr-, Aeenty, ConsoUditedAdjudlcatlons Serv ces 

DDDIIII 000 Manual 

i'lfriflff fl (bl (bJ (tJJ (T)1C) 

DTM Dlrecthle-type Memorandum 

(lll (f,) ill) I l)tC) 

LOI Lett er of Int l!nl 

MFR Memorandum For Remrd 

(ll) 1G) 1ll) (/){Cl 

Ill) (G) (ll) I T){C) 

PPD•ll Presidlll'ltlal Pol[cy Directive 19 

PSAI PersOMel Security Appea Is brd 

SM Special Access Prosrarr, 

SAPaJ Special Access Proeram Cl!ntral Office 

SCI Sensitive Comp1rtm nted Information 

SIC sea.ire Integration Cloud 

SOil Statement of Reasons 

TS/SCI Top Sea'et/Sensitive ComPilrtmented Information 

UN' Unldentlfied Anomalous Phenomen1 
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Whistleblower Protection 

U.S. DEPARTMENT OF DEFENSE 

Wh1stleblower Protection safeguards DoD employees agamst 

retoliot1on for protected disclo.rnrrs that expose possible fraud, waste, 

and abuse in Government pro9rams. For more lnformat,on, please VlSit 

the Whistlebluwer webpage at http:j /www.dodi9.mil/Components/ 
Admi11istrative-lnvestigatians/Wh1stleblawer-Repr1sal-lnvest(gations/ 

Whistleblower-Reprisal/ or con tact the W/11stleblower Protection 
Coordinator cit Whistle/Jlowe, protectianco(Jrdhwt.or@dodi9 mil 

For more information about DoD OIG 
reports or activities, please contact us: 

Congressional Liaison 
703.604.8324 

Media Contact 
pub1ic.affalrs@dodig.ml1; 703 604.8324 

DoD OIG Malling Llsts 
www.dodig.mil/Malling-Lists/ 

It 
www.twitter.com/Do0_1G 

Unkedln 
https://www.linkedin.com/company/dod-inspector-general/ 

DoDHoUlne 
www.dodig.mil/ hotline 
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